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Introduction

Introduction

Thank you for purchasing an NX-series Safety Control Unit.

This manual contains information that is necessary to use the NX-series Safety Control Unit.

Please read this manual and make sure you understand the functionality and performance of the Unit
before you attempt to use it in a control system.

Keep this manual in a safe place where it will be available for reference during operation.

Intended Audience

This manual is intended for the following personnel, who must also have knowledge of electrical sys-

tems (an electrical engineer or the equivalent).

» Personnel in charge of introducing FA systems.

» Personnel in charge of designing FA systems.

» Personnel in charge of installing and maintaining FA systems.

» Personnel in charge of managing FA systems and facilities.

» Personnel with the qualifications, authority, and responsibility for providing safety at each phase of
the lifecycle of the machine: design, installation, operation, maintenance, and disposal.

» Personnel with a knowledge of functional safety.

For programming, this manual is intended for personnel who understand the programming language

specifications in international standard IEC 61131-3 or Japanese standard JIS B 3503.

Applicable Products

This manual covers the following products.
* NX-series Safety Control Units

NX-SLOOOO

NX-SIOO0O0

NX-SoUoO
Note that this manual provides information for using an NX-series Safety Control Unit described above
together with an NJ/NX-series CPU Unit, an EtherCAT Coupler Unit, or with an EtherNet/IP Coupler
Unit. When you use it with an NX-CSG320 Communication Control Unit, refer to the NX-series Safety
Control Unit / Communication Control Unit User's Manual (Cat. No. Z395).
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Relevant Manuals

Relevant Manuals

The following table provides the relevant manuals for this product. Read all of the manuals that are
relevant to your system configuration and application before you use the product.

Most operations on this product are performed from the Sysmac Studio Automation Software. For de-
tails on the Sysmac Studio, refer to the Sysmac Studio Version 1 Operation Manual (Cat. No. W504).
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Manual Structure

Manual Structure

Page Structure

The following page structure is used in this manual.

—— Level 1 heading
Level 2 heading

Level 2 heading——— 4-3 Mounting Units ~ Level 3 heading

Gives the current
4-3-1  Connecting Controller Components headings.
The Units that make up an NJ-series Controller can be connected simply by pressing the Units together

and locking the sliders by moving them toward the back of the Units. The End Cover is connected in the
same way to the Unit on the far right side of the Controller.

A step in a procedure ————————1 ointhe units so that the connectors fit exactly.

Hook

4 Installation and Wiring

Level 3 heading——|

Indicates a procedure.

suun Bununow €+

— Page tab

Gives the number
of the main section.

2 The yellow sliders at the top and bottom of each Unit lock the Units together. Move the sliders
toward the back of the Units as shown below until they click into place.

Move the sliders toward the back
untilthey lock into place.

SIGUOAWOD 100D BUIDBUOD 165 T

Special information [ procaston fr oo use

The sliders on the tops and bottoms of the Power Supply Unit, CPU Unit, /O Units, Special /0

. . Units, and CPU Bus Units must be completely locked (until they click into place) after connecting
ICOnS |nd |Cate the adjacent Unit connectors.

precautions, additional
information, or reference

information.

®ba e

NJ-series CPU Unit Hardware User's Manual (W500) 49

Manual name

This illustration is provided only as a sample. It may not literally appear in this manual.
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Manual Structure

Special Information

Special information in this manual is classified as follows:

Precautions for Safe Use

Precautions on what to do and what not to do to ensure safe usage of the product.

mPrecautions for Correct Use

Precautions on what to do and what not to do to ensure proper operation and performance.

@Additional Information

Additional information to read as required.
This information is provided to increase understanding or make operation easier.

Version Information

Information on differences in specifications and functionality for Controller with different unit versions
and for different versions of the Sysmac Studio is given.
Precaution on Terminology

In this manual, the directions in relation to the Units are given in the following figure, which shows up-
right installation.

Left Right

HE
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Terms and Conditions Agreement

Terms and Conditions Agreement

Warranty, Limitations of Liability

I Warranties

® Exclusive Warranty
Omron’s exclusive warranty is that the Products will be free from defects in materials and work-
manship for a period of twelve months from the date of sale by Omron (or such other period ex-
pressed in writing by Omron). Omron disclaims all other warranties, express or implied.

® Limitations
OMRON MAKES NO WARRANTY OR REPRESENTATION, EXPRESS OR IMPLIED, ABOUT
NON-INFRINGEMENT, MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE OF
THE PRODUCTS. BUYER ACKNOWLEDGES THAT IT ALONE HAS DETERMINED THAT THE
PRODUCTS WILL SUITABLY MEET THE REQUIREMENTS OF THEIR INTENDED USE.

Omron further disclaims all warranties and responsibility of any type for claims or expenses based
on infringement by the Products or otherwise of any intellectual property right.

® Buyer Remedy
Omron’s sole obligation hereunder shall be, at Omron’s election, to (i) replace (in the form originally
shipped with Buyer responsible for labor charges for removal or replacement thereof) the non-com-
plying Product, (ii) repair the non-complying Product, or (iii) repay or credit Buyer an amount equal
to the purchase price of the non-complying Product; provided that in no event shall Omron be re-
sponsible for warranty, repair, indemnity or any other claims or expenses regarding the Products
unless Omron’s analysis confirms that the Products were properly handled, stored, installed and
maintained and not subject to contamination, abuse, misuse or inappropriate modification. Return
of any Products by Buyer must be approved in writing by Omron before shipment. Omron Compa-
nies shall not be liable for the suitability or unsuitability or the results from the use of Products in
combination with any electrical or electronic components, circuits, system assemblies or any other
materials or substances or environments. Any advice, recommendations or information given orally
or in writing, are not to be construed as an amendment or addition to the above warranty.

See https://www.omron.com/global/ or contact your Omron representative for published informa-
tion.

I Limitation on Liability; Etc

OMRON COMPANIES SHALL NOT BE LIABLE FOR SPECIAL, INDIRECT, INCIDENTAL, OR CON-
SEQUENTIAL DAMAGES, LOSS OF PROFITS OR PRODUCTION OR COMMERCIAL LOSS IN ANY
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Terms and Conditions Agreement

WAY CONNECTED WITH THE PRODUCTS, WHETHER SUCH CLAIM IS BASED IN CONTRACT,
WARRANTY, NEGLIGENCE OR STRICT LIABILITY.

OMRON SHALL NOT BE RESPONSIBLE AND/OR LIABLE FOR ANY LOSS, DAMAGE, OR EX-
PENSES DIRECTLY OR INDIRECTLY RESULTING FROM THE INFECTION OF OMRON PROD-
UCTS, ANY SOFTWARE INSTALLED THEREON OR ANY COMPUTER EQUIPMENT, COMPUTER
PROGRAMS, NETWORKS, DATABASES OR OTHER PROPRIETARY MATERIAL CONNECTED
THERETO BY DISTRIBUTED DENIAL OF SERVICE ATTACK, COMPUTER VIRUSES, OTHER
TECHNOLOGICALLY HARMFUL MATERIAL AND/OR UNAUTHORIZED ACCESS.

It shall be the users sole responsibility to determine and use adequate measures and checkpoints to
satisfy the users particular requirements for (i) antivirus protection, (ii) data input and output, (iii) main-
taining a means for reconstruction of lost data, (iv) preventing Omron Products and/or software instal-
led thereon from being infected with computer viruses and (v) protecting Omron Products from unau-
thorized access.

Further, in no event shall liability of Omron Companies exceed the individual price of the Product on
which liability is asserted.

Application Considerations

I Suitability of Use

Omron Companies shall not be responsible for conformity with any standards, codes or regulations
which apply to the combination of the Product in the Buyer’s application or use of the Product. At Buy-
er’s request, Omron will provide applicable third party certification documents identifying ratings and
limitations of use which apply to the Product. This information by itself is not sufficient for a complete
determination of the suitability of the Product in combination with the end product, machine, system, or
other application or use. Buyer shall be solely responsible for determining appropriateness of the par-
ticular Product with respect to Buyer’s application, product or system. Buyer shall take application re-
sponsibility in all cases.

NEVER USE THE PRODUCT FOR AN APPLICATION INVOLVING SERIOUS RISK TO LIFE OR
PROPERTY OR IN LARGE QUANTITIES WITHOUT ENSURING THAT THE SYSTEM AS A WHOLE
HAS BEEN DESIGNED TO ADDRESS THE RISKS, AND THAT THE OMRON PRODUCT(S) IS
PROPERLY RATED AND INSTALLED FOR THE INTENDED USE WITHIN THE OVERALL EQUIP-
MENT OR SYSTEM.

I Programmable Products

Omron Companies shall not be responsible for the user’s programming of a programmable Product, or
any consequence thereof.

Disclaimers
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Terms and Conditions Agreement

I Performance Data

Data presented in Omron Company websites, catalogs and other materials is provided as a guide for
the user in determining suitability and does not constitute a warranty. It may represent the result of
Omron’s test conditions, and the user must correlate it to actual application requirements. Actual per-
formance is subject to the Omron’s Warranty and Limitations of Liability.

I Change in Specifications

Product specifications and accessories may be changed at any time based on improvements and oth-
er reasons. It is our practice to change part numbers when published ratings or features are changed,
or when significant construction changes are made. However, some specifications of the Product may
be changed without any notice. When in doubt, special part numbers may be assigned to fix or estab-
lish key specifications for your application. Please consult with your Omron’s representative at any
time to confirm actual specifications of purchased Product.

I Errors and Omissions

Information presented by Omron Companies has been checked and is believed to be accurate; how-
ever, no responsibility is assumed for clerical, typographical or proofreading errors or omissions.

Statement of security responsibilities for assumed use cases and
against threats

18

OMRON SHALL NOT BE RESPONSIBLE AND/OR LIABLE FOR ANY LOSS, DAMAGE, OR EX-
PENSES DIRECTLY OR INDIRECTLY RESULTING FROM THE INFECTION OF OMRON PROD-
UCTS, ANY SOFTWARE INSTALLED THEREON OR ANY COMPUTER EQUIPMENT, COMPUTER
PROGRAMS, NETWORKS, DATABASES OR OTHER PROPRIETARY MATERIAL CONNECTED
THERETO BY DISTRIBUTED DENIAL OF SERVICE ATTACK, COMPUTER VIRUSES, OTHER
TECHNOLOGICALLY HARMFUL MATERIAL AND/OR UNAUTHORIZED ACCESS.

It shall be the users sole responsibility to determine and use adequate measures and checkpoints to
satisfy the users particular requirements for (i) antivirus protection, (ii) data input and output, (iii) main-
taining a means for reconstruction of lost data, (iv) preventing Omron Products and/or software instal-
led thereon from being infected with computer viruses and (v) protecting Omron Products from unau-
thorized access.
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Safety Precautions

Safety Precautions

Definition of Precautionary Information

The following notation is used in this manual to provide precautions required to ensure safe usage of
the NX-series Safety Control Unit. The safety precautions that are provided are extremely important to
safety. Always read and heed the information provided in all safety precautions.

The following notation is used.

Indicates a potentially hazardous situation which, if
not avoided, could result in death or serious injury.

A WARN | NG Additionally, there may be severe property

damage.

Indicates a potentially hazardous situation which, if
not avoided, may result in minor or moderate
injury, or property damage.

The circle and slash symbol indicates operations that you must not do.
The specific operation is shown in the circle and explained in text.
This example indicates prohibiting disassembly.

This example indicates a precaution for electric shock.

The triangle symbol indicates precautions (including warnings).
The specific operation is shown in the triangle and explained in text.
This example indicates a general precaution.

The filled circle symbol indicates operations that you must do.
The specific operation is shown in the circle and explained in text.
This example shows a general precaution for something that you must do.

The triangle symbol indicates precautions (including warnings).
The specific operation is shown in the triangle and explained in text.
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Safety Precautions

Warnings

20

Serious injury may possibly occur due to loss of required safety functions.
When building the system, observe the following warnings to ensure the integrity of the safety-related
components.

/\ WARNING

I Setting Up a Risk Assessment System

The process of selecting these products should include the development and execu-
tion of a risk assessment system early in the design development stage to help identify
potential dangers in your equipment and optimize safety product selection.

Related International Standards:

» ISO 12100 General Principles for Design - Risk Assessment and Risk Reduction

I Protective Measure

When developing a safety system for the equipment and devices that use safety prod-

ucts, make every effort to understand and conform to the entire series of international

and industry standards available, such as the examples given below.

Related International Standards:

» ISO 12100 General Principles for Design - Risk Assessment and Risk Reduction

» |[EC 60204-1 Electrical Equipment of Machines - Part 1: General Requirements

+ ISO 13849-1, -2 Safety-related Parts of Control Systems 0

* ISO 14119 Interlocking Devices Associated with Guards - Principles for Design and
Selection

» |[EC 62046 Application of Protective Equipment to Detect the Presence of Persons

« |[EC 62061 Functional Safety of Safety-related Electrical, Electronic and Programma-
ble Electronic Control Systems

» |[EC 61508 Functional Safety of Electrical/Electronic/Programmable Electronic Safe-
ty-related Systems

I Role of Safety Products

Safety products incorporate standardized safety functions and mechanisms, but the
benefits of these functions and mechanisms are designed to attain their full potential
only within properly designed safety-related systems. Make sure you fully understand
all functions and mechanisms, and use that understanding to develop systems that will
ensure optimal usage. 0
Related International Standards:
* ISO 14119 Interlocking Devices Associated with Guards - Principles for Design and
Selection
* ISO 13857 Safety Distances to Prevent Hazard Zones being Reached by Upper and
Lower Limbs
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Safety Precautions

Installing Safety Products

Qualified engineers must develop your safety-related system and install safety prod-

ucts in devices and equipment. Prior to machine commissioning verify through testing

that the safety products works as expected.

Related International Standards:

* ISO 12100 General Principles for Design - Risk Assessment and Risk Reduction

» |EC 60204-1 Electrical Equipment of Machines - Part 1: General Requirements

» ISO 13849-1, -2 Safety-related Parts of Control Systems

* 1SO 14119 Interlocking Devices Associated with Guards - Principles for Design and
Selection

« |[EC 62061 Functional Safety of Safety-related Electrical, Electronic and Programma-
ble Electronic Control Systems

» |EC 61508 Functional Safety of Electrical/Electronic/Programmable Electronic Safe-
ty-related Systems

O

Observing Laws and Regulations

Safety products must conform to pertinent laws, regulations, and standards. Make sure
that they are installed and used in accordance with the laws, regulations, and stand-
ards of the country where the devices and equipment incorporating these products are
distributed.

O

Observing Usage Precautions

Carefully read the specifications and precautions as well as all items in the Instruction
Manual for your safety product to learn appropriate usage procedures. Any deviation
from instructions will lead to unexpected device or equipment failure not anticipated by
the safety-related system.

0

Transferring Devices and Equipment

When transferring devices and equipment, be sure to retain one copy of the Instruction

Manual and supply another copy with the device or equipment so the person receiving

it will have no problems with operation and maintenance.

Related International Standards:

» ISO 12100 General Principles for Design - Risk Assessment and Risk Reduction

» |EC 60204-1 Electrical Equipment of Machines - Part 1: General Requirements

* 1SO 13849-1, -2 Safety-related Parts of Control Systems

» |IEC 62061 Functional Safety of Safety-related Electrical, Electronic and Programma-
ble Electronic Control Systems

» |[EC 61508 Functional Safety of Electrical/Electronic/Programmable Electronic Safe-
ty-related Systems

0

Design
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Safety Precautions

Confirm that the calculated reaction times meet the required specifications for all safety
chains.
Serious injury may possibly occur due to loss of required safety functions.

All safety devices and components that are connected to an NX-series Safety Control
Unit must be selected and used to meet the required level of safety and the relevant
safety category.

Serious injury may possibly occur due to loss of required safety functions.

Do not use indicators on the NX-series Safety Control Units for safety operations.
Serious injury may possibly occur due to loss of required safety functions.

Check during the import of the program that the CRC of the program is correct.
Serious injury may possibly occur due to loss of required safety functions.

Check during the import of the user defined function that the CRC of the imported func-
tion block is correct.
Serious injury may possibly occur due to loss of required safety functions.

Do not use non-safety signals, including tag data links, explicit messages, and ex-
posed variables, as safety signals.
Serious injury may possibly occur due to loss of required safety functions.

If you select “Open Only” for the Open Type setting, make sure to verify that the origi-
nator/target have correct configurations.
Serious injury may possibly occur due to loss of required safety functions.

Before connecting an NX Series Safety Control Unit to the network, clear the previous
settings.
Serious injury may possibly occur due to loss of required safety functions.

I Debugging

Before you perform safety validation of the safety programs, complete debugging of
the safety programs.

Otherwise, the Safety CPU Unit will start with safety programs that are not fully debug-
ged and may cause serious personal injury.

Make sure that the area around the system is safe before you change the operating
mode, change present values, or execute forced refreshing. The outputs may operate
and may cause serious injury.

Make sure that the area around the system is safe before you start the system opera-
tion while the online functional test is in progress. The outputs may operate and may
cause serious injury.

SOe SOSSSSee

I Testing Operation
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Before you start the system, perform user testing to make sure that all safety devices

operate correctly. The safety signature is validated upon completion of the user testing.

Serious injury may possibly occur due to loss of required safety functions.

After you perform safety validation, check items for safety validation printed out to con-
firm Safety Control Units are correctly configured.

Although the Simulator and Simple Automatic Test simulate the operation of the Safety
CPU Unit, there are differences from the Safety CPU Unit in operation and timing. Al-
ways confirm operation on the actual equipment before you operate the equipment.
Accidents may occur if the controlled system performs unexpected operation.

Wiring

Wire the safety input and output lines so that they do not touch other lines.
Serious injury may possibly occur due to loss of required safety functions.

Wire the Safety Control Unit properly so that 24-VDC lines do not touch output lines
accidentally or unintentionally.
Serious injury may possibly occur due to loss of required safety functions.

Wire the safety output lines and 24-VDC lines so that ground faults will not cause the
loads to turn ON.
Serious injury may possibly occur due to loss of required safety functions.

The wiring information that is displayed on the Sysmac Studio is for reference only and
may differ from the actual wiring diagrams. Always confirm the actual wiring and per-
forming suitable wiring.

Serious injury may possibly occur due to loss of required safety functions.

During Power Supply

Do not touch any of the terminals or terminal blocks while the power is being supplied.
Doing so may result in electric shock.

Do not attempt to take any Unit apart.

In particular, high-voltage parts are present in Units that supply power while power is supplied or
immediately after power is turned OFF. Touching any of these parts may result in electric shock.
There are sharp parts inside the Unit that may cause injury.

Replacing Units

When replacing a Safety Control Unit, confirm that the model of the Unit is correct,
confirm that the Unit and terminal block mounting positions are correct, configure the
replacement Unit suitably, and confirm that the Unit operates correctly.

e b eeee S&&

Voltage and Current Inputs
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Make sure that the voltages and currents that are input to the Units and slaves are
within the specified ranges.

Inputting voltages or currents that are outside of the specified ranges may cause acci-
dents or fire.

I Transferring

Always confirm safety at the destination before you transfer the unit configuration infor-
mation, parameters, set values, or other data from tools such as the Sysmac Studio.
The devices or machines may perform unexpected operation regardless of the operat-
ing mode of the Controller.

I Restoring Data

When you restore the Safety CPU Unit, confirm that the safety signature for the re-
stored programs is correct. Serious injury may possibly occur due to loss of required
safety functions.

I Security Measures

Anti-virus protection
Install the latest commercial-quality antivirus software on the computer connected to
the control system and maintain to keep the software up-to-date.

!
O
O
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Security measures to prevent unauthorized access

Take the following measures to prevent unauthorized access to our products.

« Install physical controls so that only authorized personnel can access control sys-
tems and equipment.

* Reduce connections to control systems and equipment via networks to prevent ac-
cess from untrusted devices.

* Install firewalls to shut down unused communications ports and limit communica-
tions hosts and isolate control systems and equipment from the IT network.

» Use a virtual private network (VPN) for remote access to control systems and equip-
ment.

» Adopt multifactor authentication to devices with remote access to control systems
and equipment.

» Set strong passwords and change them frequently.

» Scan virus to ensure safety of USB drives or other external storages before connect-
ing them to control systems and equipment.

Data input and output protection
Validate backups and ranges to cope with unintentional modification of input/output da-
ta to control systems and equipment.
» Checking the scope of data 0
» Checking validity of backups and preparing data for restore in case of falsification
and abnormalities

» Safety design, such as emergency shutdown and fail-soft operation in case of data
tampering and abnormalities

&

24 NX-series Safety Control Unit User's Manual (Z930)



Safety Precautions

Data recovery
Backup data and keep the data up-to-date periodically to prepare for data loss.

When using an intranet environment through a global address, connecting to an unau-
thorized terminal such as a SCADA, HMI or to an unauthorized server may result in
network security issues such as spoofing and tampering. You must take sufficient
measures such as restricting access to the terminal, using a terminal equipped with a
secure function, and locking the installation area by yourself.

When constructing an intranet, communication failure may occur due to cable discon-
nection or the influence of unauthorized network equipment. Take adequate measures,
such as restricting physical access to network devices, by means such as locking the
installation area.

When using a device equipped with the SD Memory Card function, there is a security

risk that a third party may acquire, alter, or replace the files and data in the removable

media by removing the removable media or unmounting the removable media. Please
take sufficient measures, such as restricting physical access to the Controller or taking
appropriate management measures for removable media, by means of locking the in-

stallation area, entrance management, etc., by yourself.

-~ -l —
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Precautions for Safe Use

I Transporting

» Do not attempt to disassemble, repair, or modify any Units. Doing so may result in malfunction or
fire.

* Do not drop any Unit or subject it to abnormal vibration or shock. Doing so may result in Unit mal-
function or burning.

» When transporting any Unit, use the special packing box for it. Also, do not subject the Unit to ex-
cessive vibration or shock during transportation.

I Mounting

* Always turn OFF the power supply before mounting a Unit. If the power supply is not OFF, the Unit

may malfunction or may be damaged.

* Mount terminal blocks and connectors only after checking the mounting location carefully. Be sure
that the terminal blocks, expansion cables, and other items with locking devices are properly locked
into place.

» Do not apply labels or tape to the Unit. When the Units are installed or removed, adhesive or scraps
may adhere to the pins in the NX bus connector, which may result in malfunctions.

* Do not touch the pins in the NX bus connector on the Unit. Dirt may adhere to the pins in the NX bus
connector, which may result in malfunctions.

Example: NX Unit (12 mm width)

» Do not write on the an NX Unit with ink within the restricted region that is shown in the following
figure. Also do not get this area dirty. When the Unit is installed or removed, ink or dirt may adhere
to the pins in the NX bus connector, which may result in malfunctions in the Controller.

Refer to the user's manual of the CPU Unit or Communications Coupler Unit to be connected for
details on the restricted region of the CPU Unit or Communications Coupler Unit.
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» For the installation orientations in the following figure, support the cables, e.g., with a duct, so that
the End Plate on the bottom is not subjected to the weight of the cables. The weight of the cables
may cause the bottom End Plate to slide downward so that the Slave Terminal is no longer secured
to the DIN Track, which may result in malfunctions.
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I Wiring

» Follow the instructions in this manual to correctly perform wiring.

» Double-check all switch settings to make sure that they are correct before turning ON the power
supply.

» Use the correct wiring parts and tools when you wire the system. Otherwise, cables may be discon-
nected to cause short-circuit or wire breakage.

* Do not pull on the cables or bend the cables beyond their natural limit. Do not place any heavy ob-
jects on the cables or other wiring lines. Doing so may severe the cables.

» When wiring or installing the Units, do not allow metal fragments to enter the Units.

» Do not press the flat-blade screwdriver straight into the release hole on the screwless clamping ter-
minal block. Doing so may damage the terminal block.

NG OK
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28

* When you insert a flat-blade screwdriver into a release hole on the screwless clamping terminal
block, press the screwdriver down with a force of 30 N or less. Applying excessive force may dam-
age the terminal block.

» Do not tilt or twist the flat-blade screwdriver while it is pressed into the release hole on the screwless
clamping terminal block. Doing so may damage the terminal block.

NG NG

T

I Power Supply Design

» Use the I/O power supply capacity within the range that is given in the Unit specifications.
» Provide suitable power supply capacity according to the reference manuals.

» Use the power supply voltage that is specified in the related manuals.

* Do not apply voltages that exceed the rated value to any Input Unit.

I Debugging

« With forced refreshing, the values of variables are overwritten with specified values and then the
safety programs are executed. If forced refreshing is used for variables that give the results of pro-
gram processing, the variables will first take the specified values, but they will then be overwritten by
the safety program.

» Depending on the difference in the forced status, the control system may operate unexpectedly.

» After you clear the memory, the Controller operates in the same way as immediately after you create
the system configuration with the Controller in the factory default condition.

» Verify that the safety communications with a remote node will be established in the debug mode of
the Safety CPU Unit.

I Turning ON the Power Supply or Restarting after Safety Validation

* Remember that if safety validation is successful, the next time the Safety CPU Unit is started, it will
automatically start in RUN mode.

* When you download the parameters for the NJ/NX-series CPU Units, the Communications Coupler
Unit and NX Units, the Safety CPU Unit automatically restarts.

I Turning ON the Power Supply

» Double-check all wiring connections and switch settings to make sure that they are correct before
turning ON the power supply. Use the correct wiring parts and tools when you wire the system.
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» Make sure that the voltages and currents that are input to the Units and slaves are within the speci-
fied ranges. Inputting voltages or currents that are outside of the specified ranges may damage the
Units or slaves or cause fire.

I Actual Operation

» The relevant Units will maintain the safe states for /0O data with safety connections after an error is
detected in safety process data communications. However, when the cause of the error is removed,
safety process data communications will recover automatically.

If you need to prevent equipment from restarting when safety process data communications recover
automatically, implement suitable restart conditions in the user program.

I Turning OFF the Power Supply

* Do not disconnect the cable or turn OFF the power supply to the Controller or a Slave Terminal
when downloading data or the user program from the Support Software.

» Always turn OFF the external power supply to the Units before attempting any of the following.
a) Mounting or removing an NX Unit.
b) Assembling Units
c) Setting DIP switches or rotary switches
d) Connecting or wiring cables
e) Attaching or removing terminal blocks or connectors
The Power Supply Unit may continue to supply power to the Controller for a few seconds after the
power supply turns OFF. The UNIT PWR and I/0 PWR indicators are lit during this time. Confirm
that the UNIT PWR and the I/0 PWR indicators are not lit before you perform any of the above ac-
tions.

I General Communications

* Do not exceed the ranges that are given in the specifications for the communications distance and
number of connected Units.

» Refer to the user’s manual for the CPU Unit or Communications Coupler Unit for precautions for the
safe use of communications with the connected CPU Unit or Communications Coupler Unit.

I Standards

» The customer is responsible for attaining conformance of the entire system to standards.

I Maintenance

+ Test the functionality every six months to detect welded contactor contacts.
To detect electrical and mechanical failures, use a combination of redundant semiconductor output
contacts and redundant mechanical output devices.
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I Unit Replacement

 After you replace the Safety Control Unit, set the program and all configuration settings that are nec-
essary to resume operation. Make sure that the safety functions operate normally before you start
actual operation.

* When you replace a Unit, start operation only after you transfer the settings and variables that are
required for operation to the new Unit.

I Disposal

» Dispose of the product according to local ordinances as they apply.
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Precautions for Correct Use

I Storage and Installation

» Follow the instructions in this manual to correctly perform installation and wiring.
» Do not operate or store the Units in the following locations. Doing so may result in burning, in opera-
tion stopping, or in malfunction.

Locations subject to direct sunlight

Locations subject to temperatures or humidity outside the range specified in the specifications
Locations subject to condensation as the result of severe changes in temperature

Locations subject to corrosive or flammable gases

Locations subject to dust (especially iron dust) or salts

Locations subject to exposure to water, oil, or chemicals

Locations subject to shock or vibration

Locations subject to static electricity or other forms of noise

» Take appropriate and sufficient countermeasures when installing the Controller in the following loca-
tions.

a)
b)
c)
d)
e)

Locations subject to strong, high-frequency noise
Locations subject to static electricity or other forms of noise
Locations subject to strong electromagnetic fields
Locations subject to possible exposure to radioactivity
Locations close to power lines

» Before touching a Unit, be sure to first touch a grounded metallic object in order to discharge any
static build-up.

» Use the rated power supply voltage for the Units that supply power. Take appropriate measures to
ensure that the specified power with the rated voltage and frequency is supplied in places where the
power supply is unstable.

I Wiring

* Do not allow foreign matter to enter the openings in the Unit. Doing so may result in Unit burning,
electric shock, or failure.

I Actual Operation

» Make sure that you are connected to the correct Safety CPU Unit before you perform any online op-
erations with the Safety CPU Unit.

» Before you transfer safety application data to the Safety CPU Unit, check the safety signature and
make sure the data is the intended data.

* Always confirm the destination before you transfer configuration information and safety application
data from the Sysmac Studio.

* You cannot monitor or perform certain online operations with the same Safety CPU Unit from more
than one copy of the Sysmac Studio at the same time.
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I Turning OFF the Power Supply

Do not turn OFF the power supply while data is being transferred.

I General Communications

Refer to the user’s manual for the CPU Unit, EtherNet/IP Unit, or Communications Coupler Unit for
precautions for the correct use of communications with the connected CPU Unit, EtherNet/IP Unit,
or Communications Coupler Unit.

I Debugging

The task period affects the safety response performance. If the task period changes due to changes
in the configuration or programs, recalculate the safety reaction times.

If you change the I/O for a variable to publish to a NJ/NX-series CPU Unit, the device variable as-
signments to the NJ/NX-series CPU Unit will be canceled. In this case, you need to assign the de-
vice variables, and then transfer the settings and programs to the NJ/NX-series CPU Unit. After you
transfer the settings and programs, check that the operation of the NJ/NX-series CPU Unit is cor-
rect.

If you change the exposed variable in the EtherNet/IP Slave Terminal configuration, the 1/0O alloca-
tions of the EtherNet/IP Couplers Unit will be changed. Check that the operation of the EtherNet/IP
Coupler Unit is correct.

For security purposes, we recommend that you set a password for the Safety CPU Unit and the
project file. To avoid the leakage, keep the passwords under strict control. Especially, when you
transmit password data through the Internet, implement a measure to secure the transmission such
as by using the public key encryption.

If you lose the password that is set to the Safety CPU Unit, you will no longer be able to make
changes to the Safety CPU Unit. Take caution not to lose the password. If you want to reset the con-
figured password, contact your OMRON representative.

For safety data logging, make sure to use the settings file generated from the same project file as
the logging target.

After editing the SRA parameters for the safety servo drive, you need to transfer the NJ/NX-series
CPU Unit settings and programs. Once the settings and programs are transferred, check to see if
the NJ/NX-series CPU Unit runs normally.

After changing the unit conversion settings for the axis to which the safety servo drive is assigned,
make sure that the position and speed settings for the safety function of the safety servo drive are
correct.

I Periodic Inspections and Maintenance

32

Do not disassemble, repair, or modify the Safety Control Unit. Doing so may lead to loss of safety
functions.

NX-series Safety Control Unit User's Manual (Z930)



Precautions for Correct Use

I Disposal

 Be careful not to injure yourself when dismantling the Safety Control Unit.
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Regulations and Standards

The NX-series Safety Control Units are certified for the following standards.
+ Safety CPU Unit NX-SL5500 / NX-SL5700

Certification Standards
body
e ENISO 13849-1: 2015 * |EC 61326-3-1: 2017
* ENISO 13849-2: 2012 * |[EC 61131-6: 2012

§ o
TUV Rheinland « IEC 61508 parts 1-7: 2010

* |[EC/EN 61131-2: 2007

UL NRAG (UL61010-1, UL61010-2-201, and UL121201)

NRAG7 (CSA C22.2 No.61010-1, CSA C22.2 No.61010-2-201, and CSA C22.2 No.213)

FSPC (IEC 61508 and ISO 13849)

*1. The FSoE protocol was certified for applications in which OMRON FSoE devices are connected to each
other.
For compatibility with FSoE devices other than OMRON FSoE devices, the customer must validate FSoE
communications.

» Safety CPU Unit NX-SL3300 / NX-SL3500 and Safety I/O Unit NX-SID800 / NX-SIH400 / NX-
SOD400 / NX-SOH200

Certification body Standards

* ENISO 13849-1: 2015 * |EC 61326-3-1: 2017

* ENISO 13849-2: 2012

* |EC 61508 parts 1-7: 2010

* |EC/EN 61131-2: 2007

UL NRAG (UL508 and ANSI/ISA 12.12.01)

NRAG7 (CSA C22.2 No.142 and CSA C22.2 No.213)

*1. The FSoE protocol was certified for applications in which OMRON FSoE devices are connected to each
other.
For compatibility with FSoE devices other than OMRON FSoE devices, the customer must validate FSoE
communications.

TUV Rheinland”’

The NX-series Safety Control Units allow you to build a safety control system that meets the following

standards.

* Requirements for SIL 3 (Safety Integrity Level 3) in IEC 61508, IEC/EN 62061, (Functional Safety of
Electrical/Electronic/Programmable Electronic Safety-related Systems)

* Requirements for PLe (Performance Level e) and for safety category 4 in EN ISO13849-1

The NX-series Safety Control Units are also registered for RCM, EAC, and KC compliance.

Conformance to EU Directives

I Applicable Directives

* EMC Directives
» Low Voltage Directive
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I Concepts

® EMC Directives

OMRON devices that comply with EU Directives also conform to the related EMC standards so that
they can be more easily built into other devices or the overall machine. The actual products have
been checked for conformity to EMC standards.*1

Whether the products conform to the standards in the system used by the customer, however, must
be checked by the customer. EMC-related performance of the OMRON devices that comply with
EU Directives will vary depending on the configuration, wiring, and other conditions of the equip-
ment or control panel on which the OMRON devices are installed. The customer must, therefore,

perform the final check to confirm that devices and the overall machine conform to EMC standards.

*1. Applicable EMC (Electromagnetic Compatibility) standards are as follows: EMS (Electromagnetic Suscept-
ibility): EN 61131-2 EMI (Electromagnetic Interference): EN 61131-2 (Radiated emission: 10-m regula-
tions).

® Machinery Directive
The Machinery Directive requires ensuring the required safety for safety components used for ma-
chinery safety.
Applicable standards: EN ISO 13849-1.

® Conformance to EU Directives

The NX-series Units comply with EU Directives. To ensure that the machine or device in which the
NX-series Units are used complies with EU Directives, the following precautions must be observed.
* The NX-series Units must be installed within a control panel.

* You must use SELV power supply for the DC power supplies that are connected as the Unit pow-

er supplies and 1/0O power supplies for the NX-series Units.
EMC standard compliance was confirmed for the recommended Power Supplies. Refer to the us-
er's manual for the connected CPU Unit for information on the recommended Power Supplies for
the CPU Rack of the NX-series CPU Unit. If your High-speed Analog Input Unit is connected to a
Slave Terminal, we recommend that you use the OMRON S8VK-S-series Power Supplies.

» NX-series Units that comply with EU Directives also conform to the Common Emission Standard.
Radiated emission characteristics (10-m regulations) may vary depending on the configuration of
the control panel used, other devices connected to the control panel, wiring, and other condi-
tions.

You must therefore confirm that the overall machine or equipment in which the NX-series Units
are used complies with EU Directives.

» This is a Class A product (for industrial environments). In a residential environment, it may cause
radio interference. If radio interference occurs, the user may be required to take appropriate
measures.

Conformance to EN ISO 13849-1

EN ISO 13849-1 requires functional safety management to avoid systematic failure during the soft-
ware development. This is required in all phases of the life cycle of software programming and soft-
ware design (e.g., basic software design, safety circuit system design, and software upgrades) in safe-
ty control systems to be developed using safety controllers.
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Therefore, functional safety management is required for design and development of software for facili-
ties and equipment that use the function blocks provided in the Safety Controller.
The customer must implement measures to ensure compliance with these standards.

You can download the reliability data for safety of machinery that is required to verify the safety per-
formance of your equipment from the following URL: http://www.ia.omron.com/support/sistemalibrary/
index.html.

Conformance to UL and CSA Standards

The NX-series Safety Control Units comply with the following UL and CSA standards. The application
conditions for standard compliance are defined. Refer to the Instruction Sheet that is provided with
each Unit before application.

Conformance to Shipbuilding Standards

Some NX-series products comply with shipbuilding standards. If you use an NX-series product that
complies with shipbuilding standards and the machinery or system in which you use the NX-series
product must also comply with the standards, consult with your OMRON representative. Application
conditions are defined according to the installation location. Application may not be possible for some
installation locations.

I Usage Conditions for NK and LR Shipbuilding Standards

» A Safety Control Unit must be installed within a control panel.

* Gaps in the door to the control panel must be completely filled or covered with gaskets or other ma-
terial.

» The following noise filter must be connected to the power supply line.

Noise Filter
Name Manufacturer Model
Noise filter | Cosel Co., Ltd. | TAH-06-683

Conformance to KC Certification

36

When you use this product in South Korea, observe the following precautions.
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This product meets the electromagnetic compatibility requirements for business use. There is a risk of
radio interference when this product is used in home.
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I Usage Conditions for KC Certification

Regulations and Standards

Take the same measures as those described in Conformance to EU Directives on page 34. In addi-
tion, attach a clamp core to the port side of the EtherNet/IP cable.

The recommended clamp core is given below.

Recommended Clamp Core

Manufacturer

Product

Model

Turns of cable

TOKIN

Clamp core

ESD-SR-250

1 turn
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Unit Versions

This section describes the notation that is used for unit versions, the confirmation method for unit ver-
sions, and the relationship between unit versions and Sysmac Studio versions.

Unit Versions

A “unit version” refers to a revision number of the respective NX-series Units. A “unit version” has

been introduced to manage the Units in the NX Series according to differences in functionality accom-
panying Unit upgrades.

I Notation of Unit Versions on Products

The unit version is given with the Unit specifications on the side of the Unit or in the notched area.

Notched
area

Unit
specifications

Lot number and unit version

Y

Unit model number

{ N[} DDMYYO-100 8 “

m
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The following information is provided in the Unit specifications on the Unit.

Name

Function

Unit model number

Gives the model of the Unit.

Unit version

Gives the unit version of the Unit.

Lot number

Gives the lot number of the Unit.

DDMYYLI: Lot number, (J: Used by OMRON.

“M” gives the month (1 to 9: January to September, X: October, Y: November, Z:
December)

The following information is provided in the notched area on the Unit.

Name

Function

Lot number and unit ver-
sion

Gives the lot number and unit version of the Unit.

* DDMYY[: Lot number, [J: Used by OMRON.
“M” gives the month (1 to 9: January to September, X: October, Y: November,
Z: December)

* 10d: Unit version
The decimal portion of the unit version is omitted. (It is provided in the Unit
specifications.)

I Confirming Unit Versions with the Support Software

If your NX Unit is connected to a CPU Unit, refer to the user’s manual of the connected CPU Unit for
the confirmation method for the unit version of the NX Unit.

If your NX Unit is connected to a Communications Coupler Unit, refer to the user’s manual of the con-
nected Communications Coupler Unit for the confirmation method for the unit version of the Communi-

cations Coupler Unit and NX Unit.

Unit Versions of Units and Sysmac Studio Versions

The functions that are supported depend on the unit version of the Unit. The version of Sysmac Studio
that supports the functions that were added for an upgrade is also required to use those functions.
Refer to A-20 Version Information on page A-113 for the relationship between the unit versions of the
Units and the Sysmac Studio versions, and for the functions that are supported by each unit version.
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Related Manuals

The followings are the manuals related. Use these manuals for reference.

Manual name Cat. No. Model numbers Application Description
NX-series Z930 NX-SLOOOO Learning how to use | Describes the hardware, setup methods,
Safety Control Unit NX-SIOO0O0O NX-series Safety and functions of the NX-series Safety Con-
User's Manual NX-soOOon Control Units. trol Units.
NX-series 7931 NX-SLOOOO Learning about the Describes the instructions for the Safety
Safety Control Unit specifications of in- CPU Unit.
Instructions Reference Man- structions for the
ual Safety CPU Unit.
GI-S Series Z400 Gl-sOOooOodd Learning how to use | Describes the hardware, setup methods,
Safety I/O Terminal the GI-S Series Safe- | and functions of the GI-S Series Safety I/O
User's Manual ty 1/0O Terminals. Terminals.
NX-series W525 NX-OOOO0OO Referencing lists of Lists of the power consumptions, weights,
Data Reference Manual the data that is re- and other NX Unit data that is required to
quired to configure configure systems with NX-series Units are
systems with NX-ser- | provided.
ies Units.
Sysmac Studio Version 1 W504 SYSMAC Learning about the Describes the operating procedures of the
Operation Manual -SE20000 operating procedures | Sysmac Studio.
and functions of the
Sysmac Studio.
NJ/NX-series W503 NX701-0000 Learning about the Concepts on managing errors that may be
Troubleshooting Manual NX502-0000 errors that may be detected in an NJ/NX-series Controller and
NX102-0000 detected in an information on individual errors are descri-
NX1P2-0000 NJ/NX-series Con- bed.
NJ501-00000 troller.
NJ301-0000
NJ101-00000
NX-series W519 NX-ECCOOO Learning how to use | The following items are described: the
EtherCAT® Coupler Unit the NX-series Ether- | overall system and configuration methods
User’s Manual CAT Coupler Unit of an EtherCAT Slave Terminal (which con-
and EtherCAT Slave | sists of an NX-series EtherCAT Coupler
Terminals. Unit and NX Units), and information on
hardware, setup, and functions to set up,
control, and monitor NX Units through
EtherCAT.
NX-series W536 NX-EICOOO Learning how to use | The following items are described: the
EtherNet/IP™ an NX-series Ether- | overall system and configuration methods
Coupler Unit Net/IP Coupler Unit | of an EtherNet/IP Slave Terminal (which
User’s Manual and EtherNet/IP consists of an NX-series EtherNet/IP Cou-
Slave Terminals. pler Unit and NX Units), and information on
hardware, setup, and functions to set up,
control, and monitor NX Units.
NX-series W523 NX-PD10O0OO Learning how to use | The hardware and functions of the NX-ser-
System Units NX-PFOOIOO NX-series System ies System Units are described.
User’s Manual NX-PCOOIOO Units
NX-TBOOOX
NX-series W627 NX-EIP201 Learning how to use | Information on the NX-series EtherNet/IP

EtherNet/IP™ Unit User's

the NX-series Ether-

Unit is provided.

Manual Net/IP Unit. Information is provided on the basic setup,
tag data links, and other features.
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Related Manuals

Manual name Cat. No. Model numbers Application Description
NX-series W629 NX502-00000 Learning the basic An introduction to the entire NX502 system
NX502 CPU Unit specifications of the is provided along with the following infor-
Hardware NX502 CPU Units, mation on the CPU Unit.
User’s Manual including introductory | * Features and system configuration
information, design- e |ntroduction
ing, installation, and | ¢ Part names and functions
maintenance. * General specifications
Mainly hardware in- | o |nstallation and wiring
formation is provided. | « paintenance and inspection
NX-series W593 NX102-00000 Learning the basic An introduction to the entire NX102 system
NX102 CPU Unit specifications of the is provided along with the following infor-
Hardware NX102 CPU Units, mation on the CPU Unit.
User’s Manual including introductory | ¢ Features and system configuration
information, design- ¢ |ntroduction
ing, installation, and | ¢ Part names and functions
maintenance. * General specifications
Mainly hardware in- | o |nstallation and wiring
formation is provided. | « paintenance and inspection
NJ/NX-series W506 NX701-0000 Using the built-in Information on the built-in EtherNet/IP port
CPU Unit NX502-00000 EtherNet/IP port on is provided.
Built-in EtherNet/IP™ Port NX102-0000 an NJ/NX-series Information is provided on the basic setup,
User’s Manual NX1P2-0000 CPU Unit. tag data links, and other features.
NJ501-0000
NJ301-0000
NJ101-0000
NJ/NX-series CPU Unit W501 NX701-0000 Learning how to pro- | The following information is provided on a
Software User’s Manual NX502-00000 gram and set up an Controller built with an NJ/NX-series CPU
NX102-0000 NJ/NX-series CPU Unit.
NX1P2-0000 Unit. ¢ CPU Unit operation
NJ501-00000 Mainly software infor- | ¢ CPU Unit features
NJ301-0000 mation is provided. * Initial settings
NJ101-D000 * Programming based on IEC 61131-3
language specifications
NJ/NX-series Instructions W502 NX701-0000 Learning detailed The instructions in the instruction set (IEC
Reference Manual NX502-0000 specifications on the | 61131-3 specifications) are described.
NX102-0000 basic instructions of
NX1P2-0000 an NJ/NX-series
NJ501-0000 CPU Unit.
NJ301-0000
NJ101-0000
AC Servomotors/Servo 1576 R88M-KO Learning how to use | Describes the hardware, setup methods
Drives R88D-KNO-ECT the AC Servomotors/ | and functions of the AC Servomotors/
G5 Series with 1577 R88L-EC-0J Servo Drives with Servo Drives with built-in EtherCAT Com-
Built-in EtherCAT® Communi- R88D-KNL-ECT-L | built-in EtherCAT munications.
cations User's Manual Communications. The Linear Motor Type models and dedi-
cated models for position control are avail-
able in G5-series.
Multi-function Compact Inver- | 1585 3G3MX2-AOOOO- | Learning how to use | Describes the hardware, setup methods,

ter
MX2-series V1
User’s Manual

V1

the MX2-series Multi-
function Compact In-
verter.

and functions of the MX2-series Multi-func-
tion Compact Inverter.
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Related Manuals

Manual name Cat. No. Model numbers Application Description
AC Servomotors/Servo 1586 R88M-1L/-1MO Learning how to use | Describes the hardware, setup methods
Drives R88D-1SNO-ECT the AC Servomotors/ | and functions of the AC Servomotors/
1S-series with Built-in 1696 R88M-1LO/-1MO Servo Drives with Servo Drives with built-in EtherCAT Com-
EtherCAT® Communications R88D-1SNCI- built-in EtherCAT munications.
User’s Manual ECT-51 Communications.
1621 R88M-1ALO/-1AM
O
R88D-1SANL-ECT
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Terminology

Term

Description

standard

The generic term for devices, functions, and data that are used for general control purposes
as opposed to those that are used for safety measures.

safety function

A function that is executed by the safety control system to achieve a safe state for a machine
hazard.

safe state

The status of a device or piece of equipment when the risk of danger to humans has been
reduced to an acceptable level.

safety signal

A signal that is used for safety controls.

In this safety control system, the data type of a variable determines whether a signal is relat-
ed to the safety controls. Broadly speaking, there are two data types: safety data types and
standard data types.

standard signal

A signal or data that is used for general control purposes.

Safety data type

The data type for a safety signal.

Standard data type

The data type for a standard signal.

safety reaction time

The time required for the system to enter a safe state in a worst-case scenario after the oc-
currence of a safety-related input (press of an emergency stop pushbutton switch, interrup-
tion of a light curtain, opening of a safety door, etc.) or device failure.

The reaction time of the system includes the reaction times of sensors and actuators, just
like the reaction time for a Controller or network.

safety control

A type of control that uses devices, functions, and data that are designed with special safety
measures.

standard control

A type of control that use devices, functions, and data that are designed for general control
purposes. This term is used to differentiate from a safety control

safety process data communications

A type of 1/0O data communications that is used for safety control purposes.

standard process data communications

A type of I/0O data communications that is used for standard control purposes.

Safety I/0 connection

A type of connections that is used for safety process data communications.

CIP Safety connection

Safety I/O connection that is used to transmit safety process data by the communication pro-
tocol called CIP Safety. CIP Safety originator connection and CIP Safety target connection
are available depending on the roles of communications.

CIP Safety originator connection

A CIP Safety connection when an own node is a CIP Safety originator.

CIP Safety target connection

A CIP Safety connection when an own node is a CIP Safety target.

CIP Safety originator

A role in CIP Safety communications. A CIP Safety originator manages a CIP Safety connec-
tion for a CIP Safety target. CIP Safety originator exists in a connection unit, and not in a
device unit.

CIP Safety target

A role in CIP Safety communications. A CIP Safety target receives a request to open a CIP
Safety connection from a CIP Safety originator. CIP Safety target exists in a connection unit,
and not in a device unit.

single-cast connection

A safety process data communications method in CIP Safety. A CIP Safety originator and a
CIP Safety target communicate one-to-one in this connection.
You can apply this setting for both of input data and output data.

multi-cast connection

A safety process data communications method in CIP Safety. A CIP Safety target sends the
input data of the CIP Safety target in multi-cast to multiple CIP Safety originators in this con-
nection.

This is a connection type you can set only for input data of a CIP Safety target. You cannot
apply this setting for output data.

FSoE master connection

Master safety I/O connection that is used to transmit safety process data by the communica-
tion protocol called FSoE.

safety master connection

The generic term for the CIP Safety originator connection and the FSoE master connection.

exposing global variables to the NJ/NX-
series CPU Unit

Exposing specified global variables to the NJ/NX-series CPU Unit to allow the exchange of
standard signals between the NJ/NX-series CPU Unit and the Safety CPU Unit.

Safety Control Unit

The generic term for a Unit that is used in safety controls.

Safety CPU Unit

A CPU Unit that is used for safety controls. This is a type of NX Unit.

Safety 1/0 Unit

An I/0O Unit that is used for safety controls. This is a type of NX Unit.
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Term

Description

safety input device

An input device that is designed with special safety measures for use in safety controls.
The generic term for safety input devices, such as emergency stop pushbutton switches and
safety switches.

safety output device

An output device that is designed with special safety measures for use in safety controls.
The generic term for safety output devices, such as safety relays.

EtherNet/IP Slave Terminal

An EtherNet/IP Slave Unit Terminal is a building-block slave that is created by mounting a
group of NX Units.

Safety program

User programming for safety controls in the Safety CPU Unit.

This term is used to differentiate safety programs from user programs in the NJ/NX-series
CPU Unit.

Safety programs are programmed in the FBD language.

FBD language

The abbreviation for the function block diagram programming language. This is a graphical
language used to program algorithms with connecting lines that represent the flow of inputs
and data, and rectangular boxes that represent functions or function blocks.

Unlike the ladder diagram language, the FBD language does not have bus bars, and the
connecting lines represent the flow of inputs and data rather than the power flow.
Algorithms are executed in order from top to bottom in units that are called networks. A net-
work consists of configuration elements that use connecting lines to connect inputs to out-
puts. The FBD language does not have an END instruction. Execution for the task period
ends when the last network is executed.

You use the FBD language to write safety programs for the Safety CPU Unit.

user program

All of the programs that are created by the user. It refers to the programs for standard con-
trols of the NJ/NX-series CPU Units and the safety program of the Safety CPU Units.

operating mode

The status of the Safety CPU Unit, when it is in normal operation, that the user changes to
run or check the operation of the Safety CPU Unit.

There are the three modes: PROGRAM mode, DEBUG mode, and RUN mode.

You can use DEBUG mode only when the Sysmac Studio is online with the Safety CPU Unit.

safety validation

The process of appending confirmation information to the safety application data if safety val-
idation testing demonstrates that the safety controls meet the required specifications of a
safety system.

You execute the safety validation from the Sysmac Studio when the Safety CPU Unit is in
DEBUG mode. The validated safety programs are automatically transferred to the non-vola-
tile memory of the Safety CPU Unit.

DEBUG mode

The mode that is used to debug unvalidated safety programs. DEBUG mode is only available
when the Sysmac Studio is online with the Safety CPU Unit.

Use this mode to check that the safety programs and external devices operate correctly. Af-
ter you confirm that the system meets the required specifications, perform the safety valida-
tion. This will enable you to change to RUN mode.

When you change from PROGRAM mode to DEBUG mode, the unvalidated safety programs
are automatically transferred to the main memory of the Safety CPU Unit.

DEBUG mode (RUN)

A status that indicates that an unvalidated safety program is in execution in DEBUG mode.
You can control BOOL variables, use forced refreshing, and change present values.

DEBUG mode (STOPPED)

A status that indicates that an unvalidated safety program is stopped in DEBUG mode. You
can control BOOL variables, use forced refreshing, and change present values.

PROGRAM mode

A mode indicates that execution of the safety program is stopped. You cannot control BOOL
variables, use forced refreshing, or change present values.

RUN mode

A mode that indicates that execution of the validated safety programs is in progress. Unlike
DEBUG mode (RUN), the validated safety programs in the non-volatile memory of the Safety
CPU Unit are executed. You cannot control BOOL variables, use forced refreshing, or
change present values.

before safety validation

A status that indicates that safety validation has not been performed on the safety applica-
tion data from the Sysmac Studio because it has not yet been determined whether the safety
controls meet the required specifications of the safety system.

after safety validation

A status indicates that safety validation has been performed on the safety application data
from the Sysmac Studio because it has been determined that the safety controls meet the
required specifications of the safety system.
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Term

Description

CPU Rack

A Rack to which a CPU Unit or Communication Control Unit is mounted. For NX-series CPU
Units to which NX Units can be connected, a CPU Rack has a CPU Unit with NX Units and
an End Cover mounted to it. For NX-series Communication Control Units, a CPU Rack has a
Communication Control Unit with NX Units and an End Cover mounted to it.

CPU Rack settings

Consists of the following items.
* Configuration information

* Unit operation settings

* Unit application data

Slave Terminal settings

Consists of the following items.
¢ Configuration information

* Unit operation settings

* Unit application data

configuration information

It consists of the following data:
* Unit configuration information
* /O allocation information

1/0 allocation information

The set of information that specifies the 1/0O data to be processed by I/O refreshing.
On the Sysmac Studio, this is shown as configuration information and includes the Unit con-
figuration information.

Unit configuration information

The set of information that specifies the configuration of the NX Units that are connected to
the NX bus master.
On the Sysmac Studio, this is shown as configuration information and includes the 1/O allo-
cation information.

safety application data

The data that contains the settings that are used to operate the NX-series Safety Control
Units.

It consists of the safety programs, safety task, and variables. You use the Sysmac Studio to
create this data, and then transfer and execute it on the Safety CPU Unit.

On the Sysmac Studio, this data is shown as the slave parameters.

The location where the safety application data is stored on the Safety CPU Unit depends on
whether the safety programs have been validated. (Unvalidated safety programs are stored
in the main memory, while validated safety programs are stored in the non-volatile memory.)

safety input function

A function that evaluates whether the signals that are input on a safety input terminal are
normal or abnormal.

Specific safety evaluation functions include test pulse evaluation and dual channel evalua-
tion.

When the evaluation result shows an abnormality, the safety input data is made inactive
(OFF).

safety output function

A function that evaluates whether the values of safety output data and the output signals on
safety output terminals are normal or abnormal.

Specific safety evaluation functions include test pulse evaluation and dual channel evalua-
tion.

When the evaluation result shows an abnormality, the output signal on the safety output ter-
minal is turned OFF.

dual channel evaluation

This function uses a pair of safety input or safety output terminals as redundant terminals
that are checked for consistency to evaluate the status of the safety input or safety output.

single channel

The input or output is used as a single point.

dual channels

Two inputs or outputs are used as a pair of points for redundancy.

test pulse evaluation

This function outputs a test pulse that is used to evaluate a safety input or safety output for
failures or wiring errors with the connected external device.

change tracking

A pin is used to manage whether the safety application data has been changed after the fi-
nalized data is created.

UNID

An ID assigned to a device so that it can be uniquely identified by all the networks on the
safety system for CIP Safety communications. An UNITD is a 10-byte value, consisting of a
6-byte Safety Network Number and a 4-byte Node ID.

Safety Network Number (SNN)

A number assigned to a safety network so that it can be uniquely identified for CIP Safety
communications. The Safety Network Number is set for the NX bus, the built-in EtherNet/IP
ports 1 and 2.
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Description

Node ID

An ID assigned to each of devices on a network so that the devices with the same Safety
Network Number (SNN) can be uniquely identified for CIP Safety communications.

The Safety CPU Unit is the only CIP Safety device on the NX bus, and the Node ID is always
1. For a CIP Safety device on an EtherNet/IP network, its IP address is used as the Node ID.
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09
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Overview

This section introduces and describes the features, system configuration, and applica-
tion procedure of the NX-series Safety Control Units.
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1 Overview

1-1

Introduction and Features

1-1-1

Overview of Safety Control Unit

The NX-series Safety Control Units are part of the lineup of Sysmac devices. They are used to exe-
cute safety controls. Safety Control Units are classified as NX Units and they are used connected to
an NX-seriess, EtherCAT Coupler Unit or EtherNet/IP Coupler Unit.

You use the integrated development environment that is provided by the Sysmac Studio Automation
Software to build the safety control system, and perform all settings, programming, and debugging of
the Safety Control Unit.

I Safety Control System on CPU Rack or EtherCAT Network

The NX-series Safety Control Units can be connected to the following Units."

+ NX-series CPU Unit

* NX-series EtherCAT Coupler Unit

When using both the CPU Unit and EtherCAT Coupler Unit, you can integrate the installation, wiring,
and setting methods of the NX Unit, which will enable design costs to be reduced.

These Units achieve safety controls on an CPU Rack or EtherCAT network when they are used in a
sequence and motion control system that is based on the NJ/NX-series Machine Automation Control-
ler.

*1. Only one Safety CPU Unit can be used in this system.

*2. Refer to the user's manual of the CPU Unit to be used for details on whether the Safety Control Unit can be
connected to the CPU Unit to be used.

The Safety Control Unit connected to a CPU Unit performs 1/0 communications with the CPU Unit.
The Safety Control Unit connected to an EtherCAT Coupler Unit performs remote I/O communications
with the EtherCAT master through the EtherCAT Coupler Unit. Both methods support the FSoE (Safe-
ty over EtherCAT) protocol through each communication and perform safety /O communications be-
tween the FSoE master and slaves through the CPU Unit that has a built-in EtherCAT master. This
allows you to use safety process data communications and standard process data communications on
the same EtherCAT network through the NX bus of the CPU Unit that has a built-in EtherCAT master.

@ Additional Information

* NX502 CPU Units or NX102 CPU Units support connection of NX-SLOOIOIO Units, NX-SIC]
OO0 Units, and NX-SOOOOO Units.

* NX-series EtherCAT Coupler Units support connection of NX-SL3[I] Units, NX-SICIOICO
Units, and NX-SOOOOO Units. It does not support connection to NX-SL5CIC1CT Units.
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| Sysmac Studio

Setting, programming, and
debugging the Safety Control Units

NJ/NX-series

LI g

Sl

EtherCAT master EtherCAT slaves
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Safety Co/ntrol Units
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EtherCAT Coupler Unit\

EtherCAT

EtherCAT Coupler Unit
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EtherCAT slaves, such as servos, vision systems, and 1/0

When you set up the Safety System configuration on the Sysmac Studio, you automatically achieve
safety process data communications (Safety over EtherCAT) on any EtherCAT network that was in-
stalled for standard process data communications.

I Safety Control System on EtherNet/IP Network

You can build a safety control system which performs CIP Safety communications with other control-
lers on the same EtherNet/IP network when you connect an NX-series NX-SL5LILIL Unit with an NX-

series CPU Unit™1 "2,

*1. Refer to A-20 Version Information on page A-113 for the model numbers and unit versions of the applicable
NX-series CPU Units.

*2. For the NX502 CPU Units, CIP Safety communications via the built-in EtherNet/IP port can be used with the
NX502 CPU Unit with unit version 1.64 or later. If you set CIP Safety communications with the NX502 CPU
Unit with unit version earlier than 1.64, use an NX-series EtherNet/IP Unit.

*3. When the NX502 CPU Unit with unit version 1.66 or later is used with the NX-series EtherNet/IP Unit with unit
version 1.01 or later, you can use tag data link and CIP Safety communications together in one NX-series
EtherNet/IP Unit.

The NX-series NX-SL5L1CI[] can also be connected to an NX-series Communication Control Unit NX-
CSG320 to create a safety control system with CIP Safety communications in a system without an NX-
series CPU Unit. Refer to the NX-series Safety Control Unit / Communication Control Unit User's
Manual (Cat. No. Z395) for information on systems that use the NX-series Communication Control
Unit.
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Sysmac
Studio

EtherNet/IP
NX-series Safety NX-series Safety
CPU Unit" ™ CPU Unit CPU Unit™"™ CPU Unit
NX-SL5000 NX-SL5000
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| q £ between | q £ Controller
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Safety control within Safety control within
automation system automation system
EtherCAT EtherCAT
I I

EtherCAT slaves, such as
servos, vision systems, and
I/0, NX-series Safety 1/0
Units

EtherCAT slaves, such as
servos, vision systems, and
1/0, NX-series Safety 1/0
Units

*1. Refer to A-20 Version Information on page A-113 for the model numbers and unit versions of the applicable

NX-series CPU Units.

*2. For the NX502 CPU Units, CIP Safety communications via the built-in EtherNet/IP port can be used with the
NX502 CPU Unit with unit version 1.64 or later. If you set CIP Safety communications with the NX502 CPU
Unit with unit version earlier than 1.64, use an NX-series EtherNet/IP Unit.

*3. When the NX502 CPU Unit with unit version 1.66 or later is used with the NX-series EtherNet/IP Unit with unit
version 1.01 or later, you can use tag data link and CIP Safety communications together in one NX-series

EtherNet/IP Unit.

This system enables the safety controls between respective automation systems upon building up
each automation system that has the safety control built around EtherCAT which feature high speed

and high precision.

@ Additional Information

CIP Safety communications are only available for the combination where an NX-SL5UIC1C] is
connected to an NX-series CPU Unit or to a Communication Control Unit. It cannot be used

with NX-SL3OOO Units.

I Standalone Safety Control System

The NX-SL3300 Unit is used connected to an EtherNet/IP Coupler Unit to achieve safety controls in a

Slave Terminal.

The Safety Control Unit performs remote 1/0 communications with a standard controller through an

EtherNet/IP Coupler Unit.
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| Sysmac Studio

Setting, programming,
and debugging the Safety Control Units

EtherNet/IP

|
|
/ Safety Control Unit

EtherNet/IP Coupler Unit
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@ Additional Information

» Standalone safety control systems do not support CIP Safety communications.

» The EtherNet/IP Coupler Units support connection of NX-SL3300 Units, NX-SICIOIOO Units
and NX-SOUOOO Units. It does not support connection to NX-SL5C1CIC] Units and NX-
SL3500 Units.

1-1-2  Features of Safety Control Unit

jun |onuo) A;e,les JO sainiesH z-1-1

Achieving Safety Control System on CPU Rack or EtherCAT Net-
work

@ Integrating Safety Controls in a Sequence and Motion Control System
You can use NX-series Safety Control Units to integrate a safety control system into a sequence
and motion control system.
The safety 1/0 communications support the FSoE protocol and can be built in as a subsystem on
the NX Bus of CPU Unit or EtherCAT network. Therefore, no special safety control communications
cables or interface devices are required for safety communications.

@ Easy Creation of an Interface with the Standard Controls

You can exchange data between the safety controls that are based on the Safety CPU Unit and the
standard controls that are based on the NJ/NX-series CPU Unit.

This allows you to maintain the independent nature of the previously separate safety controls and
standard controls while easily interfacing monitoring and commands between them.

I Achieving Safety Control System on EtherNet/IP Network

@ CIP Safety on EtherNet/IP Is Supported

You can combine an NX-series NX-SL510J0J Unit with an NX-series CPU Unit"! to enable CIP
Safety-based communications between devices that support CIP Safety on EtherNet/IP or other

Safety CPU Units.

*1. For the NX502 CPU Units, CIP Safety communications via the built-in EtherNet/IP port can be used with
the NX502 CPU Unit with unit version 1.64 or later. If you set CIP Safety communications with the NX502
CPU Unit with unit version earlier than 1.64, use an NX-series EtherNet/IP Unit.
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*2. When the NX502 CPU Unit with unit version 1.66 or later is used with the NX-series EtherNet/IP Unit with
unit version 1.01 or later, you can use tag data link and CIP Safety communications together in one NX-
series EtherNet/IP Unit.

Achieving Standalone Safety Control System on EtherNet/IP Slave
Terminal

® Constructing a Small Safety Control System
You can configure a small standalone safety control system on the EtherNet/IP Slave Terminal by
using an NX-series Safety Control Unit.

@ Easy Creation of an Interface with the Standard 1/0 Data
You can easily exchange data between Safety CPU Unit and standard 1/0 Units.

I Excellent Connectability with OMRON Safety I/O Devices

You can directly connect OMRON'’s wide lineup of Safety I/O Devices to Safety I/O Units without using
any special units.

Integrating Setting and Debugging Operations for Safety Controls
into the Sysmac Studio

Setting and debugging operations for safety controls are integrated into the Sysmac Studio Automa-
tion Software.

The shared concepts, such as IEC 61131-3, consistent operating procedures, one-project manage-
ment, integrated debugging, and integrated troubleshooting, reduce the software workload.

I Support for the IEC 61131-3 Programming Environment

® Program Languages Based on the IEC 61131-3 International Standard

Programming is possible with the FBD language, which is part of the programming language speci-
fications of IEC 61131-3. And the safety function blocks that are defined in PLCopen® TC5 Safety
are also supported.

® Programming with Variables
Programming with variables eliminates the need to specify memory addresses so that you can cre-
ate user programs that are not dependent on any hardware considerations, such as the model of
the Controller or the system configuration. This allows you to reuse user programming, even for dif-
ferent Controller models or system configurations.

I Complete Advanced Validation

NX-series Safety Control Unit User's Manual (Z930)
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® Checking Safety Programs and Safety Parameters
You can verify beforehand whether your safety programs (user program for safety controls that
runs on the Safety CPU Unit) and safety parameters (parameters that are used for safety controls)
meet the validity and safety aspects that are outlined below.
 Validity and safety issues related to function block diagram programs, such as missing or incor-
rect connection for function blocks
» Safety issues, such as the incorrect connection of a standard input to a safety input parameter of

sainjeaq pue uolONPOAU| |-|

a function block
+ Validity of the safety task period
These checks help to prevent design regression and help to ensure the reliability of the safety de-
signs.

@ Debugging function
You can connect the Sysmac Studio to perform various types of debugging, including monitoring,
changing present values, and forced refreshing.

jun |onuo) A;e,les JO sainiesH z-1-1
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1-2 System Configuration and Configura-
tion Devices

1-2-1

Safety Control System Configuration on NX bus of CPU Unit or
EtherCAT Network

In this configuration, the safety control system operates on the NX bus of the NX-series CPU Unit and

on the EtherCAT network.
The safety control system consists of the NX-series CPU Unit with the NX bus master function, CPU

Unit with the EtherCAT master function, and the NX-series EtherCAT Coupler Unit with the EtherCAT
slave function.

NX-series NX Bus/EtherCAT Integrated System

Safety control system

EtherCAT master
/INX bus master

m 90:3 » D The Safety CPU Unit performs safety
&g S g process data communications with the
[ Nx-series S'Cu’ = o Safety 1/0 Units.
m CPU Unit s |2 ]|zg
A&
EtherCAT
vy ¥
i @
Coupler | & | < Coupler
Unit 5|2 Unit
2|2 [

Slave Terminal

Slave Terminal

* Coupler Unit: EtherCAT Coupler Unit

» Safety Input: Safety Input Unit

» Safety Output: Safety Output Unit

(These abbreviations apply to all subsequent
figures in this manual.)
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NJ/NX-series EtherCAT Communications System

1 Overview

EtherCAT master

(@]

NJ/NX-serieq
CPU Unit

m

Safety control system

(@]

Coupler
Unit

L

Safety
CPU Unit

Safety Output
NG y p

Safety Input

The Safety CPU Unit performs
safety process data communica-
tions with the Safety 1/0 Units.

EtherCAT

J——»

Unit

ajm

Coupler

Safety Output

Safety Input

Slave Terminal

» Coupler Unit: EtherCAT Coupler Unit

« Safety Input: Safety Input Unit

 Safety Output: Safety Output Unit

(These abbreviations apply to all figures in this manual.)

I

Coupler
Unit

M

Slave Terminal

The Safety CPU Unit serves the FSoE master function to control the Safety I/O Units with the FSoE

slave function served and the FSoE slave.”! As shown in the above figure, the Safety CPU Unit can be
used to control not only the Safety I/0O Units that are mounted to the same CPU Rack or EtherCAT
Slave Terminal, but also it can control Safety 1/0 Units that are mounted to other EtherCAT Slave Ter-
minals through the EtherCAT network. You can use only one Safety CPU Unit on each EtherCAT net-

work.

*1. The connectivity of FSOE communications between the OMRON NX-series Safety Control Unit is confirmed
using the OMRON 1S-series Servo Drive.

You can also mount just a Safety CPU Unit to an EtherCAT Coupler Unit without mounting Safety /O

Units, as shown in the following figure. Standard 1/0 Units! can also be mounted in the same Slave

Terminal, but they cannot be controlled by the Safety CPU Unit.
*1. This refers to NX Units used for standard control, such as Digital Input Units and Digital Output Units.

EtherCAT master

@ @ Safet:
NJ/NX-series Coupler CPUy
CPU Unit Lijlt Unit
EtherCAT

3| = S|l=]| 5| -

@l E[2 @l|E(E[2]2

Coupler g > Coupler 2 > o =

Unit ko [ unit |B[L| 2|35

© "a © ol =

n | P Hnl|lP|lalo

Refer to the NX-series EtherCAT Coupler Unit User’s Manual (Cat. No. W519) for information on
EtherCAT network configurations.
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1 Overview

@ Applicable NJ/NX-series CPU Units and NX-series EtherCAT Coupler Unit

Refer to A-20 Version Information on page A-113 for the model numbers and unit versions of the
NJ/NX-series CPU Units and the NX-series EtherCAT Coupler Units that can be used together.

|EI Precautions for Correct Use

If you use an NX-series CPU Unit, you cannot set both the priority-5 periodic task and another
task for an EtherCAT Coupler Unit that contains a Safety Control Unit.

Refer to the NX-series EtherCAT Coupler Unit User’s Manual (Cat. No. W519) for details on
task settings.

1-2-2  Safety Control System Configuration on EtherNet/IP Network

The safety control system operates in the EtherNet/IP network.

Safety Control System in EtherNet/IP Network

EtherNet/IP network

Safety control system
NX-series |Safety NX-series |Safety The device that supports CIP Safety
CPU Unit  |CPU Unit CPU Unit  |CPU Unit on EtherNet/IP such as Safety I/O
Terminal and Robot Controller.

The Safety CPU Unit performs safety process data communications between the another
Safety CPU Units and the device that supports CIP Safety on EtherNet/IP by CIP Safety

on EtherNet/IP.

® Applicable NX-series CPU Units

Refer to A-20 Version Information on page A-113 for the model numbers and unit versions of the
applicable NX-series CPU Units.
For the NX502 CPU Units, CIP Safety communications via the built-in EtherNet/IP port can be used
with the NX502 CPU Unit with unit version 1.64 or later. If you set CIP Safety communications with
the NX502 CPU Unit with unit version earlier than 1.64, use an NX-series EtherNet/IP Unit.

When the NX502 CPU Unit with unit version 1.66 or later is used with the NX-series EtherNet/IP
Unit with unit version 1.01 or later, you can use tag data link and CIP Safety communications to-
gether in one NX-series EtherNet/IP Unit.

1-2-3  Standalone Safety Control System Configuration

The safety control system operates in the Slave Terminals of the EtherNet/IP Coupler Units.
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1 Overview

You can control Safety I/O Units that are mounted to the same Slave Terminal as the Safety CPU Unit
You cannot use the EtherNet/IP network to control the operation of Safety 1/0O Units that are mounted
to other Slave Terminals. You can use only one Safety CPU Unit on each Slave Terminal.

o
»
<
(7]
(2]
Safety Control System in EtherNet/IP Slave Terminals %3
Safety Control System g2
=@
33
al (=] Safety| S | S The Safety CPU Unit o5
Standard Coupler |CPU| 3 g performs safety process data (5,:
ancarc Unit unit | Q[ > communications with the 23
CPY Unit i e Safety I/0 Units in the SI °
m & 5] a ey nits in the slave
@n | D Terminal.
—>
—>
@ EL:' Safety :2. E_ @Eu:l E
Coupler | CPU| & | = Coupler A
up Unit g, = P =
Unit 5| © Unit -
518] |u :
n (2} »
(o]
Slave Terminal Slave Terminal ;g);"
@
<
0
o
2
S
c
3.

@ Applicable NX-series EtherNet/IP Coupler Units

Refer to A-20 Version Information on page A-113 for the model numbers and unit versions of the
applicable NX-series EtherNet/IP Coupler Units.

1-2-4  Types of Safety Control Unit

This section provides the Classification of NX-series Safety Control Unit.

Unit classification Introduction
Safety CPU Unit This Unit has safety control functions.
It operates as an NX Unit.
It also operates as an FSoE master.
It operates as a CIP-Safety-on-EtherNet/IP device.

Safety 1/0 Units These Units have safety input functions or safety output functions.
They operate as NX Units.
These Units operate as FSoE slaves.

Safety Input Unit | These Units have safety input functions.

Safety Output Unit | These Units have Safety Output functions.

Refer to Section 2 Specifications on page 2-1 for details on individual Units.
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1-3 Support Software

You use the Support Software to set up the safety control system for the Safety Control Unit and to
perform programming and debugging.

1-3-1  Applicable Support Software

You use the Support Software to set up the safety control system for the Safety Control Unit, and to
perform programming and debugging. Refer to A-20 Version Information on page A-113 for information
on combinations of the applicable Support Software and versions.

Refer to the Sysmac Studio Version 1 Operation Manual (Cat. No. W504) for the system requirements
of the Sysmac Studio.

1-3-2  Connection Method and Procedures for EtherCAT Coupler Units

In general, there are the following two ways to connect the Sysmac Studio.
« USB Connection or Ethernet Connection to the NJ/NX-series CPU Unit
The USB connection and Ethernet connection are functionally identical. This is the most common

connection method. For the NX502 CPU Units, you can also use the Ethernet connection with the
NX-series EtherNet/IP Unit.

» USB Connection to the NX-series EtherCAT Coupler Unit

This method is functionally limited when compared with a connection to the NJ/NX-series CPU Unit.
This connection method is used mainly for debugging.

Sysmac Studio

Sysmac Studio Ethernet

USB | NJ/NX-series
CPU Unit

L

Coupler
Unit CPU

Safety Output]
Safety Input

EtherCAT

(@]

Coupler
Unit

Safety Output]
Safety Input

Refer to the Sysmac Studio Version 1 Operation Manual (Cat. No. W504) for the connection proce-
dure.
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USB Connection or Ethernet Connection to the NJ/NX-series CPU
Unit

You use the Sysmac Studio to connect to the USB port or the built-in EtherNet/IP port of the NJ/NX-
series CPU Unit. For the NX502 CPU Units, you can also connect to the EtherNet/IP port of the NX-
series EtherNet/IP Unit.

This connection allows you to download safety programs to the Safety CPU Unit and to monitor the
Safety I/O Units on the EtherCAT network.

Sysmac Studio

= NJ/NX-series EtherCAT Communications System
Safety control system

T SBor EtherNeyip . eemnne
5 @ uss| @] LS
: NJ/NX-series Coupler | Safety | 3 | = :
: CPU Unit Unit § CPU > 21
: [l - Unit ﬁ :
H M U
pR—— SELY CREEEEEEEEEEEY Accessible ===+ ..y Tmmmmmmmmmmemesc EtherCAT

: @ 2| 2|

. H =R

H Couplef [ © | S | &

: unit | 2|8 |:

............. Accessible ...............;.:’ "cc,'g i ':

I USB connection to the EtherCAT Coupler Unit

You can connect the Sysmac Studio to the USB port on the EtherCAT Coupler Unit.

This connection allows you to download, upload, and monitor the safety programs for only the Safety
CPU Unit and Safety I/0 Units that are under the EtherCAT Coupler Unit that the Sysmac Studio is
online with. The other devices cannot be accessed.

- NJ/NX-series EtherCAT
Communications System
a =T : Only the Safety 170 Units &
o = "
) USB Couol . Safety | 5 2 [ mounted under the Safety
NJ/NX-series UOl:Pe": cru 1S 1=k ! CPU Unit are accessible.  *
CPU Unit ni . 2| = R AR EELEELEELEELLE
mEE NI
. » |5 |;
"""" EtherCAT
The Safety I/O Units mounted al i
! under the other EtherCAT Coupler \ al=
: Unit cannot be accessed: i coupler| = | &
Unit g :Dﬁ Safety control system
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1 Overview

@ Precautions for Correct Use

There are functional restrictions when you connect to the EtherCAT Coupler Unit via the USB
port in comparison with connecting to the NJ/NX-series CPU Unit. We therefore recommend
that you connect to the NJ/NX-series CPU Unit.

Functional Differences on the Sysmac Studio Based on the Con-
nection Point

The functions that you can use on the Sysmac Studio depend on what the Sysmac Studio is connect-
ed to. Refer to the NX-series EtherCAT Coupler Unit User’s Manual (Cat. No. W519) for details.

1-3-3  Connection Method and Procedures for EtherNet/IP Coupler
Units

Connect the Sysmac Studio to the USB port on the EtherNet/IP Coupler Unit.

This connection allows you to download, upload, and monitor the safety programs for only the Safety
CPU Unit and Safety I/0 Units that are under the EtherNet/IP Coupler Unit that the Sysmac Studio is
online with. The other devices cannot be accessed.

rSafety Control System
in EtherNet/IP Slave Terminals
G Y = [ = + Only the Safety I/O Units .
USB E Safet = = H : mounted under the Safety CPU E
Coupler & Y13 | £ + Unit are accessible.
unit 3 CPU S =0 e
. © .
N N | DY
| EtherNet/IP
E The Safety I/0 Units mounted under E @ m §. 3
' the other Communications Coupler :\ Coupler | Safety 3 =
' Uni . i CPU =
2N cannot be accessed. e ennent Unit = | & & | Safety Control System
Unit 5| @
(D U)
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1-4 Commissioning Procedures
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1-4-1 Overall Procedure

Use the following procedure to build a safety system.
The procedure is divided into steps for standard control and safety control.

Standard Control ' Safety Control

Step 1. System Design

Step 1-1 Determining Safety Measures by Performing Risk Assessment

Step 1-2 Selecting Safety Devices

Step 1-3 Designing the Interface between Standard Controls and Safety Controls

2INpPad0lid |[elaAQ L-1-|

Software Design Step 2. Software Design Step 2. Hardware Design
Designing I/0 and Processing Step 2-1 Designing I/O and Processing Step 2-1 Determining Wiring for
Designing Tasks Step 2-2 Designing Safety Programs Communications, Power Supply,

and External I/O Devices
Designing User Program

Step 3 Calculating and Verifying Safety Response Performance
Step 3-1 Calculating Safety Reaction Time and Safety Distance

Step 3-2 Verifying Fulfillment of Required Specifications

Software Settings and Programming Step 4. Software Settings and Programming

Step 4-1 Creating the Safety Control System Configuration

Slave and Unit Configurations

Controller Setup and Assignment of Device Step 4-2 Setting Up and Checking the Safety Process Data Communications

Variables to I/O Ports

Step 4-3 Assigning Safety I/O Terminals to the Connected Devices

Offline Debugging Step 4-5 Programming

Step 4-6 Offline Debugging

Step 5. Installation and Wiring
Step 5-1 Installation

Step 5-2 Connecting the Ethernet Cables
Step 5-3 Wiring the 1/0
Step 5-4 Connecting the Computer That Runs the Sysmac Studio

Checking Operation

Transferring the Project
(Including Slave Terminal Configuration Information)

Step 6. Checking Operation
Step 6-1 Changing to DEBUG Mode After Transferring the Slave Terminal Configuration Information

Online Debugging Step 6-2 Checking Operation Using the Controller

Step 6-3 Performing Safety Validation Testing

Step 6-4 Designing Device Security

Step 6-5 Validating Safety from the Sysmac Studio (Transferring the Program to the
Non-volatile Memory)

Step 7. Operation, Maintenance, and Inspection
Step 7-1 Operation

Step 7-2 Troubleshooting Errors If They Occur

Step 7-3 Inspection and Replacement

;
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|
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|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
. Programming
|
|
|
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|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
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\
|
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1-4-2

Detailed Procedures

As described in the previous section, the standard controls and safety controls are linked with one an-
other throughout the setup procedures.

This section describes the detailed procedures for the safety controls.
Refer to NJ/NX-series CPU Unit Software User’s Manual (Cat. No. W501)for the detailed procedures
for using NJ/NX-series CPU Units for standard control.

Step 1. System Design

Step

Description

Reference

Step 1-1 Determining
Safety Measures by Per-
forming Risk Assessment

* I|dentify potential danger factors and perform
risk assessment.

» Study and decide on measures to reduce
risks.

Step 1-2 Selecting Safety
Devices

Select the safety devices for inputs, logic, and
outputs of the safety controls.

1-2 System Configuration and
Configuration Devices on page
1-8

Section 2 Specifications on
page 2-1

2-1-2 Part Names and Func-
tions on page 2-8

Step 1-3 Designing the In-
terface between Standard
Controls and Safety Con-
trols

Design the interface between the standard con-
trols and safety controls.

This is done by exposing the global variables to
the NJ/NX-series CPU Unit.

5-7 Exposing Variables to
Standard Controllers on page
5-49

Step 2. Software Design

Step

Description

Reference

Step 2-1 Designing I/0 and
Processing

Design the configuration of the safety I/O devi-
ces and Safety I/O Units.

» Safety I/O devices

* Program contents

2-1-2 Part Names and Func-
tions on page 2-8
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Step

Description

Reference

Step 2-2 Designing Safety
Programs

Design the POUs (Program Organization Units).
* Programs
* Function blocks

Design of Variables:

* Design the data types of the variables (partic-
ularly the design of safety data types and
standard data types).

» Define the variables that you will use in more
than one POU and variables that you will use
in only specific POUs.

* Define the variable names for the device vari-
ables that you use to access Safety 1/0 Units.

¢ Define the attributes of variables, such as the
Name attribute.

* Design the variables to expose to the user
program for the standard controls.

* Design the interface with the safety controls
of the user program for the standard controls.

Section 6 Programming on
page 6-1

Step 2. Hardware Design

Step

Description

Reference

Step 2-1 Determining Wir-
ing for Communications,
Power Supply, and Exter-
nal I/O Devices

Determine the wiring for the communications
network, power supply, and safety I/O devices.

2-1-2 Part Names and Func-
tions on page 2-8

Manuals for specific Communi-
cations Coupler Units

Manuals for the specific NX
Units

Step 3. Calculating and Verifying Safety Response Performance

Step

Description

Reference

Step 3-1 Calculating Safe-
ty Reaction Time and Safe-
ty Distance

Calculate the safety reaction times and use
them to find the safety distances.

Section 8 Calculating Safety
Reaction Times on page 8-1

Step 3-2 Verifying Fulfill-
ment of Required Specifi-
cations

Check to see if requirements are met. If require-
ments are not met, reconsider the designs again
starting with the system design.

Section 8 Calculating Safety
Reaction Times on page 8-1

Step 4. Software Settings and Programming

Step

Description

Reference

Step 4-1 Creating the
Safety Control System
Configuration

On the Sysmac Studio, configure the NX bus
master, Safety CPU Unit and Safety 1/0 Units.

5-3 Controller Configuration
and Setup of the Safety Control
Units on page 5-5

Step 4-2 Setting Up and
Checking the Safety Proc-
ess Data Communications

Check the settings for the safety process data
communications and make any necessary
changes.

5-4 Setting Up the Safety Proc-
ess Data Communications on
page 5-12

NX-series Safety Control Unit User's Manual (Z930)
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Step

Description

Reference

Step 4-3 Assigning Safety
1/0O Terminals to the Con-
nected Devices

On the Parameter Settings Pane for the Safety
I/0O Units, select the safety 1/O devices that are
connected to the safety 1/O terminals.

5-5 Safety I/O Functions on
page 5-40

Step 4-4 Assigning Device
Variables to 1/O Ports

Register the device variable in the variable ta-
ble.

(You can use either user-defined or automatical-
ly assigned variable names.)

5-6 Registering Device Varia-
bles on page 5-43

Step 4-5 Programming

Variable Registration:

* Register the variables that are used by more
than one POU in the global variable table with
the Sysmac Studio.

* Register the variables that are used in only a
specific program in the local variable table for
that program.

* Register the variables that are used in only a
specific function block in the local variable ta-
ble for that function block.

Writing Algorithms for POUs:
Write the algorithms for the POUs (programs
and function blocks) using the FBD language.

6-5 Programming Operations
on page 6-26

Step 4-6 Offline Debugging

The Simulator is used to debug the program.

6-8 Offline Debugging on page
6-98

Step 5 Installation and Wiring

Step

Description

Reference

Step 5-1 Installation

* Connect the Units to each other.
* Mount the connected Units on a DIN Track.

Section 3 Installation and Wir-
ing on page 3-1

Step 5-2 Connecting the
Ethernet Cables

Connect the NJ/NX-series CPU Units or other
standard controllers to the Communications
Coupler Units.

Manuals for specific Communi-
cations Coupler Units

Step 5-3 Wiring the 1/0

* Wire the Safety 1/0 Units.

Section 3 Installation and Wir-
ing on page 3-1
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Step

Description

Reference

Step 5-4 Connecting the
Computer That Runs the
Sysmac Studio

Use one of the following connections.

* Connect a USB cable to the NJ/NX-series
CPU Unit""

* Connect an Ethernet cable to the built-in
EtherNet/IP port on the NJ/NX-series CPU
Unit.*1

* Connect a USB cable to the Communications
Coupler Unit

1-3 Support Software on page
1-12

Refer to the Sysmac Studio
Version 1 Operation Manual
(Cat. No. W504)

Manuals for specific Communi-
cations Coupler Units

*1.  You can use this connection method only if you use an NJ/NX-series CPU Unit and EtherCAT Coupler Unit.
For the NX502 CPU Units, you can also connect to the EtherNet/IP port of the NX-series EtherNet/IP Unit.

Step 6. Checking Operation

Step

Description

Reference

Step 6-1 Changing to DE-
BUG Mode After Transfer-
ring the Slave Terminal
Configuration Information

Place the Sysmac Studio online with the NJ/NX-

series CPU Unit™" or the Communications Cou-
pler Unit and then transfer the Slave Terminal
configuration information.

Then, change the Safety CPU Unit from the
Safety CPU Unit Setup and Programming View.
This transfers the safety application data to the
Safety CPU Unit and enables debugging.

7-2 Transferring the Configura-
tion Information on page 7-7
7-3 Operating Modes of the
Safety CPU Unit on page 7-11
7-4 Changing to DEBUG Mode
on page 7-17

Step 6-2 Checking Opera-
tion Using the Controller

Check all wiring and the operation of the pro-
gram to check that the Safety Control Unit oper-
ates as intended.

7-6 Functions for Checking Op-
eration on page 7-28

Step 6-3 Performing Safety
Validation Testing

Test all safety functions to see if they operate
according to designs.

7-6 Functions for Checking Op-
eration on page 7-28

Step 6-4 Designing Device
Security

Set the safety passwords.

7-10 Security Settings on page
7-59

Step 6-5 Validating Safety
from the Sysmac Studio

After the safety validation testing has been
passed, execute the Safety Validation operation
from the Sysmac Studio.

This transfers the safety application data to the
non-volatile memory in the Safety CPU Unit and
enables operation.

7-11 Performing Safety Valida-
tion and Operation on page
7-65

*1. You can use this connection method only if you use an NJ/NX-series CPU Unit and EtherCAT Coupler Unit.

Step 7. Operation, Maintenance, and Inspection

NX-series Safety Control Unit User's Manual (Z930)
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Step Description Reference
Step 7-1 Operation Restart the Safety CPU Unit. 7-11 Performing Safety Valida-
If the Safety CPU Unit has a validated user pro- | tion and Operation on page
gram, the Safety CPU Unit will automatically 7-65
start in RUN mode.

Step 7-2 Troubleshooting If an error occurs, use the troubleshooting func- | Section 12 Troubleshooting on
Errors If They Occur tion of the Sysmac Studio to check the error and | page 12-1
determine the cause. Then, remove the error.

Step 7-3 Inspection and Perform periodic maintenance. Section 13 Inspection and
Replacement If you find any defects or problems during the in- | Maintenance on page 13-1
spection, replace the affected devices.
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2 Specifications

2-1 Safety CPU Unit

This section describes the models and specifications of the Safety CPU Units as well as the names
and functions of the parts.

2-11 Models and Specifications

The Safety CPU Unit specifications are described below.

I Models

The following table specifies the list of Safety CPU Unit models.

Maxi

nuamx:::lf Program ca Number of

Model 9 . safety I/O con- | /O refreshing method
safety 1/0 pacity .
. nections
points

NX-SL3300 256 points 512 KB 321 Free-Run refreshing
NX-SL3500 1,024 points 2,048 KB 1281 Free-Run refreshing
NX-SL5500 1,024 points 2,048 KB 128™2 Free-Run refreshing
NX-SL5700 2,032 points 4,096 KB 2542 Free-Run refreshing

*1.  Only FSoE master connections are supported.
*2.  CIP Safety originator connections, CIP Safety target connections, and FSoE master connections are sup-
ported.

I General Specifications

This section provides the general specifications of the Safety CPU Unit.

Item Specification

Enclosure Mounted in a panel (open)

Ground to 100 Q or less

Grounding method
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2 Specifications

Item Specification
Operating environment | Ambient operating tem- 0to 55°C

perature
Ambient operating humid- | 10% to 95% (with no condensation or icing)
ity
Atmosphere Must be free from corrosive gases.
Ambient storage tempera- | —25 to 70°C (with no condensation or icing)
ture
Altitude 2,000 m max.

Pollution degree

2 or less: Meets IEC 61010-2-201

Noise immunity

Conforms to IEC 61131-2, 2 kV (power supply line)

Insulation class

CLASS IIl (SELV)

Overvoltage category

Category II: Meets IEC 61010-2-201

EMC immunity level

Zone B

Vibration resistance

Conforms to IEC 60068-2-6

5 to 8.4 Hz with amplitude of 3.5 mm

8.4 to 150 Hz, acceleration of 9.8 m/s?
100 min. in each X, Y, and Z directions (10 sweeps of
10 min. each = 100 min. total)

Shock resistance

Conforms to IEC 60068-2-27

147 m/s?, 3 times in each X, Y, and Z directions

Installation method

DIN Track (IEC 60715 TH35-7.5/TH35-15)

I Individual Specifications

This section provides the individual specifications of the Safety CPU Unit.

@ Datasheet Items for Safety CPU Unit
The following table gives the meaning of the datasheet items for the Safety CPU Unit.

Item

Description

Maximum number of safety
1/0 points

This is the number of safety 1/O points that Safety CPU Unit can control.

Program capacity

This is the capacity of the safety programs in the Unit.

Number of safety I/O connec-

tions™

This is the maximum number of Safety I/O connections that can be set to this
Unit. The value is the total number of CIP Safety originator connections, CIP
Safety target connections, and FSoE master connections.

Number of CIP Safety origi-

nator connections "2

This is the maximum number of CIP Safety originator connections that can be
set to this Unit.

Number of CIP Safety target

connections?

This is the maximum number of CIP Safety target connections that can be set
to this Unit.

Number of originators that
can be connected with a mul-
ti-cast connection

When this unit is a CIP Safety target, it is the number of CIP Safety origina-
tors that can be connected with a multi-cast connection by a single CIP Safe-
ty target connection.

CIP Safety maximum data
size per connection

This is the maximum data size per connection for CIP Safety.

Number of FSoE master con-
nections

It is the maximum number of FSoE master connections that can be config-
ured to this unit.

1/O refreshing method

The 1/O refreshing methods that are used by the Unit.
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2 Specifications

Item

Description

External connection termi-
nals

The type of terminal block and connector that is used for connecting the Unit.
This specification includes the number of terminals for a screwless clamping
terminal block.

Indicators

The type of indicators on the Unit and the layout of those indicators.

Hardware switch settings

It is the type and layout of hardware switches for the Unit.

Dimensions (mm)

These are the external dimensions of the Unit. The dimensions are given in
the form W x H x D. The dimensions are given in "millimeters".

1/0 power supply method

The method for supplying I/O power for the Unit. The supply method is deter-
mined for each Unit. The power can be supplied either from the NX bus or
from an external source.

Current capacity of /O power
supply terminal

The current capacity of the I/O power supply terminals (IOV/IOG) of the Unit.
Do not exceed this value when supplying the 1/0O power to the connected ex-
ternal devices.

NX Unit power consumption

The power consumption of the NX Unit power supply of the Unit.

Current consumption from
1/0 power supply

The current consumption from 1/0O power supply of the Unit. This value does
not include the load current of any external connection loads or the current
consumption of any connected external devices.

Weight

The weight of the Unit.

Installation orientation and
restrictions

This is the installation orientation of the Unit. Any restrictions to specifications
that result from the installation orientation are also given.

*1. Refer to 5-4-3 Calculating the Number of Connections on page 5-37 for how to calculate the number of

connections.

*2. The number of CIP Safety connections that can be actually set depends on the maximum number of routa-
ble CIP Safety connections of the NX-series CPU Unit.
For NX102 CPU Units, the maximum number of routable CIP Safety connections is 16.

® NX-SL3300

Item Specification
Maximum number of safety /O points 256 points
Program capacity 512 KB
Number of safety I/O connections 32

Number of CIP Safety originator connections

Number of CIP Safety target connections

Number of originators that can be connected |0

with a multi-cast connection

Number of FSoE master connections 32

1/0 refreshing method

Free-Run refreshing

External connection terminals None
Indicators [FS] LED, [VALID] LED, [DEBUG] LED, [TS] LED, [RUN]
LED

SL3300

Fsd TS

VALID@ BRUN
DEBUGHE

Hardware switch settings None
Dimensions (mm) 30 %100 x 71 mm (W x H x D)
1/0 power supply method Not supplied.

Current capacity of I/O power supply terminals | No I/O power supply terminals
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2 Specifications

Item

Specification

NX Unit power consumption”?

* Connected to a CPU Unit
1.25 W max.

* Connected to a Communications Coupler Unit
0.90 W max.

Current consumption from I/O power supply

No consumption

Weight

75 g max.

Installation orientation and restrictions

Installation orientation:

+ Connected to a CPU Unit"2
Possible in the upright installation orientation.
* Connected to a Communications Coupler Unit
Six possible orientations.
Restriction: None.

*1.  The cable length for the Units that supply power to the corresponding Unit must be up to 20 m.
*2. Only NX502 CPU Units and NX102 CPU Units can be connected. NX1P2 CPU Units cannot be connected.

® NX-SL3500

Item Specification
Maximum number of safety /0 points 1,024 points
Program capacity 2,048 KB
Number of safety I/O connections 128
Number of CIP Safety originator connections | 0
Number of CIP Safety target connections 0
Number of originators that can be connected 0
with a multi-cast connection
Number of FSoE master connections 128

1/0 refreshing method

Free-Run refreshing

External connection terminals

None

Indicators

[FS] LED, [VALID] LED, [DEBUG] LED, [TS] LED, [RUN]
LED
SL3500

Fsd TS

VALID@ BRUN
DEBUGHE

Hardware switch settings None
Dimensions (mm) 30 x 100 x 71 mm (W x H x D)
1/0 power supply method Not supplied.

Current capacity of 1/0 power supply terminals

No 1/0 power supply terminals

NX Unit power consumption™

* Connected to a CPU Unit
1.25 W max.

e Connected to a Communications Coupler Unit
0.90 W max.

Current consumption from I/O power supply

No consumption

Weight

75 g max.
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2 Specifications

Installation orientation:

* Connected to a CPU Unit™2
Possible in the upright installation orientation.
* Connected to a Communications Coupler Unit
Six possible orientations.
Restriction: None.

*1.  The cable length for the Units that supply power to the corresponding Unit must be up to 20 m.
*2. Only NX502 CPU Units and NX102 CPU Units can be connected. NX1P2 CPU Units cannot be connected.

® NX-SL5500

1,024 points

2,048 KB
128
128

16 bytes

128

Free-Run refreshing

None

[TS] indicator, [NS] indicator, [FS] indicator, [P ERR] indicator, [RUN] in-
dicator, [VALID] indicator, [DEBUG] indicator, seven-segment indicator

SL5500

Seven-segment indicator '

TS
[TS] indicator, [NS] indicator, [FS] indicator 4|i \s
FS

P ERR

[P ERR] indicator, [RUN] indicator, RUN

[VALID] indicator, [DEBUG] indicator
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Item

Specification

Hardware switch settings

SETTING

!

SERVICE
O
=

i

A WN =

[SERVICE] switch, [SETTING] switch

Dimensions (mm)

30 x 100 x 71 mm (W x H x D)

1/0 power supply method

Not supplied.

Current capacity of 1/0 power
supply terminal

No I/O power supply terminals

NX Unit power consumption™

3.35 W max.

Current consumption from I/O
power supply

No consumption

Weight

130 g max.

Installation orientation and re-
strictions™2

Installation orientation: Upright installation
Restriction: None.

*1.  The cable length for the Units that supply power to the corresponding Unit must be up to 20 m.
*2. Only NX502 CPU Units, NX102 CPU Units, and Communication Control Units can be connected. NX1P2
CPU Units or Communications Coupler Units cannot be connected.

® NX-SL5700

Item Specification
Maximum number of safety 2,032 points
1/0 points
Program capacity 4,096 KB
Number of safety /0 connec- | 254
tions
Number of CIP Safety origi- 254
nator connections
Number of CIP Safety target | 4
connections
Number of originators that 8
can be connected with a mul-
ti-cast connection
CIP Safety maximum data 16 bytes
size per connection
Number of FSoE master con- | 254

nections

1/0 refreshing method

Free-Run refreshing

External connection termi-
nals

None

NX-series Safety Control Unit User's Manual (Z930)

2-7

nun ndo Asges -z

suoeoynads pue Sjepoi L-1-g



2 Specifications

[TS] indicator, [NS] indicator, [FS] indicator, [P ERR] indicator, [RUN] indica-
tor, [VALID] indicator, [DEBUG] indicator, seven-segment indicator

SL5700

Seven-segment indicator '
[TS] indicator, [NS] indicator, [FS] indicator T[E

[P ERR] indicator, [RUN] indicator,
[VALID] indicator, [DEBUG] indicator

[SERVICE] switch, [SETTING] switch

SETTING
= ON
SERVICE oo K
] ol
1111 {3
o {4

30 x 100 x 71 (W x H x D)
Not supplied.

No 1/O power supply terminals

3.35W

No consumption

130 g max.

Installation orientation: Upright installation
Restriction: None.

*1.  The cable length for the Units that supply power to the corresponding Unit must be up to 20 m.
*2. Only NX502 CPU Units, NX102 CPU Units, and Communication Control Units can be connected. NX1P2
CPU Units or Communications Coupler Units cannot be connected.

This section describes the names and functions of the Safety CPU Unit components.
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2 Specifications

® NX-SL3300 or NX-SL3500

Letter Name Function
(A) Marker attachment loca- | The locations where markers are attached. The markers made by OMRON
tions are installed for the factory setting. Commercially available markers can also
be installed.
Refer to 3-1-2 Attaching Markers on page 3-4.
(B) Protrusions for removing | The protrusions to hold when removing the Unit.
the Unit
(C) DIN Track mounting These hooks are used to mount the NX Unit to a DIN Track.
hook
(D) NX bus connector This is the NX-series bus connector.
(E) Unit hookup guides These guides are used to connect two Units.
(F) Indicators The indicators show the current operating status and power supply status of
the Safety CPU Unit.
Refer to 2-1-3 Indicators on page 2-10.
(G) Unit specifications The specifications of the Safety CPU Unit are given.
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2 Specifications

2-1-3

2410

® NX-SL5500/SL5700

(C) B) (E)
€ \ / /
\ [
_(F)
@//(G)
[ -
I e |
(E) (E)
I;::- Name Function
(A) | Marker attachment loca- | The locations where markers are attached. The markers made by OMRON
tion are installed for the factory setting. Commercially available markers can also
be installed.
Refer to 3-1-2 Attaching Markers on page 3-4.
(B) | Protrusions for removing | The protrusions to hold when removing the Unit.
the Unit
(C) | DIN Track mounting This hook is used to mount the NX Unit to a DIN Track.
hook
(D) | NX bus connector This is the NX-series bus connector.
(E) | Unit hookup guides These guides are used to connect two Units.
(F) Indicators The indicators show the current operating status and power supply status of
the Safety CPU Unit.
Refer to 2-1-3 Indicators on page 2-10.
(G) | Service switch This switch is used for the start trigger of various functions.
(H) | DIP switch This switch is used for the Safety Unit Restore and the safety data logging
function.
Refer to 10-1-2 Safety Unit Restore Function on page 10-4 for details on the
Safety Unit Restore.
Refer to 11-3 Safety Data Logging Operation Procedure on page 11-6 for
details on the Safety Data Logging function.
) Unit specifications The specifications of the Safety CPU Unit are given.
Indicators

The Safety CPU Unit has indicators that show the current operating status and communications sta-

tus.
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/\ WARNING

Do not use the status of the indicators on the NX-series Safety Control Units for safety 0

operations.
This will compromise the safety functions of the Unit and may cause serious injury in
the event of an accident.

The appearance of the indicators on NX-SL3300 and NX-SL3500 is different depending on whether
the lot number of the Unit represents the date of or before September 19, 2018, or the date of or after
September 20, 2018. In this manual, indicators for lot numbers of or after September 20, 2018 are
shown.

nun ndo Asges -z

For details on the differences in appearance of the indicators, refer to Differences in Appearance of
the Indicators (NX-SL3300/SL3500) on page 2-16.

Refer to Notation of Unit Versions on Products on page 38 for how to identify the lot number of the
Unit.

SI0JEDIpU €-1-Z

| Nx-sL3300/sL3500

A) SL3300

Fsd BTS
VALID@ BRUN

DEBUGH
| —

(B)

Letter Name Function
(A) Model number display | Displays part of the model number of the Safety CPU Unit.

(B) Indicators Show the current operating status and communications status of the Safety
CPU Unit.

The rest of this section gives the indicator specifications.

@ TS Indicator
The TS indicator shows the current status of the Safety CPU Unit and the communications status
with the NX bus master.

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning

Green | g~ | Lit. The Unit is operating normally.

> | intervals) RUN or PROGRAM mode is entered), or I/O allocation information data is
being downloaded from the Sysmac Studio.

Red | >pm~ | Lit. A hardware error, WDT error, or other critical error has occurred.

~ | Flashing (at 1-s | An NX bus communications error, 1/O allocation information data error, or

\ZI/ Flashing (at 2-s | Initialization is in progress (from when the power supply is turned ON until
/ZI\ intervals) other recoverable minor error that is attributed to the NX bus has occurred.
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2 Specifications

Color Status Meaning
-—- |:| Not lit. * There is no Unit power supply.

* Restarting the Unit

* Waiting for initialization to start

® FS Indicator
The FS indicator shows the safety communications status and safety function status of the Safety
CPU Unit.

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning

Green “mm” | Lit. All FSoE connections are established and there are no errors in any
>~ Safety CPU Unit functions.

“ | Flashing (at 1-s in- | One or more FSoE connections are not established or are currently
~ | tervals) being established and there are no errors in any Safety CPU Unit

=
4
functions.
4
|

Red “pp7” | Flashing (at 1-s in- | An FSoE communications error, program execution error, or other
< | tervals) minor error that is attributed to the safety application has occurred.”!
Green/Re | “mgg~ | Alternates at 1-s in- | The safety application data has not been stored.
d -7 | tervals.

- |:| Not lit. Power is not being supplied or a fatal fault has occurred.

*1.  For approximately 30 seconds after the power supply to the Safety CPU Unit is turned ON, a Safety Process
Data Communications Initialization Error event is not registered as an error if the Safety 1/0O Units do not
exist. During that time, the FS indicator will flash green.

® RUN Indicator
The RUN indicator shows the execution status of the safety programs.

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning
Green \-/ Lit. Execution of a safety program is in progress (operation is in progress in
ST RUN mode, or DEBUG mode (RUN)).
\ZI/ Flashing (at 1-s | Initialization is in progress (from when the power supply is turned ON until
- |intervals) RUN or PROGRAM mode is entered).
- |:| Not lit. Operation is in progress in PROGRAM mode or DEBUG mode (STOPPED),
or a fatal fault has occurred.

@ DEBUG Indicator
The DEBUG indicator shows the status whether the debug function is executable on Safety CPU
Unit.
Refer to 6-8-3 Controlling BOOL Variables, Changing Present Values, and Using Forced Refresh-
ing on page 6-101 for the debug function of Safety CPU Unit.
The following table lists the possible states for this indicator and what they mean.

Color Status Meaning

Yellow \D/ Lit. Operation is in progress in DEBUG mode.
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2 Specifications

Color Status Meaning
|:| Not lit. | Operation is in progress in a mode other than DEBUG mode or a fatal fault has occur-
red.

e VALID Indicator -
The VALID indicator shows whether safety validation has been performed. Ef
The following table lists the possible states for this indicator and what they mean. 1)

c
Color Status Meaning g
Yellow \D/ Lit. Safety application data from the execution of the safety validation is stored in the non-
ST volatile memory.

|:| Not lit. | Safety application data from the execution of the safety validation is not stored in the
non-volatile memory, or a fatal fault has occurred.

Refer to 7-3 Operating Modes of the Safety CPU Unit on page 7-11 for details on the relationship
between the operating modes of the Safety CPU Unit and the indicators.

SI0)e2IpU| €-1-Z

| Nx-sL5500/5L5700

(A) —SL5700
o
TS
NS
()
RUN
VALID
DEBUG
Letter Name Function
(A) Model number display Displays part of the model number of the Safety CPU Unit.
(B) Seven-segment Indicator | Displays detailed information on the Safety CPU Unit.
(©) Indicators Show the current operating status and communications status of the Safety
CPU Unit.

The rest of this section gives the indicator specifications.

® TS Indicator
The TS indicator shows the current status of the Safety CPU Unit and the communications status
with the NX Bus Master.

The following table lists the possible states for this indicator and what they mean.
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Color Status Meaning
Green \-/ Lit The Unit is operating normally.
e ~N
\ZI/ Flashing (at 2-s intervals) Initialization is in progress (from when the power supply is
T turned ON until RUN or PROGRAM mode is entered), or
I/O allocation information data is being downloaded from
the Sysmac Studio.
Red \-/ Lit A hardware error, WDT error, or other critical error has oc-
ST curred.
\!l/ Flashing (at 1-s intervals) An NX bus communications error, I/O allocation information
S data error, or other recoverable minor error that is attributed
to the NX bus has occurred.
- |:| Not lit * There is no Unit power supply
* The Unit is restarting
* Waiting for initialization to start

® NS Indicator
The NS indicator shows the CIP Safety communications status of the Safety CPU Unit.

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning
Green \./ Lit The CIP Safety connections are established.
\ZI/ Flashing (at 1-s intervals) The CIP Safety connections are not established.
e ~N
Red \ZI/ Flashing (at 1-s intervals) A CIP Safety communications error occurred.”!
e ~N
--- |:| Not lit The CIP Safety communications are not executed.

*1. For approximately 30 seconds after the power supply to the Safety CPU Unit is turned ON, the CIP Safety
Target Does Not Exist is not registered as an error. During that time, the NS indicator will flash red.

® FS Indicator
The FS indicator shows the FSoE communications status of the Safety CPU Unit.

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning
Green \-/ Lit All FSoE connections are established.
P ~N
\ZI/ Flashing (at 1-s intervals) The FSoE connections are being established.
P ~N
Red \ZI/ Flashing (at 1-s intervals) An FSoE communications error occurred.”
P ~N
|:| Not lit FSoE communications are not executed.

*1.  For approximately 30 seconds after the power supply to the Safety CPU Unit is turned ON, a FSoE Master

Connection Not Established Error event is not registered as an error if the Safety I/O Units do not exist. Dur-
ing that time, the FS indicator will flash green.
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o P ERR Indicator
The P ERR indicator shows the error status of the running program or settings of the Safety CPU

Unit.
n
The following table lists the possible states for this indicator and what they mean. ®
oy
Color Status Meaning :
v
Red \./ Lit The safety program, CIP Safety communications, and g
I FSoE communications stopped due to the running program 2.
or settings, which resulted in error.
\!l/ Flashing (at 1-s intervals) Local error occurred in the running program.
-~ ~N
- D Not lit No errors in the running program or settings

® RUN Indicator
The RUN indicator shows the execution status of the programs for the Safety CPU Unit.

SI0)e2IpU| €-1-Z

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning
Green \./ Lit Execution of a safety program is in progress (operation is in
ST progress in RUN mode, or DEBUG mode (RUN)).
\!l/ Flashing (at 1-s intervals) Initialization is in progress (from when the power supply is
ST turned ON until RUN or PROGRAM mode is entered).
- D Not lit Operation is in progress in PROGRAM mode or DEBUG
mode (STOPPED), or a fatal fault has occurred.

e DEBUG Indicator
The DEBUG indicator shows the status whether the debug function can be executed on Safety

CPU Unit.
Refer to 6-8-3 Controlling BOOL Variables, Changing Present Values, and Using Forced Refresh-

ing on page 6-101 for the debug function of Safety CPU Unit.

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning
Yellow \D/ Lit Operation is in progress in DEBUG mode. (the debug func-
ST tion can be executed)
- D Not lit Operation is in progress in a mode other than DEBUG
mode or a fatal fault has occurred. (the debug function can-
not be executed)

@ VALID Indicator
The VALID indicator shows whether safety validation has been performed on the safety application
data in the Safety CPU Unit.

The following table lists the possible states for this indicator and what they mean.
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216

Color Status

Meaning

Yellow \D Lit

Safety application data from the execution of the safety vali-
dation is stored in the non-volatile memory.

- |:| Not lit

Safety application data from the execution of the safety vali-
dation is not stored in the non-volatile memory, or a fatal
fault has occurred.

® Seven-segment Indicator

The two-digit seven-segment indicator shows the detailed information on the Safety CPU Unit.

Item

At normal operation

Meaning
It shows the lowest one byte of the safety signature for the safety pro-
gram that is operating. If the safety signature is not confirmed, “—* is dis-
played.

While a CIP Safety originator connection is being established, the indica-
tor flashes. When all the CIP Safety originator connections are establish-
ed, the indicator is lit.

When an error occurs

Refer to 12-2-1 Troubleshooting the Main Errors in the Safety CPU Unit
on page 12-3.

When a signature code is

Refer to A-14 Checking the Signature Code on the Seven-segment Indi-

checked cator on page A-102.
When the Safety Unit Restore is | Refer to 10-1-2 Safety Unit Restore Function on page 10-4.
executed

When the Safety Data Logging
is executed

Refer to 11-4 Checking the Logging Status on page 11-7.

I Differences in Appearance of the Indicators (NX-SL3300/SL3500)

The appearance of the indicators on NX-SL3300 and NX-SL3500 is different depending on whether
the lot number of the Unit represents the date of or before September 19, 2018, or the date of or after

September 20, 2018.

The following table shows how the appearance of the indicators is different depending on the lot num-

ber.
Lot number
Indicator Description Date of or before Sep.19, Date of or after Sep. 20,
2018 2018
TS indicator The shape of the light emit- FSH HTS FS@ BTS
;i,'\:“,"‘;‘f‘toi ting parts 's Chatnged from a VALDE HIRUN VALIDE BRUN
in |.ca ‘or square to a pentagon. DERUGH DEBUGH
DEBUG indicator
VALID indicator

@ Additional Information

The appearance of the indicators on NX-SL5500 and NX-SL5700 is not different depending on

the lot number of the Unit.
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2-2 Safety Input Unit

2 Specifications

This section describes the models and specifications of the Safety Input Units as well as the names
and functions of the parts.

2-2-1

Models and Specifications

The Safety Input Unit specifications are described below.

I Models
The following table specifies the list of Safety Input Unit models.
Number
Numb OMRON
Number of umoer Rated . of safety
k of test Internal I/0 . Special /0O refresh-
Model safety in- input slave :
. output common Safety Input ing method
put points ) voltage 5 connec-
points Devices :
tions
NX-SIH400 4 points 2 points Sinking in- 24VDC | Canbecon- |1 Free-Run re-
puts (PNP) nected. freshing
NX-SID800 8 points 2 points Sinking in- 24 VDC | Cannot be 1 Free-Run re-
puts (PNP) connected. freshing
I General Specifications
This section provides the general specifications of the Safety Input Unit.
Item Specification
Enclosure Mounted in a panel (open)
Grounding method Ground to 100 Q or less
217
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Item

Specification

Operating environment
ature

Ambient operating temper-

0 to 55°C

ty

Ambient operating humidi-

10% to 95% (with no condensation or icing)

Atmosphere

Must be free from corrosive gases.

ture

Ambient storage tempera-

-25 to 70°C (with no condensation or icing)

Altitude

2,000 m max.

Pollution degree

2 or less: Meets IEC 61010-2-201

Noise immunity

Conforms to IEC 61131-2, 2 kV (power supply line)

Insulation class

CLASS Il (SELV)

Overvoltage category

Category II: Meets IEC 61010-2-201

EMC immunity level

Zone B

Vibration resistance

Conforms to IEC 60068-2-6

5 to 8.4 Hz with amplitude of 3.5 mm

8.4 to 150 Hz, acceleration of 9.8 m/s?

100 min. in each X, Y, and Z directions (10 sweeps of
10 min. each = 100 min. total)

Shock resistance

Conforms to IEC 60068-2-27

147 m/s2, 3 times in each X, Y, and Z directions

Isolation method

Photocoupler isolation

Insulation resistance

20 MQ between isolated circuits (at 100 VDC)

Dielectric strength

510 VAC between isolated circuits for 1 minute at a
leakage current of 5 mA max.

Installation method

DIN Track (IEC 60715 TH35-7.5/TH35-15)

I Individual Specifications

This section provides the individual specifications of the Safety Input Unit.

® Datasheet Items for Safety Input Unit

The following table gives the meaning of the datasheet items for the Safety Input Units.

Item

Specification

Number of safety input points

This is the number of safety input points on the Unit.

Number of test output points

This is the number of test output points on the Unit. The test output points
are used with the safety input terminals.

Internal /0O common

This is the polarity that the Unit uses to connect to input devices.

Rated input voltage

This is the rated input voltage of the Unit.

OMRON Special Safety Input De-
vices

This tells whether the Unit supports the connection of OMRON Special
Safety Input Devices (D40A-2 Non-contact Door Switches, E3FS Single
Beam Safety Sensors, etc.).

Number of safety slave connec-
tions

This is the number of slave connections that the Unit can have through
FSoE. You can perform communications with one FSoE master device per
connection.

1/0 refreshing method

This is the 1/O refreshing method for the Unit.

External connection terminals

This is the type of terminal block and connector that is used to wire the
Unit. This specification includes the number of terminals for a screwless
clamping terminal block.
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Item

Specification

Indicators

This gives the names and the layout of the indicators on the Unit.

Safety input current

This is the input current at the rated voltage of the safety inputs on the
Unit.

Safety input ON voltage

This is the input voltage at which the safety inputs on the Unit turn ON.

Safety input OFF voltage/OFF
current

These are the input voltage and input current at which the safety inputs on
the Unit turn OFF.

Test output type

This is the polarity that the Unit uses to connect to devices.

Test output rated current

This is the maximum load current for each test output on the Unit.

Test output ON residual voltage

This is the residual voltage when the test output on the Unit is ON.

Test output leakage current

This is the leakage current when the test output on the Unit is OFF.

Dimensions (mm)

These are the external dimensions of the Unit. The dimensions are given
in the form W x H x D. The dimensions are given in "millimeters".

Isolation method

This is the method that is used to isolate the input circuits from the internal
circuits of the Unit.

Insulation resistance

This is the insulation resistance between the input circuits and the internal
circuits of the Unit.

Dielectric strength

This is the dielectric strength between the input circuits and the internal
circuits of the Unit.

1/0 power supply method

This is the method that is used to supply I/O power to the Unit.

Current capacity of I/O power
supply terminal

This is the current capacity of the 1/O power supply terminals (IOV/IOG)
on the Unit. When you supply I/O power to external devices that are con-
nected to the Unit, make sure that the total power does not exceed this
value.

NX Unit power consumption

This is the power consumption of the Unit from the NX bus power supply.

Current consumption from I/O
power supply

This is the current consumption of the Unit from the I/O power supply. This
value does not include the load current of any external connection loads
or the current consumption of any connected external devices.

Weight

This is the weight of the Unit.

Circuit layout

This is the internal circuits of the Unit.

Terminal connection diagram

This is the connection diagram between the Unit and connected external
devices.

Installation orientation and re-
strictions

This is the installation orientation of the Unit. If the installation orientation
imposes any restrictions on the specifications, those restrictions are also
described.

Protective functions

These are the protective functions that are supported by the Unit.

@ NX-SIH400

Item Specification
Number of safety input points 4 points
Number of test output points 2 points

Internal /O common

PNP (sinking inputs)

Rated input voltage

24 VDC (20.4 to 28.8 VDC)

OMRON Special Safety Input De-
vices

Can be connected.

Number of safety slave connec-
tions

1/O refreshing method

Free-Run refreshing

External connection terminals

Screwless clamping terminal block (8 terminals)

NX-series Safety Control Unit User's Manual (Z930)
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[TS] indicator, [FS] indicator, [IN] indicator, [IN ERR] indicator
SIH400

4.5 mA typical
11 VDC min.
5 VDC max./1 mA max.

Sourcing outputs (PNP)

25 mA max.

1.2 V max. (IOV and all output terminals)

0.1 mA max.

12 %100 x 71 (W x H x D)

Photocoupler isolation

20 MQ min. between isolated circuits (at 100 VDC)

510 VAC between isolated circuits for 1 minute at a leakage current of 5
mA max.

Power supplied from the NX bus

No applicable terminals.

* Connected to a CPU Unit or a Communication Control Unit
1.10 W max.
¢ Connected to a Communications Coupler Unit

0.70 W max.
20 mA max.
70 g max.
TO-1 Z
E g
Terminal block L
@)
Si0-3 §
=
NX bus [ 1/0 power supply + 1/O power supply + | NXbus
connector connector
(left) 1/0 power supply 1 II/O power supply - (right)
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Item

Specification

Terminal connection diagram

Si0 to Si3: Safety input terminals
TO, T1: Test output terminals

Safety Input Unit
NX-SIH400

A1 B1

Siog| Site

| T TI %

Safety Switch

1 TO T 1 1 I
Si2 Si3
TO T1
A8 e B8

Refer to 4-3-1 Safety Input Function on page 4-10 for details.

Installation orientation and re-
strictions

Installation orientation:

* Connected to a CPU Unit or a Communication Control Unit !
Possible in the upright installation orientation.
* Connected to a Communications Coupler Unit
Six possible orientations.
Restriction: Maximum ambient temperature is 50°C for any orientation oth-
er than upright installation.

Protective functions

Overvoltage protection circuit and short detection (test outputs)

*1.  Only NX502 CPU Units, NX102 CPU Units, and Communication Control Units can be connected. NX1P2
CPU Units cannot be connected.

o NX-SID800

Item Specification
Number of safety input points 8 points
Number of test output points 2 points

Internal /O common

PNP (sinking inputs)

Rated input voltage

24 VDC (20.4 to 28.8 VDC)

OMRON Special Safety Input De-
vices

Cannot be connected.

Number of safety slave connec-
tions

1/O refreshing method

Free-Run refreshing

External connection terminals

Screwless clamping terminal block (16 terminals)

Indicators

[TS] indicator, [FS] indicator, [IN] indicator, [IN ERR] indicator

SID800
Fsd DTS

[IN ERR] indicator  [IN] indicator

Safety input current

3.0 mA typical

Safety input ON voltage

15 VDC min.
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5 VDC max./1 mA max.

Sourcing outputs (PNP)

50 mA max.

1.2 V max. (IOV and all output terminals)

0.1 mA max.

12 %100 x 71 (W x H x D)

Photocoupler isolation

20 MQ min. between isolated circuits (at 100 VDC)

510 VAC between isolated circuits for 1 minute at a leakage current of 5
mA max.

Power supplied from the NX bus

No applicable terminals.

e Connected to a CPU UNIT or a Communication Control Unit
1.10 W max.

¢ Connected to a Communications Coupler Unit
0.75 W max.

20 mA max.

70 g max.

TO-1 15@ ;
Terminal block

Sio-7

Internal Circuits

NX bus
connector

(right)

connector (left)

1/0 power supply -

NX bus | /0 power supply + 110 power supply +
1 I 1/0 power supply -

Si0 to Si7: Safety input terminals
TO, T1: Test output terminals

Safety Input Unit
NX-SID800
Safety Switch
A1 B1
Si0e| Si1e YL:
Tog| T1y TL‘ S
Si2 Si3
TO T1
Si4 Si5
TO T
Si6 Si7
TO T1
A8 B8

Refer to 4-3-1 Safety Input Function on page 4-10 for details.
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Item

Specification

Installation orientation and re-
strictions

Installation orientation:
* Connected to a CPU Unit or a Communication Control Unit !
Possible in the upright installation orientation.
* Connected to a Communications Coupler Unit
Six possible orientations.
Restriction: Maximum ambient temperature is 50°C for any orientation oth-
er than upright installation.

Protective functions

Overvoltage protection circuit and short detection (test outputs)

*1. Only NX502 CPU Units, NX102 CPU Units, and Communication Control Units can be connected. NX1P2
CPU Units cannot be connected.

2-2-2

Part Names and Functions

This section provides the names and functions of the parts of the Safety Input Unit.

(B)

(€) ) (E) (C) (B)

Letter

Name

Function

(A)

Marker attachment loca-
tion

The locations where markers are attached. The markers made by OMRON

are installed for the factory setting. Commercially available markers can also

be installed.
Refer to 3-1-2 Attaching Markers on page 3-4.

(B)

NX bus connector

This is the NX-series bus connector.

©)

Unit hookup guides

These guides are used to connect two Units.

(D)

DIN Track mounting
hooks

These hooks are used to mount the NX Unit to a DIN Track.

(E)

Protrusions for removing
the Unit

The protrusions to hold when removing the Unit.

(F)

Indicators

The indicators show the current operating status of the Safety Input Unit or
signal input status.
Refer to 2-2-3 Indicators on page 2-25.

©)

Terminal block

The terminal block is used to connect external devices.

(H)

Unit specifications

The specifications of the Safety Input Unit are given here.

NX-series Safety Control Unit User's Manual (Z930)

2-23

yun induj Ayeyes g-z

suolouUN4 pue ssweN Ued z-2-2



2 Specifications

I Terminal Blocks

There are two models of screwless clamping terminal blocks: NX-TB[I[J2 and NX-TBCIC1. The
following models of Terminal Blocks can be mounted to Safety Input Units.

NX-TBOIOI2
(A) : -
A1 +B1
-.’ c
(©)
A2 )l B2
A3 B3
A4 | B4
A5 B5
A6 B6
A7 B7
A8 B8
ﬁ
8-terminal type 16-terminal type
NX-TBOIOIOM
(A)x :

A1

A2

A3

A4

A5 | {
A6
A7

A8

8-terminal type 16-terminal type
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Letter Name Function
(A) | Terminal number | The terminal numbers are given by column letters A and B, and row numbers 1 to 8.
indications The combination of the "column" and "row" gives the terminal numbers from A1 to

A8 and B1 to B8.
The terminal number indicators are the same regardless of the number of terminals

on the terminal block, as shown above.
(B) | Release holes Insert a flat-blade screwdriver into these holes to connect or remove the wires.

(C) | Terminal holes The wires are inserted into these holes.

yun induj Ayeyes g-z

Terminal Blocks for Safety Input Units come in two types depending on the number of terminals that
can be used. There are 8-terminal and 16-terminal Terminal Blocks.
The terminal block must have the same number of terminals that the Unit is designed for.

@ Additional Information

The 8-terminal type does not have terminal holes and release holes for the following terminals.
+ A2, A4, A6, A8, B2, B4, B6, and BS.

SI0)e2IpU| £-2-2

There are two types of Terminal Blocks in terms of current capacity, 10 A for the NX-TBOCIC12 Termi-
nal Blocks and 4 A for the NX-TBILII1 Terminal Blocks.

To differentiate between the two types of Terminal Blocks, use the terminal number column indications.
The Terminal Block with white letters on a dark background is the NX-TBLIJ2 Terminal Block.

You can mount either type of Terminal Block to a Unit with a terminal current capacity of 4 A max.

You can only mount the NX-TBLIJI2 Terminal Block to the Units that the current capacity specifica-
tion of the terminals is greater than 4 A.

» Applicable Terminal Blocks for Each Unit Model
The following table gives the Terminal Blocks that are applicable to each Unit.

Terminal block

Unit model number

Model number | Number of terminals | Ground terminal mark | Current capacity
NX-SIH400 NX-TBA081 8 Not provided 4 A

NX-TBA082 10 A
NX-SID800 NX-TBA161 16 Not provided 4 A

NX-TBA162 10 A

m Precautions for Correct Use

You can mount either NX-TBOOO1 or NX-TBOOO2 Terminal Block to a Unit with a terminal
current capacity of 4 A.

Even if you mount an NX-TBLII[J2 Terminal Block, the current specification does not change
because the terminal current capacity of the Unit is 4 A.

Refer to the I/O power supply terminal current capacities given in Individual Specifications on
page 2-18 for the terminal current capacity specifications of the Units.

Refer to A-11 List of Screwless Clamping Terminal Block Models on page A-97 or the model
numbers of the Terminal Blocks.

2-2-3 Indicators

This section describes the indicators of the Safety Input Unit.
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/\ WARNING

Do not use the status of the indicators on the NX-series Safety Control Units for safety
operations.

This will compromise the safety functions of the Unit and may cause serious injury in
the event of an accident.

0

The appearance of the indicators is different depending on whether the lot number of the Unit repre-
sents the date of or before September 19, 2018, or the date of or after September 20, 2018. In this
manual, indicators for lot numbers of or after September 20, 2018 are shown.

For details on the differences in appearance of the indicators, refer to Differences in Appearance of
the Indicators on page 2-29.

Refer to Notation of Unit Versions on Products on page 38 for how to identify the lot number of the
Unit.

The indicator pattern depends on the number of input points, as shown below.

SIH400 SIDS00 EIQ)
FSd BTS FSd BTS

0 1 0
(B)

2 3 2
01 4
2 3 6

Unit with 4 1/0 Points  Unit with 8 I/O Points

Letter Name Function
(A) Model number dis- | Displays part of the model number of the Safety 1/0 Units.
play The model number indication is red on all Safety Control Units.
(B) Indicators Show the current operating status and communications status of the Safety 1/0
Units.

I Safety Input Unit Operation Status Indicators

Indicators to show the operation status of the Safety Input Unit are located in the center of the front
side of the Safety Input Unit.

The following section describes the specifications of each indicator.
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SIH400

FS@ BTS

0 1
5 3 IN .
0 1 e
IN ERR 2
2 3 2
5
©
=4
SID800 5
3 | -

0
4

6 N
N
LJ -
3
INERR IN S
g

® TS Indicator
The TS indicator shows the current status of the Safety Input Unit and its communications status
with the NX Bus Master.

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning
Green \./ Lit The Unit is operating normally.
-~ ~N
\!l/ Flashing (at 2-s intervals) Initializing, or 1/O allocation information data is being down-
O loaded from the Sysmac Studio.
Red \./ Lit A hardware error, WDT error, or other critical error has oc-
SN curred.
\!l/ Flashing (at 1-s intervals) An NX bus communications error, 1/0 allocation information
S data error, or other recoverable minor error that is attributed
to the NX bus has occurred.
- D Not lit * There is no Unit power supply
* Restarting the Unit
* Waiting for initialization to start

@ FS Indicator
The FS indicator shows the FSoE communications status and safety function status of the Safety
Input Unit.

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning
Green \./ Lit The FSoE connections are established and there are no er-
IS rors in any Safety I/O Units functions.
\!l/ Flashing (at 1-s intervals) The FSoE connections are being established.
A
Red \!l/ Flashing (at 1-s intervals) An FSoE communications error, safety input terminal error,
O or other minor error has occurred.
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Color Status Meaning
|:| Not lit Power is not being supplied or a fatal fault has occurred.

@ IN Indicator
The IN indicator shows the signal input status of the safety input terminal.

The following table lists the possible states for this indicator and what they mean.
The table shows an example of safety input terminal Si01. The safety input terminal number is lit or

not lit.
Color Status Meaning
Yellow \1]/ Lit The safety input terminal is ON and there are no errors.
e ~

- 1] Not lit The safety input terminal is OFF or an error has occurred.

@ Additional Information

If the lot number of the Unit represents the date of or before September 19, 2018, the indicators
have square-shaped light emitters. For details on the differences in appearance of the indica-
tors, refer to Differences in Appearance of the Indicators on page 2-29.

Color Status Meaning
Yellow \D/ Lit The safety input terminal is ON and there are no errors.
e ~N
- |:| Not lit The safety input terminal is OFF or an error has occur-
red.

® IN ERR Indicator

The IN ERR indicator shows the error status of the safety input terminal.

The following table lists the possible states for this indicator and what they mean.
The table shows an example of safety input terminal Si01. The safety input terminal number is lit,
flashing or not lit.

Color Status Meaning
Red \1 -~ | Lit An error has occurred in the safety input terminal.
\1/ Flashing (at 1-s intervals) An error has occurred in the safety input terminal for the
<N other channel of the dual channel 1/O.
- ‘I] Not lit There are no errors in the safety input terminal.
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@ Additional Information

If the lot number of the Unit represents the date of or before September 19, 2018, the indicators
have square-shaped light emitters. For details on the differences in appearance of the indica-

tors, refer to Differences in Appearance of the Indicators on page 2-29. Y
»
[
Color Status Meaning oy
<
Red \./ Lit An error has occurred in the safety input terminal. 5
T
-~ ~N E
c
\!l/ Flashing (at 1-s intervals) An error has occurred in the safety input terminal for the 2
TN other channel of the dual channel I/O.
-—- |:| Not lit An error has occurred in the safety input terminal.

Refer to 12-2-1 Troubleshooting the Main Errors in the Safety CPU Unit on page 12-3 for details
on the relationship between the errors of the Safety Input Unit and the indicators.

SI0)e2IpU| £-2-2

I Differences in Appearance of the Indicators

The appearance of the indicators is different depending on whether the lot number of the Unit repre-
sents the date of or before September 19, 2018, or the date of or after September 20, 2018.
The following table shows how the appearance of the indicators is different depending on the lot num-

ber.
Lot number
Indicator Description Date of or before Date of or after Sep.
Sep.19, 2018 20, 2018

TS indicator The shape of the light emitting parts is FSI mTS FSl BTS

FS indicator changed from a square to a pentagon.

IN indicator Square-shaped light emitters of the indi-

IN ERR indicator | cators are changed to light-emitting ter-

minal numbers.
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2-3 Safety Output Unit

This section describes the models and specifications of the Safety Output Units as well as the names

and functions of the parts.

2-3-1 Models and Specifications

The Safety Output Unit specifications are described below.

I Models
The following table specifies the list of the Safety Output Unit models.
Number
N f f saf
umberof |\ ernal /0 | Maximumload | Rated | °T5?™% | o refreshing
Model safety out- slave
. common current voltage method
put points connec-
tions
NX-SOH200 2 points Sourcing out- | 2.0 A/point, 24 VDC |1 Free-Run re-
puts (PNP) 4.0 A/Unit at 40°C freshing
2.5 A/Unit at 55°C
NX-SOD400 4 points Sourcing out- | 0.5 A/point and 24 VDC |1 Free-Run re-
puts (PNP) 2.0 A/Unit freshing

I General Specifications

This section provides the general specifications of the Safety Output Unit.

Item Specification
Enclosure Mounted in a panel (open)
Grounding method Ground to 100 Q or less
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Item Specification
Operating environment | Ambient operating temper- | 0 to 55°C

ature

Ambient operating humidi- | 10% to 95% (with no condensation or icing) Z
ty g"::
Atmosphere Must be free from corrosive gases. %
Ambient storage tempera- | -25 to 70°C (with no condensation or icing) -§
ture s
Altitude 2,000 m max. g

Pollution degree

2 or less: Meets IEC 61010-2-201

Noise immunity

Conforms to IEC 61131-2, 2 kV (power supply line)

Insulation class

CLASS Il (SELV)

Overvoltage category

Category II: Meets IEC 61010-2-201

EMC immunity level

Zone B

Vibration resistance

Conforms to IEC 60068-2-6

5 to 8.4 Hz with amplitude of 3.5 mm

8.4 to 150 Hz, acceleration of 9.8 m/s?

100 min. in each X, Y, and Z directions (10 sweeps of
10 min. each = 100 min. total)

Shock resistance

Conforms to IEC 60068-2-27

147 m/s2, 3 times in each X, Y, and Z directions

Isolation method

Photocoupler isolation

Insulation resistance

20 MQ between isolated circuits (at 100 VDC)

Dielectric strength

510 VAC between isolated circuits for 1 minute at a
leakage current of 5 mA max.

suopeoly0ads pue S|PPON L-€-2

Installation method DIN Track (IEC 60715 TH35-7.5/TH35-15)

I Individual Specifications

This section provides the individual specifications of the Safety Output Unit.

@ Datasheet Items for Safety Output Unit

The following table gives the meaning of the datasheet items for the Safety Output Units.

Item Specification

Number of safety output points This is the number of safety output points on the Unit.

Internal /O common This is the polarity that the Unit uses to connect to output devices.

This is the maximum load current for outputs on the Unit. A specifica-
tion is given for each output and each Unit.

Maximum load current

Rated voltage This is the rated voltage of the outputs on the Unit.

This is the number of slave connections that the Unit can have through
FSoE. You can perform communications with one FSoE master device
per connection.

The 1/0 refreshing methods that are used by the Unit.

Number of safety slave connec-
tions

1/O refreshing method

The type of terminal block and connector that is used for connecting
the Unit. This specification includes the number of terminals for a
screwless clamping terminal block.

External connection terminals

Indicators This gives the names and the layout of the indicators on the Unit.
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2-32

Item

Specification

Safety output rated current

This is the maximum load current for safety outputs on the Unit. The
inrush current of the external connection load must be lower than this
value.

Safety output ON residual voltage

This is the residual voltage when a safety output on the Unit is ON.

Safety output OFF residual voltage

This is the residual voltage when a safety output on the Unit is OFF.

Safety output leakage current

This is the leakage current when a safety output on the Unit is OFF.

Dimensions (mm)

These are the external dimensions of the Unit. The dimensions are giv-
en in the form W x H x D. The dimensions are given in millimeters.

Isolation method

This is the method that is used to isolate the output circuits from the
internal circuits of the Unit.

Insulation resistance

This is the insulation resistance between the output circuits and the in-
ternal circuits of the Unit.

Dielectric strength

This is the dielectric strength between the output circuits and the inter-
nal circuits of the Unit.

1/0 power supply method

The method for supplying I/O power for the Unit.

Current capacity of I/O power sup-
ply terminal

This is the current capacity of the 1/O power supply terminals (I0V/
I0G) on the Unit. When you supply 1/0 power to external devices that
are connected to the Unit, make sure that the total power does not ex-
ceed this value.

NX Unit power consumption

This is the power consumption of the Unit from the NX bus power sup-
ply.

Current consumption from 1/O pow-
er supply

This is the current consumption of the Unit from the 1/0O power supply.
This value does not include the load current of any external connection
loads or the current consumption of any connected external devices.

Weight

This is the weight of the Unit.

Circuit layout

This is the internal circuits of the Unit.

Terminal connection diagram

This is the connection diagram between the Unit and external devices.

Installation orientation and restric-
tions

This is the installation orientation of the Unit. If the installation orienta-
tion imposes any restrictions on the specifications, those restrictions
are also described.

Protective functions

These are the protective functions that are supported by the Unit.

® NX-SOH200

Item Specification
Number of 2 points
safety output
points
Internal I/O PNP (sourcing outputs)
common
Maximum load | 2.0 A/point
current 4.0 A/Unit at 40°C
2.5 A/Unit at 55°C
The maximum load current depends on the installation orientation and ambient temperature.
Rated input 24 VDC (20.4 to 28.8 VDC)
voltage
Number of 1

safety slave
connections

1/0 refreshing
method

Free-Run refreshing
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Item

Specification

External con-
nection termi-
nals

Screwless clamping terminal block (8 terminals)

Indicators [TS] indicator, [FS] indicator, [OUT] indicator, [OUT ERR] indicator
SOH200
Fsa IS
0 1 ] [OUT] indicator
0 1 ] [OUT ERR] indicator
Safety output | 1.2 V max. (between IOV and all output terminals)
ON residual
voltage
Safety output | 2 V max. (between I0G and all output terminals)
OFF residual
voltage
Safety output | 0.1 mA max.
leakage cur-
rent
Dimensions 12 x 100 x 71 (W x H x D)
(mm)

Isolation meth-
od

Photocoupler isolation

Insulation re-
sistance

20 MQ min. between isolated circuits (at 100 VDC)

Dielectric
strength

510 VAC between isolated circuits for 1 minute at a leakage current of 5 mA max.

1/0 power sup-
ply method

Power supplied from the NX bus

Current ca-
pacity of /O
power supply
terminals

10G: 2 Alterminal max.

NX Unit power

* Connected to a CPU UNIT or a Communication Control Unit

consumption 1.05 W max.
* Connected to a Communications Coupler Unit
0.70 W max.
Current con- 40 mA max.
sumption from
1/0 power sup-
ply
Weight 65 g max.
Circuit layout
5
T So0-1
3
L Terminal block
@}
3 10G
=4
yo| |@ 1/0
power power
NX bus connector | SUPPIy * SuPPlY + | NX bus connector
(left) /o o) | (right)
power power
supply - supply -
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2 Specifications

So0 to So1: Safety output terminals
I0G: 1/0 power supply 0 V

Safety Output Unit
NX-SOH200

I0G+h 10Ge

Refer to 4-3-2 Safety Output Function on page 4-32 for details.
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Item Specification
Installation Installation orientation:
orientation * Connected to a CPU Unit or a Communication Control Unit™’ o
and restric- Possible in the upright installation orientation. &
; »
tions * Connected to a Communications Coupler Unit 2,
Six possible orientations. <
Restriction: For upright installation, the ambient temperature is restricted as shown below ac- g
cording to the total Unit load current. g
4 5
— L
8
2 3
Q
5 - 25A
@ N
= 2 @
= <
B o
&
1 7
QO
)
[}
I »
e
0 )
0 10 20 30 40 5055 5
Ambient Operating Temperature (°C) §
2]

For all installation orientations other than upright installation, the ambient temperature is re-
stricted as shown below according to the total Unit load current.

4

[v] 3us.uno peo

0
0 10 20 30 40 50

Ambient Operating Temperature (°C)

Protective Overvoltage protection circuit and short detection

functions

*1. Only NX502 CPU Units, NX102 CPU Units, and Communication Control Units can be connected. NX1P2
CPU Units cannot be connected.

o NX-SOD400

Item Specification
Number of safety output 4 points
points
Internal /O common PNP (sourcing outputs)
Maximum load current 0.5 A/point and 2.0 A/Unit
Rated input voltage 24 VDC (20.4 to 28.8 VDC)
Number of safety slave 1

connections
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Item

Specification

1/0 refreshing method

Free-Run refreshing

External connection ter-
minals

Screwless clamping terminal block (8 terminals)

Indicators

[TS] indicator, [FS] indicator, [OUT] indicator, [OUT ERR] indicator
SO0D400

Fs@ IS

2 G j [OUT] indicator
01 L

o j [OUT ERR] indicator

Safety output ON residual
voltage

1.2 V max. (between IOV and all output terminals)

Safety output OFF residu-
al voltage

2 V max. (between IOG and all output terminals)

Safety output leakage cur-
rent

0.1 mA max.

Dimensions (mm)

12 x 100 x 71 (W x H x D)

Isolation method

Photocoupler isolation

Insulation resistance

20 MQ min. between isolated circuits (at 100 VDC)

Dielectric strength

510 VAC between isolated circuits for 1 minute at a leakage current of 5 mA max.

1/0 power supply method

Power supplied from the NX bus

Current capacity of /0
power supply terminals

I0G (A3 and B3): 2 A/terminal max.
I0G (A7 and B7): 0.5 A/terminal max.

NX Unit power consump-
tion

¢ Connected to a CPU UNIT or a Communication Control Unit
1.10 W max.
¢ Connected to a Communications Coupler Unit

0.75 W max.
Current consumption 60 mA max.
from 1/O power supply
Weight 65 g max.
Circuit layout
Z S00-3
5
L Terminal block
@)
3 10G
<
723
NX bus connector [l/o power supply + 0 power supply +]NX bus connector
(left) 1/0 power supply - /0 power supply - (right)
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Item Specification
Terminal connection dia- | So0 to So3: Safety output terminals
gram I0G: 1/0 power supply 0 V
&
Safety Output Unit %
NX-SOD400 g
o
s
Al B1 g
So0 e So1eq c
r T 1 >
I0Ge I0Ge i
So2 | So3
I0G | 10G
A8 e Bs

Refer to 4-3-2 Safety Output Function on page 4-32 for details.

Installation orientation Installation orientation:

and restrictions + Connected to a CPU Unit or a Communication Control Unit"’
Possible in the upright installation orientation.

* Connected to a Communications Coupler Unit
Six possible orientations.

Restriction: None.

suolouUN4 pue ssweN Ued Z-€-2

Protective functions Overvoltage protection circuit and short detection

*1. Only NX502 CPU Units, NX102 CPU Units, and Communication Control Units can be connected. NX1P2
CPU Units cannot be connected.

2-3-2 Part Names and Functions

This section provides the names and functions of the parts of the Safety Output Unit.
(B) (C) (D) (E) (C) (B)
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Letter Name Function
(A) Marker attachment loca- | The locations where markers are attached. The markers made by OMRON
tion are installed for the factory setting. Commercially available markers can also
be installed.
Refer to 3-1-2 Attaching Markers on page 3-4.
(B) NX bus connector This is the NX-series bus connector.
(93} Unit hookup guides These guides are used to connect two Units.
(D) DIN Track mounting This hook is used to mount the NX Unit to a DIN Track.
hook
(E) Protrusions for removing | The protrusions to hold when removing the Unit.
the Unit
(F) Indicators The indicators show the current operating status of the Safety Output Unit or
signal 1/O status.
Refer to 2-3-3 Indicators on page 2-40.
(G) Terminal block The terminal block is used to connect external devices.

(H)

Unit specifications

The specifications of the Safety Output Unit are given.

I Terminal Blocks

There are two models of screwless clamping terminal blocks: NX-TB[I[J2 and NX-TBOO1. The
following models of Terminal Blocks can be mounted to Safety Output Units.

NX-TBOOO2

(*)

A1

A2

A3

A4

A5

A6

A7

A8

8-terminal type

NX-TBOOINM
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8-terminal type

suolduUN4 pue ssweN Ued z-€-2

Letter Name Function
(A) | Terminal number | The terminal numbers are given by column letters A and B, and row numbers 1 to 8.
indications The combination of the "column" and "row" gives the terminal numbers from A1 to

A8 and B1 to B8.
The terminal number indicators are the same regardless of the number of terminals
on the terminal block, as shown above.

(B) | Release hole Insert a flat-blade screwdriver into these holes to connect or remove the wires.

(C) | Terminal hole The wires are inserted into these holes.

Only 8-terminal type blocks can be inserted to the terminal blocks of Safety Output Units.
To prevent incorrect insertion, terminal blocks in any other types besides the 8-terminal type cannot be
mounted.

@ Additional Information

The 8-terminal type does not have terminal holes and release holes for following terminal num-

bers.
* A2, A4, A6, A8, B2, B4, B6, and BS8.

There are two types of Terminal Blocks in terms of current capacity, 10 A for the NX-TBOOO2 Termi-
nal Blocks and 4 A for the NX-TBJO[I1 Terminal Blocks.

To differentiate between the two types of Terminal Blocks, use the terminal number column indications.
The Terminal Block with white letters on a dark background is the NX-TBIUI[12 Terminal Block.

You can mount either type of Terminal Block to a Unit with a terminal current capacity of 4 A.

You can only mount the NX-TBLIJJ2 Terminal Block to the Units that the current capacity specifica-
tion of the terminals is greater than 4 A.

» Applicable Terminal Blocks for Each Unit Model
The following table gives the Terminal Blocks that are applicable to each Unit.
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Terminal block
Unit model number . . .
Model Number of terminals | Ground terminal mark | Current capacity
NX-SOH200 NX-TBAO81 | 8 Not provided 4 A
NX-TBA082 10A
NX-SOD400 NX-TBAO81 | 8 Not provided 4 A
NX-TBA082 10A

|EI Precautions for Correct Use

You can mount either NX-TBOOI1 or NX-TBOIOI2 Terminal Blocks to the Units that the cur-
rent capacity specification of the terminals is 4 A or less.

Even if you mount an NX-TBOI[I2 Terminal Block, the current specification does not change
because the terminal current capacity of the Unit is 4 A.

Refer to the 1/0 power supply terminal current capacities given in Individual Specifications on
page 2-31 for the terminal current capacity specifications of the Units.

Refer to A-11 List of Screwless Clamping Terminal Block Models on page A-97 for information
on the models of terminal blocks.

2-3-3 Indicators

2-40

This section describes the indicators of the Safety Output Unit.

/\ WARNING

Do not use the status of the indicators on the NX-series Safety Control Units for safety 0

operations.

This will compromise the safety functions of the Unit and may cause serious injury in
the event of an accident.

The appearance of the indicators is different depending on whether the lot number of the Unit repre-
sents the date of or before September 19, 2018, or the date of or after September 20, 2018. In this
manual, indicators for lot numbers of or after September 20, 2018 are shown.

For details on the differences in appearance of the indicators, refer to Differences in Appearance of
the Indicators on page 2-43.

Refer to Notation of Unit Versions on Products on page 38 for how to identify the lot number of the
Unit.

The indicator pattern depends on the number of output points, as shown below.
S0D400

Fsd BTS
0 1

2 3
0 1
2 3

Unit with 4 1/0 Unit with 2 I/O
Points Points

Letter Name Function

(A) Model number dis- | Displays part of the model number of the Safety I/O Units.
play The model number indication is red on Safety Control Units.
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Letter Name Function

(B) Indicators Show the current operating status and communications status of the Safety 1/0
Units.

I Safety Output Unit Operation Status Indicators

There are the indicators to show the operation status of Safety Output Unit in the center of the front
side of the Safety Output Unit.

yun IndinQ Ayases -z

The following section describes the specifications of each indicator.

SOD400
FS@ BTS

0

Tour
j OUT ERR

SI0JEDIPU| £-€-Z

1
3
1
3

SOH200
FS@ BTS

1
o e
0 1 j OUT ERR

@ TS Indicator
The TS indicator shows the current status of the Safety Output Unit and its communications status
with the NX Bus Master.

The following table lists the possible states for this indicator and what they mean.

Color Status Meaning
Green \./ Lit The Unit is operating normally.
\!l/ Flashing (at 2-s intervals) Initialization is in progress, or I/O allocation information data
ST is being downloaded from the Sysmac Studio.
Red \./ Lit A hardware error, WDT error, or other critical error has oc-
SN curred.
\!l/ Flashing (at 1-s intervals) An NX bus communications error, /O allocation information
TN data error, or other recoverable minor error that is attributed
to the NX bus has occurred.
- D Not lit * There is no Unit power supply
* The Unit is restarting
* Waiting for initialization to start

® FS Indicator
The FS indicator shows the FSoE communications status and safety function status of the Safety
Output Unit.
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The following table lists the possible states for this indicator and what they mean.

Color Status Meaning
Green \-/ Lit The FSoE connections are established and there are no er-
ST rors in any Safety /0O Units functions.
\ZI/ Flashing (at 1-s intervals) The FSoE connections are being established.
S
Red \ZI/ Flashing (at 1-s intervals) An FSoE communications error, safety output terminal er-
I ror, or other minor error has occurred.
|:| Not lit Power is not being supplied or a fatal fault has occurred.

® OUT Indicator

The OUT indicator shows the signal input status of the safety output terminal.

The following table lists the possible states for this indicator and what they mean.
The table shows an example of safety output terminal So01. The safety output terminal number is

lit or not lit.
Color Status Meaning
Yellow \1]/ Lit Safety output terminal is ON and there are no errors.
e ~
--- ﬂ Not lit Safety output terminal is OFF or an error has occurred.

@ Additional Information

If the lot number of the Unit represents the date of or before September 19, 2018, the indicators
have square-shaped light emitters. For details on the differences in appearance of the indica-
tors, refer to Differences in Appearance of the Indicators on page 2-29.

Color Status Meaning
Yellow \D/ Lit Safety output terminal is ON and there are no errors.
e ~N
--- |:| Not lit Safety output terminal is OFF or an error has occurred.

® OUT ERR Indicator

The OUT ERR indicator shows the error status of the safety output terminals.

The following table lists the possible states for this indicator and what they mean.
The table shows an example of safety output terminal So01. The safety output terminal number is
lit, flashing or not lit.

Color Status Meaning
Red \1 -~ | Lit An error has occurred in the safety output terminal.
\1 ~ | Flashing (at 1-s intervals) An error has occurred in the safety output terminal for the
<N other channel of the dual channel I/O.
- ‘I] Not lit There are no errors in the safety output terminal.
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@ Additional Information

If the lot number of the Unit represents the date of or before September 19, 2018, the indicators

have square-shaped light emitters. For details on the differences in appearance of the indica- N
tors, refer to Differences in Appearance of the Indicators on page 2-29. pot
[
Color Status Meaning 3
o
Red \./ Lit An error has occurred in the safety output terminal. s
©
-~ ~N E
c
\!l/ Flashing (at 1-s intervals) An error has occurred in the safety output terminal for 2
TN the other channel of the dual channel 1/O.
-—- |:| Not lit There are no errors in the safety output terminal.

Refer to 12-2-1 Troubleshooting the Main Errors in the Safety CPU Unit on page 12-3 for details
on the relationship between errors of the Safety Output Unit and the indicators.

SI0)e2IpU| £-€-2

I Differences in Appearance of the Indicators

The appearance of the indicators is different depending on whether the lot number of the Unit repre-
sents the date of or before September 19, 2018, or the date of or after September 20, 2018.
The following table shows how the appearance of the indicators is different depending on the lot num-

ber.
Lot number
Indicator Description Date of or before Date of or after Sep.
Sep.19, 2018 20, 2018

TS indicator The shape of the light emitting parts is FSI m1S FS| 1S

FS indicator changed from a square to a pentagon.

OUT indicator Square-shaped light emitters of the in-

OUT ERR indicator | dicators are changed to light-emitting

terminal numbers.
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2-4 PFH

2-44

This section gives the PFH (PFHp) values of the NX-series Safety CPU Unit and the Safety I/O Units.

M Precautions for Correct Use

Go to the following URL for the most recent PFH values: http://www.ia.omron.com/support/

sistemalibrary/index.html

@ Additional Information

The NX-series Safety Control Unit is a Type B subsystem that is defined by IEC 61508 with

HFT =1 and SFF > 90%.

® Safety CPU Unit

Model PFH
NX-SL3300 3.1E-10
NX-SL3500 3.0E-10
NX-SL5500 5.0E-11
NX-SL5700 5.0E-11
@ Safety Input Unit
Model PFH
NX-SID800 1 5E-9™1
4.3E-102
NX-SIH400 1 4E-9™1
3.1E-102

*1.  This value includes PFH value of FSoE connec-

tion.

*2. This value does not include PFH value of FSoE

connection.

@ Safety Output Unit

Model PFH
NX-SOD400 1 6E-9™1
5.5E-10"2
NX-SOH200 1 4E-9™1
3.6E-102

*1.  This value includes PFH value of FSoE connec-

tion.

*2.  This value does not include PFH value of FSoE

connection.

NX-series Safety Control Unit User's Manual (Z930)


http://www.ia.omron.com/support/sistemalibrary/index_jp.html
http://www.ia.omron.com/support/sistemalibrary/index_jp.html

Installation and Wiring
]

This section describes how to install and wire the Safety Control Units.

3-1  Installing Units.......cccoveimiiimeresieee s ssss s ee e e e eeeeneens
3-1-1 Installing NX UNitS ....coveiiiiiiiiiiieieeeee e
3-1-2 Attaching Markers ...
3-1-3 Removing UNitS ........oooiiiiiiiiceeee e
3-1-4 Installation Orientation............ccoceviieiiiie e

3-2 Power Supply Types and Wiring......cccc.cceeceerrrrcsmeernssssnceens

3-2-1 Applications of I/O Power Supply and Supply Methods
3-2-2 Calculating the Total Current Consumption from I/O Power Supply

3-3  Wiring the Terminals ........ccccccmimiiiiiiiccccccerrrrr s s
3-3-1 Wiring to the Screwless Clamping Terminal Blocks
3-3-2 ChecKing WIFING ...cooe it e e e e e e e e
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3 Installation and Wiring

3-1

3-1-1

Installing Units

The NX-series Safety Control Units are installed in the same way as the NX Units. This section de-
scribes how to install and remove NX Units and how to attach markers.

Refer to the user's manual of the NX bus master, that the Safety Control Unit is to be connected to, for
details on preparations for installation, installation in a control panel, etc.

Installing NX Units

This section describes how to mount two NX Units to each other.

Always turn OFF the power supply before you mount NX Units.

Always mount NX Units one at a time. If you attempt to mount multiple NX Units that are already con-
nected together, the connections between the NX Units may separate from each other and fall.

Precautions for Safe Use

Do not apply labels or tape to the Unit. When the Unit is installed or removed, adhesive or
scraps may adhere to the pins in the NX bus connector, which may result in malfunctions.
Do not touch the pins in the NX bus connector on the Unit. Dirt may adhere to the pins in the
NX bus connector, which may result in malfunctions.

Example: NX Unit (12 mm width)

Do not write on an NX Unit with ink within the restricted region that is shown in the following
figure. Also do not get this area dirty. When the Unit is installed or removed, ink or dirt may
adhere to the pins in the NX bus connector, which may result in malfunctions in the CPU
Rack or the Slave Terminal.

Refer to the user’s manual for the connected CPU Unit, Communications Coupler Unit, or
Communication Control Unit for details on the restricted region on the CPU Unit, Communica-
tions Coupler Unit, or Communication Control Unit.

"-'=-l—i Restricted

e——
7 region (shaded
portion)

W

NNNNNNNNNNNNN

\

NNANNN
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m Precautions for Correct Use

* When you install an NX Unit, do not touch or bump the pins in the NX bus connector.

* When you handle an NX Unit, be careful not to apply any stress to the pins in the NX bus
connector. If the NX Unit is installed and the power supply is turned ON when the pins in the
NX bus connector are deformed, contact failure may cause malfunctions.

1 From the front of the previously mounted NX Unit, engage the Unit hookup guides on a new
Unit with the Unit hookup guides on the previously mounted NX Unit.

Unit hookup guides

spun Buelsuy |-¢

Unit hookup guides

suun XN Bullelsul L-|-¢

2 Slide the NX Unit in on the hookup guides.

3 Press the NX Unit with a certain amount of force against the DIN Track until you hear the DIN
Track mounting hook lock into place.
When you mount the NX Unit, it is not necessary to unlock the DIN Track mounting hook on the
NX Unit.
After you mount the NX Unit, make sure that it is locked to the DIN Track.
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@ Additional Information

* Itis not normally necessary to unlock the DIN Track mounting hook when you mount the NX
Unit. If you mount an NX Unit on a DIN Track that is not one of the recommended DIN
Tracks, the DIN Track mounting hook may not lock into place. If that happens, first unlock the
DIN Track mounting hook, mount the NX Unit to the DIN Track, then lock the DIN Track
mounting hook.

» Refer to the hardware user’s manual for the CPU Unit to which NX Units can be connected
for information on how to mount the CPU Unit and how to mount NX Units to the CPU Unit.

» Refer to the user's manual for the Communications Coupler Unit for information on how to
mount the Communications Coupler Unit and how to mount the NX Unit to the Communica-
tions Coupler Unit.

3-1-2  Attaching Markers

You can attach markers to the NX Units and to the terminal blocks to identify them.

The plastic markers made by OMRON are installed for the factory setting. The ID information can be
written on them.

Commercially available markers can also be installed.

Replace the markers made by OMRON if you use commercially available markers now.

Marker

SO\

o Installation Method
Insert the protrusions on the markers into the marker attachment locations on the NX Units and ter-

minal blocks on NX Units.
Marker attachment location

Marker Marker attachment location

<Unit> <Terminal block>

3-4 NX-series Safety Control Unit User's Manual (Z930)



3 Installation and Wiring

® Commercially Available Markers
Commercially available markers are made of plastic and can be printed on with a special printer.
To use commercially available markers, purchase the following products.

Model number
Manufactured by Phoenix Contact | Manufactured by Weidmuller
Markers UC1-TMF8 DEK 5/8
Special marker printer | UM EN BLUEMARK X1 PrintJet PRO

Product name

The markers made by OMRON cannot be printed on with commercially available special printers.

spun Buelsuy |-¢

3-1-3  Removing Units

Precautions for Safe Use

Always turn OFF the Unit power supply and 1/0 power supply before you remove the NX Unit.

1 Use a flat-blade screwdriver or similar tool to pull up the DIN Track mounting hook on the NX

Unit to remove.

syun Buinowesy ¢-|-¢

Flat-blade screwdriver
DIN Track mounting hook

2 As shown in the following figure, place your fingers on the protrusions on more than one NX
Unit, including the NX Unit to remove, and pull the NX Units straight forward.
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Protrusion for removing the Unit

c o i
f&

o
N N

\1\

Protrusion for removing the Unit

M Precautions for Correct Use

» To remove an NX Unit, remove multiple NX Units together including the one you need to re-
move. If you attempt to remove only one NX Unit, it may be tight and difficult to pull out.
* Do not unlock the DIN Track mounting hooks on all of the NX Units at the same time. If you

release the DIN Track mounting hooks on all of the NX Units at the same time, all of the NX
Units will come off.

3-14 Installation Orientation

I Installation Orientation in the Case of a CPU Unit

Orientation is possible only in the upright installation orientation.

Upper

Lower
However, there are restrictions on the specifications depending on the NX Units to be used.

Refer to the user's manuals for the NX Units and System Units that you will use for details on restric-
tions.

I Installation Orientation on Slave Terminals

The Slave Terminal can be installed in any of the following six orientations.
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(A) is the upright installation orientation and (B) to (F) are installation orientations other than upright.

(A) (E) Upper
o (€) (D)
b
%o o o
B I ey [
0 0 L [ 5
(B) = ; (F) s
] g p EY IRV I N N T2V I a
S

s iizim A

[ 1, Lower

=

However, there are restrictions on the installation orientation and restrictions to the specifications that
can result from the Communications Coupler Units and NX Units that are used.

For detailed restrictions, refer to descriptions of installation orientations and restrictions for each model
in the user’s manuals for the Communications Coupler Units, NX Units, and NX-series System Units
that you will use.

Precautions for Safe Use

 For the installation orientations in the following figure, support the cables, e.g., with a duct, so
that the End Plate on the bottom is not subjected to the weight of the cables. The weight of
the cables may cause the bottom End Plate to slide downward so that the Slave Terminal is
no longer secured to the DIN Track, which may result in malfunctions.

UOIEIUSLIO UONE|[eISU| p-|-€

Upper
i =T __La
il :
“ @) o)
LDETI Lower
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3-2 Power Supply Types and Wiring

3-2-1

3-8

There are the following two types of power supplies that supply power to the NX Units.

Power supply
type
Unit power supply | This power supply is used for operating the NX Units.

Description

1/0O power supply This power supply is used for driving the I/O circuits of the NX Units and for the connected external devi-
ces.

The method for supplying power to the NX Units and the wiring method depend on the specifications
for the CPU Unit to which NX Units are connected or the specifications for the Slave Terminal. Refer to
Designing the Power Supply System or Wiring, which are described both in the hardware user's man-
ual for the CPU Unit to which NX Units are connected and user's manual for the Communications
Coupler Unit, for details on the method for supplying power to the NX Units and the wiring method.

The subsequent sections describe the applications of I/O power supply for the Safety Control Unit and
supply methods, and how to calculate the total current consumption from the 1/0 power supply.

Applications of /0 Power Supply and Supply Methods

The applications of I/O power supply and supply methods for the Safety Control Unit are given as fol-
lows. Note that the Safety Control Unit does not use 1/0O power supply.

I Applications of /0 Power Supply

The 1/0 power supply is used for the following applications.

* Driving the 1/O circuits of the Safety Input Unit or Safety Output Unit
* Input current to the Safety Input Unit

» Load current of external loads of Safety Output Unit

» Power for connected external devices

I I/0 Power Supply Methods

I/0 power is supplied to a Safety Control Unit from the NX bus.

This power is supplied through the NX bus connectors by connecting an I/O power supply to the 1/0
power supply terminals on the Communications Coupler Unit or Additional I/O Power Supply Unit.

Refer to Designing the Power Supply System and Wiring in the hardware user’s manual for the con-
nected CPU Unit for details on Units to which I/O power is supplied in a CPU Rack.

Refer to Designing the Power Supply System and Wiring in the user's manual for the connected Com-
munications Coupler Unit for details on Units to which I/O power is supplied in a Slave Terminal.
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@ Additional Information

Power Supply-related Units for the NX-series

The following three NX-series are related to power supply.

+ Additional NX Unit Power Supply Unit

+ Additional I/O Power Supply Unit

* /O Power Supply Connection Units

Refer to the NX-series System Unit User's Manual (Cat. No. W523) for the specifications of
these Units.

For a complete list of the latest power supply Units in the NX-series, refer to the product catalog
or OMRON websites, or contact your OMRON representatives.

BuLipp pue sadA] Alddng Jamod z-¢

3-2-2  Calculating the Total Current Consumption from I/O Power Sup-
ply

The total current consumption of 1/0O power supplied from the NX bus must be within the range of the
maximum 1/O power supply current of the Communications Coupler Unit or the Additional I/O Power
Supply Unit. Furthermore, for the CPU Rack, this must be less than the maximum 1/O power supply
current specified for the CPU Unit. Refer to the hardware user’s manual for the CPU Unit to which the
NX Units are connected for details on restrictions for CPU Racks. To confirm this and to calculate the
1/0 power supply capacity, calculate the total current consumption of the I/O power supply from the NX
bus.

To confirm this and to calculate the 1/0 power supply capacity, calculate the total current consumption
of the 1/0 power supply from the NX bus.

The total I/O current consumption from the NX bus is the sum of the following: the current consump-
tion from the I/O power supply for the NX Units that receive power from the 1/O power supply from the
NX bus, the current consumption of those 1/O circuits, and the current consumption of connected ex-
ternal devices.

The current consumption of external connection loads and connected external devices is not included
in the current consumption from I/O power supply that is given for each model in the datasheets.

The total current consumption from 1/0O power supply of the Safety Control Unit is calculated as fol-
lows:
» Total Current Consumption from I/O Power Supply of Safety Input Unit
= (Current consumption from 1/O power supply of Safety Input Unit) + (Input current of Safety Input
Unit x Number of inputs used) + (Total current consumption of connected external devices)
» Total Current Consumption from I/O Power Supply of Safety Output Unit
= (Current consumption from 1/O power supply of Safety Output Unit) + (Total connected load cur-
rent) + (Total current consumption of connected external devices)

Aiddng Jemod Oy| wolj uondwnsuo jusiing [ejol ay) bunenoje) z-z-¢

Refer to Section 2 Specifications on page 2-1 for the current consumption from 1/O power supply of
each model of Safety 1/0 Unit and the input current for each model of Safety Input Unit.
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3-3 Wiring the Terminals

This section provides information on wiring the terminals on Safety 1/0 Units.

/\ WARNING

Make sure that the voltages and currents that are input to the Units and slaves are
within the specified ranges.

Inputting voltages or currents that are outside of the specified ranges may cause acci-

dents or fire.

3-3-1  Wiring to the Screwless Clamping Terminal Blocks

This section describes how to connect wires to the screwless clamping terminal blocks, the installation
and removing methods, and functions for preventing incorrect attachment.

You can connect ferrules that are attached to the twisted wires to the screwless clamping terminal
block. You can also connect the twisted wires or the solid wires to the screwless clamping terminal
block. If you connect the ferrules, all you need to do to connect the wires is to insert the ferrules into
the terminal holes.

I Wiring Terminals

The terminals to be wired are as follows.
* 1/O power supply terminals
¢ |/O terminals

I Applicable Wires

You can connect twisted wires, solid wires, or ferrules attached to twisted wires to the screwless
clamping terminal block. The applicable wire dimensions and preparation methods are given below.

® Dimensions of Wires Connected to the Terminal Block

The dimensions of wires that you can connect into the terminal holes of the screwless clamping
terminal block are as in the figure below.
Process the applicable wires that are specified in the following description to apply the dimensions.

J

1.6 mm max. (except ground terminals)

2 2 2.0 mm max. (ground terminals)

2.4 mm max. (except ground terminals)
2.7 mm max. (ground terminals)
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@ Using Ferrules

If you use ferrules, attach the twisted wires to them.
Observe the application instructions for your ferrules for the wire stripping length when attaching
ferrules.

m Precautions for Correct Use o
. . =
Always use plated one-pin ferrules. Do not use unplated ferrules or two-pin ferrules. 3
«
5
The applicable ferrules, wires, and crimping tools are given in the following table. ~
]
B
. Applicable ¢
Termi- | Manufac- Ferrule . L.
wire Crimping tool
nal type turer model
(mm2 (AWG))
All ter- Phoenix Al0,34-8 0.34 (#22) Phoenix Contact (Applicable wire sizes are given in
minals Contact Al0,5-8 0.5 (#20) parentheses.) @
w
except Al0,5-10 CRIMPFOX 6 (0.25 to 6 mm2, AWG24 to 10) %
ground A0,75-8 | 0.75 (#18) s
termi- @
Al0,75-10 3
nals =
Al1,0-8 1.0 (#18) ®
(7]
Al1,0-10 8
Al1,5-8 1.5 (#16) =
AI1,5-10 o
- (W)
Ground Al2,5-10 2.0 g
termi- a
nals ¥
All ter- Weidmuller | H0.14/12 0.14 (#26) Weidmuller (Applicable wire sizes are given in pa- %
minals H0.25/12 | 0.25 (#24) rentheses.) w
o
except HO0.34/12 0.34 (#22) PZ6 Roto (0.14 to 6 mm2, AWG26 to 10) z
ground HO.5/14 0.5 (#20)
termi-
nals HO0.5/16
HO0.75/14 0.75 (#18)
HO0.75/16
H1.0/14 1.0 (#18)
H1.0/16
H1.5/14 1.5 (#16)
H1.5/16

*1. Some AWG14 wires exceed 2.0 mm?2 and cannot be used in the screwless clamping terminal block.

When you use any ferrules other than those in the above table, crimp them to the twisted wires so
that the following processed dimensions are achieved.
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1.6 mm max. (except ground terminals)

2.0 mm max. (ground terminals)

/&010 mm

2.4 mm max. (except ground terminals)
2.7 mm max. (ground terminals)

® Using Twisted or Solid Wires
If you use twisted wires or solid wires, use the following table to determine the correct wire specifi-

cations.
. Wire type
Terminals - . . Conductor
Twisted wires Solid wires . .
= Wire size length (strip-
Clas.smca- Curre'nt Plated Unplat- Plated Unplat- ping length)
tion capacity ed ed
All termi- 2 A max. Possible | Possible | Possible | Possible | 9. 08to 1.5 mm?2 | 8 to 10 mm
nals except | Greater Not pos- | Possi- Not pos- | (AWG28 to 16)
ground ter- | than 2 A sible ble*! sible
minals and 4 A or
less
Greater Possi- Not pos-
than 4 A ble™! sible
Ground --- Possible | Possible | Possi- Possi- 2.0 mm?2 9 to 10 mm
terminals ble*2 ble™2

*1. Secure wires to the screwless clamping terminal block. Refer to Securing Wires on page 3-13 for how to
secure wires.
*2. With the NX-TBOOO1 Terminal Block, use twisted wires to connect the ground terminal. Do not use a

solid wire.

I NN\
]

Conductor length (stripping length)

M Precautions for Correct Use

» Use cables with suitable wire sizes for the carrying current. There are also restrictions on the
current due to the ambient temperature. Refer to the manuals for the cables and use the ca-
bles correctly for the operating environment.

» For twisted wires, strip the sheath and twist the conductor portion. Do not unravel or bend the

conductor portion of twisted wires or solid wires.

NG

NG

%m

Unravel wires

Bend wires

3-12
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@ Additional Information

If more than 2 A will flow on the wires, use plated wires or use ferrules.

@ Securing Wires

It is necessary to secure wires to the screwless clamping terminal block depending on the wire @
types that are used or the current flows on the wires. E
The following table gives the necessity for securing wires. é
Terminals Wire type g
Classifica- Current ca- Ferrule Twisted wires Solid wires §
tion pacity Plated Unplated Plated Unplated %
All terminals | 2 A max. No No No No No
except Greater than Not possible | Yes Not possible
ground termi- | 2 Aand 4 A
nals or less
Greater than Yes Not possible
4A
Ground termi- | --- No No No No
nals

Use the following procedure to secure the wires.

1 Prepare a cable tie.
A cable tie can be used with a width of 4 mm or less and a thickness of 1.5 mm or less. Select

a cable tie correctly for the operating environment.

1.5 mm or less

[ J
4 o~

4.0 mm or less

syoo|g [euiwis] Buidweln ssemalog ay) 01 BULIAA L-€-€

2 Pass a cable tie through the hole for securing wires on the bottom of the screwless clamping
terminal block.
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3-14

Hole for securing wires

=

¢

Cable tie

Secure wires within the range of 30 mm from the screwless clamping terminal block.

30 mm
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I Connecting and Removing Wires

This section describes how to connect and remove wires.

® Terminal Block Parts and Names

sjeuiwua) ay3 BuLIm g-¢

Release hole

Terminal hole

® Required Tools
Use a flat-blade screwdriver to connect and remove wires.
Use the following flat-blade screwdriver.

Side view Front view
8°to 12° 2.5-mm dia.
~
0.4 mm 2.5 mm

syoo|g [euiwis] Buidweln ssemalog ay) 01 BULIAA L-€-€

Recommended screwdriver

Model Manufacturer
SZF 0-0,4X2,5 | Phoenix Contact

® Connecting Ferrules

Insert the ferrule straight into the terminal hole.
You do not need to insert a flat-blade screwdriver into the release hole.

Ferrule
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After you make a connection, make sure that the ferrule is securely connected to the terminal
block.

® Connecting Twisted Wires/Solid Wires

Use the following procedure to connect the twisted wires or solid wires to the terminal block.

1 Press the flat-blade screwdriver diagonally into the release hole.
The optimal angle for insertion is between 10° to 15°. If you press in the screwdriver correctly,
you will feel the spring in the release hole.

Release hole Flat-blade screwdriver

10° to 15°

2 Leave the flat-blade screwdriver pressed into the release hole and insert the twisted wire or the
solid wire into the terminal hole.
Insert the twisted wire or the solid wire until the stripped portion is no longer visible to prevent
shorting.

im

||./

L1l

m"<—2\

Twisted wire or Solid wire

3 Remove the flat-blade screwdriver from the release hole.

e

i

11 L

VaYl
After you make a connection, lightly pull the twisted wire or the solid wire to make sure that the wire
is securely connected to the terminal block.
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Precautions for Safe Use

» Do not press the flat-blade screwdriver straight into the release hole. Doing so may break the
terminal block.

NG OK

oo (1

* When you insert a flat-blade screwdriver, press it down with a force of 30 N or less. Applying
excessive force may damage the terminal block.

» Do not tilt or twist the flat-blade screwdriver while it is pressed into the hole. Doing so may
break the terminal block.

NG NG

sjeuiwua) ay3 BuLIm g-¢

» Make sure that all wiring is correct.
* Do not bend the cable forcibly. Doing so may severe the cable.

® Removing Wires
Use the following procedure to remove the wires from the terminal block.
The removal process is the same for both ferrules and twisted/solid wires.

syoo|g [euiwis] Buidweln ssemalog ay) 01 BULIAA L-€-€

1 Press the flat-blade screwdriver diagonally into the release hole.
The optimal angle for insertion is between 10° to 15°. If you press in the screwdriver correctly,
you will feel the spring in the release hole.

Flat-blade screwdriver

g}
[
\

| [z = 10° to 15°
_—/7..1.H.|_ _________ —
A
AN

2 Leave the flat-blade screwdriver pressed into the release hole and pull out the wire.
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=

Wire

3 Remove the flat-blade screwdriver from the release hole.

Precautions for Safe Use

* Do not press the flat-blade screwdriver straight into the release hole. Doing so may break the
terminal block.

NG OK

T (1

* When you insert a flat-blade screwdriver into a release hole, press it down with a force of 30
N or less. Applying excessive force may damage the terminal block.

» Do not tilt or twist the flat-blade screwdriver while it is pressed into the release hole. Doing so
may break the terminal block.

NG NG

EpE 5 A

* Make sure that all wiring is correct.
* Do not bend the cable forcibly. Doing so may severe the cable.

I Removing a Terminal Block

1 Press the lock lever on the terminal block and pull out the top of the terminal block to remove it.
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I Attaching a Terminal Block

1 Mount the terminal block hook that is applicable to each Unit model on the guide at the bottom
of the NX Unit, lift up the terminal block, and press in on the top of the terminal block until you

hear it engage.
The terminal block will click into place on the Unit. After you mount the terminal block, make
sure that it is locked to the Unit.

syoo|g [euiwis] Buidweln ssemalog ay) 01 BULIAA L-€-€

Hook Guide

Mount a Terminal Block that is applicable to the model of each Unit.
Refer to Applicable Terminal Blocks for Each Unit Model (Terminal Blocks on page 2-24, Terminal
Blocks on page 2-38) for the applicable Terminal Blocks.
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3-20

I Preventing Incorrect Attachment of Terminal Blocks

In order to prevent unintentionally installing the wrong terminal block, you can limit the combination of

a Unit and a terminal block.

Insert three Coding Pins (NX-AUXO02) into three of the six incorrect attachment prevention holes on the
Unit and on the terminal block. Insert these pins into positions so that they do not interfere with each
other when the Unit and terminal block are connected to each other.

You can use these pins to create a combination in which the wrong terminal block cannot be attached
because the pin patterns do not match.

Terminal block

L

=N

Unit

il

Im=]
O
O 4_x_> b

O /Cannotbe
attached. / [P

— °

OO

[se2]

@ Types of Coding Pins

There are two types of Coding Pins, both with their own unique shape: one for terminal blocks and
one for Units.

Three pins come with each runner.

For terminal block

For Unit

Runners

Coding Pins (Use this part.)

Use the following Coding Pins.

Name

Model

Specification

Coding Pin

NX-AUX02

For 10 Units (Terminal block: 30 pins, Unit: 30 pins)
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@ Insertion Locations and Patterns of Coding Pins
Insert three Coding Pins each on the terminal block and on the Unit at the positions designated by
the numbers 1 through 6 in the figure below.
As shown in the following table, there are 20 unique pin patterns that you can use.

w
&
| Terminal block | =
é.
=
(]
-
= 1]
uéE V= =
1 =]
L
L (7]
— 0 —
Holes used by 0 Holes used by 3

OMRON OMRON

CACAARICER

Holes for incorrect
attachment prevention
(pin locations)

Holes for incorrect
attachment prevention
(pin locations)

MM )
=E=E=E=N=N=

0969696969096 "

|

syoo|g [euiwis] Buidweln ssemalog ay) 01 BULIAA L-€-€

|
|

o: Pin inserted

Pin I9cations for Pin locations for Unit

Pattern terminal block

1 /2 (3 |4(5[6]1]2[3[4|5|6
No.1 oo |o ol ol o
No.2 o | o o o ol o
No.3 ] ] o o Ie) o
No.4 e} o o ) o
No.5 o o | o o 5
No.6 ] e} o o o o
No.7 o o o o o| o
No.8 o o) o o o
No.9 o o o | o o
No.10 ) o | o ol ol o
No.11 o o o ol o
No.12 o o o o
No.13 o ol o o
No.14 o o | o o o o
No.15 o o ol o o o
No.16 o o| of o o| o
No.17 o| o] o o| o o
No.18 o | o o ol o o
No.19 o o | o ol o o
No.20 o|o| o o| o o
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Two sets of NX-AUXO02 Pins are required to make the maximum of 20 pin patterns. (One set for 10
Units.)

@ Precautions for Correct Use

* The holes not designated by the numbers 1 through 6 in the above figure are used by OM-
RON. If you insert any Coding Pins into the holes reserved for use by OMRON, you will not
be able to mount the terminal block to the Unit.

* Do not use Coding Pins that have been attached and removed.

® Inserting the Coding Pins

1 Hold the pins by the runner and insert a pin into one of the incorrect attachment prevention
holes on the terminal block or on the Unit.

Terminal block Unit

N4
="
)\
Dy D

EA\

2 Rotate the runner to break off the Coding Pin.

Terminal block

%l !-l
!ﬂ. !-l
] Juli;

|
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Unit
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3-3-2  Checking Wiring

For Input Units, you can turn ON and OFF an input from the external device that is connected to the
Unit you need to check and monitor the results.

For Output Units, you can use forced refreshing to control the 1/0 outputs to the Unit you need to
check to confirm the operation of the connected external device.

If you use the 1/0 Map, you can also monitor and perform forced refreshing even if the variables are
not defined or the algorithms are not created. Therefore, you can easily check the wiring.

Refer to Section 7 Checking Operation and Actual Operation on page 7-1 for the monitoring and
forced refreshing operations.

Buipn Bunosy) z-¢-¢
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Safety Control Unit Operation

This section provides information that is necessary to use the Safety Control Unit, in-
cluding how the Safety Control Unit works.

4-1

4-3

Relationship between Units and Types of Communications ................u... 4-2
4-1-1 Safety Control System on CPU Rack or EtherCAT Network.............cccceeneeee. 4-2
4-1-2 Safety Control System on EtherNet/IP Network............ccccooveeiiiiiiieiicee. 4-4
4-1-3 Standalone Safety Control SyStem .........cccoviiiiiiiiiii e 4-6

/O SYStEM.....eeiiii it 4-8
4-2-1 Relationship between the Types of Signals and the Types of Commu-

NICATIONS ...ttt 4-8
4-2-2 Safety Data Types and Standard Data Types ........ccoocveeiieeevieeeiie e 4-8
4-2-3 Specifying Safety Data Types and Standard Data Types..........cccceveeevivnenenn. 4-9

Safety /0 FUNCHION........ceiirei i ccccccccsmerrr e snsse e s e smmnnne s 4-10
4-3-1 Safety INput FUNCHON ..o 4-10
4-3-2 Safety Output FUNCHION. ..o 4-32
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4 Safety Control Unit Operation

4-1 Relationship between Units and
Types of Communications

This section describes the relationships between Units and communications between Units in safety
control systems that use CPU Units, EtherCAT Coupler Units and EtherNet/IP Coupler Units.

4-1-1  Safety Control System on CPU Rack or EtherCAT Network

The section describes the relationships of the Safety CPU Unit, Safety I/O Units, and a standard CPU
Unit within the system, and provides details on communications between the Units based on the fol-
lowing figure.

C) > Standard
CPU Unit
Standard process —>
data communications 1 (B)
Standard process
data communications

Safety control system

Outputs
Safety CPU Unit
Inputs™ Inputs Inputs
Safety
process data
communications
Safety Input Safety Output
Units Units

*1. You cannot send outputs to the Safety Output Units. You can input the output values.

The safety control system consists of the Safety CPU Unit and Safety 1/O Units.

The Safety CPU Unit performs safety controls with the Safety 1/0 Units through "safety process data
communications”. (Section (A) in the above figure.)

The Safety CPU Unit can perform standard 1/O control with a standard CPU Unit through "standard
process data communications”. (Section (B) in the above figure.)

The standard CPU Unit can also perform "standard process data communications" with Safety 1/0
Units, but only for inputs. (Section (C) in the above figure.)
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Relationship between Master and Slaves during Safety Process Da-
ta Communications

The following figure shows the safety master/slave relationship during safety process data communi-
cations.

Coupler
Unit

ow
o
2
o
g
=1
g

NX-series CPU
Unit

m

ndu| iies

@ 1ndu fyepes

—
(D) ndno faes

EtherCAT

v

9 |J_.uI| _’4_ Safety process data communications |J_.uI|
1S-series Servo Coupler

Drive (@ safety master unit
8 Safety slave

suonesuNWwo? jo sadA] pue spun usamiaq diysuone|dy |-y

ndu| ieles
ndino Kiejes

The Safety CPU Unit performs safety process data communications with the following devices using

the FSoE protocol.

» Safety I/O Unit on the same CPU rack or the same Slave Terminal

» Safety I/O Unit on the Slave Terminal on the EtherCAT network

» EtherCAT slave with the FSoE slave function on the EtherCAT network (OMRON 1S-series Servo
Drive)

In the example above, the Safety CPU Unit operates as a master of safety process data communica-

tions. The 1S-series Servo Drive or the Safety I/O Unit operates as a slave of safety process data

communications.

The NJ/NX-series CPU Unit and the Communications Coupler Unit relay safety process data commu-

nications between a safety master unit and a safety slave unit.

i L | Sefety | £ N
NJ/NX-s_enes Coupler | | cpu Unit| £ -
CPU Unit Unit 'é, g a

= o

[ MES VIS g

<

M o

S

EtherCAT =

o

&£

v @

(]

o] — o 3

<+—— Safety process data communications - S

1S-series Servo Coupler | = § o

i i =

Drive (@ safety master it g lg &
S |'=

QSafety slave §

Q

o

=

m

=3

@

Y

_|

z

o

2

o

;

Relationship between Master and Slaves during Standard Process
Data Communications

The Safety Control Unit operates as a standard slave of a standard CPU Unit through the connected
NX bus master. Safety process data communications with the standard CPU Unit are not available.
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4-1-2

Safety Control System on EtherNet/IP Network

The section describes the relationships of the Safety CPU Unit, CIP Safety on EtherNet/IP device,
standard CPU Units, and NX-series EtherNet/IP Units within the system, and provides details on com-
munications between the Units based on the following figure.

Standard
CPU Unit

[

Standard process
data communications

<

e

>

 J

’

kB

Safety
CPU Unit

7y

"\

The device that supports
CIP Safety on EtherNet/IP

data communications

Standard
CPU Unit

<

1
1
1 | Safety process
1
1
1
1

v

[

Standard process
data communications

Safety
CPU Unit

Safety control system

The safety control system consists of a Safety CPU Unit and a CIP Safety on EtherNet/IP device.
The Safety CPU Unit performs safety controls with another Safety CPU Unit and a CIP Safety on
EtherNet/IP device through "safety process data communications". (Dashed arrows in the above fig-

ure.)

The Safety CPU Unit can perform standard 1/0O control with a standard CPU Unit and a NX-series
EtherNet/IP Unit through "standard process data communications". (Solid arrows in the above figure.)

Relationship between Master and Slaves during Safety Process Da-

ta Communications

The relationships for safety process data communications are shown in the following figure.

@ safety master
@Safety slave

¢4 ----

R
b o = - > b - E 2
O e O - O m@
NX-series Safety CPU NX-series Safety CPU The device that supports
CPU Unit Unit CPU Unit Unit CIP Safety on EtherNet/IP such
(A) (B) as Robot Controller and Safety

1/O Terminal

Safety process data communications

The Safety CPU Unit performs safety process data communications with the following devices using
the CIP Safety protocol.
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» The Safety CPU Unit connected to another NX-series CPU Unit

* The NX-series EtherNet/IP Unit connected to another CPU Unit

» CIP Safety on EtherNet/IP-compatible devices

To explain the operation better, the originator is referred to as “master” and the target is referred to as
“slave”in this section, although the originator/target model is adopted for CIP Safety.

In the example above, the Safety CPU Unit (B) operates as a master of safety process data communi-
cations. On the other hand, the Safety CPU Unit (A) and the CIP Safety on EtherNet/IP devices oper-
ate as slaves in the safety process data communications.

The NX-series CPU Units or NX-series EtherNet/IP Units relay safety process data communications
between a safety master unit and a safety slave unit.

EtherNet/IP network

P I P P I T

suonesuNWwo? jo sadA] pue spun usamiaq diysuone|dy |-y

NX-series Safety CPU NX-series Safety CPU
CPU Unit Unit CPU Unit Unit
(A) (B)
———
@ safety master < Safety process data communications
QSafety slave

The Safety CPU Unit can also behave as a slave in the safety process data communications, while
serving as a master of the safety process data communications. Using this feature, you can configure
a system where the two Safety CPU Units can mutually monitor and control their operations as shown
in the above figure.

YIOMIBN dIASNIBUIT U0 Wa)sAg [ouo) Alojes z-|-v

Relationship between Master and Slaves during Standard Process
Data Communications

The relationships for standard process data communications are shown in the following figure.

EtherNet/IP network

P I P P I T

+—> +—>
D= D=2
NX-series Safety CPU NX-series Safety CPU
CPU Unit Unit CPU Unit Unit
(A) (B)

(M) Standard master

Standard process data communications
@Standard slave
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The Safety CPU Unit serves as a standard slave of the connected CPU Unit or NX-series EtherNet/IP
Unit. The Safety CPU Unit does not serve as a master of the standard process data communications.

4-1-3  Standalone Safety Control System

The section describes the relationships of the Safety CPU Unit, EtherNet/IP Coupler Unit, and a stand-
ard CPU Unit within the system, and provides details on communications between the Units based on
the following figure.

Standard — | Communications

CPU Unit — Coupler Unit
Safety control system
) y Y
Standard process |_> Safety CPU
data communications Unit
(B) Safety
process data
communications
Safety 1/0
Unit (A)

Standard I/O
Unit

The safety control system consists of the Safety CPU Unit, Safety 1/0 Units, and standard I/O Units.
The Safety CPU Unit performs safety controls with Safety 1/0 Units through "safety process data
communications”. (Section (A) in the above figure.)

The Safety CPU Unit, Safety I1/0 Units and standard 1/O Units can perform standard I/O with the Com-
munications Coupler Unit through "standard process data communications". (Section (B) in the above
figure.)

The standard CPU Unit can indirectly monitor the operating status of the safety control system through
"standard process data communications" when the Communications Coupler Unit is connected. (Sec-
tion (C) in the above figure.)

Relationship between Master and Slaves during Safety Process Da-
ta Communications

The relationships for safety process data communications are shown in the following figure.
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Safety Control System
(@ safety master

@] g‘ < @Safety slave
Standard Coupler é g
CPU Unit Unit S = —_— o
g 2 <+«—— Safety process data communications
> n

EtherNet/IP

am

Coupler
Unit

The Safety CPU Unit performs safety process data communications with the Safety I1/0 Units on the
same Slave Terminal.

Safety process data communications are not performed with Safety I/O Units on other Slave Terminals
on the EtherNet/IP network.

Here, the Safety CPU Unit operates as the master in the safety process data communications. Mean-
while, the Safety I/O Units operate as slaves in the safety process data communications.

The Communications Coupler Unit relays safety process data communications between a safety mas-
ter unit and a safety slave unit.

suonesuNWwo? jo sadA] pue spun usamiaq diysuone|dy |-y

Relationship between Master and Slaves during Standard Process
Data Communications

The relationships for standard process data communications are shown in the following figure.

wa)sAg jonuo) Alejes suojepuels g-L-f

1

Communications between NX Units

T . | | @Standard master
@' Sl G | (S Standard slave
Standard Coupler| & | safety §
. = = D — . .
CPU Unit Unit 1o | cpu |3 <«—— Standard process data communications
YV Y k] Unit 2
m W |8 =
EtherNet/IP
OGS
Coupler| 2 3 25 E
Unit = g'ifaty £33
B s | B|s|8
@ 2 Unit s | |8
1253 (2] & %]

[

The standard controller and the NX-series EtherNet/IP Unit perform standard process data communi-
cations with the Safety CPU Unit and the Safety I/O Units on the EtherNet/IP network.
A standard controller and an NX-series EtherNet/IP Unit cannot output signals to Safety I/O Units.

Also, the Safety CPU Unit performs standard process data communications with the Standard 1/0
Units on the same Slave Terminal.
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4 Safety Control Unit Operation

4-2

/O System

4-2-1

4-2-2

4-8

This section describes how the Safety CPU Unit processes 1/O with external devices such as Safety
I/0 Units.

When the Safety CPU Unit exchanges signals with Safety 1/0 Units and other external devices,
it does so through logical interfaces that are called "I/O ports".

I/O ports are created automatically when you create the control configuration for safety controls on the
Sysmac Studio and set up the safety process data communications.

You assign device variables to 1/0 ports to gain access to the external devices from the safety pro-
grams.

Safety CPU Unit

Safety programs

l

Variable
| Device Variable |

| Logical interface that allows the Safety CPU
| Unit to exchange data with external devices

: 1/0 port /O port
Outside of
Safety I/0 Safety /10
Safety CPU- | Units Units Other
Unit Units

You can check the I/0 ports in the I/0 Map of the Sysmac Studio.

Relationship between the Types of Signals and the Types of
Communications

The safety control system uses the communications that are described below to process all 1/0 with

safety inputs, safety outputs, standard inputs, standard outputs, standard controllers, and NX-series

EtherNet/IP Units.

» The exchange of signals with safety inputs and safety outputs is done with safety process data com-
munications.

» The exchange of standard signals with safety inputs, safety outputs, and standard controllers is
done with standard process data communications.

Safety Data Types and Standard Data Types

In this safety control system, the data type of a variable determines whether a signal is related to the
safety controls. Broadly speaking, there are the following two data types: safety data types and stand-
ard data types.
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I Safety Data Type Variables

4 Safety Control Unit Operation

A safety data type variable is a variable that specifies data that is related to safety controls.
The names of safety data type variables have the word SAFE appended to a standard data type name

such as SAFEBOOL and SAFEBYTE.

Refer to 6-2-5 Data Type on page 6-14 for details on the safety data types.

I Standard Data Type Variables

These variables represent data that is not related to safety controls.
Refer to 5-7 Exposing Variables to Standard Controllers on page 5-49 for details on how to access

standard data type variables from the standard controllers.

Each type of signal is defined with a standard data type or safety data type as shown below.

Type of signal

Data type of variable to use

Outputs from safety control to standard control

Inputs from standard control to safety control

Standard data type

Safety inputs from external devices

Safety outputs to external devices

Safety data type

Standard inputs from external devices

Standard outputs to external devices

Standard data type

Internal safety-related signals with no I/O with any external devi- | Safety data type
ces

Internal standard-related signals with no 1/O with any external de- | Standard data type
vices

4-2-3  Specifying Safety Data Types and Standard Data Types

The safety data type variables and standard data type variables are used depending on the type of

communications.

 Signals that are input and output through safety process data communications must be defined as

safety data type variables.

 Signals that are input and output through standard process data communications must be defined

as standard data type variables.

NX-series Safety Control Unit User's Manual (Z930)
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4 Safety Control Unit Operation

4-3 Safety I/0 Function

The following sections describe the safety 1/0 functions of the Safety I/O Units.

4-3-1  Safety Input Function

I Connectable Input Devices

The Safety Input Unit diagnoses the connected external devices and other things through the safety
input terminals.

The safety input devices and standard input devices that can be connected to the safety input termi-
nals of the Safety Input Unit are listed in the following table.

Input device name Type of input device Type of contacts

Emergency stop switch Device with mechanical contacts Single channel
Dual-channel equivalent input

Safety door switch Device with mechanical contacts Single channel
Dual-channel equivalent input
Dual-channel complementary input

Safety limit switch Device with mechanical contacts Single channel
Dual-channel equivalent input
Dual-channel complementary input

Two-hand switches Device with mechanical contacts Dual-channel complementary input

Safety key selector switch | Device with mechanical contacts Single channel
Dual-channel equivalent input
Dual-channel complementary input

Enabling switch Device with mechanical contacts Dual-channel equivalent input

EDM feedback Device with mechanical contacts Single channel

Reset switch Device with mechanical contacts, standard in- | Single Channel with Test Pulse
put Single Channel without Test Pulse

Safety light curtain Device with semiconductor output Dual-channel equivalent input

Safety laser scanner Device with semiconductor output Dual-channel equivalent input

High-coded door switch Device with semiconductor output Dual-channel equivalent input

You can set the above parameters for the following general-purpose input devices.

Type Possible settings
Safety input devices with mechanical contacts Emergency stop switch, safety door switch, safety
* Mechanical Contact for Single Channel limit switch, two-hand switches, safety key selec-
* Mechanical Contact for Dual Channel Equivalent tor switch, Enabling switch, and EDM feedback
* Mechanical Contact for Dual Channel Complementary
Safety input device with semiconductor output Safety light curtain, safety laser scanner, and
* Semiconductor Output for Single Channel high-coded door switch

e Semiconductor Output for Dual Channel Equivalent
* Semiconductor Output for Dual Channel Complementary

The following OMRON Special Safety Input Devices can be connected directly without a special con-
troller. (This applies only to the NX-SIH400.)
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4 Safety Control Unit Operation

Type Examples
OMRON Single-beam Safety Sensors | E3ZS and E3FS * Conforms to Type 2 and PLc.
OMRON Non-contact Door Switches | D40A-2 * Conforms to PLe and Safety Category 4.
D40z * Conforms to PLe and Safety Category 4.
D40A * Conforms to PLd and Safety Category 3.
OMRON Safety Mats UM and UMA * Conforms to PLd and Safety Category 3.
OMRON Safety Edges SGE (4-wire connection) * Conforms to PLd and Safety Category 3.

I Setting Up Safety Functions

You can easily set the safety functions of the safety input terminals from the Sysmac Studio by select-
ing the types of external devices that are connected. Refer to the 4-3 Safety I/O Function on page
4-10 for details.

uonoung o/ fisges ¢-y

<Search>

¥ Input Device: Safety Switd
O
Ea Emergency Stop Switch f
Safety-door Switch for D
Safety-door Switch for Dy
Safety-door Switch for Si
Safety Limit Switch for Du
Safety Limit Switch for Du
Safety Limit Switch for Sii
E Two-hand Switches

Safety Key Selector Switc
Safety Key Selector Switc
Safety Key Selector Switc

|&% Emergency Stop Switch for Dual Channel Equivalent Nodel/UnitZ, 800 (N40 : Instance26)

.:PI/_ 00 |Main Emergency Stop
) ’ 1 I—/EV 5i01
v TO
- T1

Safety Limit Switch for Duzl Channel Equivalent -

; 5i02 e
+ i3 Si00. Si01
Pad
0
T

Safety Key Selector Switch for Dual Channel Equivalent]

P
&
N
)]
QL
5}
@
<
=3
©
C
=4
-
c
)
a
[=2
o
=}

Mode Selector

-J,m:"_ Siod 3
—J:/— SiD5
i - TO
T1 ®

Safety Light Curtain Si04-5i05
0SSD1 5i06 “
Enabling Switch
1 05502 Sio7 T0-T1
i j . . ¥ Input Device: Safety Sensc

5i06- 5i07

Iﬂ Safety Light Curtain
g Safety L. Scanner

TO T1

Emergenq' g‘t‘;r;Swrtch forD—
[Overview]

- This should be used for
Emergency Stop Switch.

« Uses 2 input channels.

- Input seftings are as

TO0: Test Cutput (mechanical contact)
T1: Test Qutput (mechanical contact)

BNfiG Detail Settings Detail Settings List

I Connecting Input Devices

This section describes the connection methods for input devices.

® Devices with Mechanical Contacts
A device with mechanical contacts, such as an emergency stop pushbutton or safety limit switch, is
used with the safety input terminal (Si) and test output terminal (To).
 Single-channel Input
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4 Safety Control Unit Operation

NX-SIO0000

TO

5V

Si0

Example of Sysmac Studio Settings:

[t Mechanical Contact for Single Channel Nodel/Unit2 : NX-STH400 (N2 : Instance0)
L~ 5i00
[—7:] T0
B siot
B sioz
[, |

Si00. Si01,

T0: Test Output {mechanical contact)
T1: Not Used

* Dual-channel Input When I/O Short Detection between Lines Is Not Required

NX-SIO0O000O
TO
_____ 7‘ D
Si0 @ @
Si1

Example of Sysmac Studio Settings:
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&% Mechanical Contact for Dual Channel Equivalent]

Nodel/Unit2 : NX-SIH400 (N2 : Instance0)

Si00

Si01

="

] T

- Si02
P 5i03

TO: Test Cutput (mechanical contact)
TL: Not Used

4 Safety Control Unit Operation

Si00- Si01

Si02. Si03,

* Dual-channel Input When I/O Short Detection between Lines Is Required

NX-SIO0000
T0

T

Si0

Si1

Example of Sysmac Studio Settings:

[f& Mechanical Cantact for Dual Channel Equivalent]

Node1/Unit2 : NX-SIH400 (N2 : Instance0)

Sio0

Sio1

—<g TO

= —

1

P sioz
B sz

500 5i01,

5i02:5i03;

T0: Test Output (mechanical contact)

TL: Test Output (mechanical contact)

NX-series Safety Control Unit User's Manual (Z930)
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4 Safety Control Unit Operation

M Precautions for Correct Use

» Configure dual-channel inputs with safety input terminals on the same Unit. It is not always
possible to detect short circuits between safety input terminals on different Units.
» The total length of cable connected to one test output must be as follows:
NX-SIH400 and NX-SID800: 400 m max.

NX-SICIO00
10—t
L2
Si0 Ls
Si1 Ls
L1+ L2+ L3+ Ls<400m

@ Additional Information

You can detect short-circuits between two input channels with the following methods:
* Dual-channel equivalent input: "With Test Pulse"
* Dual-channel complementary input: "Without Test Pulse" and "With Test Pulse"

® Devices with Semiconductor Outputs
The signal from a device with a semiconductor output, such as a light curtain, is input to a safety
input terminal (Si).

Safety Light Curtain
Qo =
= 8
i o &
c
2 o =
= > [e]
24 VDC m & &
(0]
2|
oV o . & § o
om e
The unit that supplies the 1/0 power = = =
to the NX bus o o
g 18
NX-sI0O0O0O = S
= =3
3 |3
<) =
5 5
&} o
IOV | ----—1 [0)Y) Si0
I0OG [ —--—-—-—1 10G Si1

NX bus connection

Example of Sysmac Studio Settings:
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4 Safety Control Unit Operation

0SSD1 Sio0
08502 Si01

’Q\Semlconductw Output for Dual Channel Equivalent] | Nodel/Unit2 : NX-SIH400 (N2 : Instance0)

W sio2
P sio

T0: Not Used
T1: Not Used

uonoung o/ fisges ¢-y

M Precautions for Correct Use

Safety devices with semiconductor outputs, such as safety light curtains, sometimes provide a
pulse output that is used to detect wiring errors. Observe the following when connecting a Safe-
ty Device with a semiconductor output to a safety input terminal.

* OFF pulse width when semiconductor output is ON: 700 us max.

—>|—|<— 700 ps max.

* ON pulse width when semiconductor output is OFF: 30 us max.

uonound induj Alejes L-g-v

—>|—|<— 30 ys max.

Check the specifications of the connected device for the maximum cable length.

® E3ZS/E3FS Single-beam Safety Sensors
An OMRON E3ZS/E3FS Single-beam Safety Sensor is connected as shown in the following figure.

Single-beam Safety Sensors

b
w (4
s|3|E|5(2|5]|8
24 VDC a7 Y]t =
oV
The unit that supplies the 1/0
power to the NX bus
NX-sIOO0O0
TO
Si0
— oV - ——-—- - 1oV
OG- ——-—-—-— 10G

NX bus connection
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4 Safety Control Unit Operation

Example of Sysmac Studio Settings:

% Single Beam Safety Sensor Nodel/Unit2 : NX-SIH400 (N2 : Instance0)
ﬂ& [ossor] si00
—
Siol
Sig2
Si03

T0: Test Output(Type2)
T1: Not Used

SiD0- Si01,

Si02,:Si03:
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4 Safety Control Unit Operation

m Precautions for Correct Use

* The maximum number of connections per Unit is as follows:

NX-SIH400: 4
* You can branch the connections to up to four Single-beam Safety Sensors for each test out-
put.
Single Beam Single Beam Single Beam Single Beam Single Beam
Safety Sensor Safety Sensor Safety Sensor Safety Sensor Safety Sensor

Py Py Py Py Py

m @ m ® m © m © m @

2 8 2 8 2 8 2 8 2 (8

g 3 g 8 g 8 g 3 g 3
NX-SI0000 = = = = = 3
(7]
9
o
T0 l
Si0 o
m
Si1 c
5
si2 2
o
Si3 S

» Series connections are not possible.

Single Beam Safety Sensor Single Beam Safety Sensor
m o \g\ }/ IS
@ <
= e g o
o
NX-SIO0000 o)
<
TO g
i =4
Si0 s
c
=]
e
=
=]

» The total wiring length for the E3ZS/E3FS Single-beam Safety Sensors is 100 m max.

Single Beam Single Beam
Safety Sensor Safety Sensor
m P m Py
= 7l Q. = o,
@ < @ <
B ) B <
Pink Black Pink Black
NX-SICOOOO L,

TO Lo

Si0 Ls

si2 Ls

Li+ L+ L3<100m

Li+ L+ Ls<100m

» The E3ZS/E3FS Single-beam Safety Sensor can be used in a Type 2 or lower or PLc or low-
er application. It cannot be used in a Type 3 or higher, or PLd or higher application.

+ If you use more than one Single-beam Safety Sensor, it may not always be possible to detect
shorts between wires. Therefore, to satisfy safety category 2, the cables must be protected
from external damage for connections to single beam safety sensors. Use ducts or separate
cables for each system to protect the cables from external damage when you connect the
Single-beam Safety Sensors. You can also use special XS2F Cables for protection.

» The test period for a Single-beam Safety Sensor is 1,200 ms.

Use this value for reference to determine the standard compliance of your system.
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4 Safety Control Unit Operation

® D40A-2/D40A/D40Z No

The non-contact door switch
tact Door Switch is input to a

n-contact Door Switches
output (black line) from the OMRON D40A-2, D40A or D40Z Non-con-
safety input terminal. This is a one-line signal. When connecting it,

branch it as shown at Si0 and Si1 in the following figure. Only one test output terminal is used.
Connect the D40A-2, D40A or D40Z Non-Contact Door Switch input (white line).

Non-contact Door Switches |:| |:|

n Units (n = 10 max.)

e

| ©
Z| 3
24 VDC 2|
: .

The unit that supplies the 1/0
power to the NX bus

—— 10V [ -qIl0V
——10G}- 110G

NX bus connection

NX-SIH400 b
L+
To
Si0
Si1 _I
La+2 Ly + L+ 4Lyeq + Lie2£100 m

Example of Sysmac Studio Settings:

€% Non-contact Door switch

Nodel/Unit2 ; NX-SIH400 (N2 : Instance0)

' (LI

»
»

Sio0
Si0l
T0

5i02 -
Si03
Si00. Si0L,

Si02;:Si03

T0: Test Qutput (non-contact SW)
Ti: Not Used

4-18
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4 Safety Control Unit Operation

m Precautions for Correct Use

* The maximum number of connections per Unit is as follows:
NX-SIH400: 20 (10 connected in series x 2 series)
* You can connect up to 10 Non-contact Door Switches to each test output terminal.
* You cannot branch the connections to more than one Non-contact Door Switch from the

same test output terminal.

Non-contact Door Switches |:| |:|

N
o< x ol € @
(3 2[8 £/ 3 3|8 g
2| @l 9@ 2|5 O m 2
24 VDC <
oV o
The unit that supplies the 1/0O E'
power to the NX bus g
-
NX-S10O o
]
TO
Sio ®
— IOV - {10V
Si1 —T
I0G [ - 110G .
Si2 T
Si3

NX bus connection

» The total wiring length (L1 + L2 +...+ Ln+2 in the figure above) for the D40A-2, D40A or D40Z
Non-contact Switches is 100 m max.
» The D40A-2 Non-contact Door Switch can be used in a Safety Category 4 or lower or a PLe

or lower application.

» The D40A Non-contact Door Switch can be used in a Safety Category 3 or lower or a PLd or
lower application. It cannot be used in a Safety Category 4 or PLe application.

» The D40Z Non-contact Door Switch can be used in a Safety Category 4 or lower or a PLe or

lower application.

uonound induj Alejes L-g-v

® UM/UMA Safety Mats
OMRON UM/UMA Safety Mats are connected as shown in the following figure.

NX-SIH400 |\ npes(n=12max)
Bl Black Bl Black
To ue | ac ue acl |
| Safety mat
T1 White ( Brown White ( Brown (
L4 L2 Ls Ln
Sio0
Si1
Ln+1

Example of Sysmac Studio Settings:
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&% Safety Mat/Safety Edge Nodel/Unit2 : NX-SIH400 (M2 : Instance0)
Siog
P B | Siol
‘ T0
i T
P iz
P sioz 1

Si00 i1,

T0: Test Output(Mat/Edge)
Ti: Test Output(Mat/Edge)

Refer to Precaution for Conformance to ISO 13856-1:2013 on page 8-4 for a precaution on con-
formance to ISO 13856-1:2013.

@ Precautions for Correct Use

* The maximum number of connections per Unit is as follows:
NX-SIH400: 12 (12 connected in series x 1 series)

» A Safety Mat requires two test output terminals when it is used. If a Safety Mat is connected
to the NX-SIH400 Unit, you cannot connect any additional safety input devices that require
test output terminals.

* You can connect up to 12 Safety Mats to the two test output terminals.

* You cannot branch the connections to more than one Safety Mat or Safety Edge from the
same test output terminal.

NX-SIH400
TO
T1
sio Black ! Blue
Si1 Brown ( White Safety mat
si2 Blag ;Ee
! N
si3 Brown ( White

» The total wiring length (L1 + L2 +...+ Ln+1) for the UM/UMA Safety Mats is 100 m max.
* The UM/UMA Safety Mats can be used in a Safety Category 3 or lower or a PLd or lower
application. They cannot be used in a Safety Category 4 or PLe application.

® SGE Safety Edges
OMRON SGE Safety Edges are connected as shown in the following figure.
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NX-SIH400 n Units (n = 5 max.)
Bl Bl Bl Bl
To ue | ue Blue | ue :
Safety edge
T Brown ( Brown Brown ( Brown (
L4 Lo Ls Ln
Si0
Si1
Lo+t

. . IS

Example of Sysmac Studio Settings: &
2

)

8% Safety Mat/Safety Edge Nodel/Unit2 : NX-SIH400 (N2 : Instance0) ,2"
_“7—“—' 5i00 8

o T Siol -

\ r 0 S
St T g

B sz =

P sio3 _— g

Si00. Si01

uonound induj Alejes L-g-v

T0: Test Output(Mat/Edge)
T1: Test Output(Mat/Edge)
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M Precautions for Correct Use

The maximum number of connections per Unit is as follows:

NX-SIH400: 5 (5 connected in series % 1 series)

A Safety Edge requires two test output terminals when it is used. If a Safety Edge is connect-
ed to the NX-SIH400 Unit, you cannot connect any additional safety input devices that require
test output terminals.

You can connect up to five Safety Eddges to the two test output terminals.

You cannot branch the connections to more than one Safety Edge or Safety Mat from the
same test output terminal.

NX-SIH400

TO

T1

sio Blue ! Blue

St Brown ( Brown Safety edge
RS

Si2 )\

sis Brown ( Brown

Safety Edges can be connected only with two wires on each side (no terminating resistance).
You cannot connect terminating resistance.

The total wiring length (L1 + L2 +...+ Ln+1 in the figure above) for the SGE Safety Edges is
100 m max.

The SGE Safety Edge can be used in a Safety Category 3 or lower or a PLd or lower applica-
tion. It cannot be used in a Safety Category 4 or PLe application.

I Types of Safety Input Functions

The types of safety input functions that are performed by the Safety Input Unit is shown below.

For the safety input functions, the safety signals that are input to the safety input terminals are evaluat-
ed and safety input data that can be used in the safety program is created.

The configuration of the safety input functions is shown in the following figure.

The values that are read from the safety input terminals are passed to the safety program only after
they are evaluated by the safety input functions.

4-22
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Safety Input Unit Safety CPU Unit Safety Output Unit o
[ el T e A - o)
m | | f | r o)
T | [ | ! e
< | L 1 | !
-§ O-1*| Safety input gy Safetyl/O | ] Safetyprogram | Safety I/0 Safety output -‘->O-§
= O+ function \ communications execution communications| function _:>O =
@ [}
= | T T =
ER v | | Lo 13
8 —-—-——f---\-- o N 13
" \ \ "
Safety input data Safety output data
4 N
Self-diagnosis _| Without test pulse J
—[ Mechanical contacts ] 3
—{1 Test Pulse Evaluation »
—| Single-beam safety sensors | >
A pulse is output at a specific “%
interval to detect failure of or =
wiring errors in the externally — Non-contact door switches | o
connected device. The test pulse m
that is used depends on the §
safety device. —| For safety mat/safety edge | Q
2
]
—*[ Dual channel evaluation |— Single channel
There is no redundancy.
When safety terminal inputs are
used as dual channfels, thetwo  — Dual-channel equivalent input |
inputs are checked for -
consistency. Make sure that the two inputs have the same value. N
—| Dual-channel complementary input | f
Make sure that the two inputs have different values. Q(/)J
o
@
—| For safety mat/safety edge | <
A two-input logic check is made for a safety mat. 3
- / =%
Other Functi A g
er runctions ON delay | ’a
=
=}
—H Input filters OFF delay |
ON delays and OFF delays can be set to prevent malfunctions caused by noise or by chattering of
externally connected devices.
——I Test output terminal short detection
A function that detects ground faults of external wirings that are connected to the test output terminals
—{ 1/0 power supply monitoring |
This function monitors the voltage range of the /0O power supply to ensure the operation of the internal
circuits.
- J

The following pages describe the details of the individual safety input functions.

I Test Pulse Evaluation

A test pulse with a specific period is output on the 24-VDC power line from a test output terminal to
detect wiring errors and failure of the externally connected device. The following parameters are also
used.

» Test Pulse Diagnosis

» Test Source

» Test Pulse Mode

NX-series Safety Control Unit User's Manual (Z930) 4-23



4 Safety Control Unit Operation

® Test Pulse Diagnosis
The Test Pulse Diagnosis setting determines whether to output a test pulse with a specific period
from the test output terminal. The parameter determines whether test pulse evaluation is used. This
parameter is set according to the type of external device that is connected to the safety input termi-
nal.

Setting Description

Without Test | A test pulse from the test output terminal is not output for diagnosis.
Pulse This setting is used for safety devices with semiconductor outputs that diagnose the OSSD out-
put themselves, such as safety light curtains, and for standard devices.

With Test A test pulse from the test output terminal is output for diagnosis.
Pulse The mode of the test output to use as the test source is selected according to the safety device
that is connected.

® Test Source

The Test Source setting determines the test output terminal to use when the Test Pulse Diagnosis
parameter is set to with Test Pulse. The test output terminal is automatically assigned by the Sys-
mac Studio, but it can be changed to any test output terminal.

® Test Pulse Mode

The Test Pulse Mode setting is used to output a test pulse that is suitable for the external device
when the Test Pulse Diagnosis parameter is set to with Test Pulse.

Setting Description

Mechanical Con- | The test pulse is connected to a device with mechanical contacts. The test output signal
tact (pulse output) is input to the safety input terminal through the mechanical contact device.
The following can be detected: Contact of the input signal line with the positive side of the
power supply line, ground faults, and short-circuits to the other input signal lines.

Single Beam An OMRON E3ZS/E3FS Single-beam Safety Sensor is connected. A test signal for Single-
Safety Sensor beam Safety Sensor diagnosis is output.

Non-contact An OMRON D40A-2, D40A or D40Z Non-contact Door Switch is connected. Test signals for
Door Switch the D40A-2, D40A or D40Z will be output.

Safety Mat/Safe- | An OMRON UM/UMA Safety Mat or SGE Safety Edge (4-wire) is connected. A test signal
ty Edge for Safety Mat/Safety Edge diagnosis is output.

I Dual Channel Evaluation

Safety input terminals can be used as dual channels (one pair). The dual channel evaluation evaluates
the data for two inputs to check for discrepancy.
» Single Channel

Safety Input Unit Safety CPU Unit
S N o TTo oo TT 0T |
| 9 ! |
[ | ! =)
[ | ! g !
3 I Safetyinputdata ' 8 !
2 — ! y Inp | < Safety program |
| 3 Test Pulse Evaluation I t o execution
I3 | Safety process data ! 3 !
s I communications ! =3 !
2 I I @ !
7]

e Dual Channels
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Safety Input Unit Safety CPU Unit
-2 : e T i
1 g ! ‘<? :
E % O_’| Test Pulse Evaluation |_> Dual channel E Safety input data g Safety program :
: %_ O—>|Test Pulse Evaluation |—' evaluaton : Sifsgrﬁsﬁ?(?;?oi:ta g Seeedten :
| % I J|
The following parameters are also used.
 Single/Dual N
+ Discrepancy Time 3
g
@ Single/Dual %
Set the evaluation method to use with the safety input terminals. %"
Q
Setting Description §'
Single Channel The safety input terminals are used as independent safety input terminals.
Dual Channel Equivalent The safety input terminals are used as dual-channel-equivalent inputs.
Dual Channel Complementary | The safety input terminals are used as dual-channel-complementary inputs.
Safety Mat/Safety Edge The safety input terminals are used as safety mat/safety edge inputs.

® Discrepancy Time
For two inputs set in a Dual Channel Mode, the time is monitored from a change in the value of one
input to a change in the value of the other input. An error occurs if the value of the other input does

not change within the set discrepancy time.
The discrepancy time can be set to any of the following eight values between 500 ms and 64,000

uonound induj Alejes L-g-v

ms.
1: 500 [ms], 2: 1000 [ms], 3: 2000 [ms], 4: 4000 [ms], 5: 8000 [ms], 6: 16000 [ms], 7: 32000

[ms], 8: 64000 [ms]
The discrepancy time cannot be set in Single Channel Mode.

@ Relationship between the Single/Dual Setting and Safety Input Data
The signals that are input to safety input terminals are evaluated as shown in the following table.
This safety input data can be used in the safety program in the Safety CPU Unit.

* Relationship between Input Signals to Safety Input Terminals and Safety Input Data for Single-
channel Inputs

Input signals on the safe- .
. . . Safety input data .
Single/Dual ty input terminals Meaning of status
Si (x) Si (x)
Single Channel 0 0 Inactive (OFF)
Active (ON)

* Relationship between Input Signals to Safety Input Terminals and Safety Input Data for Dual-

channel Inputs
n = Even number
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I ignal h fe-
nput signals on the safe Safety input data

Single/Dual ty input terminals Meaning of status
Si (n) Si (n+1) Si (n) Si (n+1)
Dual Channel Equivalent | O 0 0 0*1 Inactive (OFF)
0 1 0 01 Discrepant status
1 0 0 01 Discrepant status
1 1 1 01 Active (ON)
Dual Channel Comple- | 0 0 0 0*1 Discrepant status
mentary 0 1 0 o' Inactive (OFF)
1 0 1 o1 Active (ON)
1 1 0 01 Discrepant status

*1. If the terminals are set to Dual Channel Mode, the safety program in the Safety CPU Unit must access the
safety input data for the even-numbered terminal.

* Relationship between Safety Mat Status and Safety Input Data for Safety Mat/Safety Edge Inputs
n = Even number

Safety input data
Single/Dual Safety mat/safety - ty inp - Meaning of status
edge status Si (n) Si (n+1)
Safety Mat/Safety Edge | Without load 1 L Active (ON)
With load 0 01 Inactive (OFF)

*1. If the terminals are set to Dual Channel Mode, the safety program in the Safety CPU Unit must access the
safety input data for the even-numbered terminal.

» Operation for Single Channel: Normal Operation

Safety input terminals

OFF | ON OFF

Safety input data

I/O indicator (yellow)

I/O indicator (red)

» Operation for Single Channel: Test Pulse Evaluation Error by Stuck-at-high Error
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Safety input terminals

Error  Cause of errori OFF

FF
© detected  removed |

Safety input data

I/O indicator (yellow)

1/O indicator (red)

L ]

-
et}

*1

*1. This is the time that the error status (control data, status data, and indicator status) is held (1 s min.).
» Operation for Dual-channel Equivalent Inputs: Normal Operation

uonoung o/ fisges ¢-y

Safety input terminal 0

OFF ION |OFF
Safety input terminal 1 | '
OFF ION i i | OFF
i : ! : 'P
Safety input data 0 before dual evaluation ' : ®
1 : 1 I Q(/)J
! i ! i a
i ! i ! <
Safety input data 1 before dual evaluation E ! é
1 E l:n"
1 | c
: . 3
Discrepancy time I : t?rlﬁgrepancy: g'
Safety input data 0 -

I/O indicator (yellow) 0

I/0 indicator (yellow) 1

I/O indicator (red) 0

I/0 indicator (red) 1

» Operation for Dual-channel Equivalent Inputs: Discrepancy Error
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Safety input terminal 0

OFF

Safety input terminal 1

OFF ON

Safety input data 0 before dual evaluation

Safety input data 1 before dual evaluation

Discrepancy
time

Safety input data 0

1/O indicator (yellow) 0

I/O indicator (yellow) 1

1

1/O indicator (red) O

*1

1/O indicator (red) 1

|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
]
.
T
|
T
|
|
|
|
1
|
|
|
'

*1. This is the time that the error status (control data, status data, and indicator status) is held (1 s min.).

I Errors Detected during Self-diagnosis

The errors that can be detected for safety input terminals are determined by the parameter settings.
The following table gives the errors that are detected for each parameter setting.

® Devices with Mechanical Contacts and Devices with Semiconductor Out-

puts
Setting Error detection
Contact Short
power line wiring
Single Channel Without Test Pulse Not detecta- | Not detectable. | Not detectable. | ---
ble.
With Test Pulse Detectable. | Detectable Not detectable. | ---
when input
turns ON.
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Setting Error detection
Contact Short
Single/Dual Test pulse ‘_Mth _pos'- Ground fault™! | Disconnection -c|r.c uits
tive side of in input
power line wiring
Dual Channel Without Test Pulse Not detecta- | Not detectable. | Detectable Not de-
Equivalent ble.*2 when input tecta-
turns ON. ble.*2
Same test source for pair Detectable. | Detectable Detectable Not de-
of safety input terminals when input when input tectable.
turns ON. turns ON.
Different test sources for Detectable. | Detectable Detectable Detecta-
pair of safety input termi- when input when input ble.
nals turns ON. turns ON.
Dual Channel Without Test Pulse Detectable Detectable Detectable Detecta-
Complementary when input when input when input ble.
turns ON or | turns ON or turns ON or
OFF. OFF. OFF.
Same test source for pair Detectable. | Detectable Detectable Detecta-
of safety input terminals when input when input ble.
turns ON or turns ON or
OFF. OFF.
Different test sources for Detectable. Detectable Detectable Detecta-
pair of safety input termi- when input when input ble.
nals turns ON or turns ON or
OFF. OFF.
*1.  To detect ground faults, the 0-V line of the external power supply must be grounded.
*2. Detection is possible with the OSSD diagnostic function of the light curtain or laser scanner.
@ Single-beam Safety Sensors, Non-contact Door Switches, Safety Mats,
and Safety Edges
Error detection
Input device Con.t.act w_'th .. | Disconnec- Sl.mrf CI.I"- Failure of Sensor
positive side | Ground fault™ ) cuits inin- | | )
: tion L. input device bypass
of power line put wiring
Single-beam Safe- | Detectable. Not detectable. | Not detecta- | --- Not detecta- | Detectable.
ty Sensor ble. ble.
D40A-2/D40A Detectable. Not detectable. | Not detecta- | --- Detectable. Detectable.
Non-contact Door ble.
Switch
D40Z Non-contact | Detectable. Not detectable. | Not detecta- | --- Detectable. Detectable.
Switch ble.
Safety Mat/Safety | Detectable. Detectable. Detectable. | Not detecta- | Not detecta- | ---
Edge ble. ble.

*1. To detect ground faults, the 0-V line of the external power supply must be grounded.

@ Additional Information

To detect burnouts in a muting lamp, use a PIT si1.2 Muting Lamp manufactured by Pilz, which
supports defective lamp detection.
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4-30

I Input Filters

The input filter helps prevent malfunctions that are sometimes caused by chattering or noise from the
external device that is connected to a safety input terminal.
You can filter out chattering and noise from the external device for the widths that are set with the ON

delay time and OFF delay time.

ON delays and OFF delays can be set to one of the 10 options given below, from 0 to 1,536 ms, for

each safety input terminal.

1: 0 [ms], 2: 6 [ms], 3: 12 [ms], 4: 24 [ms], 5: 48 [ms], 6: 96 [ms], 7: 192 [ms],

8: 384 [ms], 9: 768 [ms], 10: 1536 [ms],

The effect of chattering from external devices can be reduced more by increasing the delay time, but

this will slow the response to input signals.
The input filter can be used with dual channel

M Precautions for Correct Use

evaluation.

If an OFF delay is used, the OFF delay time affects the safety reaction time. Add the OFF delay
time to the safety reaction time. (Refer to Section 8 Calculating Safety Reaction Times on

page 8-1.)

@ Operation with an ON Delay

You can filter out ON pulses for the width that is set with the ON delay time.

; ;
Safety input terminals : :

ION iOFF ION | IOFF ION iError |OFF

; | ; | | ; | ;

Internal timer N N E\l E

i Counter | | Counter 1 Counter

| Ccleared. | | cleared. | cleared. |

i i I ON delay ION delay!

. 1 1 1 1 i 1

Safety input data ! ' - . —ip |

et e

b : 1ON OFF + 1 '

I R o

I/0 indicator (yellow) oo E oo

+ + + + + +

| | | iON {OFF | | |

| | | | | | A |

. | | | | | ; T

1/O indicator (red) ! ! ! ! ! ' DT
t t t t t t i
! ! ! ! ! 'ON

*1. This is the time that the error status (control data, status data, and indicator status) is held (1 s min.).

® Operation with an OFF Delay

You can filter out OFF pulses for the width that is set with the OFF delay time.
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Safety input terminals

OFF

_ _6_
p=4

OFF EError

Internal timer .\l

Counter cleared.
1

™~

Counter cleared.
1

/

Safety input data | E |OFF delay E
oo TOFF ION | IOFF
o — — R
I/O indicator (yellow) ! ! ! ! &
7 7 7 7 »
oo |OFF ION | Ey
Lo i L <
I/0 indicator (red) oo | P -— S
— : - ! -
' ' ' ' ' 'ON s
e
*1. This is the time that the error status (control data, status data, and indicator status) is held (1 s min.). S

® Operation with Both an ON Delay and OFF Delay

You can filter out ON pulses for the width that is set with the ON delay time and filter out OFF puls-
es for the width that is set with the OFF delay time.

Safety input terminals

ON OFF OFF 'ON

Internal timer (ON delay) \l \

Counter cleared.
1

O f .

| |
ounter cleared
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Il
1
I
Il
I}
T
1
Il
1
1
1
1
Il
i

Internal timer (OFF delay)

0
ounter cleared

/

1
|
i
Counter cleared. E
1
!
E OFF delay
]

--4--of

i

Safety input data - '

I/0 indicator (yellow)

I/O indicator (red)

I Test Output Terminal Short Detection

The test output terminal short detection prevents the internal circuits of the test output terminals from
being destroyed if an overcurrent flows due to a ground fault or other cause.

If an overcurrent is detected, the safety input data for the safety input terminal that is being used as
the test source for the terminal is turned OFF.

At this time, an Overload Detected at Test Output event will occur. To troubleshoot errors, refer to Sec-
tion 12 Troubleshooting on page 12-1.
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I 1/0 Power Supply Monitoring

I/O power supply monitoring monitors the voltage range of the I/O power supply.

If a voltage that is less than the specified range is detected, all safety inputs for the Unit are turned
OFF.

At this time, an I/O Power Supply Voltage Error occurs. To troubleshoot errors, refer to Section
12 Troubleshooting on page 12-1.

This function does not work if all of the terminals are set as unused terminals.

4-3-2  Safety Output Function

I Connectable Output Devices

The Safety Output Unit diagnoses the connected external devices through the safety output terminals.
The general-purpose safety output devices that can be connected to the safety output terminals of a
Safety Output Unit are listed in the following table.

Type Examples

Safety devices that can | Safety relays, contactors, or safety inputs from servo drives
be connected to PNP
outputs

@ Additional Information

The connection of incandescent lamps is not supported. Connect them to an NX-series Digital
Output Unit.

I Setting the Safety Functions for Safety Output Terminals

You can easily set the safety functions of the safety output terminals from the Sysmac Studio by se-
lecting the external devices that are connected.
Refer to 4-3 Safety I/O Function on page 4-10 for details.

I Connecting the 1/0 Power Supply

This section describes the connection methods for the I/O power supply.

If the Safety Output Unit is wired as shown in the following figure and the IOG wire breaks, a floating
condition will result. If that occurs, a few volts may be applied to the output terminals of the Safety Out-
put Unit, turning ON the load.
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NX-ECCO Current when 10G line is broken
1oV O /O power supply (24 VDC)
I0G \/ O T
/\ ’
Disconnected.

NX-SoO

I_J%SOO =
fir N

Load

O

O &
(7]
8
g
<
Use the wiring that is shown in the following figure to prevent a floating condition for the IOG of the 5
Safety Output Unit even if the 10G line is broken. g
2
NX-ECCO S
IOV O J_I/O power supply (24 VDC)
1I0G O T
S
NX-SOO &
N
£
[ S00 (O Load T
<
L g
10G N\ [ E_
= Z
2
g

I Connecting Output Devices

This section describes the connection methods for output devices.

@ Safety Relays and Contactors
Connect a safety relay or contactor as shown in the following figure.
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NX-SOUI
L1<100m
So0 )
I
-
L2<100m
10G J
Ls<100m
So1 1
I
-t
L4<100m
10G I
NX-SICJ
TO
Si0

Example of Sysmac Studio Settings:

Nodel/Unit7 : NX-SOH200 (N7 : Instances) | (@ Relays with Forcibly Guided Contacts for Dual Channel] [ EDM Feedback Nodel/Unit6 : NX-SIH400 (N6 : Instanced)
60 o ——— o0
Sa01 @-— - L <] T0
106 [ O] ﬁ
106 <(\'j: P sio
B sicz
P sioz [—

Si00:Si01,

TO0: Test Output (mechanical contact)
Ti: Not Used

@ Precautions for Correct Use

* The line length from the safety output terminals to the output devices (L1, L2, L3, and L4) is
100 m max. for each line.

» The total length of cable that is connected to one test output must be as described in
4-3-1 Safety Input Function on page 4-10.
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® Servo Drive
OMRON R88D-K[I Servo Drives are connected as shown in the following figure.

NX-SOLI R88D-KI NX-SIC]
S00 L' 'sF1+ EDM+ L T0
10G Ls | sF1-
So1 Lo |sFo+  EDM- [E® Si0
I0G L | sFo- &
w
g
(1]
L2_I'sF1+ EDM+ <
(@]
Le | sF1- g
3
2
L1o SF2+ EDM- L1o 5

o L |sFo.

L ['sF1+ EDM+

N
»
L7 y
SF1- B
o
@
L1 SF2+ EDM- L20 é
S
o
Lis SF2- L2 =
d
La 5_:{
SF1+ EDM+ g'
Le | SF1-
Lz | SF2+  EDM-
L1+ L2+ Ls+Ls<100m
Ls + Le + L7 + Ls<100m L1s SF2-
Lo+ L1o + L11 + L12<100m
L1z + L1a + L1s + L16<100m L17 + L1s + L19 + L20o + L21<100m
Example of Sysmac Studio Settings:
Model/Unit7 : NX-SOH200 (N7 : Instance5) [ Dual Qutput with Test Pulse [ Mechanical Contact for Single Channel Nodel/Unit6 : NX-SIH400 (N6 : Instanced)
5000 —(O— - 5i00
=y —0 ———
106 ?‘j: [ 3 s\oi
- g -

S000-So01 Si00, Si01;

T0: Test Output (mechanical contact)
T1: Not Used
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M Precautions for Correct Use

* If you directly connect more than one EDM terminal to one safety input terminal, the voltage
at the safety input terminal will be reduced proportionately to the number of connections.
When determining the number of direct connections, consider the voltage drop between the
EDM terminals in the design.

Formula
{[I/O power supply — Test output ON residual voltage — Safety input ON voltage}
/Residual voltage between EDM terminals = Number of direct connections
Theoretical Values
NX-SID800: Two Units max. per safety input terminal
NX-SIH400: Four Units max. per safety input terminal

NX-ECCO
()
Iov ~ _l_I I/0 power supply
06 — > (24 VDC): 20.4 t0 28.8 V
4
NX-SIO
(N Test output ON residual voltage: R88D-KU
1.2 V max.
TO to T1 EDM oo
— ' Residual voltage between
EDM- | | EDM+/EDM- terminals:
=/ ______1 1.7V max.
EDM+ __________
H
—— 1 Residual voltage between
Si0 to Si3 (Si0 to Si7) EDM- ! | EDM+/EDM- terminals:
= ______+ 1.7V max.
Safety input ON voltage
NX-SIH400: 11 V min.
NX-SID800: 15 V min.

* If you branch connections to more than one SF terminal from one safety output terminal, the
load current at the safety output terminal will be increased proportionately to the number of
connections. When determining the number of branch connections, consider the input current
to the SF terminals in the design.

Formula

{Maximum load current per safety output terminal}

/ {Input current per SF terminal} = Number of branch connections

Theoretical Values

NX-SOD400: 50 Units max. per safety output terminal

NX-SOH200: 200 Units max. per safety output terminal

It is also necessary to consider the mounting directions, ambient temperature, and Unit to-
tal load current.
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NX-ECCO
)
Iov ™~ | I/O power supply
— (24 VDC): 20.4t0 28.8 V
10G o+l
NX-soU
Safety output maximum load current
| | NX-SOH200: 2.0 A/point
NX-SOD400: 0.5 A/point

10 mA R88D-K
_— m 'S
S00,2 max. SF1+ &
I —=F---- ' g)
| K g
i ! <
10G SF1- | | o
A g
10 mA g
o
max. S,ﬂ|+ 3

| I T - :
SF1- I;] *K

» The total wiring length from the safety output terminal to the output device (L1 + L2 + L3 + L4,
L5+L6+L7+L8,L9+L10+L11+L12,and L13 + L14 + L15 + L16) is 100 m max.
» The total wiring length of cables (L17 + L18 + L19 + L20 + L21) that can be connected to one
test output is 100 m max.
» Set the input device toMechanical Contact Type to set the NX-SI[J EDM connection termi-
nals.
» An RD88-K[1 Servo Drive can be used in a Safety Category 3 or lower or a PLd or lower ap-
plication. It cannot be used in a Safety Category 4 or PLe application.
» Refer to the following manuals for details on the safety function settings and the precautions
for the correct use of the R88D-KL[I Servo Drive.
a) AC Servomotors/Servo Drives G5-series with Built-in EtherCAT Communications User’s
Manual (Cat. No. 1576)
b) AC Servomotors/Servo Drives G5-series with Built-in EtherCAT Communications Linear
Motor Type User’s Manual (Cat. No. 1577)

uonound indinQ Ajejes z-¢-v

@ Additional Information

A special connector (R88A-CNK81S) is required to connect the RD88D-K[1.
* The wiring diagram shown above is an example that turns OFF four axes simultaneously. Al-
ternatively, each axis can be wired to a separate safety 1/0 terminal.
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® Inverters
OMRON 3G3MX2 Inverters are connected as shown in the following figure.

NX-SOO
Inverter —
L1<30m
So0 GS1 PC
<
Sot [2=30M | 5sp
L3<30m
10G PSC
EDM
NX-SI1O
<
sio L4<30m
T0 Ls<30m
Le
Lo

La+Ls+Le+...

Example of Sysmac Studio Settings:

$000:5001

I0G10G

4-38

Nodel/Unit7 : NX-SQH200 (N7 : Instance5)

+L<100 m

% Dual Qutput with Test Pulse

5000

Eou

5001

10G
106

[ LT
I

¢ Mechanical Contact for Single Channel

Nodel/Unit6 : NX-SIH400 (N6 : Instanced)

Si00

L —" |

NX-series Safety Control Unit User's Manual (Z930)

T0

Si0l
Si02
Si03

TO: Test Output (mechanical contac
Ti: Not Used

S5i00, Si01,
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M Precautions for Correct Use

* The maximum number of connections per Unit is as follows:
When NX-SOD400 and NX-SI[] are used: 2 (1 connected in series x 2 series)
When NX-SOH200 and NX-SlJare used: 1 (1 connected in series x 1 series)
» The total wiring length of cables (L4 + L5 + L6 + ... + Ln) that can be connected to one test
output is 100 m max.
» Set the input device to Mechanical Contact Type to set the NX-SI[J EDM connection termi-
nals.
» The total wiring length of cable that can be connected from the safety output terminal to the
output device (L1 + L2 + L3) is 30 m max.
* The 3G3MX2 Inverter can be used in a Safety Category 3 or lower or a PLd or lower applica-
tion.It cannot be used in a Safety Category 4 or PLe application.
» Refer to the Multi-function Compact Inverter 3G3MX2-V1 User’s Manual (Cat. No. 1585) for
the safety function settings and application precautions for a 3G3MX2 Inverter.

uonoung o/ fisges ¢-y

® Connecting More Than One Output Device
The IOG terminals on the Safety Output Unit are connected internally in the Unit. Make sure that
the current that flows through each IOG terminal is less than the current capacity of the 1/0 power

supply terminals.
If the wiring is shared for the IOG lines to the output devices, the sum of the output currents will

flow in the IOG line. Therefore, wire the IOG lines separately.

NX-SQO

uonound indinQ Ajejes z-¢-v

So
So1

10G

I Types of Safety Output Functions

The types of safety output functions that are performed by the Safety Output Unit is shown below.

The safety output functions diagnose the outputs to the safety output terminals and the external device
wiring based on the safety output data from the safety program.

The execution results of the safety program are evaluated by the safety output functions and the eval-
uation results are output from the safety output terminals.
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4-40

Safety Input Unit

Safety CPU Unit

Safety Output Unit

Safety program
execution

|

Q(/)) r——--—-=-"—-=-=-=- i r

T | | |

<

=3 ! ; Safety process

S (O Safety input

= (O—+»| function data ™
@ | \ | communications

3 \

3 | V! |

@ \

Safety input data

4
| | |
|
Safety process Safety output}+=O
data function
communications |/ _:*O
|

Safety output data

Lo e e e e e - — a4 Lo e e e e e e e — Fl [ L — — 4

7

Self-diagnosis

ITest Pulse Evaluation

A pulse is output at a specific
interval to detect wiring errors in the
externally connected device.

I Dual channel evaluation

When safety output terminals are
used as dual channels, the two
outputs are checked for
consistency.

Without test pulse
With test pulse

Single channel

There is no redundancy.

Dual channel equivalent |

Make sure that the two outputs have

the same value.

7

Other Functions

I 1/0 power supply monitoring |

operation of the internal circuits.

I 1/0 power supply OFF circuit test |

This function monitors the voltage range of the /0O power supply to ensure the

This function shuts OFF the I/O power supply and diagnoses the function that shuts
OFF the I/0 power supply to see if it is operating correctly.

I Test Pulse Evaluation

s|euiwJa} Jndino Ajejes

The test pulse evaluation outputs a test pulse with a specific period on the 24-VDC power line from a
safety output terminal to detect errors in wiring to the externally connected device. This evaluation is

achieved through the Test Pulse Diagnosis parameter.

® Test Pulse Diagnosis

The Diagnosis setting determines whether to output a test pulse with a specific period from the
safety output terminal. The parameter determines whether test pulse evaluation is used.

The errors that can be detected are determined by the parameter settings.

Refer to Errors Detected during Self-diagnosis on page 4-28 for the errors that can be detected for

each parameter setting.

M Precautions for Correct Use

When the Test Pulse Diagnosis parameter is set to with Test Pulse, OFF pulse signals with a
pulse width of 640 ps are output while the safety output is ON to diagnose the output circuit.
Check the input response time of the connected control device to make sure it will not malfunc-
tion due to these OFF pulses.
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I Dual Channel Evaluation

The use of dual-channel-equivalent outputs lets you control two safety output terminals with one safety
output data from the safety program. If an error is detected in either of the two output terminals, the
outputs to the external devices are both turned OFF.

+ Single Channel

Safety CPU Unit Safety Output Unit

e Dual Channels

|- - - - - - - - - - --"-"=-=-=-= | » |
| = [ T |
| @ | < »
I 5 Safety output data | 2 bt
Safety program ® Yy outpu ; 5
I exchutign < - =I Test Pulse Evaluation |—>O = e
| %. Safety process data | 3 | §'
| =2 communications | ER <
| [ 3 | o
w
L - - - 1 L - - - - _____° 1 -
c
S
Q
=3
o
3

Safety CPU Unit

I - - - - - - - - -----~ | w |
! ' i g
| g o | | Test Pulse Evaluation |—>Q f |
: Safety program 3 afety output data | % |
| execution N X s |
| 5 Safety process data ! 3 |

= aati i El
| @ communications | Test Pulse Evaluation |—>O 3
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This evaluation is achieved through the Single/Dual parameter.

@ Single/Dual

Set the evaluation method to use with the safety output terminals.

uonound indinQ Ajejes z-¢-v

Setting Description

The safety output terminals are used as independent safety output terminals.

The pair of safety output terminals are used as dual channel outputs. The output is ON
if the paired safety output terminals are both normal.

Single Channel

Dual Channel Equiv-
alent

@ Relationship between the Single/Dual Setting and Safety Output Data

The safety output data that is used in the safety program is output to the safety output terminals
according to the Single/Dual parameter as shown below.

» Relationship between Safety Output Data and Signals Output from Safety Output Terminals for
Single-channel Outputs

. G et dEs Output signal on t.he safety output .
Single/Dual terminal Meaning of status
So (x) So (x)
Single Channel 0 Inactive (OFF)
1 Active (ON)

» Relationship between Safety Output Data and Signals Output from Safety Output Terminals for

Dual-channel Eq

NX-series Safety Control Unit User's
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- e GG R Output signal on t_he safety output -
Single/Dual terminal Meaning of status
So (x) So (n) So (n+1)
Dual Channel Equiva- | 0 0 (OFF) 0 (OFF) Inactive (OFF)
lent 1 1 (ON) 1 (ON) Active (ON)

» Operation for Single Channel: Normal Operation

Safety output data

OFF |ON OFF

Safety output command value

Safety output terminals

1/O indicator (yellow)

1/O indicator (red)

» Operation for Single Channel: Test Pulse Evaluation Error by Stuck-at-high Error

Safety output data
OFF |ON OFF
Safety output command value
OFF
Safety output terminals
OFF Error Cause

detected removed.

1/O indicator (yellow)

OFF OFF

1/O indicator (red) =

Y

*1

*1. This is the time that the error status (control data, status data, and indicator status) is held (1 s min.).

» Operation for Dual-channel Equivalent Outputs: Normal Operation
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Safety output data 0

OFF |ON OFF

Safety output command value

Safety output terminal 0

Safety output terminal 1

1/0 indicator (yellow) 0

uonoung o/ fisges ¢-y

1/0O indicator (yellow) 1

I/O indicator (red) O

I/0 indicator (red) 1

» Operation for Dual-channel Equivalent Outputs: Test Pulse Evaluation Error

uonound indinQ Ajejes z-¢-v

Safety output data
OFF |ON OFF
Safety output command value
OFF
Safety output terminal 0
Error Cause of error
detected removed
Safety output terminal 1
1/0 indicator (yellow) 0
1/O indicator (yellow) 1
I/0 indicator (red) 0 - =
OFF |ON OFF
I/O indicator (red) 1 Flashing
OFF 'ON OFF

*1. This is the time that the error status (control data, status data, and indicator status) is held (1 s min.).
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I Errors Detected during Self-diagnosis

The errors that can be detected for safety output terminals are determined by the parameter settings.
The following table gives the errors that are detected for each parameter setting.

Error detection
Contact with posi-
tive side of power Ground fault™! Short circuits in output wiring
I
Test Description T Short ci
pulse di- : Short cir- | Shortcir- | o o
. of operation cuit when
agnosis cuit when | cuit when
Output | Output | Output | Output both out both out one output
ON OFF ON OFF is ON and
puts are puts are i
ON OFF the other is
OFF
Without Test pulses Not de- Detecta- | Detect- | Not de- | Not detect- | Not detect- | Detectable.
Test Pulse | are not output | tectable. | ble. able. tecta- able. able.
when the out- ble.
put is ON.
With Test | Test pulses Detecta- | Detecta- | Detect- | Not de- | Detecta- Not detect- | Detectable.
Pulse are output ble. ble. able. tecta- ble. able.
when the out- ble.
put is ON.

*1.  To detect ground faults, the 0-V line of the external power supply must be grounded.

I Safety Output Terminal Short Detection

The safety output terminal short detection prevents the internal circuits of the safety output terminals
from being destroyed if an overcurrent flows due to a ground fault or other cause.

If an overcurrent is detected, the safety output terminal is turned OFF.

At this time, a Short Circuit Detected at Safety Output event will occur. To troubleshoot errors, refer to
Section 12 Troubleshooting on page 12-1.

I /0 Power Supply Monitoring

I/0 power supply monitoring monitors the voltage range of the I/O power supply to ensure the opera-
tion of the internal circuits.

If a voltage that is outside of the specified range is detected, all safety output terminals for the Unit are
turned OFF.

At this time, an I/O Power Supply Voltage Error occurs. To troubleshoot errors, refer to Section

12 Troubleshooting on page 12-1.

This function does not work if all of the terminals are set as unused terminals.

I I/0 Power Supply OFF Circuit Test (Internal Circuit Diagnosis)

The 1/0 power supply OFF circuit test shuts OFF the 1/0 power supply and diagnoses the function that
shuts OFF the I/O power supply to see if it is operating correctly.
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If an internal circuit fault is detected by this function, all safety output terminals for the Unit are turned

OFF.
This test is executed at the following two times. The 1/0 power supply OFF circuit test is executed only

once when the Unit power supply is turned ON. The test is not performed again until the Unit power

supply is turned ON again.

® When the Status Changes to Refreshing Status
If the I/O power supply is turned ON before the status changes to refreshing status, the 1/0O power
supply OFF circuit test is performed when the status changes to refreshing status.

® When 1/O Power Supply is Turned ON
If the I/O power supply is turned ON after the status changes to refreshing status, the I/O power
supply OFF circuit test is performed when the 1/O power supply is turned ON.

uonoung o/ fisges ¢-y

uonound indinQ Ajejes z-¢-v
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System Configuration and Setup

This section describes how to use the Sysmac Studio to configure and set up the safe-
ty control system.

5-1 Configuration and Setup Procedures..........c..ccoemmiiiiimnnnnninsnnesenn, 5-2
5-2 Part Names and Functions of the Sysmac Studio Window........................ 5-3
5-3 Controller Configuration and Setup of the Safety Control Units............... 5-5
5-3-1 Procedures for Creating the Controller Configuration for Safety Control ........ 5-6
5-3-2 Setting and Viewing the Safety Control Unit Settings ...........cccvviiiiiniiinnnen. 5-9
5-3-3 Procedure to Change the Model of the Safety Control Unit ..............c........... 5-10
5-4 Setting Up the Safety Process Data Communications..............cccceeeinens 5-12
5-4-1 Setting Up the FSoE Communications...........cccoeoeiiiiiieiiiie e 5-12
5-4-2 Setting Up the CIP Safety Communications............ccccceeeiviiiiiieiieiiiiiee e, 5-13
5-4-3 Calculating the Number of Connections............cocciiiiiiiiiiiiineceeeee 5-37
5-5 Safety /O FUNCHIONS ......coiiiiiiiirr e 5-40
5-6 Registering Device Variables ..........ccocoiiiiiiiiiiiiiier s 5-43
5-7 Exposing Variables to Standard Controllers ...........ccccciiiiirriiniiinneniiinns 5-49
5-7-1 Exposing Global Variables ............cccieiiiiiiiee e 5-49
5-7-2 Setting Exposed Variables .............coccuiiiiiiiiiiiiic e 5-50
5-7-3 Safety CPU Unit StatuS ......cocveiiiiiiiiieeie e 5-54
5-7-4 I/O Ports for Safety I/O UNitS........ccoeiiiiiiiiiieee e 5-55
5-7-5 I/0 Refreshing Method ..........occviiiiiiiiiii e 5-55
5-8 Setting Standard Process Data Communications .........cccccceeiiiiiiiiiiinnnns 5-57
5-8-1 Using an CPU Unit or EtherCAT Coupler Unit .........ccccoviiiiiiiiiieeeee e, 5-57
5-8-2 Using an EtherNet/IP Coupler Unit..........ccocveeiiiiiiiiiiic e 5-57
5-9 Exporting/Importing Settings Data.........cccccceiriiiiiicccccieeerrre e 5-59
5-9-1 Exporting/Importing the Settings for the Entire Slave Terminal.................... 5-59
5-9-2 Exporting/Importing the Settings for All the NX Units on a CPU Rack
OF Slave TermMiNal.........coociiiiiiiii e 5-61
5-9-3 Exporting/Importing Data for Individual Safety CPU Unit...........ccccooveerennnen. 5-62
5-9-4 Importing the Safety Unit Restore File ...........cccooevieiiiiiiieeiceee e 5-63
5-10 Offline CoOMPAriSON.......cccvriiiiiiiirir 5-65
5-10-1 Procedure for Offline CompariSON ............coooiiiiiiieiiiee e 5-65
5-10-2 Checking the Comparison RESUILS ..........ccceeiiiiiiiiiiiiic e 5-66
5-10-3 Detailed ComMPariSON .........ccooii e e 5-67
5-10-4 Target Data of Offline ComMPariSON ..........ccccveiiiee e 5-69
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5-1 Configuration and Setup Procedures

This section describes the procedures for using the Sysmac Studio to configure and set up the safety
control system. Make the settings in the following order.

1 Configure and set up the safety control system.
2 Set up safety process data communications.

3 Select the connected input devices and output devices to set up the input terminals and output
terminals.

4 Register the device variables

5 Expose the variables to the standard controller.

5-2 NX-series Safety Control Unit User's Manual (Z930)



5 System Configuration and Setup

5-2 Part Names and Functions of the Sys-
mac Studio Window

This section gives the names of the parts of the Sysmac Studio Window.

Controller Selection Box

Use this box to select the Safety CPU Unit or the NJ/NX-series CPU Unit.
The tab page will change between the Safety CPU Unit Setup and Programming View and the NJ/NX-series CPU Unit Setup

and Programming View.

setup

Configurations
and Setup
Header

Programming
Header

Show/hide bar

Menu bar Toolbar
i =)
| |
= [B Programming = <Clear search>
configurations ang Setul e af pe a 2 .
T als ey SAFEBOOL FALSE (5]
a bbb SAFEBOOL FALSE ] " P
(a) (c)
Da
-
|
|
|
|
|
|
|
} Error|
; e oo
|
| o
|
« ] 3
(f) :
(e)
Show/hide bar

Item Name Function
(a) | Multiview Explor- | This pane is your access point for all Sysmac Studio data that is related to the Safety
er CPU Unit.
It has a Controller Selection Box, and is separated into a Configurations and
Setup Layer and a Programming Layer.
Use the Controller Selection Box to select the Safety CPU Unit or NJ/NX-series
CPU Unit.
(b) | Edit Pane The Edit Pane is used to display and edit the data for any of the items.
(c) | Toolbox The Toolbox shows the objects that you can use to edit the data that is displayed in
the Edit Pane.
Search and Re- | In this pane, you can search for and replace strings in the data in the Programming
place Pane Layer of the Multiview Explorer.
(d) | Controller Status | This pane shows the operating status of the Safety CPU Unit. The Controller Status

Pane

Pane is displayed only while the Sysmac Studio is online with the Safety CPU Unit or
when the Simulator is running.

Simulation Pane

This pane is used to start and stop the Safety CPU Unit Simulator.
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5 System Configuration and Setup

Item Name

Function

(e) | Output Tab Page

The Output Tab Page shows the results of building.

Watch Tab Page

The Watch Tab Page shows the monitor results of the Simulator or the online Safety
CPU Unit.

Build Tab Page

The Build Tab Page shows the results of program checks and building.

Search and Re-
place Results
Tab Page

The Search and Replace Results Tab Page shows the results when Search All or Re-
place All is executed.

(f) | Filter Pane

The Filter Pane allows you to search for color codes and for items with an error icon.
The results are displayed in a list.

This manual describes only the functions and operations of the Sysmac Studio that are related to the

safety control system.

Refer to the Sysmac Studio Version 1 Operation Manual (Cat. No. W504) for details on Sysmac Studio

operation.
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5-3 Controller Configuration and Setup of
the Safety Control Units

This section describes the Safety Control Unit configuration and setting procedures for the CPU Rack
of an NX-series CPU Unit, EtherCAT Slave Terminals and EtherNet/IP Slave Terminals.

® CPU Rack or EtherCAT Slave Terminal Configuration and Setting Proce-
dures
You configure and set up the CPU rack, EtherCAT network and EtherCAT Slave Terminals where
the Safety Control Units are mounted as part of the Controller Configuration and Setup of the
NJ/NX-series CPU Unit.

This section describes the operations to perform based on the following configuration.

Configuration Example:
NJ/NX-series CPU Unit

sjiun [o43u0) Ajases ayj jo dnjag pue uoneinblyuo 19]|01JU0) £-G

EtherCAT Coupler Unit

Safety CPU Unit

EtherCAT Coupler Unit

,ﬁ<—ln order from left to right:

Safety Input Unit
Safety Output Unit
Digital Input Unit
L Digital Output Unit
i

Refer to the Sysmac Studio Version 1 Operation Manual (Cat. No. W504) for details on configuring
and setting up the NJ/NX-series CPU Unit.

@ EtherNet/IP Slave Terminal Configuration and Setting Procedures

Set up the Slave Terminal (create the configuration and set the parameters) on the Edit EtherNet/IP
Slave Terminal Configuration Tab Page.

josju0D) Alejes 1oy uonenBiuos Js)j0uod syl Bunesis o) saINpadold L-€-G

This section describes the operations to perform based on the following configuration.
Configuration Example:
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EtherNet/IP Coupler Unit

In order from left to right:
Safety CPU Unit

l e «
- Safety Input Unit
Safety Output Unit
Digital Input Unit
Digital Output Unit
1

5-3-1 Procedures for Creating the Controller Configuration for Safety
Control

Use the following procedure to create the Controller configuration for the Safety Control Unit.

Procedures for Creating the Controller Configuration for Safety
Control

Use the following procedure to create the Controller configuration for the Safety Control Units on
EtherCAT Slave Terminals.

1 Start the Sysmac Studio.
2 Select the model and version of the NJ/NX-series CPU Unit, and create a project file.
3 Double-click EtherCAT under Configurations and Setupin the Multiview Explorer.

4 Select Terminal Coupler from the Groups List in the Toolbox. The EtherCAT Coupler Unit is
displayed below it. Drag the Unit and add it to the configuration.

<, Configurations and Setup

I i Eh
l -
—— ||{Node Address|Network configuration
Master

v

Item name Value ID. Fi ency Inverter
= 'NX-ECC201
NX-ECC201 EtherCAT coupler

Revision 11

Nuds Address

Enable/Disaui. “=ttings

Serial Number 0x00000000

PDO Map Settings

Enable Distributed Clock Enabled

Reference Clock Exist
Setting

Edit Setting Parameters

Setting

Setting Parameters

Backup Parameter Settings

Satting
Edit Slave Terminal Configuration

Slave Terminal Configuration

5 Click the Edit Slave Terminal Configuration Button at the bottom of the list of EtherCAT Cou-
pler Unit settings. Or, right-click the EtherCAT Coupler Unit and select Edit Slave Terminal
Configuration from the menu.

The Slave Terminal Tab Page is displayed.

6 Select Safety CPU Device from the Groups List in the Toolbox. The Safety CPU Unit is dis-
played below it. Drag the Safety CPU Unit to the Slave Terminal and add it to the configuration.
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Toolbox ~ 1

new_SlaveTermin ¥ - S A Dinital Oufnut Device

0 An| .
¥ Configurations and Setup . I HAn Click
= e | Drag & Drop |=ms Value a |
r S

: = "o
v NX-EIC202: onﬁ.:é Model name NX-SL3300
Unit 1: NX-SL33 Product name Safety CPU Unit

RBiogramming :’)‘(‘L"eﬁ:’" i 1'1 I Safety Digital Output Devic
nit Number
NA Ut iio2=*n7 Setting Enabled | Input Keyword
Serial Number 200000000 v
Power consumption 090
Unit width 30

Multiview Explorer RENX Configurations and setup

Nodel : N
Node2 : NX
P =1 CPU/Expansion Racks
& 1/O Map
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8 Or, perform step 5 for the EtherCAT Coupler Unit that was added to display the Slave Terminal
Tab Page.

9 Select Safety Digital Input Device or Safety Digital Output Device from the Groups List in
the Toolbox. The Safety I/0O Unit is displayed below it. Drag the model of the Safety 1/0 Unit to
the Slave Terminal and add it to the configuration.

Multiview Explorer Toolbox

o \ Configurations and Setup

. 1o roup

new _SlaveTermin ¥ - . A Digital Output Device
e =

'¥ Configurations and Setup —_— aA H
v EtherNet/IP ~ Hemname  Vae | ae Click =

. D ) [ System unit vevice
1 Nxﬂao?.om.g Model 1400 Ecth -
Unit 1 : NX-SIH4 Produc Drag & Drop Input Unit
Unit 2 : NX-STH4 Unit ve
Unit 3 : NX-STH4 NX Unit Number 4

Unit 4 : NX-SIH4 171~ Mounting Setting Enabled | Input Keyword
» Programming Serial Number 2‘_2?000000 M Show all versions

Power consumption NX-SID800 Ver:1.0
Unit width 12 [I

FSoE Master CMD : 8 [bits) |u‘v‘
Safety Output 1st Byte : 8 [bits]

This completes the creation of the Controller configuration for an NJ/NX-series CPU Unit that includes
Safety Control Units.

After the Safety CPU Unit is added to the NJ/NX-series Controller configuration, the Safety CPU Unit
will be displayed in the Controller Selection Box in the Multiview Explorer. The Safety CPU Unit that
was added is displayed below the NJ/NX-series Controller (i.e., the EtherCAT master).

New Project

josju0D) Alejes 1oy uonenBiuos Js)j0uod syl Bunesis o) saINpadold L-€-G

new_Controller_1

new_SafetyCPUD
new_Controller_1

new SafetyCPUL | s
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@ Additional Information

* You can place only one Safety CPU Unit on a CPU Rack or in the EtherCAT network. If you

add more than one Safety CPU Unit, the exclamation icon '“'is displayed under all of the
Safety CPU Units, and it will cause an error during the synchronization and download proc-
esses.

» Refer to the NX-series EtherCAT Coupler Unit User’s Manual (Cat. No. W519-E1-02 or later)
for the number of NX Units that can be mounted to a Slave Terminal.

* Use the Multiview Explorer to move NX Units between Slave Terminals.

I EtherNet/IP Slave Terminal Configuration and Setting Procedures

Use the following procedure to create the Controller configuration for the Safety Control Unit on Ether-
Net/IP Slave Terminals.

1 Start the Sysmac Studio.
2 Select the EtherNet/IP Coupler Unit on the Slave Terminal and create a project file.

3 Double-click NX-EIC202 under EtherNet/IP — Configurations and Setup in the Multiview Ex-
plorer. The Slave Terminal Tab Page is displayed.

4 Select Safety CPU Device from the Groups List in the Toolbox. The Safety CPU Unit is dis-
played below it. Drag the Safety CPU Unit to the Slave Terminal and add it to the configuration.

Multiview Explorer ~ 1  Configurations and Setup
new._SlaveTermin| v P Master)

¥ Configurations and Setup I —
= e Drag & Drop [EX=S Value
= | _ A

= herle _ _ N1
0 Nx-ag:'m:om@ e 'NX-SL3300
Unit 1: NX-SL33 | rodu Safety CPU Unit
bt =
r 1
Enabled
000000000
090
E

5 Select Safety Digital Input Device or Safety Digital Output Device from the Groups List in
the Toolbox. The Safety I/0 Unit is displayed below it. Drag the Safety I/O Unit to the Slave
Terminal and place it in the configuration.

Multiview Explorer ~ 1 \Conﬁgurationsand Setup O.@ ¢ Toolbox

= E er)
new_SlaveTermin v = aster) X |

¥ Configurations and Setup —_—
¥ EtherNet/IP e —L LI Velue

. | Group
I Digital Output Device
H AT i

1400
Drag & Drop Input Unit
it v

ber 4

Unit 3 : NX-SIH4
Unit 4 : NX-SIH4 - g inting Setting Enabled

» Programming i ngOOOOOOO
Power consumption 70
Unit width 12
FSoF Master CMD : 8 [bits]
Safety Output 1st Byte : 8 [bits]

This completes the creation of the EtherNet/IP Slave Terminal configuration for Safety Control Units.
After the Safety CPU Unit is added to the configuration, this Safety CPU Unit will be displayed in the

Controller Selection Box in the Multiview Explorer. The Safety CPU Unit that was added is displayed
below the Coupler Unit.
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Mew Project

new_Controller_1

new_SafetyCPUD
new_Controller_1

new_!’Saﬂ?tyCI-"_l:l_:_lu___ i mmem e e e 2 1) 2 Offline

@ Additional Information

* You can place only one Safety CPU Unit on an EtherNet/IP Slave Terminal. If you add more

than one Safety CPU Unit, the exclamation icon 'n'is displayed under all of the Safety CPU

Units, and it will cause an error during the synchronization and download processes.
» Refer to the NX-series EtherNet/IP Coupler Unit User’s Manual (Cat. No. W536) for the num-
ber of NX Units that can be mounted to a Slave Terminal.

sjiun [o43u0) Ajases ayj jo dnjag pue uoneinblyuo 19]|01JU0) £-G

5-3-2  Setting and Viewing the Safety Control Unit Settings

Set or view the settings for the Safety CPU Unit and Safety I/O Units (hereinafter, Safety Control Unit)
as necessary.
You can change the device names of registered Safety Control Unit, and enable or disable individual

Units as NX Units. @
N
Item Editing Description Data Default g
range 3
Device name | Possible. | This is the name of the Safety Control Unit. Text N* (where * is a g
The device name is automatically assigned when you | string serial number g
register the Safety CPU Unit or Safety I/0 Units. You from 1) §
can change the device name if necessary. g
Device names must be unique within the same safety 3
control configuration. If you specify the same name for %
more than one Unit, an error will occur. ‘f;
Model name | Not pos- | Model of Safety Control Unit. --- - %
sible. oE
Product name | Not pos- | This is the product name. - - 3
sible. 2
Unit version Not pos- | Unit version of the Safety Control Unit. -—- - §
sible.
NX Unit num- | Not pos- | This number represents the logical position of the - -
ber sible. Safety Control Unit as an NX Unit. Numbers are auto-
matically assigned from the leftmost mounting posi-
tion.
NX Unit Possible. | This setting enables or disables I/O refreshing for the | Enabled | Enabled
mounting set- Safety Control Unit. or disa-
ting Refer to the NX-series EtherCAT Coupler Unit User’s | bled
Manual (Cat. No. W519) for details on this function.
Serial number | Not pos- | Serial number of the Safety Control Unit. You can get | --- 00000000 hex
sible. the serial number to set the serial number of the ac-
tual EtherCAT Coupler Unit.
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Item Editing Description Data Default
range
Power con- Not pos- | The power consumption of the Safety Control Unit - Depends on
sumption [W] | sible. from the NX bus. the model of
This setting applies to Units other than an Additional the Unit.
NX Unit Power Supply Unit.
Unit width Not pos- | Width of the Safety Control Unit. -—- Depends on
[mm] sible. the model of

the Unit.

I/O allocation | Not pos- | I/O allocation settings for the Safety Control Unit. -
settings sible.

Unit operation | Not pos- | There are no settings that you can edit for the Safety | ---
settings sible. Control Unit

5-3-3  Procedure to Change the Model of the Safety Control Unit

After you create the Controller configuration, you can change the model or unit version of the Safety
Control Unit without changing the saved settings information.

Use the following procedure to change the Safety CPU Unit. You can also change the model of a
Safety I/0O Unit with essentially the same procedure.

1 Display the Slave Terminal Tab Page for the CPU Rack or Slave Terminal where the Safety
CPU Unit to change is located.

Multiview Explorer

i |\ Configurations and Setup

new_Controller 0 v [ | ‘ Nodel : NX-ECC201 (E001) X

:
rCAT i
[Z1" > Nodel ; NX-ECC201(E001): Offiine
PU/Expansion Racks
& /O Map
» X Controller Setup
» £ Motion Control Setup i

¢/ Cam Data Settings
> Event Settings

%, Task Settings
7] Data Trace Settings

2 Right-click the Safety CPU Unit to change and select Change Model.
The Change Model Dialog Box is displayed.
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Select the model to change to.

Il Safety CPU Device

Input Keyword

M Show all versions

I] NX-SL3300 Ver:1.0

NX-SL3500 Ver:1.1
Safety CPU Unit

Model name : NX-SL3500

Product name : Safety CPU Unit

Unit version : 1.1

Vendor : OMRON Corporation

Comment : 1024pts, 2048KB, 128Connections
URL :

Cancel

3 Select the model or unit version to change to and then click the OK Button.
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M Precautions for Correct Use

+ Safety validation is not executed when you change the model of a Safety Control Unit. Al-
ways execute safety validation again after you change the model.

* If you change the model of a Safety Control Unit, recalculate the safety reaction times. The
safety reaction times may change if you change the model.
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5-4 Setting Up the Safety Process Data

Communications

5-4-1

5-12

Setting Up the FSoE Communications

When the Safety Control Unit is placed on the NX bus in the Sysmac Studio CPU rack configuration,
EtherCAT network configuration, and EtherCAT slave terminal configuration, the FSoE communica-
tions are set up automatically.

Use the following procedure to view or change the settings for the FSoE communications.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Select Configurations and Setup — Communications — Safety, and then double-click Safety
/0.

Multiview Explorer

I | Position | Active | Device name | ProductInformation | FSof slave address |FSoE watchdog timer (WDT) [ms| WDT auto setting
NXBusMaster/Unit2 NX-SID800; 1.0

NXBusMaster/Unit4 N4 NX-SOD400; 1.0

NXBusMaster/Unit5 NX-50D400; 1.0

= el o

The meanings of the items in the Safety I/0O Tab Page are given below.

Item Editing Description

Position Not * Node address
possible Fixed to NXBusMaster when connected to the CPU rack.
For a connection to an EtherCAT Coupler Unit, the node number of the Unit as an
EtherCAT slave is displayed.
"EIP" is displayed for a connection to an EtherNet/IP Coupler Unit.
* Unit number
It displays the NX Unit number of the Safety 1/0 Unit.

Active (Ena- | Possi- The communications setting for FSoE communications is displayed.

ble/Disable) | ble Selected: Enabled

This setting assigns the Safety 1/0 Unit to the Safety CPU Unit as a communications
node, and displays the I/O ports for that Unit in the I/O Map.

Not selected: Disabled

This setting does not assign the Safety 1/0 Unit to the Safety CPU Unit as a communi-
cations node, and does not display the I/O ports for that Unit in the 1/0 Map.

Device Not This is the name of the Safety Control Unit.
possible
Product In- Not This is the model and version of the Unit.
formation possible
FSoE Slave | Possi- When the Active setting described above is set to Enabled, the FSoE Slave Address
Address ble is automatically set as an internal address for use with FSoE communications.

You can change the FSoE slave address. The setting range is from 1 to 65,535.

Set a unique FSoE slave address for each FSoE slave in the FSoE communications.
If the same FSoE slave address is set more than once, an error is displayed on the
Sysmac Studio.
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Item Editing Description
FSoE Possi- This is the setting of the timeout value for FSOE communications between the Safety
Watchdog ble CPU Unit and the Safety I/0 Unit.
Timer™! The setting range is from the lowest value of the FSoE watchdog timers to 65,535 ms.
WDT auto Possi- | This setting specifies the setting method for the FSoE watchdog timer (WDT).
setting” ble Cleared: You can set the FSoE watchdog timer (WDT) to the desired value.

*1. Refer to Section 8 Calculating Safety Reaction Times on page 8-1 for information on setting the FSoE
watchdog timers and the WDT auto setting.

Precautions for Safe Use

The relevant Units will maintain the safe states for I/0 data with FSoE connections after an er-
ror is detected in FSOoE communications. However, when the cause of the error is removed,
FSoE communications will recover automatically.

If you need to prevent equipment from restarting when FSoE communications recover automati-
cally, implement suitable restart conditions in the user program.
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L~ Version Information

* You can change the FSoE watchdog timers and the WDT auto setting with Sysmac Studio
version 1.10 or higher.
* You can change the FSoE slave addresses with Sysmac Studio version 1.11 or higher.

5-4-2  Setting Up the CIP Safety Communications

I Safety Network Number Settings for the NX Bus

Use the following procedure to set the Safety Network Number (SNN) for the NX bus.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Select Configurations and Setup — Communications — Safety — EtherNet/IP Safety
Connection Settings and double-click Safety Network Number Settings.
The Safety Network Number Settings Tab Page is displayed.
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SefetyNetwork Number S

Please define Safety Metwork Number to identify this NX bus network uniquely across all networks in the safety system.

Safety network number (NX bus) [ESEIevyRiesyi

Safety network devices on this NX bus:

Position | Device Name | Product Information | Node ID UNID
Unitl N1 NX-SL5700, 1.2 0x00000001 41BD011EDS26 00000001

3 Click the button located on the right side of Safety network number (NX bus).
The Safety Network Number Settings Dialog Box is displayed.
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5-14

m Metwork Type: NX bus

~ Safety Network Number (SNN}

oo

Hex Decimal

Cancel

When you click the Auto Option, the Safety Network Number (SNN) is automatically generated
from the current time information of the computer on which the Sysmac Studio is running.
When you click the Manual Option, enter a unique number that is not used in any other sys-

tem.

4 Click the OK Button.
The Safety Network Number (SNN) is determined, and UNID is updated.

@ Additional Information

You can also enter the Safety Network Number (SNN) directly in the Safety Network Number
Settings Tab Page.

I Originator Connection Settings

To use the Safety CPU Unit as an originator device for CIP Safety, the CIP Safety communications
need to be set. Use the following procedure to set the CIP Safety communications.

® Adding Target Devices
Use the following procedure to add a target device to open a CIP Safety connection.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Select Configurations and Setup — Communications — Safety — EtherNet/IP Safety
Connection Settings and double-click Connection Settings (Originator).

Connection Settings (Originator) Tab Page is displayed.
A list of target devices that can be set for the connection is shown in the Toolbox.
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EDS Library for CIP Safety
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GoTo /O Map

safety Network Number : ERLIv T Teelo} - | Import Export ¥

Map.
can be used in the program.

P

Safety Network Number AAZEUDFSECSS - | Import Export ¥

: Networ
‘ EalS Reaction Time [ms]

Device Bandwidth Batch connection settings ¥

The Connection Settings (Originator) Tab Page consists of the items shown in the following ta-

ble.

Item

Description

Use CIP Safety communica-
tions and Tag Data Link com-

munications together"

Select whether the CIP Settings on the NX-series EtherNet/IP Unit allow CIP
Safety communications and tag data link communications to be used togeth-
er.

Allow: Allows CIP Safety communications and tag data link communications
to be used together

Deny: Do not allow CIP Safety communications and tag data link communica-
tions to be used together

EtherNet/IP Port 1

Settings of CIP Safety connections via the EtherNet/IP port 1 are listed.
Safety Network Number: Specifies the SNN for the EtherNet/IP network for
which the port 1 is connected

Connection list: Connections grouped together by each target device are list-
ed.

EtherNet/IP Port 2

Settings of CIP Safety connections via the EtherNet/IP port 2 are listed.
Safety Network Number: Specifies the SNN for the EtherNet/IP network for
which the port 2 is connected

Connection list: Connections grouped together by each target device are list-
ed.

Target Device

IP address, Unit number, and device name are displayed for the target device
with which a CIP Safety connection is to be opened.

In/Out

Shows the data direction of each connection.

: In - Data to be received from the target device

: Out - Data to be sent to the target device

Target I/O Assembly

1/0 Assembly name of the target device with which a connection is to be
opened is displayed.

Active Enable/disable each connection.
Selected: Connection is active.
Not selected: Connection is inactive.
EPI [ms] Specifies the Expected Packet Interval (data update cycle) in ms.

Network Reaction Time [ms]

Displays the value of the Network Reaction Time in ms. This is used in calcu-
lating the safety reaction time.

Instance name

Name of the instance being managed in the program. Connection status can
be checked if the connection is registered in the Watch Tab Page.

Go To I/O Map Button

Click this button to open the 1/0 Map Tab Page.

Device Bandwidth Button

Click this button to show bandwidth usage of originator connection.
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Item Description
Import Button Click this button to open the Import Dialog Box.
Export Button Output export file or Migrate to other EtherNet/IP port can be selected

from the pull-down menu.
EDS Library for CIP Safety Click this button to display the EDS Library for CIP Safety Dialog Box. You
Button can install, uninstall, create, and export EDS files.
*1. This item is displayed when the NX502 CPU Unit with unit version 1.66 or later and the NX-series
EtherNet/IP Unit with unit version 1.01 or later are used, and setting the connection settings of the NX-series
EtherNet/IP Unit.

@ Additional Information

 If more than one CPU Unit or Communication Control Unit is connected to the same Ether-
Net/IP network via a EtherNet/IP port, the same Safety Network Number should be set for the
EtherNet/IP port of each Unit.

» For the NX502 CPU Units, CIP Safety communications via the built-in EtherNet/IP port can
be used with the NX502 CPU Unit with unit version 1.64 or later. If you set CIP Safety com-
munications with the NX502 CPU Unit with unit version earlier than 1.64, use an NX-series
EtherNet/IP Unit.

* When the NX502 CPU Unit with unit version 1.66 or later is used with the NX-series Ether-
Net/IP Unit with unit version 1.01 or later, you can use tag data link and CIP Safety communi-
cations together in one NX-series EtherNet/IP Unit.

 Since the 1/O refresh time of the NX502 CPU Unit changes depending on the increase or de-
crease of the safety connections for CIP Safety communications, check the effect on the task
execution time.

3 Select a target device to open a connection from the Toolbox. Drag and drop it on the connec-
tion list for either Port 1 or Port 2 to add the target device and default connection.

Safety Network Nus

176.192 CIPOrigis

222,080 CIPOrigi

w EtherNet/IP Port 2 (

222,080 CIPOriginator_Instance2

222080 CIPOrigi

176.192 CIPOrigi

EDS Library for CIP Safety

4 The dialog box is displayed to enter settings to calculate the EPI setting range and network re-
action time. Enter the task period of the target controller and other settings. The dialog box and
setting items displayed change with the target device and Sysmac Studio version as follows.

+ Dialog box displayed when the target devices are the NX502 CPU Unit and Safety CPU Unit
and Sysmac Studio version 1.58 or higher is used
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NX502/NX-5L5500 Rev. 1.1

range and network reaction time.

nd Tag Data Link communications together

(~Safety CPU Unit (NX-SL5500)

Sefety Tk Pt

Item Description

Standard Primary task peri- | Set the task period of the primary periodic task of the CPU Unit.
controller od
Use of the built-in | Select whether to use the built-in EtherNet/IP port of the CPU Unit
EtherNet/IP port | as the communications port.

Use Built-in EtherNet/IP Port: Select this option to use the built-in
EtherNet/IP port on the CPU Unit.

Do not use Built-in EtherNet/IP Port: Select this option to use the
EtherNet/IP port on the NX-series EtherNet/IP Unit.

Use CIP Safety Select whether the CIP Settings on the NX-series EtherNet/IP Unit
communications | allow CIP Safety communications and tag data link communica-
and Tag Data tions to be used together.

Link communica-
tions together
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Allow: Allows CIP Safety communications and tag data link com-
munications to be used together

Deny: Do not allow CIP Safety communications and tag data link
communications to be used together

Safety CPU | Safety task peri- | Set the safety task period of the Safety CPU Unit.

Unit od

» Dialog box displayed when the target devices are the NX502 CPU Unit and Safety CPU Unit
and Sysmac Studio version lower than 1.58 is used

INX502/NX-5L5500 Rew. 1.1
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~ Safety CPU Unit (NX-SL5500)

Safety sk erid:

Item Description

Standard con- Primary task pe- | Set the task period of the primary periodic task of the CPU
troller riod Unit.

Use Built-in Select this check box to use the built-in EtherNet/IP port of the
EtherNet/IP Port | CPU Unit as the communications port.

Uncheck this check box to use the EtherNet/IP port of the NX-
series EtherNet/IP Unit as the communications port.
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Item Description
Safety CPU Safety task peri- | Set the safety task period of the Safety CPU Unit.
Unit od

 Dialog box displayed when the target devices are the NX102 CPU Unit and Safety CPU Unit

NX102/NX-5L5500

- Safety CPU Unit (NX-SL5500)

——

Item Description

Standard controller | Primary task period | Set the task period of the primary periodic task of the CPU
Unit.

Safety CPU Unit Safety task period | Set the safety task period of the Safety CPU Unit.

 Dialog box displayed when the target devices are the Communication Control Unit and Safe-
ty CPU Unit

MX-CSG/NX-SL5500 Rev. 1.1

Item Description
Safety CPU Unit | Safety task period | Set the safety task period of the Safety CPU Unit.

« When the target devices are different from the above combinations
The configuration dialog box is not displayed.

@ Setting the Target Device IP Address
Use the following procedure to set the address of the target device to open CIP Safety connection.

1 Select a target device in the connection list and right-click on it. Click the Edit Menu.
The target device settings pane is displayed.
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— Standard controller

||
Product Name: NX-CSG

Lt Ll 192,168, _ 1, _2

- Safety CPU Unit

Product Name: NX-5L5700

Revision: 1.1
NX Unit Number :

TUNID

Safety network number (NX bus):  |BatHEErstis]

NodeID: CroDOO xed value)
TUNID: 41BD0132D14D 00000001
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Cancel

Change the displayed settings according to the actual target device settings.

The settings depend on a type of the target device as shown in the following table.

Target device type Setting Items
Safety CPU Unit IP Address: Specify the IP address for the EtherNet/IP port of the CPU
Unit, Communication Control Unit, or EtherNet/IP Unit.
NX Unit Number: Specify the NX Unit number of the Safety CPU Unit.
Safety network number (NX bus): Specify the SNN in the TUNID that is set
in the target Safety CPU Unit.
Other EtherNet/IP Safety devices | IP Address: Specify the IP address of the target device.
TUNID - Customized setting: Select the check box to set a different safety
network number or connection destined for Node ID.

® Customized Setting for TUNID

When this setting is selected, you can set a desired TUNID for each target device as follows.
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8| GI-sMD1624 Rev.1.2 — (] x

192.168.250. _1

TUNID: 000400000064 COAGFADT

Cancel
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When this setting is used, you can set the connection for CIP Safety even in the following cases.
* When a desired safety network number is specified on the target device side
* When the target device is accessed via a router that uses the NAT function or NAPT function

@ Additional Information

On the Task period Tab Page in the target device settings pane, you can set the task period of
the target controller. The setting items shown on the tab page are the same as the items on the
dialog box to configure the task period, etc in Adding Target Devices on page 5-14.

For example, when the target devices are the NX502 CPU Unit and Safety CPU Unit and Sys-
mac Studio version 1.58 or higher is used, Task period Tab Page is displayed as follows.

|8 nx-sLssooRev1.1

@ Editing Connection Parameters

Use the following procedure to edit connection parameters for CIP Safety connections.

/\ WARNING

If you select “Open Only” for the Open Type setting, make sure to verify that the 0

originator/target have correct configurations.
Serious injury may possibly occur due to loss of required safety functions.

1 Select a connection for which the parameters need to be edited in the connection list and right-
click on it. Click Edit Menu.

The Connection Assignment Dialog Box is displayed.
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~Originator Device ————————————————— - Target Device
Address : NXBusMaster/Unit1 Address : 192.168.250.2/Unitl

Product Name : NX-SL5700 Product Name : NX-5L5700

1/0 Port: Reference I/O Map * 1/O Assembly : Input Assembly 1 - [16Bytes] v

Connection Type: Multicast Connection

Hide Detais
~Open Type

® Configure Target Device (Typel) @ Check Safety Signature (Type2a) () Open Only (Type2b)

- Expected Packet Interval (EPI)

Expected Packet Interval (EPI) : m v

Timeout: EPIx 2

Network delay : -

MNetwork Reaction Time : 348.096
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Item Description

I/O Assembly 1/0 assemblies of the target device for which a safety connection can be
opened are listed.

Connection Type For input connection (receiving from the target device), select either
Point to Point Connection or Multicast Connection.

Open Type Select a type for connection opening.

Configure Target Device: Perform configuration of the target device when
a connection is established. For the Safety CPU Unit, this item cannot be
selected.

Check Safety Signature: Uses the safety signature to check if the target
devices are properly configured when establishing the connection. The
safety signature consists of the Safety Configuration CRC and the Safety
Configuration Time Stamp. When the target device is the Safety CPU
Unit, this item cannot be selected.

Open Only: Configuration check is not executed when establishing the
connection.

Expected Packet Interval (EPI) Set an interval for communications of safety process data between the
originator and the target.
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Timeout Specify a timeout time using a multiple of the EPI value, allowed for de-
termining a communications error. The default setting is EPI x 2 [ms]
(timeout is allowed just once).

Network Delay Set the transmission delay time on the network. The default setting is 0
[ms].
Network Reaction Time Value of the connection response performance is shown in ms. This is

used in calculating safety reaction time.

2 Specify the connection parameter and click the OK Button.
A new connection is added to the connection list.

® Adding Connections
Use the following procedure to add a CIP Safety connection with the target device.

1 Select a target device in the connection list and right-click on it. Click the Create New
Connection Menu.
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The Connection Assignment Dialog Box is displayed.

Product Name : L5700 Product Name : NX-5L5700

+ Input Assembly 2 - [16Bytes]

1/O Port : Reference I/O Map

Connection Type : Multicast Connection

Show Details

Cancel

[l )
Originator Device ————————— -Target Device —————————————
Address: NXBusMaster/Unit1 Address: 192.168.250.2/Unit1
v
|
“

2 Specify the connection parameters and click the OK Button.
A new connection is added to the connection list.

@ EPI Batch Setting
The function of EPI Batch Setting can change the EPI of the CIP Safety connections at once.

Refer to 8-4 EPI (Data Packet Interval) on page 8-11 for the EPI (Data Packet Interval).
The procedure to use EPI Batch Setting is described below.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Go to Configurations and Setup — Communications — Safety — EtherNet/IP Safety
Connection Settings and double-click Connection Settings (Originator).
The following Connection Settings (Originator) Tab Page is displayed.

50 To /O Map

Safety Network Number : [EQULIEERIT) | import " "Export ¥

Instance name

be used in the program

Comment ‘ €7l ms] ‘

| Active ‘ In/Out

Safety Network Number : - | 'import " 'Export v
L P P

w EtherNet/IP Port 2 (192.168.251.1)

Instance name

‘ EPLIMS] | peaction Time [ms] ‘

Comment

Device Bandwidth ' Batch conn

EDS Library for CIP Safety
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3 Click the Batch connection settings button to select EPI Batch Setting.

¥ EtherNet/IP Port 2 {192.168.250.1) Safety Network Number :! AO0130DES! .

= / Network
Activ /i /
‘ Active | In/Cut | ly Reaction Ti

Safety Input + 51, SO Combined Status - [2Bytes]

Safety Output - [1Byte]
E 192.168.250.2 GI-SID1224

Safety Input + Combined Status - [2Bytes]

2~ Tune Ratch o4

EPI Batch Setting X
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Output Expected Packet Input Expected Packet
Interval(EPI) Interval(EPI)
Item Description
Input Expected Packet Interval Enter an EPI value for the CIP Safety input connections.
(EPI)
Output Expected Packet Interval Enter an EPI value for the CIP Safety output connections. You can
(EPI) select from the EPI values that can be set.

4 Ciick the OK button.
The EPI value that you entered or selected will be reflected in each CIP Safety connection set-

ting in the project file.

@ Connection Open Type Batch Setting
The function of Connection Open Type Batch Setting can switch open types of connection parame-
ters of CIP Safety connections at once. In addition, you can obtain safety signatures online from
each target device on the network and reflect it in the target device settings.
Refer to Editing Connection Parameters on page 5-20 for connection open types.
The procedure to use Open Type Batch Setting is described below.
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1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.
2 Go to Configurations and Setup — Communications — Safety — EtherNet/IP Safety

Connection Settings and double-click Connection Settings (Originator).
The following Connection Settings (Originator) Tab Page is displayed.
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5-24

Click the Batch connection settings button to select Open Type Batch Setting.
v EtherNet/IP Port 2 {192.168.250.1) Safaety Network Number :

rk

Comment ‘ EPI [ms] | Reaction Ti

| Active ‘ In/O

Target Device /
Targ mbly

(=] 192.168.2503 Gi-smip1624

¢ Safety Input + S, SO Combined Status - [2Bytes]
- Safety Qutput - [1Byte]

[= 1e21682502 GI-5iD1224

Device Bandwidth settings TUNID Batch Setting

_| AR

Information ------ Build started: Application: Open Type Batch Setting

The Open Type Batch Setting window is displayed.

[B] Open Type Batch Setting - m] X

Model Name SCTS /O Assembly
2 132 Safety Input + 51, SO Combined Status

Gl-SMD1624 0x33A513F8 Safety Output

GI-SID1224 0x33A513F8 : i ype Safety Input + Combined Status

¢ Input + 51, SO Combined Status

192.168.250.3 GI-SMD1624 0x00000000
5 utput

192.168.250.2 GI-SID1224 0x00000000 i e Type 2b  Safety Input + Combined Status

Cancel

The Open Type Batch Setting window consists of the items shown in the following table.

Item Description
Target Device Selec- Select target devices that change the open types or those that obtain and
tion Check Box change the signature codes. Unchecked target devices are not be subject to

setting changes.

Target List Displays IP addresses, model names, signature codes (SCCRC and SCTS),
open types of each connection, and I/O assemblies, of target devices.

The Type 2a/Type 2b Select the open type.

Selection Button Type2a: Check Safety Signature

Type2b: Open Only

The Change Button Reflects the open types selected with the Type 2a/Type 2b buttons in the tar-
get list.

At that point in time when you click the Change button, they are not reflected
in the project file. Only after you click the OK button, they will be reflected in
the project file.

The Get the signature | When you connect to the Communication Control Unit online, you can obtain
(SCID) from the the signature codes from the target devices for which Type 2a are set in the
target device Button open types.

The text colors will change to red when you change any settings.
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D Open Type Batch Setting

Get the signature (SCID) from the target device

Model Name

2 GlI-SMD1624

GI-SID1224

.3 GI-SMD1624

[ Open type |

/O Assembly
Type 2a  Safety Input + SI, 5O Combined Status
Type2a  Safety Output

Type 1 Safety Input + Combined Status

4 Confirm the changed contents and click the OK button.
The set open types and safety signatures (SCCRC and SCTS) of the target devices will be re-
flected in the project file.

Additional Information

E\

Change the open type to Type2a and then press the Get the signature (SCID) from the target
device button to obtain safety signatures from the target devices.

@ Target Device Operation
This function sets and operates a target device on the network online. The availability of each func-

tion depends on the operation specifications of the target device.

Function

Description

Calling method

Clear Memory

Clears the settings of target device.

Right-click the device to be set and se-
lectTarget Device—Clear Memory.

TCP/IP Settings

Sets such as the IP address of the
target device.

Right-click the device to be set and se-
lectTarget Device—TCP/IP Settings.

TUNID Setting

Sets TUNID of the target device.

Right-click the device to be set and se-

(Individually) lectTarget Device—TUNID Setting.

TUNID Batch Sets TUNID of multiple target devices | Click theTUNID Batch Settingbutton.

Setting at once.

Restart Restarts the target device. Right-click the device to be set and se-

lectTarget Device—Restart.

Lock Locks the configuration for the target | Right-click the device to be set and se-
device. lectTarget Device—Lock.

Unlock Unlocks the configuration for the tar- | Right-click the device to be set and se-

get device.

lectTarget Device—Unlock.

M Precautions for Correct Use

» This function depends on the operation specifications of the target device. Some operations
are not supported depending on the device functions.

 If you set TUNID to the target device, make sure that the correct TUNID is set to the intended
device under your responsibility. Also, ensure that all TUNIDs are unique across the system.
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@ Batch Export
You can use the batch export function to output CIP Safety connection settings for each

EtherNet/IP port to an export file or move the settings to other EtherNet/IP port. The procedure for

outputting to an export file is shown below.
1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Go to Configurations and Setup — Communications — Safety — EtherNet/IP Safety
Connection Settings and double-click Connection Settings (Originator).

3 Click the Export Button and select Output export file.
Safetyrvletworkriumbu:r Import 20

[ms] ‘

Safety Input + I, SO Combined Status - [2Bytes] 222,080 CIPOriginal

176.192 CIPOnginad

Safety Output - [1Byte]
[=] 1921682503 G1-smD1624

Destination:

—Select target devices
£8.250.2 GI-SMD1624
503 GI-5ID1224
50.4 GI-SMD1624
2.168.250.5 GI-SMD1624

The contents of the setting dialog box are as follows.

Description
Specify the export file (.tdsg extension) for the destination.

Item

Destination
Select target devices | Select the target devices to output to the export file.

4 Select the destination and target devices and click the Execute Button.
A batch export file for CIP Safety connection settings with a .tdsg extension is saved.

@ Batch Import
You can use the batch import function to import CIP Safety connection settings for each

EtherNet/IP port. Use the following procedure.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.
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2 Go to Configurations and Setup — Communications — Safety — EtherNet/IP Safety
Connection Settings and double-click Connection Settings (Originator).

3 Click the Import Button.
(192.168.250.1) Safety Network Number : Import  Export ¥

PecEork T —
Reaction Time [ms] ! €

‘ In/Cut | EG=ida i) Comment | EPI [me]

Target I/ Assembly

The Import Dialog Box is displayed.

Import = O X

Import file:

~lmport options —M8M8M8M8 —MMm
O Import the target de: nly
@ Import the target devices and assigned variables

Import the target nd assigned variables including variable
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& comments
(The displ comment cannot be selected because it is selected for other
than Comment 1.)

~Warning

When assigning a lot of variables, importing assigned variables can take a long

time.

Cancel

The contents of the setting dialog box are as follows.

Item Description
Import file Specify the file to be imported (extension .tdsg).
Import op- Select the import option. You can import data including assigned variables and variable
tions comments.

If the display comment is selected other than comment 1 in the option setting, the varia-
ble comments cannot be imported.
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4 Select the import file and import option, and click the Execute Button.
The connection settings to be imported are added to the Connection Settings (Originator) Tab
Page.

M Precautions for Correct Use

When you import the target device configuration file, the data integrity is not checked by CRC.
Always validate the correct configuration under your responsibility after the import and assure
proper execution before you use it for actual operation.

@ |IP Address Incremental Copy
You can use the IP address incremental copy function to replicate the CIP Safety connection set-
ting that has a difference only in the IP address part. Use the following procedure.

1 In the Multiview Explorer, select the Safety CPU Unit in the Controller Selection Box.
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Go to Configurations and Setup — Communications — Safety — EtherNet/IP Safety
Connection Settings and double-click Connection Settings (Originator).

Select desired CIP Safety connection, and right-click the connection and select IP Address
Incremental Copy.

¥ EtherMet/IP Port 1 (192.168.250.1)

| Active | In/Out ‘

Cut
Copy
Paste

Delete

IP Address Incremental Copy...

Import
Export

The IP Address Incremental Copy window is displayed.

IP Address Incremental Copy X

Source IP Address  SiskRNE Tt Ra={a e (ela]

—Copy settings

LEL Sl L 102 , 168 ., 250 . 101
Copy counts

Paste Cancel

4 Enter the target IP address and copy counts, and then click the Paste button.

The CIP Safety connection setting will be replicated by adding one to the IP address part for
the amount of the copy counts.

¥ EtherMet/IP Port 1 (192.16

Target f
Target sembly

E 192.168.250.100 GI-SMD1624

| Active | In/Qut ‘

R4~ Safety Input + 51, 50 Combined Status - [2Bytes]
L0 ] Safety Output - [1Byte]
E 192.168.250.101 GI-SMD1624

Lo L Safety Input + 51, SO Combined Status - [2Bytes]

£R=p Safety Output - [1Byte]

=

Safety Input + 51, SO Combined Status - [2Bytes]

Safety Cutput - [1Byte]
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I Target I/O Assembly Settings

To execute the CIP Safety I/0O communications between the Safety CPU Units, you need to configure
the 1/0O Assembly settings on the target Safety CPU Unit.

This section describes the procedure to enable or disable the /0 Assembly on the I/O Assembly Set-
tings Tab Page in the Sysmac Studio.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.
2 Select Configurations and Setup — Communications — Safety — EtherNet/IP Safety

Connection Settings and double-click I/O Assembly Settings (Target).
The 1/0 Assembly Settings (Target) Tab Page is displayed.

<cign device variables to the I/O ports on I/O Map view.

ActivefInactive]  InfOut | /O Assembly Name | Data Size [byte] | escription
W4  InputAssemblyl 16 This Input assembly cantains 128 entri FEBOOL type Input entry.
Lo F Input Assembly 2 16 This Input assembly contains 128 entries of SAFEBOOL type Input entry.
LS Input Assembly 3 8 This Input assembly contains 64 entries of SAFEBOOL type Input entry.
[ Y Output Assembly 1 8 This Output assembly contains 64 entries of SAFEBOOL type Output entry.

(3]
3
E~Y
(7]
1]
=
=]
@
[
k-]
-
=
)
(7]
=
1]
—
<
o
=
o
o
1]
7]
)
o
1Y)
-
[V
0
o
3
3
c
3.
o
Y]
=
)
=]
(7]

The 1/0 Assembly Settings (Target) Tab Page consists of the items shown in the following ta-
ble.

Item Description

suonesunwwo) Ajsses di0 ey dn bumes z-v-6

Active/lnactive Use this box to enable or disable each I1/0O Assembly. When you ena-
ble the assembly, a port is added to the I/O Map.

Selected: /0 Assembly is enabled.

Not selected: I/O Assembly is disabled.

In/Out Shows the data direction of each I/O Assembly.
: In — Data sent to the originator device.

: Out — Data received from the originator device.

1/0 Assembly Name The name of each I/O Assembly is displayed. It is same as the port
name displayed on the I/O Map.

Data Size [byte] The byte size of each 1/0 Assembly is displayed.

Description The description of each I/O Assembly is displayed.

Go To I/0 Map Button Click this button to open the I/O Map Tab Page.

Export Button Exports the target device settings as a file (extension .tds).

The following lists the types of selectable I/O Assembly.
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Assembly num-

Name Data direction Size
ber

InputAssembly 1 768(0x300) Input — Data sent to the origi- 16 bytes (SAFEBOOL x
nator device 128)

InputAssembly 2 769(0x0301) Input — Data sent to the origi- 16 bytes (SAFEBOOL x
nator device 128)

InputAssembly 3 770(0x0302) Input — Data sent to the origi- 8 bytes (SAFEBOOL x 64)
nator device

OutputAssembly 1 928(0x03A0) Output — Data received from 8 bytes (SAFEBOOL x 64)

the originator device

The activated 1/0 Assembly is displayed as a port on the 1/0O Map of the originator device to communi-
cate with as shown below. You can use it on a safety program by assigning a variable to the 1/O port.

ition | Port
» & CPU/Expansion Racks

| RW | Data Type

_§ EtherNet/IP Port 1 (Originator)
& FtherNet/IP Port 2 (Originator)

¥ & FtherNet/IP Port 1/2 (Target)

 NXBusN v " NX-SL5700
¥  Input Assembly 1

¥ Bytel
Bytel bitl
Bytel bitl
Bytel bit?
Bytel bit3
Bytel bit4
Bytel bitd
Bytel bith
Bytel bit7

p Byte?

p Byte3

» Byted

p Byte5

p Byteb

» Byte?

» ByteB

SAFEBOOL
SAFEBOOL
SAFEBOOL
SAFEBOOL
SAFEBOOL
SAFEBOOL
SAFEBOOL
SAFEBOOL

w
w
w
W
w
w
w
W

VELE Variable Comment

| l"u’.al:iab..le.'l'j,rpe

@ Precautions for Correct Use

The 1/0 Assembly for the Safety CPU Unit cannot be used with the tag data link connection.

I Connecting Target Devices of Other Manufacturers

To configure the CIP Safety communication settings for target devices manufactured by other compa-
nies, you need to create or install the EDS file for non-OMRON target devices.

® Creating an EDS File
This function can create an EDS file to set CIP Safety connections with a CIP Safety target device.
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M Precautions for Correct Use

» For contents to be specified, contact the manufacturer of the target devices.

» Always validate correct operations of the connection established by using the created EDS
files under your responsibility before you use it for actual operation. If there is an error in the
created EDS file, the Safety CPU Unit and the target device may not be able to connect.

* You can determine the created EDS (target device) by the EDSFileCRC since the EDSFi-
leCRC is automatically generated according to the contents of the EDS file. Make sure that
the displayed EDSFileCRC is what you intended, when you use the created EDS (target de-
vice).

The following procedure describes how to create an EDS file.

1 Right-click on the Connection Settings (Originator) screen and select the menu EDS Library
for CIP Safety.
The EDS Library for CIP Safety screen is displayed.

B £DS Library for CIP Safety - O X

= Vendor
[47] OMRON Corporation

suonesUNWWo) ejeq ssadoid Ajases ayy dn Bumes p-g

Install New EDS file
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2 Ciick the New EDS file button.
The New EDS file window is displayed.
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Mew EDS file - O b4

/O Assembly
© Input and Output @ Input only @ Output only

Itern Name
ation

12

Vendor Name A Corporation

Product Type 50
Product Type String Safety Discrete /0 Device

Product Code

Product Name

Major Revision

Minor Revision
Safety Input

Input Assembly Instance

Output Assembly Instance

Data Size

Multicast

Max Consumer Number
Safety Output

Input Assembly Instance

Output Assembly Instance

Data Size &
Configuration Assembly

Configuration Assembly Instance

0K

Cancel

Specify the information of the target device.

Item

Description

I/0O Assembly

Select the I/O assembly supported by the target device.

Input and Output: Select Input and Output when the target device supports the
input and output connections.

Input only: Select Input only when the target device supports the input connec-
tion only.

Output only: Select Output only when the target device supports the output
connection only.

Device Information

Specify the ID information of the device.

Vendor ID

Specify the vendor ID of the target device.
Used for the connection settings with the target device.

Vendor Name

Specify the vendor name of the target device.
Used for display on the Sysmac Studio.

Product Type Specify the product type of the target device.

Used for the connection settings with the target device.
Product Type String | Specify the vendor name of the target device.

Used for display on the Sysmac Studio.
Product Code Specify the product code of the target device.

Used for the connection settings with the target device.

Product Name

Specify the product name of the target device.
Used for display on the Sysmac Studio.

Major Revision

Specify the major revision of the target device.
Used for the connection settings with the target device.

Minor Revision

Specify the minor revision of the target device.
Used for the connection settings with the target device.

Safety Input

Enter the safety input connection information.

Input Assembly In-
stance

Specify the instance number of the input assembly for the safety input connec-
tion.

Output Assembly In-
stance

Specify the instance number of the output assembly for the safety input con-
nection.

Data Size

Specify the data size of the safety input connection.
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Item

Description

Multicast

Check the check box to use the multicast connection.

Max Consumer
Number

Specify the maximum number of consumers when you use the multicast con-
nection.

Safety output

Enter the safety output connection information.

Input Assembly In-
stance

Specify the instance number of the input assembly for the safety output con-
nection.

Output Assembly In-
stance

Specify the instance number of the output assembly for the safety output con-
nection.

Data Size

Specify the data size of the safety output connection.

Configuration Assem-
bly

Enter the configuration assembly information.

Configuration As-
sembly Instance

Specify the instance number of the configuration assembly.

Format Type

Specify the format type of the CIP Safety communications.

Safety Format Sup-
port

Select the supported format from the following.

Base Only: Only Base format is supported.

Extended Only: Only Extended format is supported (default).

Base and Extended: Both Base and Extended formats are supported.

3 Click the OK button to display the EDS contents to be created.
Check the contents and click the OK button.

| Mew EDS file

MinRev = 3;

[Device Classification
51 = EtherNetIP
Class2 = Safety;

[Params]
aml =
0)(0A04
0)((8
EPI
“ms’

1,1

Paransoiss
0,

Create and install an EDS file containing the following. Are you sure to continue?
5 OMRON Sysmac Studio Generated Electronic Data Sheet

[File]
DescText = "";
CreateDate = 01 01-2020;
CreateTime = 00:00:00;
ModDate = 01-01-2020;
ModTime = 00: DO 00;
Revision = 1.0
EDSFileCRC = OKD49856FE
[Device]
VendCode = 12;
VendName = "A Corporation”;
ProdType =
ProdCode =
MajRev = 2;

ProdName = "New Device”

]
50;
ProdTypeStr = Safety Discrete I/0 Device”
dCod 1680
]
Classl = i
= b
Par =
0, % reserved, shall equa
$ Link Path size, Link
% Descriptor
% Data Type
% Data Size in bytes
5 name
5 units
5 help string
10000 1000000,10000, 5 min, max, default da
000 1,0 3 mu'lt d1v base, off
$ mult, div, base, off
5 dec1ma'l p'Laces
|

% reserved, shall equa
% link Path Size. [ ink

4 The created EDS file is registered in the EDS Library for CIP Safety screen. After the registra-
tion is completed, the EDSFileCRC will be displayed in the dialog.

Install EDS file

Finished installing the EDS

file.

CRC of the EDS file is 16#D49866FE.

0K
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EDS Library for CIP Safety — m] ®

= Vendor
[47] OMRON Corporation
[12] A Corporation

Install New EDS file

@ Exporting the EDS File

You can reuse the created EDS file on other computers by exporting it.
The procedure to export the EDS file is described below.

1 Right-click on the Connection Settings (Originator) screen and select the menu EDS Library
for CIP Safety.
The EDS Library for CIP Safety screen is displayed.

EDS Library for CIP Safety — m] ®

= Vendor
[47] OMRON Corporation

Install New EDS file

2 Click the Export button.
The export window is displayed.
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B Export X
€« v 4 » ThisPC » Desktop > New folder v O Search New folder »
Organize »  New folder =~ @

Name . Status Date modified Type Size
3t Quick access

T Ne items match your search. ?‘I

S

i Network (7]

1]

=3

=]

«Q

c

T

-

=

o

o

o2

1]

—

<

v

=

o

[

1]

7]

7]

5

File name: v‘ B

Saveas type: | CIP Safety EDS fle (*eds) v o0

o

A Hide Folders 3

3

5

Specify the folder and the file name and then click the Save button to save the EDS file. g

-

=

=]

(7]

@ Installing the EDS File

You can install and reuse EDS files created on other computers.
The procedure to install the EDS file is described below.

1 Right-click on the Connection Settings (Originator) screen and select the menu EDS Library
for CIP Safety.

Safety |
of connect]

W EtherNet/IP Port 1 (192.168.1.1)

‘ Active ‘ In/Out ‘

suonesunwwo) Ajsses di0 ey dn bumes z-v-6

v

W EtherMet/IP Port 2 | e e
Target Device »

Target D

‘ Active EDS Library for CIP Safety..  (REIGIS

The EDS Library for CIP Safety screen is displayed.

NX-series Safety Control Unit User's Manual (Z930) 5-35



5 System Configuration and Setup

5-36

B8] eDs Library for CIP Safety - m] X

ON Corporation
ty Discrete /0 Device

G 24
= [768] Network Controller

NX-SL5500
NX-SL5700

Install

Click the Install button and select the EDS file for the target device you will add. Then, click the

Open button.
After the installation is completed, the EDSFileCRC will be displayed in the dialog. Make sure

the intended EDS is installed.

Install EDS file

Finished installing the EDS file.
CRC of the EDS file is 16#D49866FE.

OK

The non-OMRON target device is added to the EDS Library for CIP Safety.

Click the Close button to close the EDS Library for CIP Safety screen. The device registered to
the EDS Library for CIP Safety is displayed in the list of connectable target devices in the Tool-
box on the Connection Settings (Originator) screen.

Precautions for Correct Use

« If you install third-party EDS files, always validate correct operations of the connection estab-
lished by using the installed EDS files under your responsibility before you use it for actual

operation.
* Make sure that the displayed EDSFileCRC is what you intended, when you use the installed

EDS (target device).
- EDS files (target devices) with different EDSFileCRCs are registered as different target devi-

ces.
* In order to open a project file, you need to install the EDS files for the target devices included

in the project file.

Additional Information

For details on the target devices that can be configured in the CIP Safety communication set-
tings, contact the manufacturer of the target devices.
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@ Uninstalling the EDS File
To uninstall the EDS file, select a target device to delete from the list on the EDS Library for CIP
Safety screen, and then click the Uninstall button.

5-4-3  Calculating the Number of Connections

@ Calculating the Number of Safety /0 Connections for the Safety CPU Unit

You must specify the total number of CIP Safety originator connections, CIP Safety target connec-
tions, and FSoE master connections, which must be set within the number of safety I/O connec-
tions that you can set for the Safety CPU Unit. You cannot set the number that exceeds the number
of safety I/O connections that you can set.

m Precautions for Correct Use

There is a restriction on the data size that can be communicated between the Safety CPU Unit
and the NX Bus Master, as well as the restrictions on the number of Safety I/O connections.
This data size includes exposed variables. You can check the usage on the Memory Usage Tab
Page of the Sysmac Studio.
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» Counting the Number of CIP Safety Originator Connections
For the CIP Safety originator connections, you can establish a unidirectional input or output com-
munication with a CIP Safety target per connection. Two connections are used to establish bidir-
ectional input and output communications.

» Counting the Number of CIP Safety Target Connections
CIP Safety target connections have the single-cast connection and the multi-cast connection.
For the single-cast connection, you can establish a unidirectional input or output communication
with a CIP Safety originator per connection. Two connections are used to establish bidirectional
input and output communications.
For the multi-cast connection, you can establish a unidirectional input communication with multi-
ple CIP Safety originators per connection.

suoldsuUu0) Jo JsquinN ayl 6u!19|n0|e() -G

» Counting the Number of FSoE Master Connections
For the FSoE master connections, you can establish bidirectional input and output communica-
tions with a FSoE slave per connection.

» Example of Calculating the Number of Safety 1/0O Connections
A calculation example of using the combination of the NX-series CPU Units and Safety CPU
Units is given below.
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| & G G G G |
— |
|7
|1
M
|
L fud 7] L (7]
NX-series Safety NX-series Safety NX-series Safety
CPU Unit  [CPU Unit CPU Unit  [CPU Unit CPU Unit  [CPU Unit
(A) (A) (B) (B) ©) (©)
W lyd ~ [ i'“
(M+=——--- == - -
| oty
: + ¥ - 0 CIP Safety Originator
1 W O | O l QLT O
0 CIP Safety Target
EtherCAT | Safety | Safety 1S-series 1S-series
Coupler | Input [ Output Servo Servo GD FSoE Master
Unit Unit Unit Drive Drive 9 FSOE Slave
————— Single-cast Connection
——  Multi-cast Connection
Number of CIP Safe- | Number of CIP Safe- | Number of FSoE Total (X+Y
ty originator connec- ty target connec- master connec- +2)
tions (X) tions (Y) tions (2)
Safety CPU Unit (A) | 2 1
Safety CPU Unit (B) | 2 1
Safety CPU Unit (C) | 2 1 2 5

@ Calculating the Number of Routable CIP Safety Connections for the NX-
series CPU Unit or NX-series EtherNet/IP Unit
You must specify the total number (m+n) of targets that establish connections as an originator (m)
and originators that establish connections as a target (n), which must be set within the maximum
number of routable CIP Safety connections for the NX-series CPU Unit. If you set a number that
exceeds the maximum number of routable CIP Safety connections, the CIP Safety Originator
Connection Not Established Error (80310000 hex) will occur. In addition, if the total number of CIP
Safety originator connections and CIP Safety target connections exceeds the number of routable
CIP Safety connections, you cannot perform the connection settings.
If a multi-cast connection is opened for multiple CIP Safety originators and connections, the num-
ber of originators that establish connections as a target becomes the number of CIP Safety origina-
tors.
If more than one single-cast connection is established for a CIP Safety target device, the number of
targets that have established connections as an originator is equal to the number of single-cast
connections.

» Example of Calculating the Maximum Number of Routable CIP Safety Connections
A calculation example of using the combination of the NX-series CPU Units and Safety CPU
Units is given below.
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1]
fud L (7] Ld (7]
NX-series Safety NX-series Safety NX-series Safety
CPU Unit | CPU Unit CPU Unit  |CPU Unit CPU Unit  |CPU Unit
(A) (A) (B) (B) ©) ©)

m _ m ’@r m e

|
; X X ¥ @ CIP Safety Originator
w WO | e W QLT OW
o CIP Safety Target
EtherCAT | Safety | Safety 1S-series 1S-series
Coupler | Input | Output Servo Servo @ FSoE Master
Unit Unit Unit Drive Drive 9 FSOE Slave
————— Single-cast Connection

——  Multi-cast Connection
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Number of targets that estab- | Number of originators that
lish connections as an origi- | establish connections as a | Total (m+n)
nator (m) target (n)

NX-series CPU Unit (A) | 2
NX-series CPU Unit (B) | 2
NX-series CPU Unit (C) | 2 2 4
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5-5 Safety I/O Functions

You set the safety input functions and safety output functions of the Safety 1/0 Units when you assign
input devices and output devices to the Safety I/0 Units with the Sysmac Studio.

This section describes how to assign devices that are connected. Refer to 4-3-1 Safety Input Function
on page 4-10 and 4-3-2 Safety Output Function on page 4-32 for details on the safety input functions
and safety output functions.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Go to Configurations and Setup — Communications — Safety — Safety 1/0. Under the Safety
I/O Unit name, double-click Parameters.
The Parameters Tab Page shown below is displayed.

S5 Output A Build

T0:Not Used

The items in the Parameters Tab Page of safety slave unit setting are described below.

Letter Name Function
(a) NX Bus Master | This pane lists NX bus masters to which the Safety I/O Unit that can perform
List Pane safety communications with the Safety CPU Unit is mounted.
(b) | NX Unit Config- | This pane shows the configuration of the NX Units that are connected to the

uration Pane

NX bus master.

Toolbox

The toolbox displays the input and output devices that can be set for the
Safety I/O Units.

Parameter Set-
tings Pane

This pane is used to make settings for the input and output devices that are
set for the Safety I/O Units. You can arrange the devices, set diagnosis func-
tions, change icons, etc.

Refer to A-8 Icon list for Safety Slave Unit Parameters on page A-86 for de-
tails on changing icons.

5-40
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3 Select a device from the Toolbox to connect to the safety input terminal or safety output termi-
nal of the Safety I/O Units, and drag it to the desired I/O terminal.

<Search>

H Emergency Stop Switch f
Ea Emergency Stop Switch f

el 7 = ﬂ Safety-door Switch for Di
= Safety-door Switch for Di

Safety-door Switch for Si

> - Safety Limit Switch for Dt
rograraming = ; e | Drag & DrOp
nter a comment. ] Safety Limit Switch for Di

Safety Limit Switch for Si
% Two-hand Switches
Safety Key Selector Switc
Safety Key Selector Switc
Safety Key Selector Switc
“ Enabling Switch

B Input Device: Safety Sensc

NXBusMa--

new SafetyCPUD v D
NX-C5G320
L] Configurati NXBUs

Multiview Explorer [ 0 = T I ocibox

Empty. Select ar

o
;

&
4
2
@
~

<
=
o
m
c
E]
5]
=
)
=]
]

T0: Not Used
T1: Not Used

H Filter Ed Settings Detail Settings List

£f Output A4, Build

When you drag the device to connect to a terminal where it can be dropped, a + mark appears
below the mouse cursor as shown below.

Empty. Select an external device from the Toolbox and drag & drop to the target terminal. =
Nodel/Unit2 : NX-SID800 (N40 : Instance26)
Si00
i01
+
Si02
Si03
Si05
Si06 5i00 Si01
Sio7 ® e
TO o T1
Si025i03
TO u T1
Sild: Si05
TO 0 T1
Si06: Si07
TO: Not Used
T1: Not Used

Winng| Detail Settings Detail Settings List

4 When you complete the settings, the following is displayed. Change the settings and enter
comments.

NX-series Safety Control Unit User's Manual (Z930) 5-41



5 System Configuration and Setup

5-42

Multiview Explorer T Expa W5 Saf: I T x| ~ Toolbox

'w Input Device: Safety Switd

Ea Emergency Stop Switch
[a Emergency Stop Switch

Safety-door Switch for D

Emergency Stop Switch for Dual Channel Equivalent NXBusMaster/Unit2 : NX-SID800 (N2 : Instanc}

=== iH

Safety Limit Switch for Dual Channel Equivalent

Safety-door Switch for D

i Si02
§ =—r

T

Safety Key Selector Switch for Dual Channel Equivalent

At
’ﬁ - afety Key Selector Switc

R
Bt Satety Light Curain il

0S$8D1 afety Key Selector Switc

|

Enabling Switch

¥ Input Device: Safety Sensc

Safety Light Curtain

I [Cverview
T0: Test Output {mechanical contact) T e el
T1: Tack Ot ot frmach tart)

ST fety Light Curtain.

- input channels.

= — ings Detail Settings List
A Filter F L | 23 s | B - Input settings are as

i Output & Build

Refer to 4-3-1 Safety Input Function on page 4-10 and 4-3-2 Safety Output Function on page 4-32 for
the 1/0 devices that you can connect and the settings for each 1/O device.

M Precautions for Correct Use

If you select an input device that cannot be set for a Safety Input Unit, an error will occur and
the frame around the input device will be displayed in red.

{i Single Beam Safety Sensor

%

@ Additional Information

The 1/0O terminal comments on the Parameters Tab Page are linked to the device variable com-
ments and the global variable comments.
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5-6 Registering Device Variables

Device variables are used to access data in devices (slaves and Units).
This data is accessed through a port that acts as an interface to an external device. This logical port is
called an "I/O Port".

To make the values of the I/O on the Safety I/O Units, Safety I1/0 Terminal and the other Safety CPU
Unit available in the safety program in the Safety CPU Unit, you must register device variables for the
I/0O ports on the Safety I/0O Units, Safety I/O Terminal and the other Safety CPU Unit.

This section describes how to assign device variables to 1/0 ports through the I/O Map of the Safety
CPU Unit.

® Registering New Variables or Creating Them Automatically
If the Controller configuration and the external devices to connect are finalized before you register
the variables that are used in the program, you can create the device variable for the 1/O ports by
manually entering the device variable name, or by creating them automatically.

so|qeliep ad1neg Bulisysibay 9-

1 On the Safety CPU Unit Setup and Programming View, select Configurations and Setup and
double-click I/O Map.
The 1/0 Map will be displayed.

800 Automatically create the
T . device variable name.
0 Logical Va e =21 DeviceName_PortName
BO N2_5i02_Logical Value <& |Global Variables
BOO
BOO N2 5i04_Logical Value |Global Variables
BOO -
ois MMINZ_Si06_Logical_Value [Global Variables
BOO N2 5i07_Logical Value |Global Variables
fols MlINZ_Safety_Connection_Status lobal Variables
N2 Safety Input Terminal_Statu: lobal Variables
AFEBO N3_Safety_Connection_Status lobal Variables
BO: N3_Safety_Output_Terminal_Stat| lobal Vanables
AFEECO N2 5000 Output_Value Gl - -
B N3_5001_Output_Value cid If the safety I/O terminals to
3=:(ele/RIN3 5002 Output Value 6 which devices are connected
S 153 5503 Ounixit Value 59 are set to Dual Channel Mode,

an error occurs if you attempt
to allocate an odd-numbered

terminal.
AFEECO IPTarget Instance0 Bytel bit0 [Global Variables
O IPTarget_Instance0_Bytel bitl |Global Variables
AFEBOO IPTarget Instance0_Bytel bit2 |Global Variables
BO IPTarget Instance0 Bytel bit3 |Global Variables
BOO IPTarget_Instance0_Bytel bit4 [Global Variables
0 TPTarget_Instance0_Bytel_bits [Global Variables

2 Select an I/O port in the 1/0O Map for the Safety CPU Unit, and enter a variable name directly in
the Variable Column. Or, select a Unit or I/O port, and then right-click and select Create
Device Variable from the menu.

If you choose the Create Device Variable command, the device variables are automatically
named with the device name and port name. The device variables that you enter or automati-
cally create are registered in the global variable table.

NX-series Safety Control Unit User's Manual (Z930) 5-43



5 System Configuration and Setup

® Selecting from the Registered Variables
If the variables that are used in the program are registered before you finalize on the Controller
configuration and the external devices to connect, you can select and assign variables to the 1/0
ports for the safety 1/0 terminals as long as the variables are registered in the variable table.

1 On the Safety CPU Unit Setup and Programming View, select Configurations and Setup and

double-click 1/0 Map.
The I/O Map will be displayed.

2 Select an I/O port and select a user-defined variable from the list of variables that are regis-
tered in the variable table to assign the variable to that I/O port.

@ Additional Information

If the 1/O terminals on the Safety I/0O Units are set to Dual Channel Mode, the device variable
can only be assigned to an even-numbered terminal.

@ Importing from a CSV File
You can register device variables all at once by exporting the current I/O Map display content as a
CSV format file and importing the content after editing with a spreadsheet application.

1 On the Tools menu, select /0 Map - Export.

Import...

Variable Comment (Safety Program) r Import (Include variable comment)...
IEC 61131-10 XML a -

Generate Safety Data Logging Settings File...
Generate Safety Unit Restore File...

Customize Shortcut Keys...
Option...

2 Save the CSV file to any location.

3 Open the CSV file in a spreadsheet application.
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Sysmac StW¥er.1.0

Level Position Paort R Data Type Wariahle Yariahle Comment
0 [Network] CPU/Expansion Racks
1 NXBusMaster N¥102-1200

1 NiBusMaster/Unit2  NX-SIDBOOD

2 Safety Inputs

3 Si00 Logical Yalue R SAFEBOOL  ESTOP_Sill Emergency Stop S-IHD1
B Si0l Logical Yalue R SAFEBOOL

3 Si0Z Logical Yalue R SAFEBOOL  Door _SiDZ_R Door S-IHOZ

3 Si03 Logical Yalue R SAFEBOOL

3 Si04 Logical Yalue R SAFEBOOL  Door_8i03_L Door 5-IHO3

3 $i05 Logical Yalue R SAFEBOOL

3 Si06 Logical Yalue R SAFEBOOL  ResetSwitch_ROI Reset Switch RO1
3 Si07 Logical Yalue R SAFEROOL

2 Status

3 Safety Connection Status R SAFEBOOL N2 _Safety_Connection_Status

3 Safety Input Terminal Status R SHFEBOOL  NZ _Safety_Input_Terminal _Status

1 NiBusMaster/Unit3  NX-SIH400

2 Safety Inputs and Status

E] Si00 Logical Yalue R SHFEBOOL  SRT_EDM_Si0A EOM_S-INOG

3 Si01 Logical Yalue R SAFEBOOL  SRT_EDM_Si0A EDM_S-INDG

B Si02 Logical Yalue R SAFEBOOL  SR2_EDM_Si07 EOM_S-INO7

3 $i03 Logical Yalue R SHFEBOOL  SRZ_EDM_Si0B EDM_S-INDB

3 Safety Connection Status R SHFEBOOL N3 _Safety_Connection_Status

3 Safety Input Terminal Status R SAFEBOOL (N3 Safety Input Terminal Status

4 In the Variable and Variable Comment columns, set any variable name and variable com-
ment.
After you edit data with a spreadsheet application, save the data in the CSV format (UTF-8).

so|qeliep ad1neg Bulisysibay 9-

5 From the main menu, select Tools - /0 Map - Import or Import (Include variable comment).

Ld
Variable Comment (Safety Program) Import {Include variable comment)...

IEC 61131-10 XML Export...
Generate Safety Data Logging Settings File..,
Generate Safety Unit Restore File..

Customize Shortcut Keys...
Option...

Import imports only the Variable column of the CSV file. Even if you edited the Variable Comment
column in the CSV file, the changes are not applied to the I/O Map.

Import (Include variable comment) imports the content of the Variable column and the Variable
Comment column of the CSYV file. If the registered variable is assigned by the Import (Include
variable comment) function, the content of the Variable Comment column is applied.

m Precautions for Correct Use

* When you register device variables by importing a CSV file, the data integrity is not checked
by CRC. Always validate the correct variable assignments under your responsibility after the
import and assure proper execution before you use it for actual operation.

* When the display comment is set to other than Comment 1, the /O Map Import (Include
variable comment) and Export cannot be executed.

* When you import a CSV file with its Variable column left blank, the variable assignments are
canceled.
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/0 Ports for Safety I/O Units That Are Displayed in the I/0 Map of

the Safety CPU Unit

The 1/O ports for Safety 1/0 Units that are displayed in the I/O Map of the Safety CPU Unit are descri-

bed in this section.

® NX-SIH400 Safety Input Unit

Port Data type \?VI Name Description f:jl-t
Si00 Logical SAFE- R Si00 Logical Gives the status of safety input terminal Si00. 0
Value BOOL Value 0: OFF, 1: ON
Si01 Logical SAFE- R Si01 Logical Gives the status of safety input terminal Si01. 0
Value BOOL Value 0: OFF, 1: ON
Si02 Logical SAFE- R Si02 Logical Gives the status of safety input terminal Si02. 0
Value BOOL Value 0: OFF, 1: ON
Si03 Logical SAFE- R Si03 Logical Gives the status of safety input terminal Si03. 0
Value BOOL Value 0: OFF, 1: ON
Safety Con- SAFE- R Safety Con- This flag indicates when a safety connection is 0
nection Status | BOOL nection Status | active. Use it for an input to the Activate terminal
on a safety FB or for safety connection/discon-
nection applications.
Safety Input SAFE- R Safety Input This flag indicates the status of the safety input 0
Terminal Sta- | BOOL Terminal Sta- terminals.
tus tus 0: An error has occurred on one of the safety in-
put terminals.
1: All of the safety input terminals are normal (no
errors).
® NX-SID800 Safety Input Unit
Port Data type \?\II Name Description f:zl-t
Si00 Logical SAFE- R Si00 Logical Gives the status of safety input terminal Si00. 0
Value BOOL Value 0: OFF, 1: ON
Si01 Logical SAFE- R Si01 Logical Gives the status of safety input terminal Si01. 0
Value BOOL Value 0: OFF, 1: ON
Si02 Logical SAFE- R Si02 Logical Gives the status of safety input terminal Si02. 0
Value BOOL Value 0: OFF, 1: ON
Si03 Logical SAFE- R Si03 Logical Gives the status of safety input terminal Si03. 0
Value BOOL Value 0: OFF, 1: ON
Si04 Logical SAFE- R Si04 Logical Gives the status of safety input terminal Si04. 0
Value BOOL Value 0: OFF, 1: ON
Si05 Logical SAFE- R Si05 Logical Gives the status of safety input terminal SiO5. 0
Value BOOL Value 0: OFF, 1: ON
Si06 Logical SAFE- R Si06 Logical Gives the status of safety input terminal Si06. 0
Value BOOL Value 0: OFF, 1: ON
Si07 Logical SAFE- R Si07 Logical Gives the status of safety input terminal Si07. 0
Value BOOL Value 0: OFF, 1: ON
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De-
fault
Safety Con- SAFE- Safety Connec- | This flag indicates when a safety connectionis |0
nection Status | BOOL tion Status active. Use it for an input to the Activate termi-
nal on a safety FB or for safety connection/
disconnection applications.

Port Data type Name Description

Pls =z

Safety Input SAFE- R Safety Input This flag indicates the status of the safety input | O
Terminal Sta- BOOL Terminal Status | terminals.
tus 0: An error has occurred on one of the safety

input terminals.
1: All of the safety input terminals are normal
(no errors).

® NX-SOH200 Safety Output Unit

so|qeliep ad1neg Bulisysibay 9-

Port Data type \TVI Name Description f:ﬁl-t
Safety Con- SAFE- R Safety Con- This flag indicates when a safety connection is ac- | 0
nection Sta- BOOL nection Status | tive.
tus Use it for an input to the Activate terminal on a

safety FB or for safety connection/disconnection
applications.
Safety Output | SAFE- R Safety Output | This flag indicates the status of the safety output 0
Terminal Sta- | BOOL Terminal Sta- | terminals.
tus tus 0: An error has occurred on one of the safety out-

put terminals.
1: All of the safety output terminals are normal (no

errors).
So000 Output | SAFE- w So000 Output Gives the status of safety output terminal So00. 0
Value BOOL Value 0: OFF, 1: ON
So001 Output | SAFE- w So001 Output Gives the status of safety output terminal So01. 0
Value BOOL Value 0: OFF, 1: ON
@ NX-SOD400 Safety Output Unit
Port Data type svl Name Description f::l-t
Safety Con- SAFE- R Safety Con- This flag indicates when a safety connection is 0
nection Status | BOOL nection Status | active.
Use it for an input to the Activate terminal on a
safety FB or for safety connection/disconnection
applications.
Safety Output | SAFE- R Safety Output | This flag indicates the status of the safety output | O
Terminal Sta- | BOOL Terminal Sta- terminals.
tus tus 0: An error has occurred on one of the safety out-
put terminals.
1: All of the safety output terminals are normal
(no errors).
So00 Output SAFE- W So00 Output Gives the status of safety output terminal So00. 0
Value BOOL Value 0: OFF, 1: ON
So001 Output SAFE- w So001 Output Gives the status of safety output terminal So01. 0
Value BOOL Value 0: OFF, 1: ON
S002 Output SAFE- w S002 Output Gives the status of safety output terminal So02. 0
Value BOOL Value 0: OFF, 1: ON
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R/ De-
Port Data t N D ipti
o ata type W ame escription fault
So003 Output SAFE- w S003 Output Gives the status of safety output terminal So03. 0
Value BOOL Value 0: OFF, 1: ON
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5-7 Exposing Variables to Standard Con-
trollers

This section describes how to control and monitor a Safety CPU Unit from a standard controller
through standard process data communications.

5-7-1 Exposing Global Variables

To ensure that global variables in the Safety CPU Unit are not accidentally used by a program of the
standard controller, they are not assigned to the standard controller at the time of their setting.

When you set global variables in the Safety CPU Unit for standard process data communications, the
variables are exposed as I/O ports in the I/O Map of the CPU Rack and Communications Coupler Unit.

When the target unit is connected to the CPU Unit or the EtherCAT Coupler Unit is used, the global
variable of the Safety CPU Unit can be accessed using the program of the NJ/NX-series CPU Unit by
allocating the variable to the exposed 1/O port.

The I/O Map of the NJ/NX-series CPU Unit displays the data types that correspond to the data types
of the exposed Safety CPU Unit variables.

The following table gives the variable data types that can be exposed for Safety CPU Unit and the cor-

sJ19[|043U0) piepue)s o} sajqeliep Buisodxg 2-¢

responding data types that are displayed for the NJ/NX-series CPU Unit. ¢
Variable data type that can be exposed for Safe- | Data type displayed for NJ/NX-series CPU | Data size E
ty CPU Unit Unit in bytes 8

BOOL BOOL 1 %
BYTE USINT 1 )
WORD UINT 2 :’z)
INT INT 2 g;_'
DINT DINT 4 @

The variables that can be exposed for the Safety CPU Unit are restricted as given in the following ta-
ble.

Item Restriction

Number of exposed variables | Inputs | 254 variables max.

Outputs | 253 variables max.

M Precautions for Correct Use

» There is a restriction on the data size that can be communicated between the Safety CPU
Unit and the NX bus master, as well as the restrictions on the number of exposed variables.
This data size limit includes FSoE communications and CIP Safety communications. You can
check the usage on the Memory Usage Tab Page of the Safety CPU Unit.

« If the settings cause a limit to be exceeded, a red "!" icon is displayed by Exposed Variables
in the Multiview Explorer.
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5-7-2  Setting Exposed Variables

This section describes how to expose Safety CPU Unit variables to a standard controller. Exposed
Safety CPU Unit variables (exposed variables) appear in the 1/0 Map of the NX Bus Master.

Use one of the following methods to set exposed variables.

* Register new variables on the Exposed Variables Tab Page.

» Select global variables on the Exposed Variables Tab Page.

» Set the Expose Column for global variables.

» Copy global variables and paste them on the Exposed Variables Tab Page.

The procedures for these methods are given below.

M Precautions for Correct Use

« If you change the input/output value of the exposed variable, the device variable allocated to
the standard CPU Unit will be cancelled. In this case, you need to assign the device varia-
bles, and then transfer the settings and programs to the standard CPU Unit.

 If you change the exposed variable, you must transfer the settings and programs to the
standard CPU Unit. After you transfer the settings and programs, check that the operation of
the standard CPU Unit is correct.

« If you change the exposed variable in the EtherNet/IP Slave Terminal configuration, the 1/0
allocations of the EtherNet/IP Couplers Unit will be changed. Check that the operation of the
EtherNet/IP Coupler Unit is correct.

I Registering New Variables on the Exposed Variables Tab Page

Use the following procedure to register variables on the Exposed Variables Tab Page when those vari-
ables are not registered as global variables. The registered exposed variables are automatically regis-
tered as global variables.

1 Double-click Exposed Variables under Configurations and Setup — Communications —
Standard — Slave /0.
The Exposed Variables Tab Page is displayed.

Multiview Explorer - 1 ™ Exposed Variables x
new_SafetyCPUD v |:| ¥ Output (Output from Safety CPU Unit)

&4 Configurations and Setup

Name | Data Type Comment

ap

S Fogenmng |

¥ Input {Input to Safety CPU Unit)
Name Data Type Comment
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2 Enter the variable name in the Name Column of the output table or input table.
The variable that you entered is registered in the exposed variable table and in the global vari-
able table.

Name | DataType | Initial Value | Constant | Expose

I Setting the Expose Column for Global Variables

1 Register global variables with standard data types.
Refer to 6-5-3 Registering Variables on page 6-37 for details on registering variables.
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Multiview Explorer >~ I 5] :
=

new_SafetyCPUD v | Initial Value | Constant | Expose | Comment |

2 Select the Expose Column for global variables, and then select Input or Output.
The selected variable is registered in the exposed variable input table or output table.

o
N
N
w
@
2
>
Q@
m
x
s}
o
(%]
®
o
&
=.
)
o
®
»

Multiview Explorer = Gﬂ tandz

new_SafetyCPUO v | Name Jata Ty | Initial Value | Constant | .E:<pcnse | Comment |

| Do not expose

Do not expose

Copying Global Variables and Pasting Them on the Exposed Varia-
bles Tab Page

Use the following procedure to select variables on the global variable table and set them as exposed
variables.
You can select more than one global variable.
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1 Register global variables with standard data types.
Refer to 6-5-3 Registering Variables on page 6-37 for details on registering variables.

Multiview Explorer ~ '@'l I :i.m_fabhﬂvaﬁabh @

new SafetyCPU0 ¥ | Data Type | Initial Value | Constant | Expose |  Comment |

2 Right-click one or more global variables and select Copy from the menu.
The selected global variables are copied.
Press the Shift Key or Ctrl Key to select more than one global variable.

Multiview Explorer

new _SafetyCPUD ¥ [ml Name ata Type a Expose | Comment |

Create New

Cut

Delete

Undo

3 Right-click in the Exposed Variables Tab Page and select Paste from the menu.
The global variables are set as exposed variables.
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Multiview Explorer - 1 @] Stand : war| B m

new SafetyCPUD ¥ ‘ | ¥ Output (Output from Safety CPU Unit)
Ll Name [ Data Type

Create New

sJ19[|043U0) piepue)s o} sajqeliep Buisodxg 2-¢

4 To change the 1/0 setting for an exposed variable, right-click the exposed variable and select
Move To Output or Move To Input from the menu.
Press the Shift Key or Ctrl Key to select more than one exposed variable.

¥ Output
Name Data Type Name Data Type
Create New Create New
Move To Input Move To Qutput
Cut Cut
Copy Copy
Paste
Reset Assignment Reset Assignment

Delete Variable Delete Variable

se|qeuep pesodx3 Bumes g-/-G

Select All Select All

I Selecting Global Variables on the Exposed Variables Tab Page

Use the following procedure to select registered global variables on the Exposed Variables Tab Page
and set them as exposed variables.

1 Register global variables with standard data types.
Refer to 6-5-3 Registering Variables on page 6-37 for details on registering variables.
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Multiview Explorer

| Initial Value | Constant | Expose | Comment |

new_SafetyCPUD v

2 Double-click Exposed Variables under Configurations and Setup — Communications —

Standard — Slave 1/0.
The Exposed Variables Tab Page is displayed.

Multiview Explorer ~ /i j Stz
' Output (Output from Safety CPU Unit)

m
new_SafetyCPUD | |
L Name | Data Type Comment

¥ Input (Input to Safety CPU Unit)
Name v Data Type [

3 Enter the name of the variable to expose (the global variable that was registered in step 1) to

the NJ/NX-series CPU Unit.
You can also enter the first letter of the global variable in the Name Box to display a list of can-

didates, and then double-click the desired variable.
o (-]

¥ Output (Output from Safety CPU Unit)
Name | Data Type Comment

5-7-3  Safety CPU Unit Status

If you place a Safety CPU Unit on the NX bus of a NX Bus Master, standard process data communica-

tions are performed automatically.
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@ Using an CPU Unit or EtherCAT Coupler Unit

The status of a Safety CPU Unit is displayed as 1/O ports in the 1/0 Map of the NJ/NX-series CPU
Unit.

You can use the I/O ports to monitor the status of the Safety CPU Unit from the NJ/NX-series CPU
Unit.

New Project A, Configurations and Setup O
new_Controller_0 L | I | +

Port | Description | R/W |Data Type
I Partial Fault Partial fault R BOOL
[ Major Fault Major fault R BOOL
201(E001) : Offline ||| » NX Unit Registration Status 125  Status whether the NX Unit is registered to | R
) (N1) _ » NX Uni Data Active Status 12! Status whether the NX Unit [/O data is contr R
201{E002) : Offline Ur ¥  NX-5L3300
D800 (N2) [ ' Safety CPU Status Status of Safety CPU Unit for monitoring R
OD400 (N3) =] D00 Normal Operating Safety program is running without any fault R
3317 (N4) D01 Program Operating Safety program is running R

Unit 4 : NX-0C2633 (N3} [ D02 No Fault No system event more than Minor Fault occ R
‘Expansion Racks 1l afety nnectio All safety master connections are establishel R
1 : e R

Refer to A-5 Safety CPU Unit Status on page A-72 for details on the items in the Safety CPU Unit
status.
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@ Using an EtherNet/IP Coupler Unit
The Safety CPU Unit status is assigned in the I/O Map of the Communications Coupler Unit. You
can check the 1/0 allocation information of Communications Coupler Unit on the Edit I1/0
Allocation Settings Pane.
You can use this status to monitor the status of the Safety CPU Unit.

5-7-4  1/0O Ports for Safety 1/0 Units

You can access the values of the ports for Safety I/O Units from a standard controller.

@ Using an CPU Unit or EtherCAT Coupler Unit
To access the value of an I/O port that is displayed in the I/O Map of the Safety CPU Unit, assign a
variable to the corresponding I/O port in the 1/0O Map of the NJ/NX-series CPU Unit.
Refer to A-6 I/O Ports of Safety I/O Units on page A-74 for descriptions of the 1/O ports for Safety
I/0 Units that are displayed in the 1/0O Map of the NJ/NX-series CPU Unit.

spun O/I Ayeyes Joy suod O/l v-1-G

@ Using an EtherNet/IP Coupler Unit
1/0 port values are allocated in the I/O Map of the Communications Coupler Unit. You can check
the 1/0 allocation information of Communications Coupler Unit on the Edit I/O Allocation Settings
Pane.
Refer to A-6 I/O Ports of Safety I/O Units on page A-74 for descriptions of the 1/0O ports for Safety
1/0 Units.

@ Additional Information

You can only read the values of the ports of Safety I/0O Units from an NJ/NX-series CPU Unit or
other standard controller. You cannot write the values.

5-7-5 1/0O Refreshing Method

This section describes the 1/O refreshing method of the Safety Control Unit.
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® 1/O Refreshing Method

Only Free-Run refreshing can be used for Safety Control Unit.
With Free-Run refreshing, the refresh cycle of the NX bus and the I/O refresh cycle of the NX Units

operate asynchronously.
The Safety CPU Unit reads inputs and refreshes outputs according to the safety task period.
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5-8 Setting Standard Process Data Com-
munications

This section describes procedures for using standard process data communications between a Safety
CPU Unit and standard I/O Units.

5-8-1 Using an CPU Unit or EtherCAT Coupler Unit

For standard process data communications between the Safety CPU Unit and Safety CPU Unit the
standard controller exchanges the data between the Safety CPU Unit and standard I/O Units.
Refer to 5-7 Exposing Variables to Standard Controllers on page 5-49 for the procedure to expose
Safety CPU Unit variables to standard controllers.

5-8-2  Using an EtherNet/IP Coupler Unit

Communications between NX Units are used for standard process data communications between a
Safety CPU Unit and standard I/O Units. Communications between NX Units are performed by allocat-
ing the data of the standard I/O Units for the exposed variables of the Safety CPU Unit.

Refer to A-13 Units That Support Communications between NX Units on page A-101 for the models of
the NX Units that you can connect.

Refer to A-12 I/O Response Times for Communications between NX Units on EtherNet/IP Slave Ter-
minals on page A-99 for the 1/0 response times between standard I/O Units and a Safety CPU Unit
when using an EtherNet/IP Coupler Unit.
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Use the following procedure to set up NX Unit communications between a Safety CPU Unit and stand-
ard 1/O Units.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Register the exposed variables in the Safety CPU Unit.
Refer to 5-7-2 Setting Exposed Variables on page 5-50 for information on registering exposed
variables.
Set the data types of the exposed variables to the same data types as the allocated Standard
I/0 Unit data.

nun Jaidnod 1vodeyig Jo Jun NdO ue Buisn |-g-G

3 Double-click Standard 1/0 under Configurations and Setup - Communications — Standard.
The Standard 1/0 Unit Setting Tab Page is displayed.

Multiview Explorer

oy '\Configurations and Setup
new_SafetyCPU v D Standard /O X |

Exposed Variable | In/Out | DataType | Comment Device Linked Port

¥ Configurations and Setup output 01 ; No nec |Not assigned

¥ . Communications

# Exposed Vari

The meanings of the items in the Standard I/O Unit Setting Tab Page are given below.
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Item Editing Description
Exposed Varia- Not possible. | The registered exposed variables are displayed.
bles
Input/Output Not possible. | Whether the exposed variable is an input or output variable is dis-
played.
Data Type Not possible. | The data type of the variable is displayed.
Comment Not possible. | The comment set for the exposed variable is set.
Device Possible. Set the NX Unit to which the exposed variable is allocated.
Linked Port Possible. Set the NX Unit I/0 port to which the exposed variable is allocated.

4 Set the devices and ports of the standard 1/0 Units that correspond to the exposed variables of
the Safety CPU Unit.
The 1/0O data of the standard I/O units will be allocated to the exposed variables of Safety CPU
Unit.

1 “\, Configurations and Setup

/O

new_SafetyCPU v ’ “ ‘

Comment

¥ Configurations and Setup tput 0 | | ‘

X-
NV Comminications ‘ |UnitdNX-ID3317(N4)  [Input Bit 03

» £ Safety
v & Standard
- Standard /O |
¥ /1 Slave I/O
8 Exposed Vari

M Precautions for Correct Use

» Use different NX Units to set up standard process data communications for the I/O ports used
by the standard controller and the I/O ports used by the Safety CPU Unit.
The 1/0 data in an NX Unit that is set for communications between NX Units is not allocated
I/0O data in the EtherNet/IP Coupler Unit.

» The exposed variables of the Safety CPU Unit that is set for communications between NX
Units are not allocated 1/0 data in the EtherNet/IP Coupler Unit.
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5-9 Exporting/Importing Settings Data

This section describes how to reuse the settings data for the entire Slave Terminal in the Sysmac Stu-
dio or the safety application data in the Safety CPU Unit.

You can export and import the data for the entire Slave Terminal or the safety application data in the

Safety CPU Unit as a single file.

You use these functions in the following instances.

» When the standard control system and the safety control system are being developed by more than
one person and you need to merge the settings for the entire Slave Terminal or the safety applica-
tion data.

* When you need to reuse the safety application data from another project.

* When you reuse a safety control system created for an EtherNet/IP Slave Terminal on an CPU Rack
or EtherCAT Slave Terminal.

You can export or import the four groups of data that are given below.

» Settings for Entire Slave Terminal
The data for the entire Slave Terminal consists of the Slave Terminal configuration information for
the Communications Coupler Unit and all NX Units that are connected to that Coupler Unit. It also
contains the safety application data.

» All NX Units of the CPU Rack or Slave Terminal
The settings data for all the NX Units of the CPU Rack or Slave Terminal includes the operating set-
tings and the application data (including safety application data) for all the NX Units, except for the
NX bus master.

« Safety application data for Only the Safety CPU Unit

» Safety application data in the Safety Unit Restore File
The safety application data consists of the safety program and the safety tasks and settings.
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5-9-1 Exporting/Importing the Settings for the Entire Slave Terminal

You can export the settings for the entire Slave Terminal into a single file (extension .ets).

The exported settings file for the entire Slave Terminal can be imported to reuse the settings for an
entire Slave Terminal with the same settings in a different project on the Sysmac Studio, or a project
for which a Safety CPU Unit has not been registered.
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The procedure when you use an EtherCAT Coupler Unit is given below as an example.

1 Select the NJ/NX-series CPU Unit as the Controller and double-click EtherCAT under
Configurations and Setup in the Multiview Explorer to display the EtherCAT Tab Page.

|'New Project

|| <\, Configurations and Setup

new_C-ontro Iler_l]

w Caonfigurations and Setup

Master

therts . : E0OL
Nodel : NX-ECC201(E001) : Offline li R B
Unit 1: NX-5L3300 (N1) ! -

¥ Node2? : NX-ECC201(E002) : Offline | | NX-ECC201 Rev:1.1
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5-60

2 Right-click the target EtherCAT Coupler Unit and select Export Slave Settings from the menu.
The Save File Dialog Box is displayed.

— -

B save File ==

) [ » Lbraries » Documents » ~ [ # | Search Documents o]
Organize » New folder = - @
¢ Eavorites | Documents library -

B Desktop Includes: 2 locations

18 Downloads Name . Date modified Type

%] Recent Places

No items match your search,

m,

B Libisiies
|5 Documents

& Music
(&5 Pictures
B8 videos
18 Computer
&, Local Disk (C)
-] I »
1Y CRNE002 NX-ECC201 Revl.l et H
Save as type: | EtherCAT Slave Parameter (* ets) -

3 Enter a file name, and then click the Save Button.
An EtherCAT slave parameter file with an .ets extension is saved.

4 To import a file, select the Unit above the point where you wish to add the slave on the Ether-
CAT Tab Page, and then right-click and select Import Slave Settings and Insert New Slave

from the menu.
The EtherCAT Coupler Unit to import is added to the EtherCAT Tab Page.

EN e | }, Configurations and Setup

new_Controller_0 i | - 1
—— | || Node Address|Network configuration

¥ Configurations and Setup = lll Master
: : . | Master

e E0O1
Nodel : NK—E{:.C.-_'-’U'lEEﬂtll} 1 Dfﬂfn-: 1 NX-ECC201 Rev:l.1
01(E002Z) : Offfine . EDD2
01(E003) : Offline r i NX-ECC201 Rev:1.1

Unit 1 : NX-513300 (N6_1)
NX-ECC201 Rev:1.1

Unit 2 : NX-SID800 (N2_1)

Precautions for Correct Use

Use the following import procedure if you are using an EtherCAT Coupler Unit.

First, import the Slave Terminals that do not contain a Safety CPU Unit and set the device
names and node addresses for exporting.

Then, import the Slave Terminals that contain a Safety CPU Unit and set the device names
and node addresses for exporting.

If importing data results in two or more Safety CPU Units, an error will occur. Delete the Safe-
ty CPU Units that are not used.

To reuse safety programs and variable comments, export them from the Safety CPU Unit,
and then import them. This data is included in the safety application data for the Safety CPU
Unit.

You cannot import settings data that contains Safety CPU Unit for which program data protec-
tion is set to Sysmac Studio version 1.16 or lower.

You cannot import settings data that contains a Safety CPU Unit for which user-defined func-
tion block data protection is set to Sysmac Studio version 1.11 or lower.
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@ Additional Information

If you distribute multiple Safety Control Unit and set the device names and node addresses for
exporting.
» Saving the Safety Application Data

Place all of the Safety Control Unit on one Slave Terminal and export the settings.

Use the Multiview Explorer to move NX Units between Slave Terminals.

Multiview Explorer N NX: )01)

new_Controller_0 v ‘ I ‘

v
V & EtherCAT
v Nodel : NX-ECC202 (E001) : Offline
L | Unit1:NX-SL3300 (N1)
L = Unit2: NX-SID800 (N2)
L = Unit3: NX-SOD400 (N3)
¥ Node2: NX-ECC202 (E002) : Offline
Unit L : NX-SID800 (N4)

L
L = Unil g 1400 (N5)
L = Unt 3317 (N6)
L = Unit4: NX-OC2633 (N7)
¥ - Node3 : NX-ECC202 (E003) : Offline
L Unit 1 : N; |8
L = Unit2:NX
Unit 3 : NX-ID3317 (N10)

ejeq sbunyjag Buiodwy/Buiiodxy 6-g

* Reusing the Safety Application Data
Import the safety control file.
Move the Safety Control Unit from the Slave Terminal where you imported the file to the other
Slave Terminals.
from the Slave Terminal where you imported the file to the other Slave Terminals.

5-9-2  Exporting/Importing the Settings for All the NX Units on a CPU
Rack or Slave Terminal

You can export the operating settings and the application data (including safety application data) for all
of the NX Units, except for the NX bus master, in the CPU Rack settings or the Slave Terminal settings
into a single file (extension .nsfp).

1 Display the CPU Rack or Slave Terminal Tab Page where the Safety CPU Unit to export is con-
figured.

Multiview Explorer

new_SlaveTermin *

Ll Configurations and Setup

¥  EtherMet/IP
»

S Frogoring |

[EUILLIS] SABIS 10 YOBY NdD € U0 SHun XN 8u} (I 4o} sBumes auy Buiodw/Buiiodxs z-6-

2 Right-click the CPU Unit or the Communications Coupler Unit and select Export All NX Unit
Settings from the menu.
The Export All NX Unit Settings Dialog Box is displayed.
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5-9-3

5-62

3

4

r ~
Export All NX Unit Settings =]
@\_').\ﬁ G [ 4 | Search Libraries 2|

Organize v @‘: = @
>34 Favorites Libraries
Open a library to see your files and arrange them by folder, date, and other ..
45 Libraries =
> |2 Documents &| Documents
‘—lp Library
> @ Music <"
> [ Pictures
ﬁ Vid . Music
> ideos JI A
2 Library
> % Computer =5 Pictures
N < Library
> € Network
i Videos
< Library
File pame: Master NXUnitSettings.nsfp =
Save as fype: | NX Unit settings file package(*.nsfp) v]
= Hide Folders Save
4

Enter a file name, and then click the Save Button.
A configuration file for all the NX Units with an .nsfp extension is saved.

To import a file, select the CPU Unit on the Edit CPU Rack Configuration Tab Page or select
the Communications Coupler Unit on the Slave Terminal Tab Page. Then, select Import All NX
Unit Settings from the menu that appears when you click the right mouse button.

All NX Units including the Safety CPU Unit to import are added to the CPU Rack or the Slave
Terminal Tab Page.

Precautions for Correct Use

» If even one NX Unit has been added to the Slave Terminal that is being imported, then the
Slave Terminal cannot be imported. Delete all of the NX Units, and then execute the import.

« If you import a settings file for all NX Units including a Safety CPU Unit that has standard I/O
settings on an EtherNet/IP Slave Terminal, the standard I/O settings data is not restored.

Version Information

Exporting and importing all NX Unit settings is supported by Sysmac Studio version 1.17 or
higher.

Exporting/Importing Data for Individual Safety CPU Unit

You can export and import the safety application data of each Safety CPU Unit as a single file (exten-
sion .nsf).

The exported Safety CPU Unit settings file can be imported to reuse the safety application data for a
Safety CPU Unit with the same settings. To do this, go into the Edit Slave Terminal Configuration Tab
Page in a different project on the Sysmac Studio, or a project for which a Safety CPU Unit has not
been registered.

1 Display the Slave Terminal Tab Page where the Safety CPU Unit to export is configured.
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| New Project

I 9, Configurations and Setup

new_Controller_0 ¥ ‘

w Configurations and Setup

¥ 73 EtherCAT ¥
P Nodel : NX-ECC201{E001) : Offline
b Node2 : NX-ECC201(E002) : Offfine
B Node3 : NX-ECC201(ED03) : Offling
» =7 CPU/Expansion Racks
«* I/O Map i

2 Right-click the Safety CPU Unit to export and select Export NX Unit Settings from the menu.
The Export NX Unit Settings Dialog Box is displayed.

1B Export NX Unit Settings 5525
. [[El » Libraries » Documents » = [ #3 || Seareh Documents ol
Organize = Mew folder 4 - (2]
7¢ Favorites — Documents library Iy i

= Desktop Includes: 2 locations =

18 Downloads Norie ’ Date modified Type

%] Recent Places

ejeq sbunyjag Buiodwy/Buiiodxy 6-g

Mo items match your search.

n

= Libraries
3 Documents
o Music
(&) Pictures

B videos

/™ Computer
&, Local Disk ()

- 0 v

[ZUNETA RN NX-SL3300.nsf] -

Save as type: [NX Unit setting file(*.nsf} v]

3 Enter a file name, and then click the Save Button.
An NX Unit configuration file with an .nsf extension is saved.

4 To import a file, select the Unit to the left of the point where you wish to add the slave on the
Slave Terminal Tab Page, and then right-click and select Import Slave Settings and Insert

8|14 ai01s9y Nun Alejes sy buiodwi -6-G

New Slave from the menu.
The Safety CPU Unit to import is added to the Slave Terminal Tab Page.

M Precautions for Correct Use

» When you import the data to the Safety CPU Unit, first configure all of the Safety 1/O Units.

« If importing data results in two or more Safety CPU Units, an error will occur. Delete the Safe-
ty CPU Units that are not used.

* You cannot import settings data that contains Safety CPU Unit for which program data protec-
tion is set to Sysmac Studio version 1.16 or lower.

* You cannot import settings data that contains Safety CPU Unit for which user-defined function
block data protection is set to Sysmac Studio version 1.11 or lower.

5-9-4  Importing the Safety Unit Restore File

You can import safety application data stored in the Safety Unit Restore File into the Safety CPU Unit
in the project.
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For details on the Safety Unit Restore File, refer to Section 10 Safety Unit Restore on page 10-1.

1 Open the CPU and Expansion Racks Tab Page where the Safety CPU Unit is placed.

2 Right-click the Safety CPU Unit and select Import Safety Unit Restore File from the menu.
Cut
Copy

Delete

Change Medel

Import MX Unit Settings and Insert New Unit

Export NX Unit Settings

Show Model/Unit Name

Import Safety Unit Restore File

3 Select a Safety Unit Restore File to import and click the Open button.
The safety application data of the Safety CPU Unit is replaced with the safety application data

stored in the Safety Unit Restore File.

M Precautions for Correct Use

* You cannot import the file if the format and the unit version of the Safety CPU Unit in the
Safety Unit Restore File are not consistent with those for the project.

« If the safety application data having the identical name as the safety application data in the
Safety Unit Restore File exists in another Safety CPU Unit in the project, you cannot import

the file.
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5-10 Offline Comparison

This section describes the function for comparing the safety application data between the currently

opened project and another project file.
This function can be used for managing changes in safety application data. In addition, target data can
be reflected in the current project if the data supports detailed comparison.

5-10-1 Procedure for Offline Comparison

1 Start Sysmac Studio and open the source project file.

2 Select Safety CPU Unit from the Controller Selection Box in the Multiview Explorer and switch
to the Safety CPU Unit Setup and Programming View.

uosiedwo) aullyo 01-

3 From the Controller Menu, select File — Safety: Offline Comparison.

Close

Save Ctrl+S

Save As..

Save As New Number..

Import.

Export...

Page Settings...

Print... Ctrl+P

Exit

The comparison target setting window for offline safety comparison is displayed.

uosedwo? aulQ 10} 81Npadold L-01-S

Safety: Offline Comparison - O *
—Comparison Target

Target Project:

safety CPULN. [ T

—Target Data

M Configurations and Setup

Programming
9 = Cancel

The contents of the setting window are as follows.

Item Description

Target Project A project file to compare with the currently opened project. Select a previously ex-
ported project file (smc2, csm2, smc, or csm).

Safety CPU Select Safety CPU Unit to compare.

Unit
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Item Description

Target Data As data to compare, you can select Configurations and Setup or Programming. By
default, Programming is selected.

Refer to 5-10-4 Target Data of Offline Comparison on page 5-69 for details of target
data.

4 Select the target project, Safety CPU Unit to be compared, and target data, and then click the
Execute Button.
The target data is loaded. The following progress dialog appears during offline comparison.
Depending on the project size, it may take time until the comparison results window appears.

Safety: Offline Comparison X

Ongoing...

50 %

Cancel

The offline comparison results are displayed.

[ safety: Offline Comparison Results — O >
ety pal

| Data Name (Current Project) Data Name (Target Project) |Detailed Comp|
¥ new_SafetyCPUD ¥ new_SafetyCPUD
v
v
v
v

Parameters Parameters

Exposed Vanables Exposed Variables

Variables Variables
Program Body Program Body

Legend: | Same E C 1 Comparison Results: Not match

Print ¥

5-10-2 Checking the Comparison Results

This section describes the displayed contents of the offline comparison results.
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[ safety: Offline Comparison Results - O x
ety: pai

Data Name {Current Project) Data Name (Target Project) |Detailed Comp|

¥ new_SafetyCPUO ¥ new_SafetyCPUO
v

v
v
b

Parameters Parameters

Exposed Vaniables Exposed Variables

uosiedwo) aullyo 01-

Variables Variables
Program Body Program Body

Comparison Results : Not match

Legend: | Same

int Close ¢

Comparison results only (e) o

Include detailed comparison results o

o)

g

The contents of this window are as follows. o

3

Letter Name Description §

(a) Current Project | Displays the source project in a tree format. §

(b) Target Project Displays the target project in a tree format.

(c) Detailed Com- | Displays the detailed comparison window for data that has any differences in the

parison Button | comparison results AND that supports detailed comparison. Refer to 5-10-3 Detailed
Comparison on page 5-67 for details.

(d) Comparison Displays the comparison results for safety application data.
Results
(e) Print Button Prints the comparison results. The operations of each button are as follows.

Comparison results only:

Only prints the results of comparison between source and target project trees.
Include detailed comparison results

In addition to the comparison results, prints the detailed comparison results for data
that includes detailed comparison.

Refer to 5-10-4 Target Data of Offline Comparison on page 5-69 for details of target data.

5-10-3 Detailed Comparison

Clicking the Detailed Comparison button on Offline Comparison Results displays the following de-
tailed comparison window. From the detailed comparison window, you can reflect differences in the
source project.
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I Safety Programs

Detailed Comparison - ProgramQ_ESTOP

Source Project - Program0_ESTOP

| Source Metwork Number |

1S

ESTOP2

5F_ EmergencyStop

ESTOP2

TRUE

ESTOP2

TRUE

FALSE

ResetSwitch

SF_EmergencyStop
Activate

5 EStopIn

5 5S5tartReset

ESTOPZ

i 03] H SystemReady

5 AutoReset i 1

Regets)

1)

Target Network Number

| Comparison Results | Reference |

Copy Selected Right to Left

Copy All Right to Left
(d)

Cancel

The contents of this window are as follows.

Letter

Name

Description

(@)

Zoom in/out Button

Zooms in/out on the program comparison window.

(b)

Program Comparison
Window

Displays the source and target programs.

(c)

Program Comparison
Results List

Displays differences against each program network. Click the Reference but-
ton to display differences on the program comparison window.

(d)

Difference Copy But-
ton

Copies the differences selected on the program comparison results window to
the source project.

After OK is clicked on the Detailed Comparison window, it will be reflected in
the project.

(e)

Print Button

Prints the window of the detailed comparison results.
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| variable Table

B Detailed Comparison - Variables - a x

Current Project (Program0_ESTOP) Target Project (Program0_ESTOP)

& 9 FALSE
Intern; FALSE

§ SF_EmergencyStop Activate Intermmals BOOL
ESTOP1 Externals SAFEBOOL 3 Extemnals SAFEBOOL FALSE
ResetSwitch Externals SAFEBOOL ResetSwitch Externals SAFEBOOL FALSE
ESTOP2 Externals SAFEBOOL ESTOP2 Externals SAFEBOOL FALSE
ESTOP1_Out Externals SAFEBOOL ESTOP1_Qut Externals  SAFEBOOL FALSE

ESTOP2_Out Externals SAFEBOOL 7 ESTOP2_Out Externals SAFEBOOL FALSE
3 ESTOP_ALL Extemals SAFEBOOL FALSE

Copy All Right to Left 3]
Cancel g
e
=
The contents of this window are as follows. o
3
Letter Name Description 3
(a) Zoom in/out and Jumping | Used to zoom in/out on the variable table comparison window and to jump §
to Differences Button to differences.
(b) Variable Table Compari- | Displays the results of variable table comparison between the source and
son Window target projects.
(c) Difference Copy Button Copies the differences selected on the variable table comparison display to

the source project.

After OK is clicked on the Detailed Comparison window, it will be reflected
in the project.

(d) Print Button Prints the window of the detailed comparison results.

M Precautions for Correct Use

 After a program or variable is reflected in the current project using Offline Comparison's de-
tailed comparison function, the safety program in the project will be in an unvalidated state.
Before you perform safety validation of the safety programs, complete debugging of the safe-
ty programs.

« If a safety program that exists only in the target project is reflected in the source project, the
program assignment setting (execution order) will be registered at the end. Make sure that
the program execution order is correct in the task settings.

» Detailed Comparison does not compare safety programs that exist only in the source pro-
gram.

uosiedwo) auluQ Jo ejeq 18biel y-01-

5-10-4 Target Data of Offline Comparison

The following data is compared by Offline Comparison. Data not included in the safety application is
not compared.

Detailed Com-
parison

SafetyCPU Device Name » Safety Signature Not applicable
* Project options, etc.

Displayed name Target data
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Displayed name

Target data

Detailed Com-
parison

Configurations and Setup
Communications

Safety

Safety 1/0

Whether FSoE communications settings are
enabled or disabled

Whether FSoE Watchdog Timer is set to au-
to setting or not

Slot comment settings for safety slave unit
parameters

Not applicable

Configurations and Setup
Communications

Safety

Safety 1/O

Node/Unit

Safety Slave Unit Parameters

Safety slave unit parameter settings
Settings for FSoE Slave Address
Settings for FSoE Watchdog Timers

Not applicable

Configurations and Setup
Communications

Safety

Safety 1/0

Node/Unit

SRA Parameters

SRA parameter settings for the R88D-1SA
series

Settings for FSoE Slave Address

Settings for FSoE Watchdog Timers

Not applicable

Configurations and Setup
Communications

Safety

Safety 1/0

Node/Unit

/0 Map

I/O map settings of an FSoE slave

Not applicable

Configurations and Setup
Communications
Safety

EtherNet/IP Safety Connection Settings

Safety Network Number

Safety network number settings for CIP
Safety

Not applicable

Configurations and Setup
Communications
Safety

EtherNet/IP Safety Connection Settings
Connection Settings (Originator)

CIP Safety Device
CIP Safety Parameters

Connection settings for CIP Safety

Not applicable

Configurations and Setup
Communications
Safety

EtherNet/IP Safety Connection Settings
Connection Settings (Originator)

CIP Safety Device
1/0 Map

1/0 map settings for a CIP Safety device

Not applicable

Configurations and Setup
Communications
Safety

I/O assembly settings for CIP Safety

Not applicable

EtherNet/IP Safety Connection Settings
Connection Settings (Originator)
1/0 Assembly Settings (Target)
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Displayed name

Target data

Detailed Com-
parison

Configurations and Setup
Communications

Safety

EtherNet/IP Safety Connection Settings
Connection Settings (Originator)

1/0 Assembly Settings (Target)

I/O Map

I/O assembly settings for a CIP Safety I/O
assembly

Not applicable

Configurations and Setup
Communications
standard

Standard 1/O

Assignment settings for standard /O and ex-
posed variables

Not applicable

Configurations and Setup
Communications
standard

Slave 1/O

Exposed Variables

Settings for exposed variables

Applicable

Configurations and Setup
Task Setup

Safety task period
Program assignment settings

Not applicable

Programming
POU

Programs
Program names
Variable tables

Program local variables (internal variables,
external variables)

Applicable

Programming
POU

Programs
Program names
Program Body

Program body (algorithm)

Applicable

Programming

POU

Function blocks
Function block names
Variable tables

Function block local variables (internal varia-
bles, I/0 variables)

Applicable

Programming

POU

Function blocks
Function block names
Program Body

Function block program body (algorithm)

Applicable

Programming
Data
Global variable

Global variables (including exposed varia-
bles)

Applicable
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]

This section describes variables, instructions, and other elements that are used to cre-
ate safety programs. It also describes the programming operations that are used on
the Sysmac Studio.

6-1 POUs (Program Organization Units) ........ccccoocvcmriincimnnncees e 6-3
6-1-1 POU ettt bbb 6-3
6-1-2 Overview of the Three Types of POUS...........coiiiiiiiiiiiieee e 6-3
6-1-3 Differences between Programs, Functions, and Function Blocks.................... 6-4
6-1-4 Details 0N ProgramsS.........oooiiiii ettt 6-5
6-1-5 Details on FUNCHON BIOCKS .........uiiiiiiiiiiiie e 6-6
6-1-6 Details 0N FUNCHONS .......oiiiiiiiii s 6-10
6-1-7 INSTFUCTIONS ..ttt e e e e e e 6-11

6-2  Variables ... 6-12
6-2-1 Vari@bIES ... 6-12
6-2-2 TYPES Of Vari@bIES ...t 6-12
6-2-3 Type of User-defined Variable ... 6-12
6-2-4 Attributes of Variables ..........cocoviiiiii 6-13
6-2-5 Data TYPE ...t 6-14
6-2-6 Variable Attributes Other Than Data Type........cccoiiiiiiiiiiiieeeeeeeee e 6-16
6-2-7 Function BIOCK INStANCES ........coouiiiiiiiiiee e 6-17
6-2-8 Restrictions on Variable Names and Other Safety Program-related Names. 6-17

6-3 Constants (Literals) ........cccccccemiiiiiiiiicicccsseeerrrr s csssnsn s 6-19
6-3-1 CONSTANTS ... 6-19
6-3-2 Types Of CONSTANTS.......ooiiiiiiiiiie e 6-19

6-4 Programming LanNgUages .......ccccurrvsmrrriimsssnssinssssssssssssss s sssssss s s sssssnss s ssssans 6-21
6-4-1 Programming LanQUagEs ........cccoiiuiiiieaiiieee e 6-21
6-4-2 FBD LanQUAGE ....cccoiiiiiiiiiiiiiieeieeeee ettt e e e e e e e e e e e e e e e e e e s st e e e e e e e aeaeeaeeas 6-21

6-5 Programming Operations.......ccccccvvieccciiisemmrmrrenssis s sssssssssssssses s sesesssssssssnnnns 6-26
6-5-1 Programming Layer on the Sysmac Studio..........cccooveviiiiiiiiiiciiecec 6-26
6-5-2 Registering POUS.......ccuiiiiiie e 6-27
6-5-3 Registering Variables ... 6-37
6-5-4 FBD Programming.......cco uueeeeeeiiieeeeeeesiiieeae e et ee e e eiiee e e e e st eae e e aneeeeeeeaan 6-45
6-5-5 Program Pattern COpPY.......ccuuiiiieiiiiiiice et 6-66
6-5-6 Function Block Conversion for Programs...........ccccccveviiiiiiieeeiiiee e 6-69
6-5-7 BUIAING e e 6-70
6-5-8 Searching and Replacing .........coccuviiiiiiiiiie e 6-72
6-5-9 Safety Task Setlings ... ...ooii e 6-75
6-5-10 Variable Comment Switching FUNCtion............cccoiiiiii e 6-77

6-6 Automatic Programming ..........ceeeeeeeeemmmmessssssssssssssss s sesessesesssessssssssssssssnnns 6-86
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6-1 POUs (Program Organization Units)

The safety program that runs on a Safety CPU Unit is made from a combination of POUs (program
organization units).

This section describes the configuration and specifications of POUs.

Refer to 6-5 Programming Operations on page 6-26 for the procedures to create POUs on the Sys-
mac Studio.

Refer to Sysmac Studio Version 1 Operation Manual (Cat. No. W504) for the procedures to create

POUs that are used with an NJ/NX-series CPU Unit.

6-1-1  POU

A POU (program organization unit) is a unit that is defined in the IEC 61131-3 user program execution
model. A POU includes a local variable table and an algorithm (i.e., a series of code or logic). It is the
basic unit used to build the safety program.
You combine POUs to build a complete safety program.
There are three types of POUs, as described below.
* Programs
A program corresponds to a main routine. It is the main type of POU that is used for algorithms.
You can place any instruction, function, or function block in the algorithm of a program.
» Function Blocks ("FBs")
A function block can output different values even with the same inputs. Function blocks are execut-
ed when they are called from a program or another function block.
» Functions ("FUNs")
A function always outputs the same values for the same inputs. Functions are executed when they

(sypun uoneziuebig weiboid) snod 1-9

nod L-1-9

are called from a program, another function, or a function block.

The POU consists of a combination of these three types of POUs. You can create many POUs.
You assign the created programs to a safety task to execute them. Only one safety task can be used
by the Safety CPU Unit.

6-1-2  Overview of the Three Types of POUs

I Program

® Executing Programs and Execution Conditions
* You execute a safety task to execute the programs that are assigned to that safety task.
* Programs are always executed.

® Notation
» The POUs must include at least one program. More than one program can be assigned to the
safety task.
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I Function Blocks (FBs)

® Executing Function Blocks and Execution Conditions

* You can call function blocks from programs or other function blocks to execute them.

» Function blocks are always executed.

» To execute a function block for only specific conditions, pass a TRUE value to the Activate input
variable of that function block. The function block is not executed if the value of the Activate input
variable is FALSE.

® Notation

» There are both user-defined function blocks and system-defined function blocks.
User-defined function blocks are sometimes called "user-defined FBs". System-defined function
blocks are sometimes called "FB instructions".

For details on function blocks, refer to 6-7-5 Details on Function Blocks on page 6-6.

I Functions (FUNs)

® Executing Function and Execution Conditions
* You can call functions from programs or other function blocks to execute them.
* Functions are always executed.

® Notation
* You cannot create user-defined functions.
» System-defined functions are sometimes called "FUN instructions".
» The values of internal variables are not retained. The output value remains constant as long as
input value is constant.

For details on functions, refer to 6-1-6 Details on Functions on page 6-10.

6-1-3 Differences between Programs, Functions, and Function Blocks
POU type . .
Programs Function blocks Functions
Item
Types User-defined only Instructions or user-de- Instructions only (User-

fined

defined functions not
supported.)

Execution method

Executed upon execution
of the safety task.

Called from a program or
another function block.

Called from a program or
function block.

Algo- Any instruc- Supported. Supported. Not supported.
rithm tions
User-defined Supported. Supported. Not supported.
function
blocks
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POU type . .
Programs Function blocks Functions

Item
Execution condition Always executed. Always executed. Always executed.
Specify the execution
condition with an input
variable.

The hierarchical relationships between programs, functions, and function blocks are shown in the fol-

lowing figure.
Task
Program 1 2
5]
Program 2 8
(7]
&)
=
o
Q@
Functions Function blocks o
| I ey — =)
_ ] — 3
2
\ Function blocks =
v ] I 5
Functions Functions ] | =_c'
| - | - )

6-1-4  Details on Programs

I Program Structure

Programs consist of a local variable table and an algorithm.
The algorithm is programmed in the FBD language.
You can use any instructions or user-defined function blocks in the algorithm.

swelbold uo sjielaq y-1-9

Program Task
. Assigned. Safety
Local Variable Table "l programs
Safety
programs
Algorithm
FUN

I Program Execution Conditions

Programs are executed when the safety task they are assigned to is executed.
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® Order of Execution

You can set the order of execution of all programs in a safety task.

You set this order in the Program Assignment Settings Display of the Task Settings Tab Page
on the Safety CPU Unit Setup and Programming View on the Sysmac Studio. Refer to 6-5 Pro-
gramming Operations on page 6-26 for programming operations.

6-1-5 Details on Function Blocks

You can use system-defined function blocks (instructions) and user-defined function blocks in the
Safety Control Unit.

I Procedure to Create Function Blocks

A function block consists of a "function block definition" that is made in advance and "instances" that
are used in the actual programs.
Create function blocks in the following order.

1 Create the function block definition.
Create the algorithm.

2 Place an instance of the function block definition in the program.
Call the function block definition from a program or another function block. You can call the
same function block definition from more than one program or function block. After you place
an instance of a function block definition in a program or in another function block, you can ma-
nipulate and execute it as an independent entity.

I Structure of Function Blocks

With the FBD language, function blocks are represented as rectangular boxes as shown below.
Function blocks consist of the following parts.

Instance name Function block name

or instruction name
Input variable \ .
MyFB_instance Output variable
Input terminals MyFB Output terminal
TRIG In Q ouT
\/SET— SetValue Result — RESULT
/ \
/ \ Output parameters

Input parameters .
putp Input variable Output variable

» Function Block Settings
When you create an instance of a function block definition, make the following settings.
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Settings of a function block instance in a program

’

Instance name

I I
| Function block name E
I
! Local Variable Table \
! . Output parameters
Input parameters ! . . !
! Input variable Output variable ! >
I I
! Internal variables X
I I
| Algorithm E
I
X * Programming in the FBD language : Q
! * Any instructions and user-defined : v
! function blocks can be used ! 8
(7]
: ! =
e ! o
«Q
e / 3
YT 3
Created in the function definitions BO
S
5
. ] =
® Function Block Name or Instruction Name 2
This is the name of the user-defined function block or the instruction. %

® Instance Name

You give an instance name to a function block instance in a program to enable managing it.
You specify an instance name when you call a function block definition from a program or another

function block.

@ Algorithm
Algorithms are programmed in the FBD language.
You cannot use the ladder diagram language (LD) or the structured text language (ST).
You can use any instructions or user-defined function blocks in the algorithm.

$H00|g UoKoUN4 UO S|iBleQ G-1-9

@ Local Variable Table
The local variable table contains the definitions for input variables, output variables, and internal
variables.

® Parameters
* Input Parameters to Input Variables
An input parameter passes a value to an input variable in a function block when function block
execution begins. An input parameter can be either a variable or a constant.
» Output Parameters from Output Variables
An output parameter receives a value from an output variable in a function block when function
block execution is completed. A variable is given as the parameter.

@ Additional Information

You can omit input and output parameters. For details on the operation, refer to the NX-series
Safety Control Unit Instructions Reference Manual (Cat. No. Z931).

NX-series Safety Control Unit User's Manual (Z930) 6-7



6 Programming

I Variable Designations for Function Blocks

Instance name

Value is Function block definition name or Value is
assigned instruction name assigned
Y yd
Input Internal Output
variable variables variable

The specifications for variables in function blocks are given below.

Variables Number™! Specification

1to 64 Input variables are used as input arguments within the function block. They
cannot be changed inside the function block.

* When the function block is executed, the input variables are set to the values
Input varia- of the input parameters.
bles * You can specify either constants or variables for input parameters.
* Omitting Input Parameters:
Refer to the NX-series Safety Control Unit Instructions Reference Manual
(Cat. No. Z931).

1to 64 Output variables are used as output arguments from the function block.

* The output parameters are set to the values of the output variables at the
end of execution.

* You cannot specify a constant for an output parameter. Only variables may
be specified.

* You can omit output parameter connections. If you omit an output parameter,
the value of the output variable is not assigned to any parameter.

* Omitting Output Parameters:
Refer to the NX-series Safety Control Unit Instructions Reference Manual
(Cat. No. Z931).

* You can access the values from outside of the function block. Access these
values with the following format: InstanceName.OutputVariableName. How-
ever, you cannot write values directly to an output variable.

Output varia-
bles

No limit Internal variables are used for temporary storage within a function block.

Internal vari- * The values of internal variables are retained regardless of whether the func-
ables tion block is executed.
* The values cannot be referenced from outside of the function block.

*1. The individual restrictions are listed in the above table. The actual upper limits depend on the overall pro-
gram capacity and internal memory capacity.

Refer to 6-2-4 Attributes of Variables on page 6-13 for details on the variable attributes that can be
set for each type of variable.

I Function Block Definitions and Instances

A function block consists of a "function block definition" that is made in advance and "instances" that
are used in the actual programs.

All instances of a function block are based on the "function block definition".

A "function block definition" consists of an algorithm and a local variable table.
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® Function Block Instance
When you place an instance of a function block definition in a program or another function block,
the function block definition is treated as a part of that program or function block.
Function block definitions that are called from a program or another function block are called

"instances".
Every instance of a function block has an identifier known as an instance name associated with it,

and every instance uses memory.

You can use a single function block definition to create more than one "instance". This allows you
to process different I/O data with the same function.

[=2]
Program POU ;
2
Instance name FB1_1 g
r v
Function block definition name FB1 é
)
i 3
Varlab!e Memory area Memory area p
declarations reserved. a
S
Algorithm Memory for 5
T instance )
FB1_1 :_C,
Memory for o)

instance

FB1_2

Instance name FB1_2 @
Function block definition name FB1 'g
]
Variable %)_,
declarations Memory area reserved. S
g
) =}
Algorithm 2
s
@©
o
Q
)

If you place instance names FB1_1 and FB1_2 for function block FB1 in the program, each in-
stance requires its own space in memory.

“"Instances" cannot be read from other programs or function blocks. If an instance with the same
name as another instance is placed in a different program or another function block, that instance
will operate as a completely separate instance.

M Precautions for Correct Use

In the following conditions, a user-defined function block will cause an error during the program
check when the program is built.

» The same function block instance was called more than once in the POU.

» The instance of the function block was registered as a global variable.
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Accessing Variables in a Function Block from Outside the Function
Block

You can access the input and output variables of a function block from outside the function block. Vari-
ables are written as follows:
InstanceName.VariableName

Example: To Access Output Variable B of Function Block Instance FB1_Instance

FB1_Instance.B

FB1_Instance
FB1

FB1_Instance.B

You can access the input and output variables for a function block only within the program that con-
tains the function block.

However, you cannot access these variables from within other function block instances even if they
are in the same program. You cannot access them from other programs.

6-1-6 Details on Functions

6-10

You cannot create user-defined functions for Safety Control Units. Only system-defined functions (in-
structions) are allowed.

I Structure of Functions

With the FBD language, functions are represented as rectangular boxes as shown below.
A function consists of the following parts.
This function is expressed in the FBD language:

In/struction name

AND
Paral— —— Output1
ﬁ\raZ— \
Input parameters Output parameters

® Instruction Name

This is the instruction name.
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® Instance Name

Functions do not have instance names.

6-1-7 Instructions

Instructions are the smallest unit of the processing elements that are provided by OMRON for use in
POU algorithms.

There are FB instructions and FUN instructions.

Programs and user-defined function blocks consist of a combination of these instructions.

You can press a shortcut key to display help for an instruction.

Select an instruction that was previously entered in the FBD editor or select an instruction in the In-
struction Navigator in the Toolbox, and then press the F1 Key.

@ Additional Information

An instruction refers to a system-defined function or function block.
The following table shows the relationship between user-defined and system-designed func-
tions and the FUN or FB.

(sypun uoneziuebig weiboid) snod 1-9

User-defined functions | System-defined = Instructions
FB | Supported Supported
FUN | Not supported Supported

For details on instructions, refer to the NX-series Safety Control Unit Instructions Reference Manual
(Cat. No. Z931).

suononsy| /-1-9

L~ Version Information

You can display help with a shortcut key with Sysmac Studio version 1.12 or higher.
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6-2 Variables

In the Safety CPU Unit, variables are used to exchange I/O information with external devices, to per-
form data calculations, and to perform other processes.
This section describes variable designations in detail.

6-2-1 Variables

Variables store /O data for exchange with external devices or temporary data that is used for internal
POU processing. In other words, a variable is a data container with attributes, such as the name and
data type.

You do not need to assign a memory address to a variable. The Sysmac Studio automatically allo-
cates memory addresses in the memory area for variables.

6-2-2  Types of Variables

Variables are broadly classified into the following two types.

® User-defined Variables

The user defines all of the attributes of a user-defined variable.
The rest of this section describes "user-defined variables".

@ Semi-user-defined Variables
For semi-user-defined variables, some attributes are designed by the system, while others are de-
fined by the user.
This includes variables that are used to access specific devices and data.
This is the equivalent of a "device variable" in the Safety Control Unit.

6-2-3  Type of User-defined Variable

There are five types of user-defined variables as defined according to their function in a POU.

. . POU type
Type of user-defined variable
Programs FB
Local variables Internal variables Provided Provided
Input variables Not provided Provided
Output variables Not provided Provided
External variables Provided Not provided
Global variables Provided"! Not provided

*1.  You can define global variables as external variables to access the global variables through the external var-
iables.
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I Local Variables

A local variable can be read and written only inside the POU (program or function block) in which it is

defined.
“Local variables” is the generic term for internal variables, input variables, output variables, and exter-

nal variables.

® Internal Variables

An internal variable can be used only within one POU.

An internal variable is declared in the local variable table of the POU.

You cannot access the values of internal variables from outside of the POU.

You can declare an internal variable with the same name in different POUs. In this case, memory is
allocated separately for each variable.

@ Input Variables
When a POU is called, the values of the input parameters are assigned to the input variables from
the calling POU. An input variable is declared in the local variable table of the POU.

@ Output Variables
Before processing a POU is completed, the output parameters returned to the calling POU are as-
signed to the output variables. An output variable is declared in the local variable table of the POU.

@ External Variables
External variables are used to access global variables from a POU.

I Giobal variables

A global variable is declared in the global variable table.

Device variables that are automatically created from the Slave Terminal configuration are automatical-
ly registered as global variables.

6-2-4 Attributes of Variables

You can set the following attributes for variables.

I Variable Attributes According to Variable Type

@ Attributes of Variables

Attribute Description Specification Default
Variable Name The variable name is used to identify | UTF-8 format Name
the variable. 127 bytes max.
Data Type The data type defines the format of --- BOOL
the data that is stored in the variable.
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Attribute Description Specification Default
Initial Value Specify a value for the variable for This setting is re- FALSE for BOOL and
one of the following situations: quired. SAFEBOOL variables,
* When the power supply is turned and 0 for numeric vari-
ON ables.

* When the mode is changed to
RUN mode or DEBUG mode.

Constant If you set the Constant attribute, you | Specify making the Do not specify a con-
can set the initial value of the variable | value a constant or not | stant.
when it is downloaded, but you can- a constant.
not overwrite the value afterward.

Comment You can add comments to variables. | UTF-8 format None (empty).

127 bytes max.

@ Attributes Supported by Each Type of Variable

Type of variable Variable Name Data Type Initial Value Constant Comment

Global variables Supported. Supported. Supported. Supported. Supported.
Programs Internal variables | Supported. Supported. Supported. Supported. Supported.
External variables | Not supported. | Not supported. | Not supported. | Supported. Supported.

Function Internal variables | Supported. Supported. Supported. Supported. Supported.
blocks Input variables Supported. Supported. Supported. Not supported. | Supported.
Output variables | Supported. Supported. Supported. Not supported. | Supported.

@ Additional Information

The following comments are linked. If you change a comment, the comment for the correspond
ing parameter is also changed.

» Device variable comments in the 1/0O Map

* Global variable comments

* 1/O terminal comments in the Parameters Tab Page

6-2-5 Data Type

The Data Type attribute defines the type of data and range of data that is expressed by a variable.
The amount of memory that is allocated when you declare a variable depends on the data type of that
variable. The more memory allocated, the larger the range of values that the variable can express.
The data types for the input and output variables of instructions depend on the instruction. Set the da-
ta types of input and output parameters for the instruction arguments according to the data types of
the input and output variables for that instruction.

The Safety Control Unit allows the use of only pre-defined basic data types. You cannot use user-de-
fined derivative data types, such as structures, unions, and enumerations, or array specifications.

I Basic Data Types

The basic data types that you can use with the Safety Control Unit are listed below.

Type Definition
Boolean | A data type with a value of either TRUE or FALSE.
Bit string | A data type that represents a value as a bit string.

Integers | A data type that represents an integer value.
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Type

Definition

Duration

A data type that represents a time duration (days, hours, minutes, seconds, and milliseconds).

I Safety Data Types and Standard Data Types

The Safety Control Unit classifies data types into the following two types to distinguish between safety

data and standard data.

» Safety data types: These data types represent data related to safety control.
» Standard data types: These data types represent data related to standard control.
"SAFE" is prefixed to the names of the standard data types such as SAFEBOOL, to create the names

of the safety data types.

You can input a signal for a safety data type variable to a standard data type variable.
You cannot input a signal for a standard data type variable to a safety data type variable. A building

error will occur.

I Basic Data Types

The basic data types are given below.

i Safety/
Classifi- )
cation Data type | standard da- Range of values Notation
ta type
Boolean BOOL Standard da- | FALSE or TRUE bool#0 or bool#1
ta type FALSE or TRUE
SAFE- Safety data
BOOL type
Bit strings | gyTg*1*2 | Standard da- | byte#16#00 to byte#16#FF byte#2#0101010
ta type byte#2#0101_1010
SAFE- Safety data byte#16#5A
BYTE type You can use the separator charac-
WORD™3 | Standard da- | word#16#0000 to ter*_’
ta type word#16#FFFF
SAFE- Safety data
WORD™* type
Integers INT Standard da- | int#-32768 to int#-32767 100
ta type int#100
SAFEINT Safety data int#2#00000000_1100100
type int#16#64
DINT Standard da- | dint#-2147483648 to -100
ta type dint#-2147483647
SAFEDINT | Safety data
type
Duration | TME*4 Standard da- | t#Oms(t#0d0OhOmOsOms) t#3000ms
ta type to
SAFE- Safety data t#4294967295ms
TIME™4 type (t#49d17h02m47s295ms)

*1. The BYTE data type cannot be used for an internal variable.
*2.  If you use the BYTE data type for a global variable, you must define an exposed variable.
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6-2-6

6-16

*3.  If you use the WORD data type for a global variable, you must define an exposed variable or use a con-

stant.

*4. If you use the SAFEWORD, TIME, or SAFETIME data type for a global variable, you must set a constant.

I Bit String Data Format

This section describes the data format for bit string data.
"Bit 0" is the least significant bit of a bit string variable.
Bit values are expressed as 1 or 0.

Bit 7

Bit 0

BYTE#16#3B [0[0[1[1]1]0[1[1]

Variable Attributes Other Than Data Type

This section describes the variable attributes other than the Data Type.

| variable Name Attribute

The variable name is used to identify the variable.

Each variable in a POU must have a unique name. However, you can declare local variables with the
same variable name in different POUs. These are treated as two separate variables.

You cannot declare an internal variable with the same variable name as a global variable.

I initial Value Attribute

The variable is set to the initial value in the following situations.
* When the power supply is turned ON

* When the mode is changed to RUN mode

* When the mode is changed to DEBUG mode (STOPPED)

® Types of Variables That Can Have Initial Values

You can set initial values for only some types of variables. A list is provided below.

Variables

Initial Value Settings

Global variables

Internal variables

Input variables

Output variables

Yes (required)

External variables

Not possible.

You must set initial values for all variables that allow them.
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I Constant Attribute

The Constant attribute prohibits instructions from writing values to a variable. Setting the Constant at-
tribute will prevent any program from overwriting the variable.

The values of variables with a Constant attribute cannot be written from instructions after the initial val-
ue is set. If there is an instruction in a POU that attempts to write a value to a variable with the Con-
stant attribute, an error will occur when the program is built.

6-2-7 Function Block Instances

Function block instances are added to and displayed in the local variable table or the global variable

table as data types.

@ Additional Information

A function block instance is treated as a local variable of the program in which the instance is
created. As such, the instance is added to and displayed in the local variable table of the pro-

gram.

6-2-8  Restrictions on Variable Names and Other Safety Program-relat-
ed Names

sajqenep z-9

The following table lists the restrictions on variable names and other safety program-related names.
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6-18

I Character Restrictions

Multi-
byte
Re- charac- | Case | Maximum size 1 | Char-
Safety program- . . . .
related name Applicable characters served ter sc.er!m- (not including acter
words com- tivity NULL) code
patibili-
ty
Variable names Usable characters Refer to | Not Not 127 bytes ASCII
(including POU in- | » 0to9,AtoZ,andatoz Re- sup- case
stance names) * _ (underlines) served | ported | sensi-
POU definition Refer to Reserved Words Words tive.
names below for a list of the re- on page
Full path of varia- | Served words. 6-18 511 bytes
ble names Characters that cannot be | below.
(Example: This in- | used together
cludes the number | ¢ A text string that starts
of characters for with a number (0 to 9)
the instance name | ¢ A text string that starts in
and period, which an underline (_) character
is Instance- * Atext string that contains
Name.OutputVar- two or more consecutive
iableName when underline (_) character
accessing the out- | * A text string that ends in
put variable of a an underline (_) character
function block.) * |dentifiers formed from a
Device names string of characters that is 127 bytes
prefixed or suffixed with
one or more expansion
characters or spaces
Variable com- None Sup- - 127 bytes UTF-8
ments ported

*1.  The individual restrictions are as listed in the table. The actual upper limits depend on the overall program
capacity and memory capacity for variables.

I Reserved Words

An error is detected during the program check for the following names.
» Use of the same name as any of the instructions that are described in the NX-series Safety Control

Unit Instructions Reference Manual (Cat. No. Z931)
» Words that are reserved by the system

I Names that Must Be Unique

The following names must be unique. A building error will occur.
* Global variable names in the same Safety CPU Unit
+ Variable names in the same POU
 Local variable names and global variable names
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6-3 Constants (Literals)

This section describes constants.

6-3-1 Constants

The value of a variable changes depending on the data that is assigned to that variable. The value of

a constant never changes.
Unlike variables, constants are not stored in memory. You can use constants in the algorithm of a POU

without the need to declare them.
Constants have a "data type" in the same way as variables.

6-3-2 Types of Constants

[=2]
&
The following types of constants can be used with Safety Control Units. o
« Bits 2
Q
* Numbers 7
* Bit strings E
[
* Times o
&

The following tables show the notation to define different constants for the Safety Control Unit. The
constant is normalized after it is entered.

»

. @

| Bits S

S

(2]

Notation Example Remarks 5}

TRUE or FALSE FALSE or TRUE g
{data_type}#{numeric_value} | bool#0 or bool#1 | Data type: BOOL

I Numbers
@ Integers
Notation Example Remarks
{data_type}#{base}#{numeric_val- | int#10#1 * Data type: int or dint
ue} * Base: 2, 8,10, or 16
The editor on the Sysmac Studio does not
show the base of 10. Values entered as the
base of 8 are converted to decimal num-
bers.
* Numeric values cannot be signed (+ or -).
{data_type}#{numeric_value} int#1 This is interpreted as decimal data.
{numeric_value} -100 This is interpreted as SAFEINT or SAFEDINT
data.
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6-20

I Bit Strings

@ Bit String Data

onds}ms

Notation Example Example
{da- word#16#0064 | » Data type: BYTE or WORD
ta_type}#{base * Base: 2, 8,10, or 16
H{numeric_val- The normalizing processing omits the base of 10 and converts val-
ue} ues entered as base of 8 to decimal numbers.
{da- word#100 This is interpreted as decimal data.
ta_type}#{nu-
meric_value}
I Times
® Durations
Notation Example Remarks

{Data type}#{days}d{hoursth{minutes}m{seconds}s{millisec- t#61mb5s Data Type: t
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6-4 Programming Languages

This section describes the programming languages in detail.
Refer to 6-5 Programming Operations on page 6-26 to learn how to enter the programming languag-
es on the Sysmac Studio.

6-4-1 Programming Languages

The languages used to express the algorithms in a POU (program or function block) are called the
programming languages.
FBD is the only programming language that can be used with the Safety Control Unit.

6-4-2 FBD Language

The FBD language is a graphical programming language that is used for programmable controllers
and is defined by IEC 61131-3.
You use connecting lines to show the data flow, and rectangular boxes to represent functions and

function blocks to write algorithms.

sabenBue Buiwweiboid -9

I Elements of the FBD Language

An algorithm in the FBD language is a unit made up of a series of elements, called "networks", that

connect the inputs to the outputs. The networks consist of the following elements.

* Input parameters

» Connecting lines

* Instructions (FUN or FB instructions) or user-defined function blocks

» Output parameters

In a network, signals flow from the inputs on the left to the outputs on the right.

* Input parameters and output parameters are arguments that are written with variables or constants.
These arguments are written in the areas that are connected to the terminals of input variables or
output variables inside the instructions or user-defined function blocks with connecting lines.

» The connecting lines show the flow of the following three types of signals.

a) Flow between input and output parameters and instructions
b) Flow between terminals on user-defined function blocks
c) Horizontal and vertical flow between instructions or between user-defined function blocks

* Instructions and user-defined function blocks are represented by rectangular boxes. You can use

connecting lines to connect input variables or output variables. Some terminals do not need to be

sabenbue] Buiwwelbold L-#-9

connected with a connecting line.
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Jump instruction Instructions o/r user-defined function blocks
|

Input parameters

_____________________________________________________________________________

KRETURN e !
i Return instruction

Jump label

_______________________________________

MK Baspions

____________________________________________________________________________

Output parameters

The networks shown above include a Jump instruction that changes the top-to-bottom flow of execu-
tion between networks, a label that shows the network to jump to, and a Return instruction.

Refer to Execution Order of Safety Programs Written in the FBD Language on page 6-22 and Execu-
tion Control on page 6-23 later in this manual, and also to the NX-series Safety Control Unit
Instructions Reference Manual (Cat. No. Z931) for details.

@ Additional Information

* Unlike the ladder diagram language, the FBD language does not have bus bars. The con-
necting lines do not indicate power flow. They indicate the flow of data. The FBD language
does not have an END instruction. Execution for the task period ends when the last network
is executed.

* In this manual, "FBD network" is sometimes used to differentiate programming networks from
physical networks, such as EtherCAT networks.

I Execution Order of Safety Programs Written in the FBD Language

In POUs that are written in the FBD language, networks are executed in order from top to bottom.
Processing ends when the network at the very bottom of the program is executed.

Elements in the same network are executed from top to bottom for FUN and FB inputs and left to right
for blocks that are connected in series. In the following example, execution is in the following order:
Block 1, Block 2, Block 3, and then Block 4.
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Block1 Block4

Block2 Block3

However, if there is a Return instruction in the middle of a program and the execution condition is met,
the POU is ended and a return is made to the source of the call. No processes after Return instruction

are executed.

I Execution Control

Safety programs that are written in the FBD language are generally executed from top to bottom, but
you can use the Jump instruction to change the execution order.

For example, when the value of variable a changes to TRUE in the following example, execution will
move to the network labeled "Exception".

You cannot jump to a network that is above the current network.

sabenBue Buiwweiboid -9

a —p Exception <
>
us]
O

_ [ FB1 1 Execution jumps nD'T
— —t here @
o
&
V]
Exception:
_ = FB2 1
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I Connecting Instructions or User-defined Function Blocks

® Correct Connection Configurations

Parameters and commands, or user-defined function blocks can be connected with a connecting line.

FB1

The connecting line can connect two instructions or two user-defined function blocks.

FB1 FB2

Multiple instructions or user-defined function blocks can be connected to a single instruction or user-defined function block.

FB1

FB2 J

FB3

® Incorrect Connection Configurations
You cannot connect more than one instruction or user-defined function block to the right of another
instruction or user-defined function block. In this case, you must pass the signal to a variable as
shown in the following figure.

FB1 FB2

FB2

o |
| FB3

You cannot route a connecting line from the output to the input. In this case, you must pass the
signal to a variable as shown in the following figure.
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FB1 FB2

" -

sabenBue Buiwweiboid -9

abenbue agd z-+-9
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6-5 Programming Operations

This section describes the procedures on the Sysmac Studio that you use to create safety programs
for the Safety CPU Unit.

6-5-1 Programming Layer on the Sysmac Studio
You use the Programming Layer with the Controller set to the Safety CPU Unit on the Sysmac Studio
as shown below to create safety programs for the Safety CPU Unit.

Eile Edit Vi e S T

Toolbox

» Boolean Operators

new_SafetyCPUQ

» Configurations and Setup ai e Commen [ > 1

'w Programming Il
J||| » Math Operators

» Safety Standard FBs

=
=
=
S
=
o
=
g
g

Programming Header )
Edit Pane

The Programming Headers of the Multiview Explorer are organized as shown below.

Programming Header Description
POUs
Programs
ProgramO The list of programs is displayed.
Program1 "Program0" is created when a new project is created.

Double-click a program to display it in the FBD editor and begin editing.
In the Multiview Explorer, you can change the names of programs or delete,
copy, paste, and cut programs.

Function Blocks

6-26 NX-series Safety Control Unit User's Manual (Z930)



6 Programming

Programming Header

Description

FunctionBlockO

A list of user-defined function blocks is displayed.

FunctionBlock1

There are no function blocks when you create a new project.

You can change the name, delete, copy, paste, and cut function blocks.

Double-click a function block to display it in the FBD editor and begin editing.

Data

Global variables

editing.

Double-click Global Variables to display the Global Variable Table and begin

The structure of the Edit Pane is shown below.

121013 MRIAZINY

CRC data

FBD editor

Item

Editing

Description

Variable table | Possible

Displays the local variables.

FBD editor Possible

Displays the FBD network.

CRC data Not possible

Displays the CRC data of the POU.

6-5-2 Registering POUs

This section shows how to register programs and function blocks.

I Registering New Programs

1 Right-click Programs under Programming - POUs and select Add - Program from the menu.
A new program is added under Programs.

¥ Programming

2 Double-click the program that was added.

NX-series Safety Control Unit User's Manual (Z930)
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6-28

The variable table and FBD editor are displayed in the Edit Pane. From here you can edit pro-
grams.

Refer to 6-5-3 Registering Variables on page 6-37 for information on how to register varia-
bles, and 6-5-4 FBD Programming on page 6-45 for information on programming in the FBD
editor.

I Registering Function Blocks

Function blocks are written in the FBD language. You can call them from safety programs as required.
You can use functions inside function blocks.

Refer to 6-1-2 Overview of the Three Types of POUs on page 6-3 for a detailed description of function
blocks.

® Registering New Function Block
This section describes the procedures for registering a new user-defined function block.
Function block instructions are registered in the Sysmac Studio in advance. You do not need to
register function block instructions to use them.

1 Right-click Function Blocks under Programming - POUs in the Multiview Explorer and select
Add - FunctionBlock from the menu.
A new function block is added under Function Blocks.

¥ Programming

» & Programs

7 FunctionBlock(

2 Double-click the new function block.
The variable table for the function block and the FBD editor are displayed in the Edit Pane.
From here you can create local variables and FBD networks.

Refer to 6-5-3 Registering Variables on page 6-37 for information on how to register variables,
and 6-5-4 FBD Programming on page 6-45 for information on programming in the FBD editor.

I Displaying Properties

This section describes how to display program and function block properties.

Right-click the registered program or function block and select Properties from the menu.
The Properties Dialog Box is displayed.
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oo o]

Created 2015/03/03 20:37:25

(U E\CL I 0015/03/03 20:37:25

e -

(0]¢ Cancel

The following table describes the items in the Property Dialog Box.

Item Editing Description
Name Possible This is the name that is currently set for the POU.
CRC Not possible | This is the CRC data of the POU.

You can also check the CRC data on the Change Tracking Tab Page.

Version Possible This is the version information for the POU.
You can also check the version information on the Change Tracking Tab Page.

Author Possible This is the person that created the POU.
Created Not possible | This is the date that the POU was created.
Updated | Not possible | This is the date that the POU was updated.
Comment | Possible This is a comment for the POU.

suonesadQ Buiwweisbolid g-9

m Precautions for Correct Use

The author, creation date, and update date cannot be saved on Sysmac Studio version 1.12 or
lower.
If you open a project on Sysmac Studio version 1.12 or lower, this data will be lost.

SNOd Buusisibay z-G-9

L~ Version Information

Sysmac Studio version 1.13 or higher is required to display these properties.

I Exporting Programs

You can export a program to a file (extension .spg).
You can import an exported program to reuse it in another project.
Use the following procedure.

1 Right-click a program displayed under Programming - POUs - Programs in the Multiview Ex-
plorer, and then select Export from the menu.
The Export Dialog Box is displayed.
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I Export

@\FJ'|3 » Libraries » Documents »

- ‘ +y | ‘ Search Documents

New folder

* Documents library

Includes: 2 locations

Organize »

I Favorites
= = -
ﬂ_L\branEs | Name
| j Documents
rj“ Music
[=| Pictures

E Videos

i Computer

3 No items match your search.

Arrange by: Folder =

m

Date rodified Ty

-

File name:

Save as type: | Program(*.spg)

= Hide Folders

Save

2 Enter a file name, and then click the Save Button.
A program file with an .spg extension is saved.

EI Precautions for Correct Use

* Do not delete the program CRC data that is displayed after the program is exported. It is

used to check the data when importing the program.
You can check the CRC data on the Change Tracking Tab Page or Properties Dialog Box.

» The spg program file includes information on global variables that are used as external varia-

bles.

|~ Version Information

You can export programs with Sysmac Studio version 1.17 or higher.

I Importing Programs

You can import an exported program to reuse it in another project.

/\ WARNING

Check during the import of the program that the CRC of the program is correct. Seri-
ous injury may possibly occur due to loss of required safety functions.

0

Use the following procedure to import a program that was previously exported.

1 Right-clickProgramsunderProgramming-POUsin the Multiview Explorer and se-

lectimportfrom the menu.
ThelmportDialog Box is displayed.

6-30
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- Bl

l:‘ Import M
\

g u |[F » Libraries » Documents » '|“1‘|| Search Documents )
Organize = New folder = 0 @
5 Favorites Documents library Rirmigediy okl

Includes: 2 locations
74 Libraries Name Date modified Tyn
@ Documents
D Music || Program0.spg 2016/08/0918:14  SPQ
[E] Pictures
E Videos

% Computer

‘h! Network

4 T | +

File name: - Ing:am(*.spg] ']

[ Open ] [ Cancel ]

When you select the files to import, you can press theShiftKey orCtriKey to select more than
one file.

2 Select the .spg file to import, and then click theOpenButton.
When external variables are used in the program to import, the following dialog box is dis-
played.
SelectYesto register the variables as global variables.

suonesadQ Buiwweisbolid g-9

(Syamac suao

Imported Program(Program0.spg) contains rnal variables.

Do you want to import the required global variables?

When the registered global variables are used as exposed variables, the following dialog box is
displayed.
SelectYesto register the variables as exposed variables.

Syemes swds

Imported global variables are used as ex

SNOd Buusisibay z-G-9

Do you want to register them?

A dialog box to check the CRC data is displayed.

NX-series Safety Control Unit User's Manual (Z930) 6-31



6 Programming

The imported Program CRC are as follows.
(Program0.spg)
Program0 : 16#F9C8_F4ACE

Please confirm the CRC.
[The CRC can be checked by selecting "Change Tracking” from the Project menu.)

ToK |

3 Check the CRC data, and click theOKButton.
The program is imported and added to the project.

M Precautions for Correct Use

After a function block is imported, the safety program in the project will be in an unvalidated
state. Always execute safety validation again.

@ Additional Information
You can check the CRC data on theChange TrackingTab Page or Properties Dialog Box.

L~ Version Information

You can import programs with Sysmac Studio version 1.17 or higher.

I Exporting User-defined Function Blocks

You can export a user-defined function block to a file (extension .sfb).
You can import the exported user-defined function block to reuse it in another project.
Use the following procedure.

1 Right-click the user-defined function block under Programming - POUs - Function Blocks in
the Multiview Explorer and select Export from the menu.
The Export Dialog Box is displayed.

B Bport 36
+ > ThisPC > Local Disk () » Users » Administrator > My Documen its. v O Search My Documents P
Organize » New folder == g (7]

Name Date modified Type Size
s Quick access

I Desktop
¥ Downloads
[£ Documents
& Pictures

D Example.sfb 4/10/2018 3:05PM  SFB File 2KB

%% % %

& OneDrive
[ This PC

o Network

File name: |

Save astype: | Function Block(*.sfb)

A Hide Folders Cancel
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2 Enter a file name, and then click the Save Button.
A function block file with an .sfb extension is saved.

|'_l7| Precautions for Correct Use

» Do not delete the function block CRC data that is displayed after the function block is export-
ed. It is used for data confirmation when the function block is imported.
You can check the CRC data on the Change Tracking Tab Page or Properties Dialog Box.

» A help file is not included with the user-defined function block file (sfb).

L~ Version Information

You can export user-defined function blocks with Sysmac Studio version 1.12 or higher.

I Importing User-defined Function Blocks

You can import the exported user-defined function block to reuse it in another project.

/\ WARNING

Check during the import of the user defined function that the CRC of the imported
function block is correct. Serious injury may possibly occur due to loss of required
safety functions.

o
1
(3]
b
=
o
<
[Y
3
EX
=]
«Q
o
T
1]
=
Y
=
o
>
”n

Use the following procedure to import a user-defined function block that was previously exported.

P

&

N

1 Right-click Function Blocks under Programming - POUs in the Multiview Explorer and select P
Import from the menu. %

The Import Dialog Box is displayed. é

o

'Imporl @1 g

U\:J [l « OMRON » Data » Lib » Safety ~ [ 42 |[ Search Sarety 2|
Organize v MNew folder B+ [l 'g'

> S Favorites Name : Date modified Type
|| FunctionBlockd.sfb 2016/01/24 14:48 SFB File
4 | Libraries
4 3 Documents
4 J‘ Music
I [ 5] Pictures

» B Videos
b 1% Computer

> ‘h’ Network

< 1t | r

File name: - IFunct'ron Block(*.sfb) '1

[ Open 1v] [ Cancel ]

When you select the files to import, you can press the Shift Key or Ctrl Key to select more
than one file.

2 Select the .sfb file to import, and then click the Open Button.
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The following dialog box is displayed. To import the function block help file, select Yes.

F =

Sysmac Studio

Do you want to import the help file of the Function Bl

MNo

When a function block help file is imported, the following Import Dialog Box is displayed.

' Import g‘

OO [ 1) « oMRON » Dsta » Lib » Safety ~ [ %3 || Search Safety o

Organize « MNew folder B - [ @

X Favorites MName ° Date modified Type
= FunctionBlockd pdf 2016/08/0518:28  Adobe Acrobat D
7 Libraries
@ Documents
J‘ Music
[&5] Pictures
E Videos

- Computer

“! Network

4 [ I i

Hoerms ~| [ Function Block Help File(* paf) |

l Open ivl [ Cancel ]

If you select a help file (.pdf extension) with the same name as the imported function block, the
specified file is copied to the save location for the user-defined help file.

A dialog box to check the CRC data is displayed.

The imported Function Block CRC are as follows.
(Example.sfb)
FunctionBlockO : 16#3BAE_AEF2

Please confirm this CRC.

(This CRC can be checked in "Change Tracking” in Project menu.)
[

‘ oK

3 Check the CRC data, and click the OK Button.
The function block is imported and added to the project.

M Precautions for Correct Use

After a function block is imported, the safety program in the project will be in an unvalidated
state. Always execute safety validation again.
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@ Additional Information

You can check the CRC data on the Change Tracking Tab Page or Properties Dialog Box.

L~ Version Information

You can import user-defined function blocks with Sysmac Studio version 1.12 or higher.

I Help for User-defined Function Blocks

In the FBD editor, select the user-defined function block and then press the F1 Key to open the help
file.

@ Setting a Help File

Use the following procedure to set a help file for a user-defined function block.

1 Prepare a help file with the same name as the function block (extension .pdf).

2 Save the help file in the specified folder.
The default folder is C:\OMRON\Data\Lib\Safety.

suonesadQ Buiwweisbolid g-9

@ Changing the Save Location for Help Files
You can change the folder in which help files are saved.
Use the following procedure.

1 Select Option from the Tools Menu.
The Option Dialog Box is displayed.

2 Click the Safety Function Block.
The help save location is displayed.

SNOd Buusisibay z-G-9

Color Theme
Project Settings
Window

Ladder Editor
ST Editor

HMI Code Editor
HMI Page Editor

Program Check/Build

Variables

Comments for Variables and Data Types
Parameter Editor

Synchronization

Safety FBD Editol

Cancel

3 Select the folder in which to save the help files and click the OK Button.
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The save location for help files for user-defined function blocks is changed.

L~ Version Information

You can use help for user-defined function blocks with Sysmac Studio version 1.12 or higher.

| Importing IEC 61131-10 XML Files

This function imports XML files that conform to IEC 61131-10. You can import global variables and
POUs described in FBD language from the XML file.

An example of writing XML is installed by default in the following folder. To check the data supported
by this function, refer to the XML schema in the same folder.
» Sysmac Studio (32 bit)
For 32-bit OS:
C:\Program Files\OMRON\Sysmac Studio\Sample\I[EC 61131-10 XML\Safety
For 64-bit OS:
C:\Program Files (x86)\OMRON\Sysmac Studio\Sample\I[EC 61131-10 XML\Safety
» Sysmac Studio (64 bit)
C:\Program Files\OMRON\Sysmac Studio\Sample\I[EC 61131-10 XML\Safety

The procedure to import the IEC 61131-10 XML files is as follows.

1 Select IEC 61131-10 XML - Import from the Tools Menu.
The Import IEC 61131-10 XML Dialog Box is displayed.

Import IEC 61131-10 XML - O x

Import file:
~ Import options
Same-name program or function block
O Rename
. Overwrite

(When there is a duplicate program name or function block name, change the name and add them.)

Program or function block with an invalid name
D Rename

@ Do notimport

Global vanable with the same name
© Add as new variables
@ Overwrite

Cancel

2 Click the View File Selection Dialog Box Button.

6-36 NX-series Safety Control Unit User's Manual (Z930)



6 Programming

Import IEC 61131-10 XML - O X

Import file:

~ Import options

The Select File Dialog Box is displayed.

3 In the Select File Dialog Box, select the XML file to import, and then click the Open Button.
The screen returns to the Import IEC 61131-10 XML Dialog Box, in which the path to the file
that you selected in the Select File Dialog Box is displayed as the import file.

4 Select the options before importing the file.

Import IEC 61131-10 XML — | X

Import file:
C:¥Program Files (xB6)¥OMRON¥5ysmac Studio¥Sample¥1EC 61131-10 XML¥Safety¥Sample_Safety.xml
~lmportoptons —™M8 ———————————————————————————————
Same-name program or function block
o
) Rename
. COnerwrite

(When there is a duplicate program name or function block name, change the name and add them.)

suonesadQ Buiwweisbolid g-9

Program or function block with an invalid name
© Rename

@ Do not import

Global vaniable with the same name
© Add as new variables

@ Overwrite

Cancel

so|qele) Bulelsibay ¢-G-9

5 Click the Execute Button.
The data is imported and the global variables and POUs in the XML file are added to the

project.
If the project already has any global variable or POU with the same name, data is imported as
you configured in the import options. You can check the imported data on the Output Tab Page.

M Precautions for Correct Use

The data integrity of the XML file is not checked by CRC when it is imported.
Always validate the correct logic under your responsibility after the import and assure proper
execution before you use it for actual operation.

6-5-3  Registering Variables

This section describes how to register global variables and local variables.
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I Registering Global Variables

® Opening the Global Variable Table

Double-click Global Variables under Programming - Data in the Multiview Explorer. Or, right-click
Global Variables under Programming - Data and select Edit from the menu.
The global variable table is displayed.

Toolbox

[-Gevrocrr RIS

»- Configurations and Setup | Initial Value | Consiant |  Comment |
¥ Programming N2_Si00_Logical Value | SAFEBOOL
N2_5i01_Logical Value | SAFEBOOL

N2_5i02_Logical Value | SAFEBOOL

N2_5i03_Logical Value | SAFEBOOL

N2_Si04_Logical Value | SAFEBOOL

N2_5i05_Logical Value | SAFEBOOL

» B, Safety Task N2_Si06_Logical_Value | SAFEBOOL
N2_Si07_Logical Value | SAFEBOOL

=
=
F
=

F
=1
g

Name (Online valuel  Modify | Datatype | | Display format 1
SAFEBOOL Boolean
N2_Si01_Logical Value SAFEBOOL Boolean
SAFEBOOL Boolean
SAFEBOOL Boolean
SAFEBOOL Boolean
SAFEBOOL Boolean
sareB00L Bool

— | N2_Si07_Logical_Value i
H Fiter R

Field Description Restrictions
Name Enter a name to use to identify the variable. Only single-byte alphanu-
meric characters are al-
lowed.

Multi-byte characters, such
as those used for Japa-
nese, are not allowed.

The maximum size is 127
bytes.

Data Type | Set the type of data that is stored in the variable. Refer to ---

6-2-5 Data Type on page 6-14 for the data types that you can
use.

Initial Val- | Set the value to use when the power is turned ON, when the -
ue mode changes to RUN mode, or DEBUG mode (STOPPED).
This parameter must be specified.

Constant Select the check box in the Constant column to set the initial val- | ---
ue of the variable when it is downloaded, but prevent it from be-
ing changed afterward.

Select the check box or clear the selection (default).
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Field Description Restrictions

Comment | Set any comments for the variable. The maximum size is 127
bytes.

@ Registering New Global Variables

1 Press the Insert Key in the global variable table, or right-click in the global variable table and
select Create New from the menu.

B Programming

Data Type | Initial Value | Constant | Comment

e —
@ _ Create New P

suonesadQ Buiwweisbolid g-9

2 Enter values for each item, and then press the Enter Key.

B Programming

nitial Value | Constant | Comment |
:

The variable is registered. Always set the variable name and the data type.
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@ Additional Information

If there are no registered variables at all, the message Empty. Click here to add Iltem is dis-
played. Click to add a new variable.

@ Automatically Registering Global Variables
When you register device variables or exposed variables, any of the variables that are not already
registered as global variables are automatically registered as global variables.

Refer to 5-6 Registering Device Variables on page 5-43 for details on registering device variables.
Refer to 5-7 Exposing Variables to Standard Controllers on page 5-49 for details on registering ex-
posed variables.

@ Editing Global Variables

1 Click the cell to edit for the registered variable.
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B Programming

SAFEWORD

You can use the autocompletion to enter a data type in the Data Type cells. When you enter
the first letter (example: S), a list of data types that begin with the letter is displayed. Select a
data type from the list.

2 Change the value or the settings, and then press the Enter key.
The change is applied to the variable.

B Programming

Name Data Type Initial Value

» Entry candidates you can select are displayed as follows:
Entry candidates are displayed in the Name, Data Type, and Initial Value cells.
Entry candidates that match the characters in the entered text string are displayed as you edit
the text string.

» Entry candidates you can select by drag and drop are displayed as follows:
You can move the position at which the selected variable is defined. You cannot select multiple
variables.
If you select multiple variables, the variable at the very bottom row will be the target of the drag
and drop operation.

® Deleting Global Variables

1 Click any cell on the line of the variable to delete to select the entire line.

Bl Programming
| +

Name | Data Type | Initial Value | Constant | Comment

@ Third_Start SW _SAFEBOOL FALSE

2 Press the Delete Key. Or, right-click a row and select Delete from the menu.
The variable is deleted.

® Copying and Pasting Global Variables

1 Click any cell on the line of the variable to copy.
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2 Press the Ctrl + C Keys. Or, right-click the row and select Copy from the menu.
The specified variable is copied.

3 Press the Ctrl + V Keys. Or, right-click and select Paste from the menu.
A copy of the variable is registered with _Copy added to the name of the variable that was cop-
ied on the next row.

@ Precautions for Correct Use

If you enter any invalid characters or out of range values, the cell is highlighted in pink. An error
will occur when the program is built. A red icon "!" is displayed in the Multiview Explorer.

The error message is displayed when the mouse cursor is moved over the cell where the error
exists or over the exclamation icon.

Refer to 6-2-8 Restrictions on Variable Names and Other Safety Program-related Names on
page 6-17 for details on the restrictions on variable names.

» Variable Table
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+

| Data Type | Initial Value | Constant | Comment |

The value is invalid.

The value can be any string of upper or lower case letters, digits and underscores provided that:
The first characters are not digits, an underscore.

The last character is not an underscore character.

There are not two or more underscore characters together.

Prohibited characters: .,!"$% * &*()}-+={}[1/\7#@ ~"'"|;: < > space.

Tt cannat be a keyword.

so|qele) Bulelsibay ¢-G-9

* POUs (when the mouse cursor is moved over a POU, including the local variable where the
error exists)

¥ Programming

The value is invalid.

The value can be any string of upper or lower cas
The first characters are not digits, an underscore.
The last character is not an underscore character.
There are not two or more underscore characters
Prohibited characters: . ! "$% *&*()-+={}
It cannot be a keyword.

@ Additional Information

» The global variable comments are linked to the device variable comments in the 1/0O Map and
the 1/0 terminal comments on the Parameters Tab Page for the Safety Slave Unit.

« If the same variable names exist when variables are copied and pasted from other variable
tables or spreadsheets, a dialog box that lists the source and destination variables is dis-
played. Select the variable to overwrite and execute the paste.
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I Registering Local Variables

Registration of local variables refers to the registration of variables that can be used only inside POUs
(programs and function blocks). Local variables include internal variables, input variables, output vari-
ables, and external variables.

® Registering and Editing Local Variables

1 Double-click a program under Programming - POUs - Programs in the Multiview Explorer. Or,
right-click the program and select Edit from the menu.
The local variable table for the program or the local variable table for the function block is dis-
played in the Edit Pane.
* The local variable table for programs is shown below.

B Programming

+

| Data Type | Initial Value | Constant|  Comment |

e The local variable table for function blocks is shown below.

B Programming === 0 Q
+

| Data Type | Initial Value | Constant | Comment |

Field Description Restrictions
Name Enter a name to use to identify the variable. Only single-byte alphanu-
meric characters are al-
lowed.
Multi-byte characters,
such as those used for
Japanese, are not al-
lowed.
The maximum size is 127
bytes.
Data Type | Set the type of data that is stored in the variable. Refer to -
6-2-5 Data Type on page 6-14 for the data types that you can
use.
Initial Val- | Set the value to use when the power is turned ON, when the | ---
ue mode changes to RUN mode, or DEBUG mode (STOPPED).
This parameter must be specified.
Constant | Select the check box in the Constant column to set the initial | ---
value of the variable when it is downloaded, but prevent it
from being changed afterward.
Select the check box or clear the selection (default).
Comment | Set any comments for the variable. The maximum size is 127
bytes.
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Note The items that can be set and viewed depend on the type of the local variable. Refer to 6-2-4 Attrib-
utes of Variables on page 6-13 for details.

2 Select the tab for internal variables, in-out variables (function blocks only), or external varia-
bles, and then register and edit the local variables.
You can also register them directly in the FBD editor.

@ Additional Information

The operating procedures for local variables are the same as the procedures used for global

variables.
Refer to 6-5-3 Registering Variables on page 6-37.

I Deleting Unused Variables

You can delete unused variables in the Safety CPU Unit programs all at once.

1 Select Delete Unused Variables from the Edit menu.

suonesadQ Buiwweisbolid g-9

Search and Replace...

Jump to Multiview Explorer Aft+Shift+L

so|qele) Bulelsibay ¢-G-9

The confirmation message is displayed.

Delete Unused Variables X

All variables not used in programs in new_SafetyCPUQ will be deleted. Do you wish to continue?
Unused variables will be deleted from all the variable tables in the Controller.
Variable tables of POUs with data protection are not included.

H Delete unused variables mapped to the I/O ports on the I/0 Map.

M Delete unused exposed variables.

oK

2 To include unused variables mapped to the 1/O ports on the I1/0O Map and/or unused exposed
variables to the deletion target, select the corresponding checkbox(es) and click the OK But-
ton.

A list of unused variables is displayed.
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Delete Unused Variables

Are you sure y ant to delete the following unused variables?

Variable
ram0.5F_TP.0'

Program0.xBlink

'seTP
BOOL

B4 N2_Safety_Input_Terminal_Status SAFEBOOL
4 N3_Safety_Input_Terminal Status SAFEBOOL
i N4_Safety Output Terminal Status  SAFEBOOL

Std_Input_Bit4
i Std_Input_Bits

Std_Input_Bit6
i Std_Input_Bit7
% Std Output_Bit5
[ Std Output_Bit6

Std_Output_Bit7
i Std PB1

Std PB2
| Std PB3

BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL
BOOL

Number of unused variables to be deleted : 15

Data Type

Comment

Push Button 1
Push Button 2
Push Button 3

Cancel

3 Select the checkbox(es) of the variable(s) to delete and click the OK Button.

The following confirmation dialog is displayed.

Delete Unused Variables

you delete a large number of device variables or exposed variables, it may take longer time.
This operation cannot be undone.

Do you want to continue?

4 Check the contents and click the Yes Button.

The unused variables are deleted. The window displays the number of deleted entries.

Delete Unused Variables

15 unused vaniables were deleted.
Please check the Output Tab Page for more information.

0K

@ Precautions for Correct Use

» This deletion does not work for variables with data protection enabled and the I/O variables of

function blocks.

» The deletion also does not work for the exposed variables with the device variables assigned
by the standard controllers.
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6-5-4 FBD Programming

With the Safety CPU Unit, you use the FBD language to express algorithms that are inside the POUs
(programs and function blocks). You add and connect functions and function blocks in the FBD editor
to build algorithms inside POUs (programs and function blocks).

This section describes how to use the FBD editor.

| opening and Using the FBD Editor

® Programs

1 Double-click a program under Programming - POUs - Programs in the Multiview Explorer. Or,
right-click the program and select Edit from the menu.
The FBD editor for the program is displayed.

Bl Programming

Data Type | Initial Value | Constant| Comment

suonesadQ Buiwweisbolid g-9

Refer to 6-5-2 Registering POUs on page 6-27 for the program registration procedure.

Bulwwelbold ag4 #-5-9

® Function Blocks

1 Double-click a registered function block under Programming - POUs - Function Blocks in
the Multiview Explorer. Or, right-click the function block and select Edit from the menu.
The FBD editor for the function block is displayed.

B Programming

Name Data Type | Initial Value | Constant | Comment |

Refer to 6-5-2 Registering POUs on page 6-27 for the function block registration procedure.
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I Zooming In and Zooming Out of the FBD Editor

Use the icons that are displayed in the toolbar to zoom in or zoom out of the FBD editor.

I Inserting FBD Networks

There are three ways to insert an FBD network.

® Method 1

Right-click the FBD network and select Insert Network Above from the menu.
An empty FBD network is inserted before the selected FBD network.

® Method 2

Right-click the FBD network and select Insert Network Below from the menu.
An empty FBD network is inserted after the selected FBD network.

® Method 3
Drag a Network from General in the Toolbox to the FBD editor.
An empty network is inserted at one of the positions given in the following table, and the focus
moves to the inserted network.

..... e
fb_inst
SF_Egquivalent
TRUE Activate Ready [~ bReady Local3
Locall 5 ChannelhA 5 EguivalentOut
Locali 5 ChannelB Errorf-errl

:A) LocalTime —¢{DiscrepancyTime DiagCode |- DCode

Drop point Position where network is added
Upward arrow on the network | An empty network is inserted before the FBD network where the network
number was dropped.
Downward arrow on the net- An empty network is inserted after the FBD network where the network
work number was dropped.
Input terminal An empty network is inserted after the FBD network where the network

was dropped.

I Deleting FBD Networks

There are two methods to delete an FBD network.

® Method 1

Right-click the FBD network and select Delete from the menu.
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The selected FBD network is deleted and the focus moves to the next network.

® Method 2

Select the FBD network and press the Delete Key.
The selected FBD network is deleted and the focus moves to the next network.

I Editing Comments for FBD Networks

Use the following procedure to edit the comment for an FBD network.
» Select the comment portion of the FBD network and edit it.

1 | Comments |

fb_inst

5F_Equivalent
TRUE Activate Ready [~ bReady Local3
Locall 5 ChannellA 5 Equivalentlut
Local2 5 ChannelB Error - errl
LocalTime —|Discrepancylime DiagCode [~ DCode

suonesadQ Buiwweisbolid g-9

I Commenting Out FBD Networks and Restoring Them

The following operation allows you to comment out an FBD network and then restore it. When a net-
work is commented out, it is no longer executed.

Right-click the FBD network and select Toggle Network Comment State from the menu.

M Precautions for Correct Use

Bulwwelbold ag4 #-5-9

You cannot select more than one network. If you select more than one network, the comment
status of last network that you select will change.

Networks that are commented out are displayed in blue italic letters as shown below.

1 Comments

TRUE —Activate Ready |- bReady Localld
=11 S Cha 12 21 o

Locall

If you select a commented network, the network is changed to an uncommented network.

I Inserting a FUN or FB

There are following two ways to insert a FUN or FB.
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Method Operation

Method 1 | Drag a FUN or FB from the Toolbox to an 1/O terminal on the FUN or FB in the FBD editor, or to a
new network where the words Start Here are displayed.

Method 2 | Right-click the FBD network, select Insert Function Block from the menu, and specify FUN or FB.

@ Precautions for Correct Use

Not all of the FUNs and FBs that you can use are displayed in the Toolbox. To use a FUN or FB
that is not shown in the Toolbox, use Method 2.

® Procedure for Method 1

1 Drag a FB or FUN from the Toolbox to an I/O terminal on the FUN or FB in the FBD editor, or to
a new network where the words Start Here are displayed. Positions where you can drop the
function block are indicated with gray rectangular or diamond-shape boxes. These boxes
change to green when you move the cursor over them.

Toolbox

¢ EBoolean Operators

Data Type | Initial Value | C g
TIME t#0s |
BOOL EALSE M b Math Operators
BEOOL FALSE | b Cther Operators
WORD 16%0 1 ¥ Safety Function blocks
SAFEBOOL ]

SF_EDM

5F_EmergencyStop
b iestT

SE Zquivalent SF_EnableSwitch

OE Activate Ready I~ bReady SF_Equivalent

— A o ral— SF_ESPE
EY 3)Channell tquivalentOut
Z Beplace

5F_GuardlLocking

12 5 Channelb Errorj—errl 3 T
SF_GuardMonitoring

me —}DiscrepancyTime DiagCode f— DCode 3 F_ModeSelector

2 Drop the FUN or FB on a green diamond-shape box to insert it.

® Procedure for Method 2

1 Right-click the FBD network and select Insert Function Block from the menu.
An empty FB is inserted.

NX-series Safety Control Unit User's Manual (Z930)



6 Programming

2 Click in the FB name text box and press the Ctrl + Space Keys to display a list of the FUNs
and FBs that you can enter.

.. ]
& |ADD

& AND N
#% BOOL_TO_DINT

#% BOOL_TO_INT

#% BOOL_TO_TIME

#% BOOL_TO_WORD

#% BYTE_TO_DINT

#2 BYTE_TO_INT

#% BYTE_TO_TIME

#% BYTE_TO_WORD -

3 Select a FUN or FB from the list.

suonesadQ Buiwweisbolid g-9

@ Additional Information

You can click the Input Assistance Button ([IJ) to the right of the FB name text box to display

the Input Assistant Dialog Box. You can select an FB from the Items in this dialog box to insert
the selected FB.

‘?’

T

Area Description h

Categories Displays the FB categories. The FBs that belong to the selected category are dis- %

played in the Items Area. é

Items Displays a list of FBs. g

Documentation | Any additional information that is available for the FB that you select in the Iltems Area §
is displayed.

The Input Assistant Dialog Box is also displayed when you right-click an FBD network and se-
lect Insert Function Block from the menu.

@ Inserting Position of a FUN or FB
The position where the FUN or FB is inserted depends on the insertion method, as described be-

low.
* If you drag a FB or FUN (SF_Antivalent in the example) from the Toolbox, the FB or FUN is in-

serted at the position shown below.

1|

SF_Equivalent 0

SF_Equivalent
TRUE —{Activate Beady— bReady local3

locall Channeld FguivalentOut
-

local2 _ChannelB Errorj errl

localTime Discrepancylime DiagCode |- DCode
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If you drop the SF_Antivalent FB on the network where the words Start here are displayed, the
FB is inserted in the new network.

SF_Equivalent_0

S5F_Equivalent
TRIE —|Activate Beady— bReady local3
lecall 5 ChannellX 5 _EquivalentQut
leocal2 5_ChannelB Errorf-errl
localTime —DiscrepancyTime DiagCode [~ DCode

SF_Antivalent_0
SF_Antivalent

—Activate Readyif-

—5 ChannellC S AntivalentOut

—5 Channelli0 Erroz

spancyTime ..

If you drop the SF_Antivalent FB on an input terminal, the FB is inserted before the input termi-
nal.

SF_Antivalent_0

SF_Equivalent_0

SF_Antivalent |» SF_Equivalent
Activate Ready] Activate Ready [ bReady leccal3
TRUE  |S_ChannelNC SﬁAnr.lvalEn:Ouci locall — (S_Channeld S EquivalentOut
3 _Channell0 Eerx% local2 — |S_ChannelB Errorferrl
DiscrepancyTime DlanDdEé localTime —{DiscrepancyTime DiagCode - DCode

* If you select a FB or FUN (in this example, SF_Antivalent) from the right-click menu, the FUN or
FB is inserted at the location shown below.
a) Before the FB is inserted, the network is as shown below.

1

fb_inst
5F_Equivalent
TRUE Activate S EguivalentOut local3
locall 5_Channell Errorf-errl
local2 5_ChannelB DiagCode [~ DCode
localTime —DiscrepancyTime

b) When the SF_Antivalent is selected from the right-click menu, the network is as shown below.

SF_Equivalent_0 SF_Antivalent 0

SF_Equivalent SF intivalent t
TRUE —|Activate Ready - bReady Activate Ready
locall —|5_Channelh 5 _EquivalentOut locald S_ChannelNC SﬁAnr.J.valenr.Ou:f
localz —|5_ChannelB Errorf errl 5_ChannelNO Ex:ror;
localTime —DiscrepancyTime DiagCode - DCode DiscrepancyTime I?_;_.ag_CQ_t_:lEé

I Deleting a FUN or FB

Use one of the following procedures to delete a FUN or FB.
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Method Operation
Method 1 | Right-click the FUN or FB on the FBD network and select Delete from the menu.
Method 2 | Select the FUN or FB on the FBD network and press the Delete Key.

I Replacing a FB or FUN

You can replace a FUN or FB with a different instruction without changing the input and output param-
eters. Use one of the following procedures.

Method Operation
Method 1 | Drag the FUN or FB to change to in the Toolbox to the FUN or FB in the FBD editor.
Method 2 | Select the FUN or FB name on the FBD network and directly enter the FUN or FB name.

- Before the FB is edited, the network is as shown below.

»
1
a
1 )
-
&
fb_inst B
SF_Eq'u:LvalEn‘l:‘ [ 3
TRUE —|Activate Ready 3
=3
«Q
Locall 5 Channell 5 EgquivalentOut o
H
Locall 5 _ChannelB Error M
—*
. . . °
—DiscrepancyTime DiagCode a

® Procedure for Method 1

1 Drag a FUN or FB from the Toolbox to the FB to replace. A Replace area is displayed.

SF_EDM

‘?’
'
N
m
©
W)
o
3
3
@
2
o
3
2
>
@

SF_EmergencyStop

fb_inst

SF_EnableSwitch

SF_Equivalent i
TRUE —<${Activate ‘A — bReady Locald o B T

Locall —N\uivalentOut SF_ESPE
5F_Guardlocking
Leocal2 Errorf-errl _ .
SF_GuardMonitoring
LocalTime —DiscrepancyTime DiagCode — DCode FE SF_ModeSelector

2 Drop the FUN or FB in the Replace area to replace the FUN or FB.

@ Procedure for Method 2
If you directly enter the FB or FUN name, the FB or FUN is replaced when you press the Enter
Key.
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fb_inst
5F_Antivalent
TRUE — |Activate Ready
Locall 5_ChannelNC 5 AntivalentOu r.:
Local2 'S_ChannelNO Er rnrg
—{CiscrepancyTime DiagCDdeé

I Adding Input Parameters to AND, OR, ADD, MUL, and MUX

You can add input parameters to the AND, OR, ADD, MUL, and MUX instructions. Use one of the fol-
lowing procedures.

Method Operation

Method 1 | Drag Input from General in the Toolbox to the Append Input area in the instruction in the FBD edi-
tor.

Method 2 | Right-click the FB on the FBD network and select Add Input from the menu.

» Before the input parameter is added, the network is as shown below.

1

* When you drag an Input Variable from the toll box, the network is as shown below.

1

Zppend | |
Input |i

 After the input parameter is added, the network is as shown below.

1
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Use the following procedure to change the output terminals of a FUN or FB.

Right-click an output terminal on a FUN or FB on the FBD network and select Set Output Connection

from the menu.

The selected output terminal is connected to the input terminal of the next FUN or FB.

» Before the output terminal is changed, the network is as shown below.

SE_l"[nd.-e;:l:nt or SE_Em= Bgn-r_], Stop
— Activate Ready Activate Ready—
— 8_Mode0 8 Mod=08=1 8_EStepln 8_ESsoplus
—5_Mod=1 5 Mod=15=17- —|5_Sca roReses Errorf-
—8_Mode2 S Mode28=11- —|s_awmv.==== DiagCoda [~
— §_Made3 5 Mod=38eli- Reses
— 5_Mod=d 5 Mod=45=1r
— 8_ModeS S Mode58=11-
— 8 Made6 5 Mod=68=11-
— 5 ModeT S_ModeTSali-
— 8_Talock S_AnyiodeSel
— 5_s=cMode Error
— imtoSetMods DiagCods]
—ModeMoni sorTime
— Reset

+ When S_Mode2Sel is selected and Set Output Connection is executed, the network is as shown

below.

SE_KDd;é;lent ax i: SE_Eme ug:rq, Stop
— acsivase Ready acsivase Ready—
— = Maden S ModeDSel ] S_EStopIn 35_ESsaplus
— 3 Madel 5 Model3eli — 5 Stazshesss Erros—
— 5 Modez 5 Made23=l — 5 ZuscResss Diaglode
— 5 Modez S ModeZSeli Reses
— 5 Modes 5 MadedSalt
—5 Modes S ModeSSali
— 5 Modes 5 Made€S2lt
— 5 ModeT 5 ModaTSell
— = Unlack 5_AnjModesal -
— 5 SetMode Errox
— 2usoSeciods Dizglods
—|ModsMomitorTime
—(Re==s

I Deleting Unused Parameters from a FUN or FB

Use the following procedure to delete any unused parameters from a FUN or FB.

Right-click the FB or FUN on the FBD network and select Remove unused FB call parameters from

the menu.

All of the unused parameters are deleted.
» Before the unused parameters of the FUN or FB are deleted, the network is as shown below.
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fb_inst

SF Equivalent
TRUE Activate Ready [ local3

locall 5 ChannellX 5 EquivalentOut

localz 5 ChannelB Errorf-errl

—DiscrepancyTime

DiagCode [~

» After the unused parameters of the FUN or FB are deleted, the network is as shown below.

1

fb_inst
SF_Equivalent £
TRUE [Activate 5 EquivalentOut localid

locall :S_Channelk Errnr*é errl

localz |5 _Channels

Updating the Input Parameters and Output Parameters of a FUN or

FB

Use the following procedure to display the input parameters and output parameters of a FUN or FB.

Right-click a FUN or FB on the FBD network and select Update from the menu.

The input parameters and output parameters for the FUN or FB are displayed along with any unused
parameters.

» Before the input parameters and output parameters of the FUN or FB are updated, the network is as
shown below.

1

fb_inst
SF_Eguivalent

TRUE %Acr.:i_va te 5 EquivalentOu t: local3
locall 5_Channelld Errm:*é errl
localz |5 ChannelB

» After the input parameters and output parameters of the FUN or FB are updated, the network is as
shown below.

1
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fb_inst
SF_Equiwvalent

TRUE —(Activate Ready local3

locall :S_Channelk 5 Equival EntOut:
locald .S_ChannelB Errnré errl

éDiscrEpan cyTime Di agCDdEé
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I Editing Function Block Instance Variables

Use one of the following methods to edit existing function block instance variables.
If you specify a variable name that does not exist in the local variable table, that variable will be regis-
tered as a local variable.

Select an FB instance variable on the FBD network and directly enter the variable name.

» Before the function block instance variable is edited, the network is as shown below.

1

fb_inst [L..]
5F Equivalent
TRUE Activate 5 Equivalentlut local3
locall 5 ChannellA Error - errl
local2 5 ChannelB

» After the function block instance variable is edited, the network is as shown below.

ik

aaaa

SF_Eguivalent

suonesadQ Buiwweisbolid g-9

TRUE Activate 5 EquivalentOut local3
locall 5 ChannellR Errorj-errl

locald 5 ChannelB

@ Additional Information

To create a new function block instance variable, enter the variable name and press the Enter
key. The function block instance variable is registered as an instance of the FB, and it is also
registered as a local variable in the local variable table.

Bulwwelbold ag4 #-5-9

I Entering Parameters

Use one of the following procedures to enter parameters.
If you specify a variable name that does not exist in the local variable table, that variable will be regis-
tered in the local variable table.

Select a parameter on the FBD network and directly enter the variable name.

» Before the parameter is edited, the network is as shown below.

1

222

SF_Antivalent
—Activate Ready [

| [L..Jchanneinc 5 AntivalentOut
—13_ChannelN0 Errorj-

—DiscrepancyTime DiagCode —
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If you enter the variable name directly, a list of variable names that you can select from is displayed
when you enter the first letter of the variable name. Use the Up and Down Keys to select the varia-
ble name from the list, and then press the Enter Key. The selected variable name is registered as
an input parameter. If you press the Ctrl + Space Keys when nothing is displayed, list of variable
name candidates is displayed.

1

27?

Act

SF_Antivalent
ivate Ready

1 [C-Jchannelnc S AntivalentOut
@ bReady
@ DCode el NO Errorf
@ errl
9 ancyTime DiagCode [~
@ Local2
@ local3

» After the input parameter is edited, the network is as shown below.

1

{Tocalll

5F _Antivalent

Activate Readyp
S_ChannelNC S_AntivalentOut
5_ChannelN0 Errorj-

DiscrepancyTime DiagCode |—

To delete an input parameter assigned, select the parameter and press the Delete key.

@ Additional Information

» To create a new input variable, enter the variable name and press the Enter key. The input
parameter is registered, and it is also registered as a local variable in the local variable table.

* You can click the Input Assistance Button ([I]) to the right of the text box to display the

Input Assistant Dialog Box. You can select a variable from the Items in this dialog box to
insert the selected variable.

Area Description

Categories Displays the variable categories. The variables that belong to the selected category

are displayed in the Items Area.

ltems

Displays a list of variables.

Documentation | Any additional information that is available for the variable that is selected in the

Items Area is displayed.

® Changing Variable Registration Locations

You can use the following option to enable the selection of the variable registration locations when
you enter parameters.

1 Select Option from the Tools Menu.
The Option Dialog Box is displayed.

2 Click Safety FBD Editor.
The Auto Variable Registration Option is displayed.
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Color Theme

Project Settings
Window

Ladder Editor

ST Editor

HMI Code Editor

HMI Page Editor
Program Check/Build
Variables

‘Comments for Variables and Data Types
Parameter Editor
Synchronization

Safety Function Block

3 Select the Select the internal or global variable Check Box and click the OK Button.

If you select the above option, the following dialog box is displayed when a variable is registered
automatically from the Safety FBD Editor.

1

B

SF_Antivalent
Activate Ready [~

suonesadQ Buiwweisbolid g-9

5 ChannelNC 5 AntivalentOut

Select the variable type »
Name: locall

Internal variable Global variable

If you click the Internal variable Button, the variable is registered as an internal variable in the lo-

cal variable table.
If you click the Global variable Button, the variable is registered in the global variable table and as

an external variable in the local variable table.

Bulwwelbold ag4 #-5-9

I Assigning Output Parameters

You can insert output variables at specified locations. Use one of the following procedures to assign
an output parameter to an output variable of a FUN or FB.

Method Operation

Method 1 | Drag Assignment from General in the Toolbox to a terminal in the FBD editor, or to a new FBD
network where the words Start here are displayed.

Method 2 | Right-click the FBD network and select Insert Assignment from the menu.

+ If you select a network, the output variable is added to the last output area (before the output termi-
nal or the output variable) on the network.
+ If you drag Assignment from the Toolbox, the point of insertion depends on where you drop the out-

put variable.
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Drop point

Position where function block is added

“Start here” on the net-
work

Input parameters and output parameters are added to the new network.

Input terminal

minal.

The output parameter is inserted on a branch that is created before the input ter-

Output terminal

The output parameter is inserted after the output terminal.

Before the output param-
eter

variable.

The output parameter is inserted on a branch that is created before the output

® Example 1 of a Dragged Output Parameter Object

Start here

277?

—$|Activate
locall 5_ChannelNC

—&5_Channelld

—DiscrepancyTime

SF_Antivalent
Ready

S_Anr.ivalentOu(:)

Erro:

DiagCode

-

When an output parameter is added to the output terminal, the network is as shown below.

2|

TET

—Activate
locall 5_ChannelHNC

5_ChannelHl0

SF_Antiwvalent

Ready

5_Antivalentlut

Error

DiscrepancyTime

DiagCode

® Example 2 of a Dragged Output Parameter Object

TTY

—¥Activate

Locall

—

5_Channe.

5_Channe.

Discrepa:

SF_Antiwalent

LRC
1RO

ncyTime

Ready

Error

DiagCode

5_AntivalentOut

®

When an output parameter is added before another output parameter, the network is as shown be-

low.

222

locall

Activate

5_ChannelNC

SE_Antivalent

5_ChannelNO

Discrepanc

yTime

Ready

5 AntivalentOut

Error

DiagCode

The output parameter is inserted on a branch that is created before the output variable.
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I Deleting Output Parameters

Use the following procedure to delete output parameters.
Right-click the Output parameters on the FBD network and select Delete from the menu.

The selected output parameter is deleted. You cannot select multiple variables.

I Editing Output Parameters

Use one of the following procedures to edit output parameters.
If you specify a variable name that does not exist in the local variable table, that variable will be regis-

tered as a local variable.
Select the output variable on the FBD network and directly enter the variable name.

Before the output variable is edited, the network is as shown below.

2772

SF_Antivalent

suonesadQ Buiwweisbolid g-9

—Activate Ready o )
locall 5_ChannelNC 5_AntivalentOut
—5_ChannelN0 Errorj—

— DiscrepancyTime DiagCode —

« If you prefer to enter the variable name directly, a list of variable names that you can select from is
displayed when you begin entering the variable name.

+ To create a new output variable, enter the variable name and press the Enter Key. The output varia-
ble is registered, and it is also registered as a local variable in the local variable table.
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I Inserting Jump Labels

Use the following procedure to insert jump labels into an FBD network.
Right-click the FBD network and select Insert Jump Label from the menu.

After the jump label is added, the network is as shown below.

SF_Antivalent
—Activate Ready [ local3

locall 5_ChannelNC 5_AntivalentOut
—5_ChannelNO Errorj-

—DiscrepancyTime DiagCode [~

You cannot add another jump label to a network if it already has one.

I Deleting Jump Labels

Use one of the following procedure to delete jump labels.
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Method Operation
Method 1 | Right-click the Jump label and select Delete from the menu.
Method 2 | Select the Jump label and press the Delete Key.

| Editing Jump Labels

Use the following procedure to edit jump labels.

Select a jump label on the network and edit it.

» The jump label becomes editable when you click it. After you finish editing, press the Enter key.
a) After the jump label is selected, the network is as shown below.

SFﬁAn*’:,;.\Vralent
—Activate Ready|— local3
locall S5_ChannelNC S5_AntivalentOut
—15_ChannelW0 Errorj-
—DiscrepancyTime DiagCode |~

b) After the jump label is edited, the network is as shown below.

2272

SF_Antiwvalent

—Activate Ready [ local3
locall 5 ChannelNC 5 AntivalentOut

—5_Channel N0 Error—

—DiscrepancyTime DiagCeode |~

I Inserting Jump Instructions

Use one of the following procedures to insert a Jump instruction in a network.

Method
Method 1

Operation

Drag Jump from General in the Toolbox to the words Start here on a new network.
Method 2 | Right-click the FBD network and select Insert Jump from the menu.

The Jump instruction is inserted in the network.

» Before the Jump instruction is dropped, the network is as shown below.

i
SF_Antivalent
Activate Ready— locald
locall 5_ChannelNC 5_AntivalentOut
S_ChannelNO Errorf-
— DiscrepancyTime DiagCode —
344 output or jump here

+ After the Jump instruction is inserted, the network is as shown below.
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1
277
SF_Antivalent
—2Activate Ready |- local3
leocall 5_ChannelNC 5_AntivalentOut
—5_ChannelNO Error|—
— DiscrepancyTime DiagCode —

I Deleting Jump Instructions

Use one of the following procedures to delete a Jump instruction.

Method Operation
Method 1 | Right-click the Jump Instruction select Delete from the menu.
Method 2 | Select the Jump Instruction and press the Delete Key.

The selected Jump instruction is deleted.

suonesadQ Buiwweisbolid g-9

I Inserting Return Instructions

Use one of the following procedures to insert a Return instruction in a network.

Method Operation

Method 1 | Drag Return from General in the Toolbox to a terminal in the FBD editor, or to a new FBD network
where the words Start here are displayed.

Method 2 | Right-click the FBD network and select Insert Return from the menu.

The Return instruction is inserted in the network.

Bulwwelbold ag4 #-5-9

 After you insert a return instruction, the network is laid out as shown below.

1

—4RETURN p

SF_Antivalent
—Activate Ready |- locall

leocall 5_ChannelNC §_AntivalentQut

—5_ChannelN0O Error—

—DiscrepancyTime DiagCode |-

I Deleting Return Instructions

Use one of the following procedures to delete a Return instruction.

Method Operation
Method 1 | Right-click the Return instruction and select Delete from the menu.

NX-series Safety Control Unit User's Manual (Z930) 6-61



6 Programming

Method Operation

Method 2 | Select the Return instruction and press the Delete Key.

The selected Return instruction is deleted.

I Viewing the Locations of Variable Definitions

You can view where variables are defined.
Use the following procedure.

Right-click the variable and click Browse — Go To Definition from the menu.

1

Go To Definition Readyi— Leocal3

Locall 5 ChannelNC 5 AntivalentOut

—5_ChannelNQ Error—

DiscrepancyTime DiagCode

The focus moves to the location where the variable is defined (local variable).

I Viewing the Locations of User-defined Function Block Definitions

You can view where user-defined function blocks are defined.
Use the following procedure.

Right-click the user-defined function block and click Browse — Go To Definition from the menu.

1]

UFBL UFB2

UFB UFB
inl —in out in out in

UEE;
U

Go To Definition

The focus moves to the location where the user-defined function block is defined.

I Jumping to Variables in POUs

You can search sequentially for a variable used in the POUs (programs and function blocks) and then
sequentially jump to the locations where the variable is used.
Use the following procedure.

Right-click a variable in the POU and select the destination to jump to from the menu.
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4 Emergency Stop Switch 51/52
Emergency Stop Switch S1
5F_EmergencyStop_0

SF_EmergencyStop

Activate Ready |—
EStaop 5 _EStoplut

TRU E
Error =

TRUE

DiagCode —

Ll Browse

B MNetwork Comment List
Set
R

Forced Refreshing

eMo_NC_s52 [EENRSl—s_EStoplIn

FRLSE 5 StartReset

i | N ?
3,1
3
S
Menu command Description §
Next Variable The display will jump to the next location where the selected variable is used. g'
Previous Variable | The display will jump to the previous location where the selected variable is used. .50
Next Input The display will jump to the next location where the selected variable is used as a program 5
input. §
Next Output The display will jump to the next location where the selected variable is used as a program ’
output.
(Retrace If the selected variable is used as an output in the program, the search will start from the
Search™) beginning of the program to look for a location where the selected variable is used as an
input, and the display will jump to the location.
If the selected variable is used as an input in the program, the display will jump to the loca-
tion where the selected variable is used as a program output.

*1.  This item is not displayed on the menu. Use the shortcut key Space.

Bulwwelbold ag4 #-5-9

I Displaying Network Comment List

You can display the list of network comments that are set in the POU (programs and function blocks),
and then jump to a specific network comment.
You can use the following two methods to display the network comment list.
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6-64

Method Description
Method 1 | Right-click on the FBD editor, and then select Network Comment List from the menu.
jt Set the Input and Output Connection Status
AND
SCC_Unit2 ‘ & Input Connection Status
SCC_Unit3
Delete
AND
SCC_Unitd ‘ &
SCC_Units
3 Reset Svitch for Manual H
00
0
Reser_S52 — Reset ser_52_out
Insert Jump Label
t#350ms ResetPulseRHGEL SN
4 Emergency Stop Switch 51/52
Emergency Stop Switch 51
Method 2 | On the FBD editor, press the L Key.

The list of network comment that are set in the current POU is displayed.

1 Set the Input and Output Connection Status
AND
Input Connection S5tatus

SCC_Unit2 ‘ & 0

Network Comment List - Program0
SCC_Unit3 i [ #]

K

1. Set the Input and Output Connection Status
3. Reset Switch for Manual Reset

= 4. Emergency Stop Switch 51/52

6. Safety Laser Scanner 53/54

8. Logical Operation for the Output Signal

10. EDM

SCC_Unitd

SCC_Units

3 Reset Switch for Manual

Reset 52 Reset

t#350ms |Reaetl?ulselﬂdth

4 Emergency Stop Switch S1/52
Emergency Stop Switch 51

Select a network comment to jump to the location where the selected network comment is set.
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1 Let the Input and Output Connection Status

5CC_Unit2 ‘ [ Input_Connection Status

5CC_Unit3

Metwork Comment List - Program0 n

i 4, Emergency Stop Switch 51/52
6. Safety Laser Scanner 53/54
8. Logical Operation for the Output Signal

10. EDM
5CC_Unité

5CC_Units

k! Reset Switch for Manual

Reset 52 Reset

t#350m= |F.ese1:PulseiiTidt,h

4 Emergency Stop Switch §1/52
Emergency Stop Switch 51

I Color Selection for the FBD Editor

You can change the display color of global variables that are displayed in the FBD editor.

o
1
(3]
b
=
o
<
[
3
EX
=]
«Q
o
T
1]
=
Y
=
o
>
”n

1 Select Option from the Tools menu.
The Option Dialog Box is displayed.

2 Select the Safety tab and click the button displayed at Color Selection.

Option - O X

Color Theme .
Project Settings FED editor
Window Auto Variable Registration B Select the intemal or global variable
Ladder Editor
ST Editor Color Selection
HMI
HMI Code Editor
HMI Page Editor
Program Check/Build Function Block
Variables
Comments for Variables a Function B eference
Parameter Editor
3 ronization

Bulwwelbold ag4 #-5-9

Global Variables

Automatic update of minimum safety task period

Exclude edits relating to the following settings from automatic updating of minimum safety task period.

I Exposed Variables

Monitoring safety application

At online connection &4 Start monitoring safety application.

The Color Settings Dialog Box is displayed.
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Color

Basic colors:

TI11L
111 Bk
T11LE

Define Custom Colors >> |

*

ERREAT
TEENNEN
ERRENT
THEREN

o

Cancel |

3 Select any color and click the OK button.

4 In the Option Dialog Box, click the OK button.
The color selection settings are applied.

Reset Swvitch for Manual Reset

OC_ResetSignal 0

|Reset

|Reset PulseWidth

t#350ms

DC ResetSignal

ResetSignal Out

Emergency Stop Switch 51/52

TRUE

EMO NC_S1

FRLSE

FRLSE
Reset_52_Out «‘Reaet

Program Pattern Copy

6-5-5

Emergency Stop Switch 51
5F_EmergencyStop_ 0

| SF_EmergencyStop

Activate Ready

5 EStopIn 5 EStoplut
5 StartReset Error
5_RAutoReset DiagCode

Reset 52 _Out

EMO_NC_S1_Out

Program Pattern Copy is a function that allows you to easily replicate the FBD program having the
same program pattern (logic part). The variable name of the replicated program can be automatically
configured according to the variable name generation rules.

I Operating Procedure

The procedure to copy a program pattern is explained below.

1 Select any FBD network.
You can select more than one FBD network by holding down the Shift or Ctrl Key.

6-66
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= //ESTOP Control (Front Panal)

s;

¥ EmergencyStop 0

TRUE — Activ:
E-STOP - Front Panel 01 — L
ESTOP_FRONTO1 L — 5_ESte

FALSE - (S_Sta:

FALSE S _Rute

ResetSignal Out —BResen

SE_EmergencyStop
ate Ready [~

apIn §_ESzopOuc ESTOP_FRONTOL L Out

ztReset Erzor-

oReset DiagCode [~

SF_EmergencyStop 1

E-STOF - Front Pansl 01 - R
ESTOR_FRONTOL R —|5_ESte

FALSE —(S_Sta:

FALSE S _Rute

TRUE — Activate Ready |~

ResetSignal Out —Reset

opIn S Estopout ESTOP_FRONTO1 R Out:
ztReset Erzor-

oReset DiagCode [

//EDM Control (Front panmsl - Main IL}

ErrorReset Out —Reset

+#500ms — MonitoringTime

TRUE |S_StartReset

SE_EDM 0
SF EIM IL - Main 01
LocalI0 ConnectionStatus —Activate - Ready[~ SR Main01
ESTOP_FRONTO1 Out ——|S_QusControl S_EDM Out
EDMO1 - IL - Main 01
SR Main0l EDMO1 —|S_EDMI Error
EDMO0Z - IL - Main 01
SR Main01 EDMO02 —|S_EDM2 DiagCode -

ESTOR FRONTO1 Out

g

6 Programming

Right-click a row and select Program Pattern Copy from the menu. Or, press the Ctrl+Shift

+V Keys.
The following setting win

dow is displayed.

Program Pattern Copy

—Variable name generation rules

@ Add an offset value to the first number of the variable name.

O Add an offset value to the last number of the vanable name.

=3 tomized setting

Specify variables used in the program based on the setting

T

Variable

op.0

ESTOP_FRONTO1_L

lesetSignal_Out
ESTOP_FRONTO1_L_Out
SF_EmergencyStop_1

i ESTOP_FRONTO1_R
ESTOP_FRONTO1_R_Out
ESTOP_FRONTO1_Out
F_EDM_0
LocallQ_ConnectionStatus

B4 SR_Main01_EDMO1

| SEEnm

Data Typ Comment

SAFEBOOL . E-STOP - Front Panel 01 - L
BOOL

SAFEBOOL
SF_EmergencySto
SAFEBOOL
SAFEBOOL
SAFEBOOL
SF_EDM

BOOL

SAFEBOOL

E-STOP - Front Panel 01 - R

EDMO1 - IL - Main 01

etting filc |

Offset

Set the copy counts, variable name generation rules, variable name to be changed, and offset

value.

The setting items are given in the following table.

Item

Description

Copy counts

Set the number of times that the program can be replicated.
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6-68

Item Description
Variable Select a generation rule for the variable name. The rules you can select are as follows:
name gener- |« Add an offset value to the first number of the variable name.
ation rules This rule generates another variable name by adding the offset value to the first num-
ber contained in the variable name.
* Add an offset value to the last number of the variable name.
This rule generates another variable name by adding the offset value to the last num-
ber contained in the variable name.
* Customized setting
This rule generates any variable name and comment by loading a setting file. Refer
to File Format for Customized Setting on page 6-69 for details.
Variable Select a variable to be renamed. Unchecked variables use the same variable names as
name to be those in the source program.
changed Variables that do not include any number in the name are automatically excluded. Note
(Checkbox) that this setting is invalid when the variable name generation rules are set to
Customized setting.
Offset Set the offset value to be added to the variable name according to the variable name

generation rules.

Variables that do not include any number in the names are automatically excluded.
Note that this setting is invalid when the variable name generation rules are set to
Customized setting.

4 Click the Paste Button.
The following dialog is displayed when a variable is added by this function.

Copy

—Variak

Program Pattern Copy

@ : Add the following variables. Do you want to continue?

Variable | Data Type Comment

TOP_FRONTO2_L FEBOOL E-STOP - Front Panel 01 - L
ESTOP_FRONTO2_L_Out SAFEBOOL
SF_EmergencyStop_2 SF_EmergencySto

ESTOP_FRONTO2_R SAFEBOOL E-STOP - Front Panel 01- R
ESTOP_FRONTO02_R Out SAFEBOOL
ESTOP_FRONT02_Qut SAFEBOOL

SF_EDM_1

SR Mainn1 FDMNZ SAFFROOI FOMNT - 11 - Main N1

- When vanable with the same name already exists;
O Add as a new variable
. Owerwrite the variable
@ Keep existing variable

SF_EDM

et
R
i
k|
|
R
1
a
1
R
i
N

Cancel

Cancel

5 Select an option in When variable with the same name already exists and click the OK But-

ton.

A replicated program is inserted under the selected FBD network. Check to see if the program
and variables have been generated in the way you intended.
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I File Format for Customized Setting

Programming

The file format for the customized setting is shown below. Since the setting file contains the CRC of
the selected FBD network, use the CSV file saved with Output to template file.

tudio Safedy Prosfileversion:{. 1

LoaranCRO:TGHETSFEDA)

[Orizinall
<Variable>
0C_ResetSignal 0
IN_STDOOT

_stoooi| (@) Jout
testO0l
//MetnorkComnent
SF_EmergencyStop_!
ESTOP_FRONT_R
ESTOP_FRONT R _Out

[<Comment >

ESTOP Front L

ESTOP Control (Network Gof//MetworkGomment

[Cory2]

<Gomment> [<Variahle>
0C_ResetSignal 0
[N_§TDOO1

m 1h_stonoi | (@) fout

test001

ESTOP Control (Netwark Cof//NetworkComment

ESTOP Front L SF_EmergencyStop_1

ESTOP _FRONT_R

ESTOP FRONT R Out

[Copyl]

<Variabley
0C_ResetSignal 0
IN_STDOO!

m_stooot | (€) fout
test001

<Comment>

5F _EmergencyStop_| ESTOP Front L
ESTOP_FRONT R

ESTOP _FRONT R_Out

ESTOP Control (Network Col

No. Name

Description

Remarks

(a) | Source Variable Name

This is the variable name used in the source program to
copy from.

Do not change
this item.

(b) | Source Variable Com-
ment

This is the variable comment used in the source program to
copy from.

Do not change
this item.

(c) | Copy 1 Variable Name

This is the variable name used for the first copy destination.
You can set any variable name.

(d) | Copy 1 Variable Com-
ment

This is the comment for the variable used for the first copy
destination.
You can set any comment for the variable.

(e) | Copy 2 Variable Name

This is the variable name used for the second copy desti-
nation.
You can set any variable name.

(f) | Copy 2 Variable Com-
ment

This is the comment for the variable used for the second
copy destination.
You can set any comment for the variable.

The Variable Name and Variable Comment columns will be repeated continuously.

m Precautions for Correct Use

 After you edit the CSV file with a spreadsheet application, save the data in the CSV format

(UTF-8).

» Network comments can be specified when the variable name generation rules are set to
Customized setting. Since the identifier /NetworkComment is set in the variable name col-
umn of the setting file that is output as a template, set any text string for the variable com-

ment.

6-5-6

Function Block Conversion for Programs

You can convert a generated program to a function block.

I Conversion Method

Use the following conversion procedure.

1 Select the Safety CPU Unit from the Controller Selection Box in the Multiview Explorer and
open the Safety CPU Unit Setup and Programming View.
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2 In the Multiview Explorer, select Programming — POUs — Programs. Then, select a program
you want to convert into a function block.

3 Right-click the program and select Generate Function Block from the menu.

Multiview Explorer ~ 1

[ ew_ SafetycPun | D
A4 Configurations and Setup

Security

Properties

4 The following message appears and the converted function block is added under Function
Blocks, which is located below Programming — POUs in the Multiview Explorer.

Sysmac Studio

The function block FunctionBlock0 was generated.
The external variables defined in the program are converted into inputs/outputs of the function block.

OK

External variables defined in the program are automatically converted as shown below. Edit each item
as necessary.

Item Conversion method

Type of Variables External variables are converted into input or output variables of the
function block.

If a value is written to an external variable in the POU, it is converted
into an output variable. Otherwise, it is converted into an input varia-

ble.
Variable Name It is converted into FB_original variable name.
Data Type The data type of the external variable is applied to the input variable

or output variable.

Initial Value The initial value of the global variable referenced by the external vari-
able is applied to the input variable or output variable.

Comment The comments for the external variable are applied to the input varia-
ble or output variable. If the comments for the external variable are
blank, the ones for the global variable are applied.

6-5-7  Building

Building is the process of converting the safety programs in your project into a format that is executa-
ble on the Safety CPU Unit.
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A check is performed on the programs and variables during this process. If there are any errors, the
build is not performed and the errors are displayed in the Build Tab Page.

I Executing the Build Process

1 Use one of the following procedures to execute the build process.

Method Operation

Method 1 | Select Build Controller from the Project Menu.
Method 2 | Press the F8 Key.

Method 3 | Click the Build Controller Button on the toolbar.

The build is started and the status during the build is displayed in the Output Tab Page.

e —

Information Build started: Application: new_SafetyCPUOD.SafetyApp
Informatio The application is up to date

Informatio Compile complete -- 0 errors, 0 warnings
Informatio ------ Safety check started: Application: SafetyApp
Information Safety check complete -- 0 errors, 6 warnings : ready for download!

2 Click the Build Tab.
The Build Tab Page is displayed.
If there are any errors, a list of them is displayed.

™

Description | Program

[AD52] Logical device contains no mappings Instance0
[AD52] Logical device contains no mappings Instancel
[L511] Identifier 'Local3’ not defined Program0
[1139] The value of VAR 'Locall’ is never chang Variables
[1139] The value of VAR 'Local2' is never chang Vanables
[AD48] Unused GVL in application GVL

[AD48] Unused logical device in application Instance0
[AD48] Unused logical device in application Instancel

al
2
3
4
5
6
7
8

The following items are displayed in the Build Tab Page.

| Location

Metwork 1 f Operand 'L
Locall, variable declara
Local2, Vanable declara

If there is an error, double-click a line in the list to display the location of the error, and then correct the

error.

Item Example

Description

Number of errors ! Displays the total number of errors.
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Item Example Description
Number of warn- E Displays the total number of warnings.
ings
Error or warning Displays the errors or warnings in the
number order in which they were found.
Description Description Displays a description of the error or
[AD52] Logical device contains no mappings .
[A052] Logical device contains no mappings warning.
[L511] Identifier 'Local3’ not defined
Location | Program | Location [ Displays the location where the error
Instancel
Instancel or warning occurred. You can jump di-
Programo0 Network 1 / Operand 'L .
rectly to the location of the error.

@ Additional Information

If the data size of the program exceeds the program capacity of the Safety CPU Unit, a Capaci-
ty Exceeded Error will occur when you change to DEBUG mode.
Reduce the number of FBs or variables that are used.

I changing Build Options

You can change the warning setting to change the build warning display settings for unused variables
and jump labels.

Use the following procedure to change warning levels.

1 Select Project Options from the Project Menu.
The Project Option Dialog Box is displayed.

Build Waming:

Hl Show warning about unused variables and labels.
oK Cancel

2 Select the check box and click the OK Button.
The specified warnings are shown or hidden accordingly.

6-5-8  Searching and Replacing

You can search for and replace strings in the data of a project.

I Scope of Searching and Replacing

You can search for and replace text strings in the following items.
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Selected item Scope of Searching and Replacing
All items (text strings) | Variable names, variable comments, FBD network comments, jump labels, and Jump
instructions.
Variable Variable names
Instruction Function block instance names

I Search and Replace Pane

1 Use one of the following procedures to display the Search and Replace Pane in place of the
Toolbox.

Method Operation

Method 1 | Select Search and Replace from the Edit Menu.
Method 2 | Press the Ctrl + F Keys.

Method 3 | Click the Search and Replace Button on the toolbar.

The Search and Replace Pane is displayed.

B Programming
new SafetyCPUD ¥ ‘ ‘ ] e

» Configurations and Setup L | DataType | Initial Value | Constant| Comment

¥ 8 POUS VarBool2 SAFEBOOL
¥ [ Programs. VarBool3 SAFEBOOL
| % Progran |

suonesadQ Buiwweisbolid g-9

ction Blocks
PouFE b_inst |
POU_FB2 e Search Next  Search Al

: : s VarBooll —|VarBooll VarBoold;— VarBoold Replace | Replace All

VarBool2 —{VarBool?

fb_instz

FOU_FB2
VarBoolll —InBool OutBoolj———VarBooll3

VarIntl —InInt OutInt[-VarIntz

z
=
3
=
g
|
g
L
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rogramg
rogramg
rogramg

2 In the Search and Replace Pane, enter the text string and set the applicable search conditions,
and then click one of the buttons for search or replace.
The results of the search and replace process are displayed on the Search and Replace

Results Tab Page.
Double-click the line in the displayed results to move the focus to the corresponding location.
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I Setting Items

The setting items in the Search and Replace Pane are explained below.

Search and Replace
Search what
Replace with NN
X Programming
All

Use Default

Search Options
B Match case
W Match whol

Bl Search up

Search Next Search All
Replace Replace All

Setting Items

Description

Search what

* Enter a search string.
* You can select from previous search strings in the list.

Replace with * Enter the string to replace the search string with.
* You can select from previous replacement strings in the list.
You cannot use wildcard characters.
Look in Specify the range to search. You can select from the following.
Programming : The search is performed on the program to which the selected ele-
ment belongs when the search is executed.
If the search is made on the Safety CPU Unit Setup and Program-
ming View, the search is performed only for the program in the Safe-
ty CPU Unit.
Current view : The current view is searched.
Look at Specify the items to search. You can perform a search on the following items.
All : Variable tables (variable names in the table) and programs (jump la-
bels, Jump instruction names, and variable names in the programs)
Variable Name  : Searches all variable names.
Instruction : Function block instance names
Use

Specify if you want to use wildcard "' characters.
Default : Do not use wildcard characters.
Wildcard . Use wildcard characters.

If you select to use wildcard characters, you can click the - But-

ton to the right to view a list of characters used for wildcard charac-
ters. Select any of these characters to enter them in the Search
string.

Use Default

Search Optig
Bl Match ca Wildeard

*1.  The characters that you can use as wildcard characters are given on the next page.
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® Wildcards

Chta:lc- Meaning Description Example
* Zero or more char- | Searches for a text string that con- | “new*” matches “newfile.txt”.
acters tains a variable text string.
? Any single character | Searches for a text string with a var- | “A?C” matches “ABC”, “AdC”, and
iable character. “AzC”.
# Any single number | Searches for any single number. “T#” matches “71”.
“ABC#” matches “ABC5”.
[1 Character in a set Searches for a single character in “ABC[xyz]” matches “ABCx” and
the set. “ABCy”".
“ABC[x-z]” matches “ABCx” and
“ABCy".
[ Character notin a Searches for a single character that | “ABC[!xyz]” matches “ABCa” and
set is not in the set. “ABCd”.
“ABC[!x-z]” matches “ABCa” and
“ABCd".

@ Search Options

Search Options
B Match case
B Match whole word

suonesadQ Buiwweisbolid g-9

W Search up

® Button Functions

Item Function &

Match case When this option is selected, searches are case sensitive. 3
V)

Match whole word | When selected, only exact string matches are returned. @
<

Search up When selected, the search is performed backward from the cursor position. o
[2]

o

o

%".

«Q

(2]

Search Next Search All
Replace Replace All

Item Function

Search Next | Performs a search according to the selected options.

Search All Searches all items and lists the results in the Output Tab Page.
Replace Performs a replace according to the selected options.

Replace All | Replaces all items and lists the results in the Output Tab Page.
Cancel Cancels the current search and replace operation.

6-5-9  Safety Task Settings

This section describes the procedures that are used to select the programs to execute in the safety
task and the execution order of the selected programs. It also describes how to set the task period of

the safety task.
Refer to Section 8 Calculating Safety Reaction Times on page 8-1 for details on safety tasks.
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I Program Assignments

The program assignment settings are used to assign the programs to the safety task and set the pro-

gram execution order.
The programs that are assigned to the task are executed in the specified order.

1 Double-click Task Settings under Configurations and Setup in the Multiview Explorer.

2 Click the Program Assignment Settings Button (E) in Safety Task Settings Tab Page in the
Edit Pane.

3 The buttons shown within the red frame below allow you to change the program assignments
and their execution order.

2, Configurations and Setup

M Precautions for Correct Use

Any program you assign must already be registered under Programming - POUs.

I Setting the Task Period

1 Double-click Task Settings under Configurations and Setup in the Multiview Explorer.
The Safety Task Settings Tab Page is displayed.

2 If the Safety Task Settings Display does not appear on the Safety Task Settings Tab Page in

the Edit Pane, click the Safety Task Settings Button (.).
»

u

¥ Properties

Safety task peniod 20 ms
Minimum safety task period 5.183 ms

The minimum safety task period is automatically calculated and displayed based on the pro-
gram and settings information.
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3 Set the task period for the safety task.
Set the safety task period to a value that is within 100 ms of the minimum safety task period.

6-5-10 Variable Comment Switching Function

The variable comment switching function is designed to switch the variable comment displayed in the
safety program or on the variable table to another comment.
To use this function, add any variable comment by using one of the following methods.

* Importing a Comment File
Export the original variable comment file, add the variable comments used in the comment switching
destination and import the comment file.

+ Editing with the Edit Variable Comments Function
Use the Edit Variable Comments function to edit displayed comments used for the variable comment

switching function.

The operation procedure of this function is explained below.

I Exporting Variable Comments

1 Select a Safety CPU Unit from which the variable comment is exported. On the Tools Menu,
select Variable Comment (Safety Program) - Export.

Edit Vanable Comments...

IEC 61131-10 XML Import.

Generate Safety Data Logging Settings File...

Deactivate Multi-comment

Generate Safety Unit Restore File...

Safety: Update Configurations and Setup Transfer Data

Customize Shortcut Keys...

Option...

The Save File Dialog Box is displayed.

2 Enter a file name, and then click the Save Button.
The comments for variables are saved in the CSV format.

@ Additional Information

The variable comments of which displaying is disabled by the data protection feature will not be
exported. Before you export such comments, temporarily disable the data protection that is be-
ing applied.
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I Editing a Variable Comment File

Edit comments for variables in the exported CSYV file.

1 Open the CSV file on a spreadsheet application.

Sysmac Studio Safety Exported Comments File V1.

D [Table Type Type Name (Comment 1 Comment 2 IComment 3 Comment 4

EMO_NC_S1 lobal EMO_NC_S1 FEEELERLEZY XA vF Sl Ei Stop Switch S1

Reset_S2 lobal Reset_S2 Yty bRAwF 82 Reset Switch 2

Feedback_KM1_KM2 lobal Feedback_KM1_KM2 EDMBEEF z v 7 EDM (Contact Welding Detection)

LaserScaner_S3 lobal LaserScaner_S3 [e—7 T4 L—FxFrF S3 Safety Laser Scanner S3

Contactor_KM1_KM2 fGlobal [Contactor_KM1_KM2 A¥ 27X KM1_KM2 Contactor KM1_KM2

AutoProgram1,0C_ResetSignal_0 JAutoPrograml VAR [OC_ResetSignal _0

[AutoProgram1.Reset_S2_Out JAutoPrograml VAR Reset_S2_Out

AutoProgram1.SF_EmergencyStop_0 JAutoPrograml VAR SF_EmergencyStop_0 FERELFLFZYZfvFS1 B Stop Switch S1

AutoProgram1.EMO_NC_S1_Out JAutoProgram1  JVAR EMO_NC_S1_0ut

Autqui!aml.SF ESPE_0 AJtoProfvaml VAR LSF ESPE_0 &t —Z7 74 L—FAErF S3 ISafel‘ Laser Scanner S3

(A) (B) (©) (D) (E) (F) (G) (H)
No. Name Description Remarks
(A) | ID Unique ID automatically assigned to a variable. Do not change this
item.

(B) | Table Type | The type of the variable table is displayed. Do not change this
* Global: Global variable item.
* POU name: Local variable

(C) | Type The type of the local variable table is displayed. Do not change this
* VAR: Internal variable item.
* VAR_EXTERNAL: External variable
* VAR_INPUT: Input variable
* VAR_OUTPUT: Output variable

(D) | Name The variable name is displayed. Do not change this

item.

(E) | Comment 1 | This is a comment for the registered variable.

(F) | Comment 2 | This is a comment for the variable registered at Comment 2.

(G) | Comment 3 | This is a comment for the variable registered at Comment 3.

(H) | Comment 4 | This is a comment for the variable registered at Comment 4.

2 For Comment 2, Comment 3 or Comment 4, enter a variable comment to be switched.
3 Save the CSV file.

M Precautions for Correct Use

* Do not change the contents of the variable comment file except for Comment 1 through
Comment 4.

* If you leave the comment field of Comment 2 through Comment 4 blank, the target variable
comment becomes empty.

I Importing a Variable Comment File

Import the edited CSV file to the original project.

1 Select a Safety CPU Unit to which the variable comment is imported. On the Tools Menu, se-
lect Variable Comment (Safety Program) - Import.
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2

4‘5@‘ Edit Variable Comments...

i Variak C L MEn ! :
IEC 61131-10 XML 3 M
Generate Safety Data Logging Settings File... Expart..

Deactivate Multi- t
Generate Safety Unit Restore File... it b

Safety: Update Configurations and Setup Transfer Data

Customize Shortcut Keys..,

s L

The File Selection Dialog Box is displayed.

2 Select an CSV file to import, and then click the Open Button.
The Confirmation Dialog Box for the import is displayed.
When you click the OK Button, the import function executes and replaces the comments in the
project with the comments in the CSV file.
If an error occurs during the import processing, the error details are displayed in the Output Tab
Page.

m Precautions for Correct Use

» When you import a variable comment file, the comments in the target Safety CPU Unit inside
the project are replaced with the comments in the variable comment file. Please remember
that the original comments cannot be restored.

 After importing a variable comment file for project data, the project data cannot be imported
using Sysmac Studio Ver.1.28 and earlier.

« If the content of Comment 1 was modified by the import function of the variable comment file,
the safety validation status becomes unvalidated. Changing the contents of Comment 2
through Comment 4 will not change the validated status.

» If Comment 1 in the variable comment file is empty, the contents of Comment 2 through
Comment 4 will not be imported.

« If there is no corresponding variable in the import destination of the variable comment file, the
comment for the variable is excluded from the import target.

« If there are duplicated entries in Comment 1, the first found entry in Comment 2 through
Comment 4 in CSV will be imported.

@ Additional Information

The variable comments of POUs of which editing is disabled by the data protection feature will
not be imported. Before you import such comments, temporarily disable the data protection that
is being applied.

I Edit Variable Comments Function

This function edits variable comments used for the variable comment switching function.
Use the following procedure to display the Edit Variable Comments Window, and add or edit any varia-

ble comment.

« Method 1: How to start the Edit Variable Comments Window from the Tools menu
Select Variable Comment (Safety Program) - Edit Variable Comments from the Tools menu.
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1/0 Map

IEC 6113 1-10 XML Import...

‘Generate Safety Data Logging Settings File.. Export..

Deactivate Multi- nt
Generate Safety Unit Restore File... e Gt e

Safety: Update Configurations and Setup Transfer Data

Customize Shortcut Keys...
Option...

* Method 2: How to start the Edit Variable Comments Window from the variable table
Select any variable in the variable table, and right-click the variable and select Edit Variable
Comments.

G

Name | Data Type | Initial Value | Constant | Expose|

swioo, s | 0 |

Feedback_ KN aT s
SCC_Unit2

g
:
5
Pt

Edit Variable Comments... FALSE

SCC_Units Select All FALSE

|Ooo|oooooo|o

* Method 3: How to start the Edit Variable Comments Window from the FBD editor
Select any variable in the FBD editor, and right-click the variable and select Edit Variable
Comments.

fetwork Connection Status: Unit2

5CC_Unicy
fetwork Connection Status:
5CC_

Copy

Delete

ork Comment List

Program

Forced Refreshing

When the Edit Variable Comments Window is started by method 2 or 3, it is displayed with the variable
selected.

* The Edit Variable Comments Window
When the Edit Variable Comments function is executed, the following screen is displayed.
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Edit Variable Comments(Comment 2)

POU Name

[ Variable Type |

Global Variable

Variable
EMO_NC 51

SAFEBOOL

Comment 1

FEFHELTIVAFS

Comment 2

Stop Switch 51

Comment 3

REFIEFX 51

Global Variable

EMC_NC_S2

SAFEBOOL

FEFEELRT /AT S

Emergency Stop Switch 52

RERFLFR 2

Global Variable:

Reset 52

SAFEBOOL

Uiyb 2497 52

Reset Switch 52

EEFKL 52

Global Variables

Global Variable

Feedback KM1_KM2

SAFEBOOL

EDMBETIIT

EDM Welding Check

EDMEERE

Global Variables

Global Variable

LaserScaner 53

SAFEBOCL

t-I74L-FA¥vt sz

Safety Laser Scanner 53

REMASRES3

Global Variables

Global Variable

SCC_Uniz

SAFEBOOL

-7 1F9R0-935793

Safety Network Connection

REMEEENS: Uni2

Global Variables

Global Variable

SCC_Unit3

SAFEBOOL

T-I7 4Ry I-73%093;

Safety Network Connection

REFSEERT: Unit3

Global Variables

Global Variable

SCC_Unitd

SAFEBOOL

Y-I71Ry0-93%793;

Safety Network Connection

REMBEERS: Unitd

Global Variables

Global Variable

Contactor KM1_KM2

SAFEBOOL

U575 KM1_KM2

Contactor KM1_KM2

IEEE KM1_KM2

Global Variables Global Variable | Input Connection Status | SAFEBOOL
Global Variable |Output_Connection_Status |SAFEBOOL
Global Variable [SCC_UnitS SAFEBOOL
Global Varicble | TESTDATA1 SAFEBOOL
Global Variable |TESTDATAZ SAFEBOOL
Internal Variable |OC_ResetSignal 0 OC |
Internal Variable [Reset 52 Out BOOL
Internal Variable [SF_E 0 SFE
Internal Variable [EMO_NC_S1.0ut SAFEBOOL
Internal Variable [SF_ESPE 0 SF_ESPE
Internal Variable [SF_ESPE 0 Activate BOOL
Internal Variable |LaserScaner S2_Out SAFEBOOL
Internal Variable [Contactor KM1_KM2_In  |SAFEBOOL
Internal Variable |SF_EDM_0 SF_EDM
Internal Variable [SF_EDM_0 Activate BOOL

FRBERLRGATH S frergmy Scpswch 51 [RB@UFRS | |
ey e s [wepammn S

t-I74L-TR¥vT s3

27879 KM1_KM2

Conacor T 002 lmmERuie | T
i

Internal Variable |SF_EDM_0_S_EDM1 SAFEBOOL I
Internal Variable |SF_EDM_0_S_EDM2 SAFEBOOL ||
Internal Variable |SF_EDM_0_Reset BOOL B
Internal Variable [SF_E X SF_E FEEEBLRIVAASF 5| Emergency Stop Switch 52 [R2@EF%s2 [ []
Internal Variable |EMO_NC 52 Out SAFEBOOL ]
Internal Variable |AAA SAFEBOOL [ | ]
External Variable |Reset 52 SAFEBOOL teset ternal Varia 52 | #1505 Reset S L]

Cancel

The display contents of the Edit Variable Comments Window are as follows.

suonesadQ Buiwweisbolid g-9

Item Description Remarks
POU Name This is the name of POUs (programs and function blocks) in which varia- (Cannot be
bles are defined. The variables defined in the global variable table are dis- | edited.)
played as Global Variables.
Variable Type Displays the type of variable table in which the variable is defined. (Cannot be
edited.)
Variable Displays the variable name. (Cannot be $
edited.) >
Data type Displays the data type of the variable. (Cannot be g<>
edited.) f%’
Comment 1 Displays the comment registered at the variable. %
Comment 2 Displays the comment for the variable registered at Comment 2. %
Comment 3 Displays the comment for the variable registered at Comment 3. a
Comment 4 Displays the comment for the variable registered at Comment 4. %
The Import but- | Import the variable comments to the Edit Variable Comments Window. Re- g
ton fer to Editing a Variable Comment File on page 6-78 for the format of a u
variable comment file. 3
The Export but- | Export the variable comments from the Edit Variable Comments Window. S
ton Refer to Editing a Variable Comment File on page 6-78 for the format of a
variable comment file.
Variable Type Fil- | Displays only variable types for which the check boxes are selected.
tering check box

Note If the content of Comment 1 is duplicated with other variable comments, the background of it is yellow. The
variable comment switching function reflects the contents of Comment 2 to Comment 4 of the variable first
found in the Edit Variable Comments Window, if the contents of Comment 1 are duplicated.

Edit the contents of Comment 1 to Comment 4 of any variable. When you click the OK button, the
contents of Comment 1 to Comment 4 are reflected in the project.

NX-series Safety Control Unit User's Manual (Z930) 6-81



6 Programming

M Precautions for Correct Use

* Project data, for which Comment 2 to Comment 4 are set by the Edit Variable Comments
function, cannot be imported by using the Sysmac Studio Ver.1.28 and earlier.

« If the content of Comment 1 was modified by the Edit Variable Comments function, the safe-
ty validation status becomes unvalidated. Changing the contents of Comment 2 through
Comment 4 will not change the validated status.

* If Comment 1is empty, the comments from Comment 2 to Comment 4 will not be set.

@ Additional Information

Variable comments of POUs of which editing is disabled by the data protection feature cannot
be edited. Before you edit such comments, temporarily disable the data protection that is being
applied.

I Switching the Displayed Comments

The procedure below switches display to the comment in the imported variable comment file.

1 On the Tools Menu, select Option and open the Option Settings Dialog Box.

2 Select the Safety Tab. Go to Variable Comment - Switching the displayed comments. From
the dropdown list, select a comment to show and click the OK Button.

|§| Option - m] x

Color Theme

Startup

Project Settings
Window

Ladder Editor

ST Editor

Program Check/Build
Variables

‘Comments for Variables a
Parameter Editor
Synchronization

Variable Comment

Switching the dis

Safety Program)]-[Edi
Com ! riable Comment (Saf

[import].

ry Card that s installed i
e safety application data

Reset to default settings

The switched comment appears when you display the variable table or open the FBD editor.

M Precautions for Correct Use

If the display comment is set to other than Comment 1, the variable comment cannot be edited
except by using the Edit Variable Comments Function.

I Deactivating Multi-comment

This section describes the procedure to delete variable comments entered in Comment 2 through
Comment 4 that are used for the switching variable comment function.
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The project containing the imported variable comment file cannot be opened on Sysmac Studio
Ver.1.28 and earlier because the switching variable comment function is not supported. When you de-
lete variable comments in Comment 2 through Comment 4 in the following procedure, the project can
be opened on Sysmac Studio Ver.1.28 and earlier.

1 On the Tools Menu, select Variable Comment (Safety Program) - Deactivate Multi-
comment.

1/0 Map »

Edit Variable Comments...

IEC 61131-10 XML k
Generate Safety Data Logging Settings File... .
Generate Safety Unit Restore File..

Safety: Update Configurations and Setup Transfer Data

Customize Shortcut Keys...
Option..

If Deactivate Multi-comment is executed, the content of Comment 1 is always displayed as the vari-
able comment regardless of the option settings configured in Safety - Variable Comment - Switching
the displayed comments.

suonesadQ Buiwweisbolid g-9

I Transferring Variable Comments

The settings for Comment 2 and the subsequent comments can be downloaded to the controller by

using the function introduced below.
If you downloaded the settings for Comment 2 and the subsequent comments to the controller, the
settings for Comment 2 and the subsequent comments can be restored by the upload.

® Downloading Settings for Comment 2 and the Subsequent Comments to
the Controller

Use the following procedure to download the settings for Comment 2 and the subsequent com-

ments.
« Establish an online connection with the controller. Go to the Tools Menu and select Variable

Comment (Safety Program) - Transfer to Controller.

uonoUN- BUIYOIMS JUSWWIOD SGeLEA 0L-G-9

I Troubleshooting...
CIP Safety Monitor

/0 Map L

IEC 61131-10 XML 4
Generate Safety Data Logging Settings File...

Generate Safety Unit Restore File...

Transfer from Contraller

Customize Shortcut " . .
asieeSweod ker Clear variable comments in Controller

Opticn... _
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M Precautions for Correct Use

Since the settings for Comment 2 and the subsequent comments are not included in the safety
application data, they are not transferred to the Safety CPU Unit.

@ Additional Information

The settings for Comment 2 and the subsequent comments are downloaded when the safety
application data is transferred, such as during the execution of validation check or transfer by

synchronization.

® Uploading Settings for Comment 2 and the Subsequent Comments from
the Controller
Use the following procedure to upload the settings for Comment 2 and the subsequent comments.
» Establish an online connection with the controller. Go to the Tools Menu and select Variable
Comment (Safety Program) - Transfer from Controller.

I Troubleshooting...
CIP Safety Monitor

1/0 Map 2

IEC 61131-10 XML b
Generate Safety Data Logging Settings File...

Generate Safety Unit Restore File...

Transfer to Controller

Customize Shortcut Keys... = _—
ke Clear variable comments in Controller

— I
=

@ Additional Information

The settings for Comment 2 and the subsequent comments are uploaded when the transfer of
safety application data is executed by synchronization.

® Clearing Settings for Comment 2 and the Subsequent Comments from the
Controller
Use the following procedure to clear the settings for Comment 2 and the subsequent comments.

» Execute the Clear All Memory operation for the controller.
< Establish an online connection with the controller. Go to the Tools Menu and select Variable

Comment (Safety Program) - Clear variable comments in Controller.
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Troubleshoeting..,
CIP Safety Monitor

/O Map

IEC 61131-10 XML 4

Generate Safety Data Logging Settings File...

Generate Safety Unit Restore File...

Transfer to Controller
Transfer from Controller

Customize Shortcut Keys...
Option...

M Precautions for Correct Use

If you use Sysmac Studio Ver.1.28 and earlier to upload safety application data from the con-
troller and the Safety CPU Unit containing a downloaded variable comment file for the Safety
CPU Unit, the data for Comment 2 and the subsequent comments are not restored because
Ver.1.28 and earlier does not support the variable comment switching function.

@ Additional Information

* If you use the SD Memory Card backup function of the controller, the settings for Comment 2
and the subsequent comments are included in the backup or restored target.

* If you use the controller backup functions of Sysmac Studio, the settings for Comment 2 and
the subsequent comments are included in the backup or restored target.

« If you use the importing/exporting backup files function of Sysmac Studio, the settings for
Comment 2 and the subsequent comments are not included in the import or export target.
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6-6 Automatic Programming

6-6-1

6-86

This section describes "automatic programming", which generates safety programs based on required
specifications for the safety system using the Sysmac Studio.

/\ WARNING

Programs generated by the automatic programming do not guarantee functional safe-
ty. Before you perform validation test of the safety programs, complete debugging of
the safety programs.

Otherwise, the Safety CPU Unit will start with safety programs that are not fully de-
bugged, and may cause serious personal injury.

Generation Algorithms for Automatic Programming

When a program is generated by executing the automatic programming function, the Sysmac Studio
generates a safety program in the following steps:

* Reset Signal Generation

* Input Signal Generation

» Generation of Logical Operation Circuit

» Output Signal Generation

® Reset Signal Generation

The automatic programming function creates a function block that generates a reset signal on the
first network.
When a variable set in the Basic Settings on the Automatic Programming Settings Tab Page
changes to FALSE after staying TRUE for a certain period of time, the reset signal detects the
change of the variable and is set to TRUE for only one cycle. The default pulse width is set to 350
ms.
The generated reset signal here is used as a reset signal of the safety function block when an input
signal is generated.

1

OC_ResetSignal_0

OC_ResetSignal
Reset_S2 — Reset ResetSignal_Out —— Reset_S2_Out

t#350ms — ResetPulseWidth

® Input Signal Generation
This step creates the function block that is defined in Input Settings on the Automatic Program-
ming Settings Tab Page.
The variable name specified in Input Settings in the Automatic Programming Settings Tab Page is
used for input variables for the function block. In addition, the output variable of the function block
is automatically named as an internal variable, and is used as an input signal when a logical opera-
tion circuit is generated.
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The following table shows values set to input variables of the function block.

Input variable name

Setting value

Activate

TRUE

S_StartReset

FALSE

S AutoReset

Value specified for the reset type
Manual: FALSE

Auto: TRUE
Reset Variable generated in the reset signal generation step
MonitoringTime t#300ms

Any other input variables

Variable automatically generated based on the following naming rule:
FB Instance Name_lInput Variable Name

2
Emergency Stop Pushbutton S1
SF_EmergencyStop_0
SF_EmergencyStop
TRUE = Activate Ready — — EMO_NC_S1_Out
EMO_NC_S1 = S_EStopIn S_EStopOut
FALSE — S_StartReset Error —
FALSE = S-AutoReset DiagCode —
Reset_S2_Out —{ Reset
3

LaserScanner_S3 =

Reset_S2_Out — Reset

Safety Laser Scanner S3
SF_ESPE_O
SF_ESPE

TRUE = Activate Ready — |— LaserScanner_S3_Out
S_ESPE_In S_ESPE_Out

FALSE — S_StartReset Error —

TRUE = S-AutoReset DiagCode —

® Generation of Logical Operation Circuit
At this step, an AND logic function is generated for each output variable based on the Expected
Value Settings in the Automatic Programming Settings Tab Page.
The internal variables, which are automatically generated at the input signal generation, are used
as input variables for the AND function. In addition, the output variable of the AND function is auto-
matically generated as an internal variable and is used as an input signal at the following output

signal generation.
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6-88

AND
EMO_NC_S1_Out —

LaserScanner_S3_Out =

@ Output Signal Generation

= Contactor_KM1_KM2_In

At this step, an SF_EDM function block is generated based on the Use EDM settings defined for
Output Settings on the Automatic Programming Settings Tab Page.

The internal variable, which is automatically generated at the generation of logical operation circuit,

is used as an input signal for the SF_EDM function block.

In addition, the variable name specified in Output Settings in the Automatic Programming Settings
Tab Page is used for an output variable of the SF_EDM function block. The output variable, which
is generated at the generation of logical operation circuit, is applied if the SF_EDM function block is

not used. The following table shows values set to the input variables for the SF_EDM function

block.

Input variable name

Setting value

S_StartReset

TRUE

MonitoringTime

t#300ms

Any other input variables

Variable automatically generated based on the following naming rule:
FB Instance Name_Input Variable Name

Contactor KM1 KM2

SF_EDM_0

TRUE = Activate

Contactor KM1_KM2_In == S_OutControl

SF_EDM_0_S_EDM1— S_EDMf

SF_EDM_0_S_EDM2 —{ S_EDM2

SF_EDM
Ready

S_EDM_Out
Error

DiagCode

t#300ms == MonitoringTime

TRUE =—— S_StartReset

SF_EDM_0_Reset —{ Reset

— |— Contactor_ KM1_KM2

@ Precautions for Correct Use

» The function block OC_ResetSignal, which is added by the automatic programming function,

is protected with the display prohibition setting. You can display the Help menu for

OC_ResetSignal by selecting OC_ResetSignal in the program or toolbox and pressing the

F1 Key.

» Variables and constants defined for the instances of each function block are necessary infor-

mation for running the program. You can edit and fine-tune them in accordance with the
equipment configuration and applications.
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6-6-2 Automatic Programming Settings

To execute the automatic programming, you need to specify the following items on the Automatic Pro-
gramming Settings Tab Page.

* Reset signal

* Input signal

» Output signal

» Expected value of the output signal corresponding to the input signal

You can open the Automatic Programming Settings Tab Page in either of the following procedures:
» Select Automatic Programming from the Insert Menu.

Controller
Safaty Network Controller

Multiview Explorer e
HMI
new_SafetyCPLIO Vision Sensor
L Measurement Sensor
pfabradanning Slave Terminal
¥ il POUs
L= Proc

Program
Function Block

Buiwweiboid sieWoOINY 9-9

L& Fun

» 2 Data

* In the Multiview Explorer, select Programming — POUs — Programs. On the right-click menu, se-
lect Automatic Programming.
Multiview Explorer
new_SafetyCPUD v |:|
;
b4 Programming

¥ il POUs

L
BRI add

)

L& Fu

sbupeg Bulwwelbold onewoiny z-9-9

ety Import

The Automatic Programming Settings Tab Page consists of the items shown in the following table.
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Generate

Register Variables

¥ Basic Settings

Reset Signal

w Input Settings

No.

Variable

¥ Output Settings

No. |

Variable

¥ Expected Value Settings

No.

Variable

Comment

nter Variable...

Comment

(c)

Comment

(d)

[Reset Type |

| ResetType |

Import Export ¥

Function Block Name

T UscEDM |

Let- Name Function
ter
(a) Operation | The operation panel is used to make settings for and execute the automatic programming.
Panel Generate Button Generates a program using the automatic programming.
Register Variables Button Registers the variables that are used for the automatic
programming.
Import Button Imports the settings for the automatic programming from a
CSV file.
If you import the settings, the current settings are overwrit-
ten.
Export — CSV File Output Exports the current automatic programming settings to a
CSV file.
Export — Export to Simple Au- | Exports the current automatic programming settings to the
tomatic Test simple automatic test settings.
The settings of the export destination are overwritten.
Export — Export to Online Exports the current automatic programming settings to the
Functional Test online functional test settings.
The settings of the export destination are overwritten.
(b) Basic Set- | Set the variable to use as a reset signal for the safety program. You can set any SAFE-
tings BOOL or BOOL variable that is defined in the global variable table.

When a program is generated, the variable name for the configured reset signal is assigned
to the input variable Reset of the safety function block that is linked to each input signal.
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Let-
ter

(c) Input Set- | Specify a variable for the input signal used for automatic programming.

tings In addition to the variable name, you need to specify a reset type and a linked safety func-

tion block for the input signal.

Variable Specify a variable name used as input signal for the pro-

gram. You can specify a SAFEBOOL or BOOL-type varia-

ble for the variable name.

Name Function

Reset Type Select a reset type in the box. The default value of the re-
set time is a manual reset.

The selected reset type is assigned to the input variable
S _AutoReset of the safety function block that is linked to
each input signal.

When a program is generated, S_AutoReset is set t to
FALSE for a manual reset, and set to TRUE for an auto-
matic reset.

Function Block Name Specify the name of a safety function block that is linked to
each input signal.

You can also specify a user-defined function block. If you
specify a user-defined function block, you need to define
at least one SAFEBOOL or BOOL-type variable as the in-
put and output variables.

Buiwweiboid sieWoOINY 9-9

(d) Output Specify a variable for output signal used for automatic programming.
Settings Specify a variable name, and enable or disable EDM for the output signal.
Variable Specify a variable name used as the output signal for the
program. You can specify a SAFEBOOL or BOOL-type
variable for the variable name.
Use EDM If it is TRUE, the SF_EDM function block is used when a
program is generated.
(e) Expected | A matrix of the variables that are specified in the input settings and the output settings is
Value Set- | displayed. Set the expected value of the output variable for each input variable.
tings The expected values set for the output variables have the following meanings:
* 0
If the input variable changes to FALSE, the output variable changes to FALSE.
° 1
If the input variable changes to FALSE, the output variable changes to TRUE.
You can edit the expected value settings by importing or exporting the values, and copy-
ing and pasting the values with a spreadsheet program or any other application software.

sbupeg Bulwwelbold onewoiny z-9-9

I Setting Example

This section provides an example of automatic programming settings for the application example giv-
en in A-3-3 Safety Laser Scanners on page A-36.

Application Overview of Safety Laser Scanner

f
f:t:;!:)ry /PL Safety device Stop category | Reset
Equivalent to Safety Laser Scanner 0 Auto
3/PLd Emergency Stop Pushbutton Switch 0 Manual

AGYV stops when the emergency stop pushbutton S1 is pressed.
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6-6-3

6-92

AGYV stops also when the safety laser scanner detects someone or an object approaching to the safe-
ty zone.

At that time, enter the following variables of the safety laser scanner on the Automatic Programming
Setting Tab Page.

» Variable that is assigned to the reset switch

 Variables that are assigned to the safety laser scanner and the Emergency stop pushbutton

» Variables that are assigned to contactors

The settings for the above application example are configured in the Automatic Programming Settings
Tab Page as shown below.

Generate Register Variables

¥ Basic Settings
Reset Signal

w Input Settings
No. | Variable Comment | ResetType | Function Block Name 1 [

¥ Output Settings
No. | Variable mel |  UseEDM |

w Expected Value Settings
No. Variable Comment Reset Type |Contactor_KM1_KN

i EMO_NC 51 op | Manual

2 LaserScanner 53 Safef cani Auto o]

Automatic Programming Execution Procedure

The execution procedure of automatic programming is explained below.

1 Select Insert - Automatic Programming.
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Controller _
L Safety Network Controller » -

Multiview Explorer S
HMI

new_SafetyCPUO L
Vizion Senscr
Measurement Sensor
\Jl Frogramming Slave Terminal
¥ il POUs
L Proc

Program
Function Block

I Safety Tasx

The Automatic Programming Settings Tab Page is displayed.
2 Set Basic Settings, Input Settings, Output Settings, and Expected Value Settings.

3 On the operation panel of the Automatic Programming Settings Tab Page, click the Generate
Button.

Buiwweiboid sieWoOINY 9-9

Generate Register Vanables

Once a program is generated, the following dialog is displayed.

Automatic Progrs

Generated the program "AutoPrograml”.

0K

4 Ciick the OK Button.
Once a program is generated, a safety program generated based on the settings and a func-
tion block (OC_ResetSignal) used to identify the reset signal are added to the project.

2INpad0id uonnoaxg Buiwwelboid onewolny €-9-9
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Multiview Explorer

new_SafetyCPUO v

3 Configurations and Setup

I Program Generated through Automatic Programming

Based on the example settings provided in 6-6-2 Automatic Programming Settings on page 6-89, the
following program will be generated.
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OC_ResetSignal_0

OC_ResetSignal
Reset_S2 === Reset ResetSignal_Out —— Reset_S2_Out

t#350ms === ResetPulseWidth

#300ms === MonitoringTime
TRUE === S_StartReset

SF_EDM_0_Reset — Reset

2
Emergency Stop Pushbutton S1
SF_EmergencyStop_0
SF_EmergencyStop
TRUE == Activate Ready — |— EMO_NC_S1_Out
EMO_NC_S1 === S_EStopIn S_EStopOut
FALSE == S_StartReset Error —
FALSE === S-AutoReset DiagCode —
Reset_S2_Out — Reset
Y
3 [=2]
Safety Laser Scanner S3 g
SF_ESPE_0 g
SF_ESPE 3
TRUE == Activate Ready — LaserScanner_S3_Out g
J -u
LaserScanner_S3 == S_ESPE_In S_ESPE_Out 3
]
FALSE === S_StartReset Error [~ o
3
TRUE == S-AutoReset DiagCode — 5
«Q
Reset_S2_Out — Reset
4
AND
EMO_NC_S1_Out == F== Contactor_KM1_KM2_In @
& &
LaserScanner_S3_Out == >
c
3
5 3
Contactor KM1 KM2 g
SF_EDM_0 3
SF_EDM t.8
TRUE === Activate Ready [~ Contactor_ KM1_KM2 i
| 3
Contactor_KM1_KM2_In === S_OutControl S_EDM_Out 3
=
«Q
SF_EDM_0_S_EDM1 == S_EDM1 Error |- m
x
[0]
SF_EDM_0_S_EDM2 == S_EDM2 DiagCode [~ 8
=
o
=]
3
o
o
(0]
o
c
=
(0]

@ Additional Information

You can also manually add the function block (OC_ResetSignal) used to identify the reset sig-

nal in the following procedure.

* Right-click Function Blocks under Programming — POUs in the Multiview Explorer and se-
lect Import OC ResetSignal from the menu.
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6-7 Monitoring Memory Usage for Safety
Control Unit

You can display the memory usage of the safety control system and the safety network usage includ-
ing the 1/O data size.

M Precautions for Correct Use

Check the memory usage when there are no building errors. If there is a building error, the
memory usage is not displayed correctly.

I Displaying Memory Usage

Use the following procedure to display memory usage.

Select the Safety CPU Unit from the Controller Selection Box in the Multiview Explorer and open the
Safety CPU Unit Setup and Programming View.

Select Memory Usage from the Project Menu.

The Memory Usage Tab Page is displayed.

- Program Memory
I
CKB 4096KE
~ Project Maintenance Data
I
0KB
Network
Mumber of Safety 10 connections

0 6 (2%)

SoE: B4 Connection
ap; [ Connection

Input Data Sizes
0Byte
~Output Data Sizes
[ —
08yte 82Byte (4%)
~ Exposed Input Variables

0

Exposed Output Variables

0
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Item Display content Related parameters
Program Displays the memory usage of | « Number of the connected Safety 1/O Units
Memory the safety program. * Number of CIP Safety connections, number of target I/O As-

semblies

Number of functions blocks and functions in the safety pro-
gram

Number of exposed variables, global variables and device
variables

Comment sizes for exposed variables, global variables, and
device variables

Function block names

Number of device settings in the Safety Slave Unit parame-
ter settings

Terminal comments in the parameters for Safety Slave Units

Project Main-
tenance Data

Displays the memory usage of
the project.

Program names

Number of exposed variables

Comment sizes for exposed variables, global variables, and
device variables

Number of device settings in the Safety Slave Unit parame-
ter settings

Terminal comments in the parameters for Safety Slave Units

Number of Displays the number of safety | * Number of the connected Safety 1/O Units
Safety 1/0 slaves connected to the Safe- | « Number of CIP Safety connections, number of target 1/0 As-
connections ty CPU Unit. semblies
FSoE shows the number of
connections with Safety 1/0
Units. CIP shows the number
of CIP Safety connections.
Input Data Displays the input data usage | * Number of the connected Safety 1/O Units
Sizes by the Safety CPU Unit. * Number of CIP Safety connections
» Data size of the exposed variables used for input settings
Output Data Displays the output data us- * Number of the connected Safety 1/0 Units
Sizes age by the Safety CPU Unit. * Number of CIP Safety connections
* Data size of the exposed variables used for output settings
Exposed In- Displays the number of ex- Number of exposed variables used for input settings

put Variables

posed variables in the input
settings.

Exposed Out-
put Variables

Displays the number of ex-
posed variables in the output
settings.

Number of exposed variables used for output settings
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6-8 Offline Debugging

Offline debugging allows you to debug a program when you are not connected online to a Safety CPU

Unit.

You can debug on a Simulator to check control program logic before transferring the project to the
Safety CPU Unit.

/\ WARNING

Although the Simulator simulates the operation of the Safety CPU Unit, there are dif-
ference from the Safety CPU Unit in operation and timing. After you debug the safety
program on the Simulator, always check operation on the physical Safety CPU Unit
before you use the user program to operate the controlled system.

Accidents may occur if the controlled system performs unexpected operation.

14}

=

6-8-1

6-98

Precautions for Correct Use

Simulation of the operation of the Safety CPU Unit cannot be linked with the operation of the
NJ/NX-series CPU Unit.

Additional Information

Refer to A-16 Differences in Checking Operation between the Simulator and Safety CPU Unit
on page A-106 for the differences between the Safety CPU Unit and the Simulator.

Offline Safety Program Debugging

To debug a safety program, it is best to simulate the safety program on the computer first to check the
operation logic and parameter settings.
This is called offline debugging.

I Simulation Procedures

Use the following procedure to start the Sysmac Studio and connect to the Simulator.

1
2
3

2

5

Start the Sysmac Studio and create a project.
In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

Use the Sysmac Studio to set the Controller Configurations and Setup and create a safety pro-

gram.
Select Build Controller from the Project Menu to build the program.

Additional Information

You cannot connect to the Simulator if the program is not built.

Select Safety Simulation Pane from the View Menu.
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File Edit View Insert Project Controller Simulation Tools.
Multiview Explorer
Toclbox
Output Tab Page
Watch Tab Page

Cross Reference Tab Page
Build Tak Page
‘Safety Simulation Pane

Search and Replace Results Tab Page  Alt+7
Smart Project Search Ctrl+5Shift+F

Recently Closed Windows Ctrl+Shift+H
Clear Recently Closed Windows History

Foom

Reset Window Layout

The Safety Simulation Pane is displayed below the Toolbox Pane on the right of the window.

Safety Simulation - 0 X

Buibbngaq auloO 8-9

6 Click the Run Button in the Safety Simulation Pane. Or, select Run from the Simulation Menu.

Safety Simulation ~ 3 X

The following Connect to safety device Dialog Box is displayed.

' |
Connect to safety devine- (=

Device object: new_SafetyCPUO
Device type: SafetySimulation

Buibbngeg welboid Aeyes aulyO L-8-9

Please confirm to connect to the safety device.

Device name
Current: SafetySimulation
Mew: SafetySimulation

Mo Id reguired, Press OK

Instance identification:

Note 1. Itis not necessary to change the name from the current node name.
Note 2. You do not need to enter anything in the Instance identification Box.
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7 Click the OK Button.
The following transfer confirmation dialog box is displayed.

MNode name: ISaFetySimuIation

Mo application exists on device. The Safety application will be downloaded to the
device.

Attention: This operation will set the safety deviceto anunsafe operation made!

Before you continue, you haveto take actions to ensure the machine safety by
organizational means. Please referto the user manual for additional information.

Is the machine safety ensured by organizational means?

8 Click the Yes Button.
The following device confirmation dialog box is displayed.

Node name: ISaFetySimuIaﬁon

For performing this interaction with the safety device please enterthe safety
password.

Password

OK | Cancel I

9 Ciick the OK Button.
Note You do not need to enter anything in the Password Box.

10After the Simulator is started and connected, the Online Indicator in status monitor is lit green.
In this status, the project is completely transferred to the Simulator and RUN mode continues.

Controller Status

ONLINE
ERR/ALM DEBUG mode (RUN)

11 To stop the simulation, click the Stop Button in the Safety Simulation Pane.

Safety Simulation * X

12 To end the simulation, click the Close Button x in the Safety Simulation Pane.
The values of variables return to their initial values.
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I Pausing

Use the following procedure to pause a simulation.

Simulation > 0 x

The values of variables are retained.
Program execution stops at the start of the program.

6-8-2  Monitoring
You can monitor the present values of variables in the FBD editor or Watch Tab Page to debug the
safety programs.

Refer to 7-6-3 Monitoring Variables in the FBD Editor on page 7-29 and 7-6-4 Monitoring Variables in
a Watch Tab Page on page 7-30 for details.

6-8-3  Controlling BOOL Variables, Changing Present Values, and Us-
ing Forced Refreshing

Buibbngaq auloO 8-9

You can debug the safety program by controlling BOOL variables (Set/Reset), changing present val-
ues, and executing forced refreshing from the Sysmac Studio.

Refer to 7-6-5 Controlling BOOL Variables, Changing Present Values, and Using Forced Refreshing
on page 7-32 for detailed procedures.

6-8-4 Cross References

Buuoyuopn z-8-9

Cross references allow you to see the programs and locations where variables of the safety program

are used.
Refer to 7-6-6 Cross References on page 7-40 for a detailed procedure.

6-8-5  Setting the Initial Values of Variables

You can set the initial values of variables when you start execution of simulation.
This is useful for reproducing the actual conditions of the system or to evaluate test cases of similar

input conditions.
Simulation must be stopped to set the initial values of variables.

Use the following setting procedure.

1 Select Simulation — Initial Value Settings.
The Initial Value Settings Dialog Box is displayed.
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Global Variables v
Name Data Type | Initial Value | Constant | Comment

output_002
input_001
input_002

2 Select the type of variables.
The selected type of variables is displayed. The following types of variables can be selected:

global variables, programs, and function blocks.

Simulator Initial Value Settings
Global Variables
Bt Initial Value Constant | Comment
Program0
FunctionBlock0

FunctionBlockl

3 Change the initial values of the variables.

Simulator Initial Value Settings
Global Variables v
Name Data Type

| Initial Value | Constant | Comment
output 001 ; 0

output_002 BOOL FALSE
input_001 BOOL FALSE
input_002 BOOL FALSE

6-8-6  Feedback Settings
You can set input status that is linked to changes in output status, such as feedback inputs for safety

relays.
Simulation must be stopped to make the feedback settings.

Use the following setting procedure.

1 Select Simulation — Feedback Settings.
The Feedback Setting Dialog Box is displayed.

*\, Configurations and Setup

Input Output

Item Description Supported variable
types
Input | Set a global variable™ that is the destination of the feedback. BOOL, SAFEBOOL "2

You cannot set a variable that is already set as a feedback destination.

BOOL, SAFEBOOL 2

Output | et the global variable™ that is the source of the feedback.

6-102 NX-series Safety Control Unit User's Manual (Z930)



6 Programming

Supported variable

Item Description -

Invert | This check box is used to invert the input value. -
If you select this check box, the input value is inverted.

*1.  With Sysmac Studio version 1.11, you can use device variables and exposed variables only.
*2. With Sysmac Studio version 1.11, set variables with the same variable type for both the source and

destination.
With Sysmac Studio version 1.12 and later, you can set different variable types for the source and

destination.

2 Press the Insert Key in the feedback setting table, or right-click in the feedback setting table
and select Create New from the menu.
Cells are added for new settings.
You can set up to 128 sets of feedback settings.

3 Set the input source variable and the output destination variable, and if necessary, select the

Invert Check Box.
The feedback settings are applied within a maximum of 300 ms.

"\, Configurations and Setup

Inputl OQutputl O
Input2 Output2 ()

m Precautions for Correct Use

When you use the feedback settings on the Simulator, set MonitoringTime in the SF_EDM in-

struction 300 ms or more.
Make sure to return the setting to the original value when you transfer the program to the physi-

cal Safety CPU Unit.

6-8-7 Simple Automatic Test

You can use the Simulator of the Safety CPU Unit to easily confirm if the input signals to the program

produce the expected output signal values.

I Settings for a Simple Automatic Test

The Simple Automatic Test automatically executes offline debugging operations for safety programs.
To use the Simple Automatic Test, set the reset signal, input signals, and output signals, as well as the

expected values of the output signals based on the input signals.
Execute the Simple Automatic Test after you have created the program. Also, set initial values and

feedback settings if they are necessary.

Select Simulation - Simple Automatic Test from the menu to display the setting areas for a Simple
Automatic Test.
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s
New Project - new_SafetyCPUO - Sysmac Studio

7]

Multiview Explorer

new_SafetyCPU v

Initial Value Settings
Feedback Settings

The following Simple Automatic Test Tab Page is displayed.

Run

¥ Test Condition

Reset Signal

Register Variables Initial Value Sef (a) Feedback Settings

w Input Settings

No.

Variable

¥ Output Settings

No.

¥ Expected Value Settings

[W] Wo.

Variable

Reset Type  IInput Typel

(c)

Variable ‘Comment

(d)

Comment

The setting areas of the Simple Automatic Test are configured as described in the following table.

Item

Name

Function

(a)

6-104

Simple
Auto-
matic
Test Op-
eration
Panel

The operation panel is used to make settings for and execute the Simple Automatic Test. You
can perform the following operations.

Run Button Executes the Simple Automatic Test.

Test Result Button Shows the previous test results for the Simple Automatic Test.

Register Variables Button Used to register the variables that are used for the Simple Au-
tomatic Test.

Initial Value Settings Button | Displays the Initial Value Settings Dialog Box.

Feedback Settings Button Displays the Feedback Settings Dialog Box.
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Item | Name Function

Import Button Imports the settings for a Simple Automatic Test from a CSV
file. If you import the settings, the current settings are overwrit-
ten.

Export Button Exports the current settings for the Simple Automatic Test to a
CSV file.

(b) | Test Select the variable to use as a reset signal for the safety program. You can set any SAFE-
Condi- BOOL or BOOL variable that is defined in the global variable table.
tion
Area

(c) Input Set the variables of the input signals to use in the Simple Automatic Test.
Setting In addition to the variable name, set the reset types and input types of the input signals.
Area

Variable Set the names of the variables used as the input signals in the
program. You can set any SAFEBOOL or BOOL variable that
is defined in the global variable table.

Reset Type Select the reset type in the box. The default value of the reset
time is a manual reset.

* Manual
If a manual reset is used for an input signal, a test is exe-
cuted for the manual reset scenario that uses the reset sig-
nal set in the Test Condition Area (b).

* Auto
If an automatic reset is used for an input signal, a test is
executed according to the auto reset scenario.

Input Type To set a test for two input signals, such as for a safety door or
two-hand switches, set the input type to 2 Inputs. If you set
the input type to 2 Inputs, a row is added to specify another
variable.

(d) Output Set the variables of the output signals to use in the Simple Automatic Test. You can set any
Setting | SAFEBOOL or BOOL variable that is defined in the global variable table.
Area

(e) | Expect- | A matrix of the variables that are specified in the input settings and output setting areas is dis-
ed Value | played. Set the test target and the expected value of the output variable for each input varia-
Setting ble.
Area The expected values that you set for the output variables have the following meanings:

* 0: If the input variable changes to FALSE, the output variable changes to FALSE.

* 1:If the input variable changes to FALSE, the output variable changes to TRUE.

You can import and export expected value settings to use spreadsheets or other applications

to easily edit the settings by copying and pasting them.

I Setting Example

A setting example for the Simple Automatic Test is provided in this section for the application example
given in A-3-2 Safety Doors on page A-32.

Application Overview from A-3-2 Safety Doors on page A-32 is as follows.

Safety category/PL Safety device Stop category | Reset

Equivalent to 4/PLe | Safety limit switches 1 and 2 | 0 Auto

(Safety Door)

Emergency stop pushbutton | 0 Manual
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M1 stops when safety door 1 (S3, S4) is opened.
M2 stops when safety door 2 (S5, S6) is opened.

Both M1 and M2 stop when the emergency stop pushbutton S1 is pressed.

The settings for the Simple Automatic Test are derived from the following points.

» Variable that is assigned to the reset switch

» Variables that are assigned to safety input devices (except for EDM feedback)

» Variables that are assigned to safety output devices

Note 1. To make the program work correctly, set the initial values for simulation so that Activate terminal on the

safety function block will be to TRUE.

Note 2. To make the SF_EDM function block work correctly, set feedback for simulation.

The settings for the above application are shown in the setting areas for the Simple Automatic Test.

Run Test Result Register Variables Initial Value Settings Feedback Settings

¥ Test Condition

Reset ignal

¥ Input Settings
No. Variable

Limit_SW_NO
Safety_ Limit SW_NC S5
Limit_SW_NO_S6

¥ Qutput Settings
No. Variable

Contactor_KM3_KM4

¥ Expected Value Settings

Safety Limit SW_| Saf Switc Auto

Safety_Limit SW_| Safety Limit Swtc Avto S O

BEE N
T

EMONCST  Emergency Stop Manual NN CONRR
[

Feedback Settings Tab Page is shown below.

Inp

| Feedback_KM3_KM4 Contactor KM3KM4 |  ® |

No. Variable Comment | Reset Type [Contactor_KML_KNContactor_KM3_KN

Reset Type _|Input Type

I Execution Procedure for a Simple Automatic Test

Use the following procedure to execute the Simple Automatic Test.
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1 Select Simulation - Simple Automatic Test from the menu.
The Simple Automatic Test Tab Page is displayed.

2 Set the Test Condition, Input Settings, Output Settings, and Expected Value Settings.

3 Click the Run Button on the control panel on the Simple Automatic Test Tab Page.

Run Test Result Register Vanables Initial Value Settings Feedback Settings

¥ Test Condition

Rt Signal

4 A precaution is displayed to ensure proper execution of the Simple Automatic Test. Read the
precaution and then click the OK Button.

- SF_EDM Functiol n work properly by using the Feedback Settings of Simulation.

[Tox

Buibbngaq auloO 8-9

5 The estimated execution time for the Simple Automatic Test is displayed. Click the Yes Button
to execute the test.

I Simple Automatic Te

Simple Automatic Test will be finished about 1 min.
Would you like to execute?

159 opjewoiny a|dwis /-8-9

6 The Simulator for the Safety CPU Unit starts. Following the on-screen instructions to complete

starting the Simulator.
Click the Yes Button.

Nodename:  SafetySimulation

No application exists on device. The Safety applicationwill be downloaded to the
device.

Attention: This operationwill set the safety deviceto an unsafe operationmode!

Before you continue, you haveto take actions to ensure the machine safety by
organizational means. Please referto the user manual for additional infarmation.

Is the machine safety ensured by organizational means?

il |

Click the OK Button.
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Node name: Sa‘\“_etysimu-l-aﬁon

For performing this interaction with the safety device please enterthe safety
password.

Password

Simple Automatic Test is running..
EEEEEE—
33%

I

The Simulator stops when the test is completed. Click the OK Button.

Sé?e‘tySimL.l‘I‘aﬁon

@I Node name:
.

Debug modehas been left forthe safety device above.

=l

7 The Simple Automatic Test Result Window is displayed when the test is completed. If the re-

sults show that the test has failed, correct the safety program or check the test settings.

cuted date and time:  2016/02/17 11:12:31
Variable | Comment Reset Type [Contactor_KMContactor_KM Test Result | Remarks | Executed date and time
EMO_NC_S1 Emergency Stop Pushbu  Manual [ [ 2016/02/17
Safety_Limit_SW_NC_S Safety Limit Switch(NC) ~ Auto 0 1 2016/02/17
2 Safety Limit_SW_NC_S Safety Limit Switth(NC) ~ Auto 1 0 2016/02/17 11:12:
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m Precautions for Correct Use

The Simple Automatic Test is provided as a simple means to check the output signal results for
the input signals. It may not be able to determine correct test results for complicated conditions
or special cases. If necessary, check the program logic manually.

@ Additional Information

The actual test operations that are performed for the Simple Automatic Test are given in
A-15 Execution Scenarios for the Simple Automatic Test on page A-103.

Buibbngaq auloO 8-9
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Checking Operation and Actual

Operation
]

This section describes the procedures to perform before you can operate the Safety
CPU Unit. It describes the operating modes of the Safety CPU Unit, checking opera-
tion in DEBUG mode, and the procedures to perform safety validation.

7-1  Procedures before Operation and Transferring the Required Data .......... 7-3
7-1-1 CommIsSIONING ProCEAUIE .......cccuuiiiiiiiiiiceece s 7-3
7-1-2 Data That You Must Transfer before Operation and Data Transfer

PrOCEAUIES ...ttt e e

7-2 Transferring the Configuration Information............cccccovirriiec e
7-2-1 OVEIVIBW ..ttt e e e e et e e e e e et e e e e e anba e e e e e easnseeeeeeeansseneas
7-2-2 Transfer Procedure for a Connection to NJ/NX-series CPU Unit
7-2-3 Transfer Procedure for a Connection to Communications Coupler Unit ......... 7-8

7-3  Operating Modes of the Safety CPU Unit..........cccccviiimniiiiiisnnnniinneninnnns 7-11
7-3-1 Startup Operating Mode and Changing the Operating Mode.............cc........ 7-11
7-3-2 Operation When Changing Operating Mode ..........ccccevieiiiiiiiee e, 7-13
7-3-3 Executable Functions in Each Mode of the Safety CPU Unit........................ 7-14

7-4 Changing to DEBUG Mode..........occoiiiiiiiiiniiisir s 717

7-5 Checking External Device WIring .......ccccovemriiinimnniinisns s 7-20
7-5-1 Overview of Functions for Checking Wiring .........cooooeieiiiiiiee e 7-20
7-5-2 Monitoring Safety 1/O UNItS ......c..oveiiieieeee e 7-20
7-5-3 Troubleshooting Safety I/O Terminals ...........ccccoeeeiiiiiiiie e 7-24
7-5-4 Clear All Memory Operation for Safety I/O Units.........c.ccooeceveeiieiiiieeeeecs 7-25

7-6  Functions for Checking Operation ..........cccccoiiiiiiiiiiisinnre s 7-28
7-6-1 Overview of Functions for Checking Operation..........c.cccoooveviiiiiniiecinieces 7-28
7-6-2 Starting and Stopping the Safety Programs in DEBUG Mode ...................... 7-28
7-6-3 Monitoring Variables in the FBD Editor ... 7-29
7-6-4 Monitoring Variables in a Watch Tab Page.........ccccoooeeeiiiiiiiiiiiciieeeee 7-30
7-6-5 Controlling BOOL Variables, Changing Present Values, and Using

Forced RefreShiNg ........coiiiiii e 7-32
7-6-6 CrosSs REfErENCES. ......oiiiiiiiii e 7-40

7-7 Online Functional Test........cciir e 7-44
7-7-1 Online Functional Test Settings........cccceiiieiiie e 7-44
7-7-2 Online Functional Test Execution Procedure .............cccceeiieiinieeeiiieeenieeens 7-48

7-8 Search FB Where Safety Output Is OFF............oooo oo 7-54
7-8-1 Procedure for Operating Search FB Where Safety Output Is OFF ............... 7-54
7-8-2 Editing Function Blocks to be Searched for ..........ccccocviiiiiiiii 7-55
7-8-3 Registering a Data Type in the Function Block Search Settings Window ..... 7-56
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7-1  Procedures before Operation and
Transferring the Required Data

This section describes the procedures to perform after you create the safety programs and are ready
to operate the Safety CPU Unit. It also describes the data that you must transfer.

7-11 Commissioning Procedure

After you write the safety programs, use the following procedure to start operating the Safety CPU
Unit.

1 Place the Sysmac Studio online with Safety CPU Unit.

2 Transfer the configuration information to the NJ/NX-series CPU Unit"! "2, Communications

Coupler Unit, Safety CPU Unit, and NX-series EtherNet/IP Unit2.

When transferring the validated safety application data, the following procedure is not necessa-
ry.

After transferring the validated safety application data, check if the data transferred from the
safety signature shown in the Sysmac Studio is correct.

*1. Transferred when you use an NJ/NX-series CPU Unit and EtherCAT Coupler Unit.
*2. Transferred when you use CIP Safety communications using an NX502 CPU Unit and NX-series
EtherNet/IP Unit.

ejeq paainbay ayj Bulisysuel] pue uoneladQ 810aq sainpasoid |-/
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Place the Safety CPU Unit in DEBUG mode.
The safety programs are transferred to the main memory of the Safety CPU Unit.

4 Check the wiring and the operation of the safety programs.
5 Perform safety validation testing.
6 Validate safety from the Sysmac Studio.

The safety programs are transferred to the non-volatile memory of the Safety CPU Unit to enter
the safety-validated status.

2Inpa20id BuluoisSILWO) |-|-/

7 Place the Safety CPU Unit in RUN mode.
The safety programs in the non-volatile memory of the Safety CPU Unit are executed.
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Safety CPU Unit

Communication

Setup and Control Unit Safety CPU Unit Setup and Programming View
Programming View Setting Tab Page
Steps 1 and 2 Step 3 Steps 4 and 5 Step 6 Step 7
Creating the Transferring the CPU Changing to DEBUG mode Checking operation Performing safety validation
fot 9 Rack and Slave Terminal (transfer program to main and safety (transfer program to Operation
safety programs configurationinformation memory) validation testing non-volatile memory)
Controller — Controller - Mode - Controller - Controller - Safety Controller -
Synchronization DEBUG mode Debug - Start Validation Mode - RUN
Mode
Sysmac Studio Sysmac Studio Sysmac Studio Sysmac Studio Sysmac Studio Sysmac Studio
Safety program Safety program Safety program
(before performing (before performing (after performing
safety validation) safety validation) safety validation)
J | — _
I’V\E] - - - [? -
re - - - - == N . en you perform
I When you changeto 1 Aftfer stopping, : safety zalljidpation :
. safet X .
Configuration : DrEBrU?n mordet,rtr:]e fsa:fretdy: Operation vali dgti on is I the safety programs | Operation
information | programs are transierre | fcommands in arformed Iare fransferredto ' commands
transferred fothe main memory. | 5ERUG mode. P : Ithe nonvolatie |
I'memory. I} Safety
Safety CPU Safety CPU SafetyCPU ||- "~~~ —~ “1 cPU Unit
CPU Rack or [ Unit V¥ Unit Unit |
Slave Terminal \V4 ] B ) . i .
Main memory Main memory Main memory Main memory

Safety program Safety program Safety program Safety program
N (before performing (before performing (after performing (after performing
— |—" safety validation) safety validation) safety validation) safety validation)
Safety CPU Unit T ‘
Non-volatile Non-volatile Non-volatile || | Non-volatile
memory memory memory memory

Safety program
(after performing
safety validation)

Safety program
(after performing

safety validation)

7-1-2  Data That You Must Transfer before Operation and Data Transfer

Procedures

Before you change to RUN mode, you must transfer the CPU Rack or the Slave Terminal settings, in-
cluding the Safety Control Unit settings, to the Safety CPU Unit. The settings and transfer procedures
are given below.

@ Configuration in which the Safety Control Unit is included in the CPU rack

Transfer
CPU rack settings Transfer method destina-
tion
CPU rack Unit configu- | Perform the following operation with the Controller set to the NX- NX-series
configura- ration infor- series CPU Unit. CPU Unit
tion infor- mation Transfer the NX bus master settings in the Synchronization Win-

mation /0 allocation | dow."! NX-series
information CPU Unit

and Safety
CPU Unit

NX-series Safety Control Unit User's Manual (Z930)



7 Checking Operation and Actual Operation

Transfer
CPU rack settings Transfer method destina-
tion
Safety ap- Unvalidated | The safety application data is transferred automatically when you Safety CPU
plication da- | safety appli- | change to DEBUG mode from the Safety CPU Unit Setup and Pro- | Unit
ta cation data gramming View.
Validated In DEBUG mode, execute Safety Validation from the Safety CPU
safety appli- | Unit Setup and Programming View. This will cause the safety appli-
cation data cation data to be saved to the non-volatile memory.

Perform the following operation with the Controller set to the NX-

series CPU Unit.

Transfer the NX bus master settings in the Synchronization Win-

dow.™"

*1. The entire CPU rack of the NX-series CPU Unit restarts after the NX bus master settings are transferred.

@ Configuration in which the Safety Control Unit is included in the EtherCAT
Slave Terminal

Transfer method

. . 5 . Connection to USB Transfer
Slave Terminal settings Connection to an r‘l;:INX-serles CPU port on EtherCAT | destination
Unit Coupler Unit™2
EtherCAT Perform the following operation with the | Transfer is not al- NJ/NX-ser-
network con- Controller set to the NJ/NX-series CPU lowed. ies CPU
figuration in- Unit. Unit
formation™’ Transfer the EtherCAT network configura-
tion information from the Synchronization
Window.
Slave Termi- | Unit config- | Perform the following operation with the Transferred on the Communi-
nal configura- | uration in- Controller set to the NJ/NX-series CPU Slave Terminal Tab cations
tion informa- | formation Unit. Page. Coupler
tion Transfer the EtherCAT network configura- Unit
I/O alloca- tion information and the Slave Terminal Communi-
tion infor- configuration information from the Syn- cations
mation chronization Window. Coupler
Unit and
Safety CPU
Unit
Safety appli- | Unvalidated | The safety application data is transferred automatically when you | Safety CPU
cation data safety appli- | change to DEBUG mode from the Safety CPU Unit Setup and Unit
cation data | Programming View.
Validated In DEBUG mode, execute Safety Validation from the Safety CPU
safety appli- | Unit Setup and Programming View. This will cause the safety ap-
cation data | plication data to be saved to the non-volatile memory.
Perform the following operation with the | Transferred on the
Controller set to the NJ/NX-series CPU Slave Terminal Tab
Unit. page.*3
Transfer the EtherCAT network configura-
tion information and the Slave Terminal
configuration information from the Syn-
chronization Window."
*1.  This is required only when you use an EtherCAT network.
*2.  In the following cases, only the Slave Terminal is restarted after the data is transferred.
NX-series Safety Control Unit User's Manual (Z930) 7-5
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7 Checking Operation and Actual Operation

* When you transfer the data through the NJ/NX-series CPU Unit without using the Sysmac Studio’s syn-
chronization operation.
* When you transfer the data with the Sysmac Studio connected to the USB port on the Communications
Coupler Unit
The restart may cause the EtherCAT master to detect an error. If an error is detected, you need to reset the
error in the EtherCAT master.
*3. Supported only by Sysmac Studio version 1.10 or higher.

|~ Version Information

You can download safety-validated safety application data with Sysmac Studio version 1.10 or
higher and NX-SLOUOIC version 1.1 or later.
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7-2 Transferring the Configuration Infor-
mation

This section describes how to start communications and transfer configuration information from the

Sysmac Studio to the NJ/NX-series CPU Unit!, the NX-series Communications Coupler Unit, and the
NX-series Safety CPU Unit.

*1. This can be selected and transferred when you use an NJ/NX-series CPU Unit and EtherCAT Coupler Unit.

7-2-1 Overview

You must transfer the CPU Rack settings and Slave Terminal settings to the NJ/NX-series CPU Unit'",
the Communications Coupler Unit, and the Safety CPU Unit before you can place the Sysmac Studio
online with the Safety CPU Unit and begin debugging.

*1. This can be selected and transferred when you use an NJ/NX-series CPU Unit and EtherCAT Coupler Unit.

I Paths for Going Online

There are the following two ways to connect the Sysmac Studio to the Safety CPU Unit.

uonjew.ou] uoieanByuos ay3 Burlisysuel] z-/

+ USB Connection or Ethernet Connection to the NJ/NX-series CPU Unit™!, or Ethernet connection to
the NX-series EtherNet/IP Unit
» USB connection to the EtherCAT Coupler Unit

N

*1. This can be selected and transferred when you use an NJ/NX-series CPU Unit and EtherCAT Coupler Unit.

A configuration example for an EtherCAT Slave Terminal is given below.

Sysmac Studio

MOINIBAQ -2~/

Sysmac Studio Ethernet /

ElE
glaf:
NJ/NX-series : sl |
CPU Unit : Unit Unit =3[!
' Sl ® |
! 'JIL‘ n| D !
""""""""""""""""""" EtherCAT
BB
@l &2
3=
Coupler >
Unit Zle
‘| ©
Slo
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/\ WARNING

Always confirm safety at the destination node before you transfer Unit configuration
information, parameters, settings, or other data from tools such as the Sysmac Studio.

The devices or machines may perform unexpected operation regardless of the operat- 0

ing

mode of the CPU Unit.

7-2-2

Transfer Procedure for a Connection to NJ/NX-series CPU Unit

When you use an EtherCAT Coupler Unit, you can connect the Sysmac Studio to a USB or Ethernet
port on the NJ/NX-series CPU Unit or EtherNet/IP port on the NX-series EtherNet/IP Unit to transfer
the configuration information.

Use the following procedure to go online with the Safety CPU Unit.

1

G A O N

7-2-3

Select the NJ/NX-series CPU Unit from the Controller Selection Box in the Multiview Explorer
on the Sysmac Studio to change to the NJ/NX-series CPU Unit Setup and Programming View.

Set the communications path to the NJ/NX-series CPU Unit.
Select Online from the Controller Menu. Or, click the Go Online Button () in the toolbar.

Select Synchronization from the Controller Menu.

Click the Transfer to Controller Button.”! 2

The Sysmac Studio is enabled for communications with the EtherCAT Coupler Unit and the
Safety CPU Unit. This also transfers the Slave Terminal configuration information to the Ether-
CAT Coupler Unit and the Safety CPU Unit.

*1. Always click this button when you go online with the Safety CPU Unit for the first time, or if you
change a Safety I/0 Unit or variable data.

*2. If the CIP Safety communications are performed with the EtherNet/IP port on the mounted NX-series
EtherNet/IP Unit, when the settings for CIP Safety communications are changed, always transfer the
settings to the EtherNet/IP Unit.

Additional Information

» Refer to the Sysmac Studio Version 1 Operation Manual (Cat. No. W504) for information on
connecting and synchronizing with the NJ/NX-series CPU Unit or NX-series EtherNet/IP Unit.

» Refer to 7-4 Changing to DEBUG Mode on page 7-17 for details on transferring the unvali-
dated safety program.

Transfer Procedure for a Connection to Communications Cou-
pler Unit

You can connect the Sysmac Studio to a USB port on a Communications Coupler Unit to transfer the
configuration information.
Use one of the following two procedures to go online with the Safety CPU Unit.

7-8
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® Online Procedure from the NJ/NX-series CPU Unit Setup and Program-
ming View
You can use this method only if you use an EtherCAT Coupler Unit.

1 Connect the computer to the EtherCAT Coupler Unit with a USB cable.

2 Select the NJ/NX-series CPU Unit from the Controller Selection Box in the Multiview Explorer
on the Sysmac Studio to change to the NJ/NX-series CPU Unit Setup and Programming View.

3 Right-click the EtherCAT Coupler Unit on the EtherCAT Slave Terminal Tab Page, and select
Coupler Connection (USB) — Online from the menu.
The Sysmac Studio goes online with the EtherCAT Slave Terminal.

® Online Procedure from the Safety CPU Unit Setup and Programming View

1 Connect the computer to the Communications Coupler Unit with a USB cable.

2 Select Safety CPU Unit from the Controller Selection Box in the Multiview Explorer of Sysmac
Studio and open the Safety CPU Unit Setup and Programming View.

3 Select Communication Setup from the Controller Menu.
The following communications settings are displayed.

uonjew.ou] uoieanByuos ay3 Burlisysuel] z-/

Select a method to connect to the Safety CPU Unit.
{ Connect via NJ Controller ‘new_Controller_0"
@ Connect via Coupler ‘Nodel : NX-ECC201(E001) : Offline’

N

19].4 Cancel

4 Select Connect via Coupler and then click the OK Button.

Select Online from the Controller Menu. Or, click the Go Online Button () in the toolbar.

The Sysmac Studio goes online with the Slave Terminal.

@ Procedure to Transfer the Configuration Information
Use the following procedure to transfer the configuration information to an online Slave Terminal.

1 Right-click the Communications Coupler Unit on the Slave Terminal Tab Page, and select
Transfer to Coupler from the menu.
The following dialog box is displayed.

1un J8|dno) suonesIuNWIWOY) O] UONYSUUO0Y) B 10} 8INPadold Jajsuel] ¢€-z-/
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F k
Transfer to Coupler 5

Select the data to transfer and click the Transfer Button.

P Configuration information + Unit operation settings + Unit application data

P Configuration information only

2 Click Configuration information only or Configuration + Unit operation settings + Unit
application data..
An execution confirmation dialog box for Transfer to Coupler is displayed.
For both options, only the Slave Terminal configuration information is transferred to the Com-
munications Coupler Unit and the Safety CPU Unit because safety validation has not been per-
formed for the safety program.

3 Click the Yes Button.
The settings are transferred to all Units that are connected to the Communications Coupler
Unit.

7-10 NX-series Safety Control Unit User's Manual (Z930)



7 Checking Operation and Actual Operation

7-3 Operating Modes of the Safety CPU
Unit

This section describes the operating modes of the Safety CPU Unit, state changes, and the functions
that can be executed in each mode.

7-3-1 Startup Operating Mode and Changing the Operating Mode

The operating mode of the Safety CPU Unit changes to PROGRAM mode or RUN mode after the
power is turned ON, depending on whether the safety programs are validated, as shown in the follow-
ing figure.

® Before Safety Validation
The Safety CPU Unit starts in PROGRAM mode. This prevents the Safety CPU Unit from running a
safety application that has not been validated for safety.

@ After Safety Validation
The Safety CPU Unit starts in the RUN mode.

To change the operating mode of the Safety CPU Unit, select the Safety CPU Unit as the Controller
and place the Sysmac Studio online with the Safety CPU Unit, and then select the desired operat-
ing mode.

Power Turned ON

!

Initializing

The DIP switch is set to

Restore mode (*4)
RESTORE mode (*4) |«

The DIP switch is not set to
Restore mode (*4)

Front panel VALID indicator not lit: Before safety

validation Front panel VALID indicator lit: After safety validation
= the safety programs have not been saved to = the safety programs have been saved to non-volatile
non-volatile memory memory

l Changing to RUN l

mode*1
PROGRAM mode < " RUN Mode
Changing to PROGRAM mode
Disconnecting Online —1 - Changing to 7'y
Connection to the Changing to DEBUGVmode( 2) (Download PROGRAM mode Changing to RUN mode*1
Sysmac Studio (*3) | from the Sysmac Studio to the main memory)
Debugging started
DEBUG mode > DEBUG mode

Safety Validation > (STOPPED) [ Debugging stopped (RUN)
(download from the
Sysmac Studio to the DEBUG mode

non-volatile memory)

*1. The Safety CPU Unit can be operated only after safety validation is performed.

NX-series Safety Control Unit User's Manual (Z930) 7-11
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*2.

*3.

*4.

=

When the operating mode changes from PROGRAM mode to DEBUG mode, the safety application data in
the non-volatile memory of the Safety CPU Unit is deleted.

The Safety CPU Unit automatically enters PROGRAM mode if 30 seconds elapses after the connection to
the Sysmac Studio is disconnected due to a damaged cable or any other reason.

The DIP switch setting and the restore mode are not available with NX-SL3300 and NX-SL3500.

Additional Information

If you need to use debugging to change present values or other settings while operating in RUN
mode (for instance, to troubleshoot a validated safety program), you must stop the machine,
and then change the Safety CPU Unit to PROGRAM mode before you can change to DEBUG
mode. However, when the operating mode changes from PROGRAM mode to DEBUG mode,
the safety programs in the non-volatile memory of the Safety CPU Unit is deleted. Download
the safety-validated safety programs to the non-volatile memory in the Safety CPU Unit again.

Version Information

The processing that is performed when the operating mode changes from RUN mode to PRO-
GRAM mode depends on the version of the Sysmac Studio that you use.
» Sysmac Studio version 1.09 or lower
The safety programs in the non-volatile memory of the Safety CPU Unit are deleted. If you
return to RUN mode, download the safety-validated safety programs to the non-volatile mem-
ory in the Safety CPU Unit again.
» Sysmac Studio version 1.10 or higher
The safety programs in the non-volatile memory of the Safety CPU Unit are not deleted.

I Operating Modes of Safety CPU Unit and Indicators

The following table specifies details of the Safety CPU Unit operating modes and the indicators dis-
played for each operating mode.

Indicators
Operating mode Description
RUN DEBUG
Initializing This mode indicates that the Safety CPU Unit is starting up and per- | Flashing Not lit
forming hardware self-diagnosis. green.
PROGRAM mode This mode indicates that safety communications and the safety pro- | Not lit Not lit
gram execution are stopped.
You can clear or download the safety application data from the Sys-
mac Studio (Safety CPU Unit Setup and Programming View).
RUN mode This mode indicates that safety communications are executed and Lit green Not lit
the validated safety programs are running.
DEBUG STOPPED | This mode indicates that safety communications are executed and Not lit Lit yellow
mode the unvalidated safety programs are on standby.
You can control BOOL variables, change present values of data, and
use forced refreshing.
RUN This mode indicates that safety communications are executed and Lit green Lit yellow
unvalidated safety programs are running.
You can control BOOL variables, change present values of data, and
use forced refreshing.
RESTORE mode This mode allows you to edit user programs and settings of the Safe- | Flashing Flashing
ty CPU Unit by using an SD Memory Card. green. yellow
Safety communications and safety programs are not executed.

712
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@ Relationship between the Operating Modes of the Safety CPU Unit and the
NJ/NX-series CPU Unit
The operating mode of the Safety CPU Unit is independent from the operating mode of the NJ/NX-
series CPU Unit.
This means that changes in the operating mode of the NJ/NX-series CPU Unit will not affect the
operating mode of the Safety CPU Unit.
Conversely, changes in the operating mode of the Safety CPU Unit will not affect the operating
mode of the NJ/NX-series CPU Unit.

@ Restrictions in DEBUG Mode

Safety certification bodies prohibit safety controllers from entering full operational state while forced

refreshing is enabled. Therefore, the Safety CPU Unit imposes the following restrictions.

* You can perform forced refreshing only in DEBUG mode.

* You can change to DEBUG mode only when the Sysmac Studio is online with the Safety CPU
Unit. If an online connection is broken in DEBUG mode, the Safety CPU Unit will automatically
change to PROGRAM mode after 30 seconds elapses.

» Only one copy of the Sysmac Studio can go online with the Safety CPU Unit at the same time.

I I/0 Data in Each Operating Mode

The following table explains how I/O data is processed, depending on the operating mode of the Safe-
ty CPU Unit.

yun Ndo AMeses ayj jo sepop Bupessdo ¢-2

Not received = Not receive data, Cleared = Clear and reset to initial value, Refreshed = Refresh data

Safety Input | Standard Input Safe;i tOUt- O?Jttir::jlr;(- Status (Safe- 7
Operating mode (FSoE/CIP (Exposed Vari- (FSOE/CIP VT ty CPU Sta-
Safety) able) Safety) ble) tus)

Initializing Not received Not received Cleared Cleared Cleared

PROGRAM mode Not received Not received Cleared Cleared Refreshed
RUN mode Refreshed Refreshed Refreshed Refreshed Refreshed
DEBUG STOPPED | Refreshed Refreshed Refreshed Refreshed Refreshed
mode RUN Refreshed Refreshed Refreshed Refreshed Refreshed
RESTORE mode Not received Not received Cleared Cleared Cleared

7-3-2  Operation When Changing Operating Mode

If you change the operating mode of the Safety CPU Unit, the Safety CPU Unit will operate as shown
in the following table.

apo|y Buneladp Buibuey) usypp uoneladp z-g-/

Before change — After change Operation
PROGRAM mode — | DEBUG mode (STOP- » Safety process data communications start.
PED)
PROGRAM mode — | RUN mode » Safety process data communications start.

* The variables are initialized and the safety pro-
grams are executed from the beginning.

DEBUG mode (STOP- — | DEBUG mode (RUN) Safety process data communications continue.
PED) * The variables are initialized and the safety pro-
grams are executed from the beginning.
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Before change — Operation

DEBUG mode (RUN) —

After change

DEBUG mode (STOP- .
PED) .

Safety process data communications continue.
The variables are initialized and the safety pro-
grams are stopped.

* The forced status of variables is cleared.

PROGRAM mode .

RUN mode — Safety process data communications stop.

The safety input data from the Safety Input

Units is initialized to 0.

The safety output data to the Safety Output

Units is initialized to 0.

* The variables are initialized and the safety pro-
grams are stopped.

* The safety programs are deleted from the non-

volatile memory of the Safety CPU Unit.

DEBUG mode (RUN) — | PROGRAM mode » Safety process data communications stop.

The safety input data from the Safety Input

Units is initialized to O.

The safety output data to the Safety Output

Units is initialized to 0.

* The variables are initialized and the safety pro-
grams are stopped.

* The forced status of variables is cleared.
PROGRAM mode .

DEBUG mode (STOP- —
PED)

Safety process data communications stop.

The safety input data from the Safety Input
Units is initialized to 0.

The safety output data to the Safety Output
Units is initialized to 0.

Relationship between Establishing Safety Communications and Ex-
ecution of the Safety Programs

The Safety CPU Unit starts execution of the safety programs at the same time the safety process data
communications are established.
The input data that is refreshed from the Safety Input Units is used for processing.

7-3-3  Executable Functions in Each Mode of the Safety CPU Unit
The following table shows the executable functions in each mode of the Safety CPU Unit.
" Initializi GP::M o e RUN mod RESTORE
i nitializin mode .
Function J STOPPED | RUN mode’S
mode
Safety program execution Not possi- | Not possi- | Not possi- | Possible Possible Not possi-
ble ble ble ble
Controlling BOOL varia- Not possi- | Not possi- | Possible Possible Not possi- | Not possi-
bles, forced refreshing, ble ble ble ble
and changing present val-
ues
Message communications | Possible Possible Possible Possible Possible Possible
NX bus communications Possible | Possible? | Possible | Possible? | Possible? | Possible™

7-14
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. - PRO- DEBUG mode RESTORE
Function Initializing GRAM STOPPED RUN RUN mode mode’s
mode
Safety process data com- Not possi- | Not possi- | Possible Possible Possible Not possi-
munications ble ble ble
Download- Configura- Not possi- | Possible Possible Possible Possible Not possi-
ing (trans- tion infor- ble ble
ferring data | mation (I/O
from the allocation
Computer to | information)
the Control- | validated Not possi- | Not possi- | possible™
ler) safety appli- ble ble
cation data
Uploading (transferring da- | Not possi- | Not possi- | Not possi- | Not possi- | Possible Not possi- -
ta from the Controller to ble ble ble ble ble &
the Computer) -§
Clear All Memory operation | Not possi- | Possible Not possi- | Not possi- | Not possi- | Not possi- E..
for Unit ble ble ble ble ble @
Clear All Memory Opera- Not possi- | Not possi- | Not possi- | Not possi- | Not possi- | Not possi- §
tion for Slave Terminal, ble ble ble ble ble ble a
Clear All Memory Opera- ?,3_"
tion for NJ/NX-series CPU a
Unit'3 oy
Restarting NX Bus/NX Unit | Possible Possible Possible Possible Possible Possible f)
Restarting Slave Terminal Possible Possible Possible Possible Possible Possible E
and Resetting Controller 2.
for NJ/NX-series CPU Unit
Monitoring Controller sta- | Not possi- | Possible Possible Possible Possible Possible 7
tus ble
Monitoring programs Not possi- | Not possi- | Possible Possible Possible Not possi-
ble ble ble 3
Monitoring in a Watch Tab | Not possi- | Not possi- | Possible Possible Possible Not possi- ,.°,.’,
Page ble ble ble )
Monitoring for trouble- Not possi- | Possible Possible Possible Possible Possible §
shooting ble 2
Changing the safety pass- | Not possi- | Possible Not possi- | Not possi- | Possible Not possi- §
word ble ble ble ble S
Node Name Change Not possi- | Possible Not possi- | Not possi- | Possible Not possi- ;
ble ble ble ble 4
Safety Data Logging® Not possi- | Not possi- | Not possi- | Not possi- | Possible Not possi- %
ble ble ble ble ble 3
Safety Unit Restore*S Not possi- | Not possi- | Not possi- | Not possi- | Not possi- | Possible %
ble ble ble ble ble 3
Online Functional Test Not possi- | Not possi- | Not possi- | Possible Possible Not possi- %
ble ble ble ble S
*1. Hardware Self-diagnosis §
In the initializing state, self-diagnosis is performed for all hardware. 3.
In other operating modes, hardware self-diagnosis is performed at fixed intervals.
*2. NX bus communications
The data is refreshed depending on the operating mode, as shown in the following table.
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Operating mode Refreshing
Initializing The input data is discarded. The output data is fixed to 0.
PROGRAM mode The input data is discarded. The output data that carries status information

is transferred. All data outputs from the safety programs change to 0.

RUN mode I/O data refreshing is performed with the safety programs.

DEBUG mode | STOPPED | Input data refreshing is performed with the safety programs.
The output data that carries status information is transferred. All data out-
puts from the safety programs change to 0.

RUN I/O data refreshing is performed with the safety programs.

*3.  You can execute the Clear All Memory operation for the Safety CPU Unit regardless of the operating status
of the Safety CPU Unit, but it will always fail for the Safety CPU Unit.

*4.  Sysmac Studio version 1.10 or higher and NX-SLOICOO unit version 1.1 or later are required.

*5. ltis available only for NX-SL5500 and NX-SL5700.
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7-4 Changing to DEBUG Mode

This section describes how to place the Safety CPU Unit into DEBUG mode. When you change to DE-
BUG mode, the safety application data is transferred to the Safety CPU Unit.

/\ WARNING

Unit to DEBUG Mode, make sure that it is safe to do so at the destination for the safe-
ty application data.

Before you use the Sysmac Studio to change the operating mode of the Safety CPU 0
The outputs may operate and may cause serious injury.

| DEBUG Mode Application

DEBUG mode is used to check that the safety communications, the safety programs, and the external
devices operate properly before you operate the Safety CPU Unit.

When you place the Safety CPU Unit in DEBUG mode, the unvalidated safety programs are automati-
cally transferred from the Sysmac Studio to the main memory of the Safety CPU Unit.

As a safety precaution, the Sysmac Studio allows you to switch the Safety CPU Unit to DEBUG mode
only when the Safety CPU Unit is in PROGRAM mode.

Precautions for Safe Use

Verify that the safety communications with a remote node will be established in the debug mode
of the Safety CPU Unit.

apo ©ng3a o3 Buibueys p-2

N

I Procedure for Changing to DEBUG Mode

Use the following procedure to switch the operating mode of Safety CPU Unit from the PROGRAM to
DEBUG mode.

When you change the operating mode to the DEBUG mode, the safety programs must be ready for
building.

1 Make sure that the Safety CPU Unit is in the PROGRAM mode.
2 Connect to the Safety CPU Unit online.

3 Select the Safety CPU Unit from the Controller Selection Box in the Multiview Explorer of Sys-
mac Studio and open the Safety CPU Unit Setup and Programming View.
When you move to the view for Safety CPU Unit, the Sysmac Studio goes online with the Safe-
ty CPU Unit, and the Controller status is displayed in the lower right of the Sysmac Studio Win-
dow, as shown below.

Controller Status

ONLNE @
ERR/ALM @ PROGRAM Meode
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4 On the Safety CPU Unit Setup and Programming View, perform one of the following opera-
tions.
» Select Mode — DEBUG Mode from the Controller Menu.
* Press the Ctrl + 2 Keys.
* Click the DEBUG Mode Button on the toolbar.
The following mode confirmation dialog box is displayed.

Mede change

v |
a Please confirm that you wish to enter DEBUG mode

5  Ciick the Yes Button.
The following Connect to safety device Dialog Box is displayed.

Connect to safety d

Device object: new_SafetyCPUO
Device type: Safety CPU
Device name: new_SafetyCPUO

Please select the connection type and confirm to connect to the safety device.

¥ Confirmed Connection

No Id required, Press 0K

Instance identification:

Note 1. When you change the operating mode for the first time, the above dialog box is displayed and
allows you to set the node name. You can change the factory-default node name of the Safety
CPU Unit.
If you do not want to change the node name, leave the field blank and click the OK Button. Re-
fer to 7-9 Node Name on page 7-58 for details on the node name settings.

Note 2. You do not need to enter anything in the Instance identification Box.

6 Click the OK Button.
The following transfer confirmation dialog box is displayed.

SysmacStudio X

@I Device name:  [default
L - 4

a Nao application exists on device. The Safety application will be downloaded to the
device.

Attention: This eperation will cause the safety device to exit safe operation mode!

Before you confirm, you must take action on site to prevent death, injury and
equipment damage. Please read the instructions in the user manual.

Have you ensured that organizational safety has been established for the entire

networked facility?

7 Check the safety of the system and then click the Yes Button.
The following password confirmation dialog box is displayed.

7-18 NX-series Safety Control Unit User's Manual (Z930)



7 Checking Operation and Actual Operation

Authentification ===

Nodename:  new_SafetyCPUD

For performing this interaction with the safety device please enter the safety
password.

Password

8 When you use the DEBUG mode for the first time, or when the safety password is not speci-
fied, leave the Password field blank and click the OK Button.
When a safety password is specified, enter the security password and click the OK Button.
Refer to 7-10 Security Settings on page 7-59 for the procedure to set a safety password.

Unvalidated safety programs are transferred from the Sysmac Studio to the main memory of
the Safety CPU Unit, and the Safety CPU Unit enters DEBUG (STOPPED) mode.

m Precautions for Correct Use

Before the safety validation is executed, the safety programs are stored in the main memory of
the Safety CPU Unit. When the Sysmac Studio goes offline or when you power off Safety CPU
Unit, the safety programs are deleted. Because of this, after you cycle the power supply, you
must use the Sysmac Studio to change to DEBUG mode again and transfer the safety pro-
grams to the main memory again.

apo ©ng3a o3 Buibueys p-2

| changing to PROGRAM Mode

If you need to change the safety program, you must change to PROGRAM mode.
Use the following procedure to change the Safety CPU Unit from DEBUG mode to PROGRAM mode.

N

With the Safety CPU Unit in DEBUG mode, perform one of the following operations.
» Select Controller - Operating Mode - PROGRAM Mode.

* Press the Ctrl + 1 Keys.

» Click the PROGRAM Mode Button on the toolbar.

The Safety CPU Unit enters PROGRAM mode.
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7-5 Checking External Device Wiring

This section describes the functions that you use on the Sysmac Studio to check the wiring of external
devices connected to the Safety 1/0 Units.

You can obtain information on the Safety I/O Units to which external devices are connected and con-
firm that the external devices are correctly wired by placing the Sysmac Studio online with the Safety
CPU Unit and changing to DEBUG mode.

7-5-1 Overview of Functions for Checking Wiring

This section describes the functions that you use on the Sysmac Studio to check external device wir-
ing.

Functions for checking wiring Reference
Monitoring Safety 1/0 terminals 7-5-2 Monitoring Safety I/O Units on page 7-20
Monitoring Safety 1/0 data 7-5-2 Monitoring Safety I/O Units on page 7-20
Troubleshooting Safety I/O terminals 7-5-3 Troubleshooting Safety I/O Terminals on page 7-24
Clear All Memory Operation for Safety I/O Unit | 7-5-4 Clear All Memory Operation for Safety I/O Units on page
7-25

The functions to check wiring should be executed while you are online to the Safety CPU Unit in DE-
BUG mode or RUN mode.

If the safety application monitoring is stopped, you need to start monitoring. For the procedure to start
monitoring, refer to 7-12 Starting and Stopping the Safety Application Monitoring on page 7-70.

7-5-2  Monitoring Safety /O Units

7-20

This section describes how to monitor I/O terminal information of the Safety I/O Units to check external
device wiring.

I Executing the Monitor for Safety I1/0 Terminals

® When Sysmac Studio Is Connected to NJ/NX-series CPU Unit

1 Connect the Sysmac Studio online to the NJ/NX-series CPU Unit.
In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Place the Safety CPU Unit in DEBUG mode.
Refer to 7-4 Changing to DEBUG Mode on page 7-17 for a detailed procedure.

3 Double-click Parameters under the name of the Safety I/O Unit under Configurations and

Setup - Communications - Safety — Safety I/0.
The Parameters Tab Page shown below is displayed. Select the Safety 1/0 Unit to monitor.
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A

Wiififia) D= ngs Detail Settings List

BuLIpp 9@91A8Q Jeula)xT Bujday G-

® When Sysmac Studio Is Connected to Communications Coupler Unit

7

1 Place the Sysmac Studio online with the Communications Coupler Unit.
Place the Sysmac Studio online with the Communications Coupler Unit that the Safety CPU
Unit is connected to. The following procedure cannot be executed on a Communications Cou-
pler Unit that the Safety CPU Unit is not connected to.

2 Place the Safety CPU Unit in DEBUG mode.
Refer to 7-4 Changing to DEBUG Mode on page 7-17 for a detailed procedure.

siun O/ Ayeyes Buuoyuol g-G-2

3 Double-click Parameters under the name of the Safety I/O Unit under Configurations and
Setup - Communications - Safety — Safety 1/O.
The Parameters Tab Page shown below is displayed. Select the Safety 1/0 Unit to monitor.
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7-22

Wiring

I Description of Monitor Tab Page

* NX Bus Master Displays

This section describes for the Communications Coupler Unit as an example.

Enabled

The NX bus master is present in the actual configuration and
communications are established with it.

Disabled

The Communications Coupler Unit is disabled in the Ether-
CAT network configuration.

Safety 1/0 Units connected to this Communications Coupler
Unit are not monitored.

Disabled

Either the NX bus master is not present in the actual configu-
ration or communications cannot be established with it.
Safety 1/0 Units connected to this NX bus master are not
monitored.

* NX Unit Displays
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Monitor

function Description

Display

Enabled The Safety I/O Unit is present in the actual configuration, and
communications are established with it.

This shows that there is no error at the safety I/O terminals of
the Safety /O Unit.

' Enabled The Safety I/O Unit is present in the actual configuration, and
communications are established with it.

This shows that there is an error at the safety I/O terminals of
the Safety /O Unit.

Disabled The Safety I/O Unit is present in the actual configuration, and
safety process data communications are disabled for it.
This Safety I/O Unit is not subject to monitoring.

Disabled The Safety I/O Unit is present in the actual configuration, and
safety process data communications are not established with
it.

This Safety /0O Unit is not subject to monitoring.

Burip 991A8( [eulalxg Bunjoayo G-/

Disabled The NX Unit mounting settings are disabled for the Safety 1/0
Unit.
This Safety I/0O Unit is not subject to monitoring.

N o | R
N

suun o/ fisyes Buuoyuopn z-G-2

Disabled The Safety I/0O Unit is not present in the actual configuration
or communications cannot be established with it.
This Safety /O Unit is not subject to monitoring.

» External Device Displays
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7-5-3

7-24

Display

Description

Emergency Stop Switch for Dual Channel Equivalent

| E— H

L

:

In this state, safety 1/0 data from external devices
is treated as ON.

This shows that there is no error at the safety I/O
terminals connected to this external device.

Emergency Stop Switch for Dual Channel Equivalent]

:

In this state, safety 1/0 data from external devices
is treated as OFF.

This shows that there is no error at the safety I/O
terminals connected to this external device.

Sl

Emergency Stop Switch for Dual Channel Equivalent]

:

In this state, safety I/O data from external devices
is treated as OFF.

This shows that there is an error at a safety 1/0 ter-
minal connected to this external device.

» Safety I/0 Terminal Displays

Click the Icon below the safety input I/O terminals to display the legend for the safety 1/0 terminal

displays.

. Mot used.

O The safety input terminal is ON.
. The safety input terminal is OFF.
. The safety input terminal has an error.

O The test output terminal is in use,

. Mot used.

O The I0G terminal is in use.

O The safety cutput terminal is ON.
. The safety cutput terminal is OFF,

. The safety cutput terminal has an error.

Troubleshooting Safety I/0 Terminals

This section describes troubleshooting errors that may occur at a safety 1/0 terminal because of incor-
rect external device wiring or incorrect safety 1/0 settings.
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I Displaying Safety I/O Terminal Troubleshooting

1 Open the Monitor Tab Page for the Safety /0 Unit for which there is an error in a safety 1/0
terminal.

2 Click the " ! " Icon for the external device for which the error is displayed or right-click the exter-
nal device and select Troubleshooting... from the menu.

Emergency Stop Switch for Dual Channel Equivalent

0 &

| There is an error related to an I/O device. k

3 The Troubleshooting Dialog Box for the safety I/O terminals is displayed. Check details and
corrections, and then eliminate the error.

r Ny
Node2/Unit2{MX-SID800) =| B u

Source; Event Name Event Code

Si0  Discrepancy Emor at Safety Input  65230000Hex
Sil  Discrepancy Emor at Safety Input  65230000Hex

Details An error was detected in discrepancy evaluation of Safety Input terminals.
[Cause]
(1) There is a ground fault or disconnection in the input signal line.
(2) The connected device is faulty.
(3) The setting of the discrepancy time is not correct.
(4) Chattering ocourred in the input signal from the external input device, such as a safety door.
[Attached Information 1]
Terminal number
Attached information 1 0
Attached information 2
Attached information 3
Attached information 4

Action and correction (1) If there is a ground fault or disconnection in the input signal line,
check the external winng.
(2) If the connected device is faulty,
replace the external device.
(3)(4) Correct the setting of the discrepancy time.
If that does not correct the problem, use an input filter to set an ON delay or an OFF delay.

For details on the safety I/O terminal errors, refer to 12-3-4 Error Descriptions on page 12-33.

7-5-4  Clear All Memory Operation for Safety 1/0 Units

If an attempt to establish safety process data communications fails due to an illegal FSoE Slave Ad-
dress, you must execute a Clear All Memory operation for the Safety I/O Units.

I Executing the Clear All Memory Operation for Safety I/O Units
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7 Checking Operation and Actual Operation

1 Select the Safety I/0O Unit in which the error has occurred from the NX Unit list.

2 Right-click the Safety I/O Unit and select Clear All Memory from the menu.

Show Model/Unit Mame

3 Click the Execute Button on the Clear All Memory Tab Page for the NX Unit.
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F Bl
Clear All Memory for NX Unit (o]

Clear All Memory
i he applicable area in the connected Controller.
luding the protected Un
_onfirm the area to be initia clic n.
will be restarted aftel g : communication: h the communications master will be stopped by this operation.

Unit applicati
(when the Unit has the applicable data)

ar the event logs
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7-6 Functions for Checking Operation

7-6-1

7-6-2

7-28

This section describes the functions that you use on the Sysmac Studio to check the operation on the

Safety CPU Unit.

You can check and adjust the operation of safety programs through an online connection between the
Sysmac Studio and the Safety CPU Unit. This allows you to control BOOL variables, change present
values, and perform other debugging tasks.

Overview of Functions for Checking Operation

This section describes the functions that you use on the Sysmac Studio to check the operation on the

Safety CPU Unit.

Functions for Checking Oper-
ation

Reference

Monitoring

7-6-3 Monitoring Variables in the FBD Editor on page 7-29
7-6-4 Monitoring Variables in a Watch Tab Page on page 7-30

Monitoring in a Watch Tab Page

Controlling BOOL variables

Forced refreshing

Changing present values of data

7-6-5 Controlling BOOL Variables, Changing Present Values, and Using
Forced Refreshing on page 7-32

Clear All Memory

7-16-2 Clear All Memory Operation on page 7-79

Monitoring Controller status

7-15 Monitoring Controller Status on page 7-76

Changing the operating mode

7-3 Operating Modes of the Safety CPU Unit on page 7-11

Troubleshooting

Monitoring error information

Displaying error logs

Section 12 Troubleshooting on page 12-1

Procedures to check operation are performed when online to the Safety CPU Unit.

Starting and Stopping the Safety Programs in DEBUG Mode

operate correctly.
Serious injury may possibly occur due to loss of required safety functions.

/\ WARNING

Before you start the system, perform user testing to make sure that all safety devices 0

/\ WARNING

information, parameters, settings, or other data from tools such as the Sysmac Studio.
The devices or machines may operate unexpectedly, regardless of the operating

Always confirm safety at the destination node before you transfer Unit configuration 0

mode of the Controller.
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I Starting and Stopping the Safety Programs

Use the following procedure to change the Safety CPU Unit to DEBUG mode (RUN) or DEBUG mode
(STOPPED).

With the Safety CPU Unit in DEBUG mode, perform one of the following operations.
» Select Debug — Run or Stop from the Controller Menu.
+ Click the Start Debugging or Stop Debugging Button in the toolbar.

The Safety CPU Unit moves to DEBUG mode (RUN) or DEBUG mode (STOPPED).

|| New Project - new_SafetyCPUD - Sysmac Studio d= |

o — S — imulation  Tools  Help |

New Project > Toolbox

new_Sa w | b

» Canfigurations and Setup Controller Sttus
» Programming

¥ Controller Status Details (new_SafetyCPUO)
Normal communications DEBUG mode (STOPPED)
No Controller error @ Synchronised

Vanable in Forced Refreshing None
Safety Process Data Communications No error or no communication
Program Execution Not executing

Synchronise Details | Last Modified | Signature |
Project Unit Application 2013/09/05 17:18 #797D
CPU Unit Application 2013/09/05 17:18 #797D
Project 1/0 Allocation 2013/09/05 17:13 #BDEB
CPU I/O Allocation 2013/09/05 17:13 #BDEB

-
€
3
2
o
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£
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7-6-3  Monitoring Variables in the FBD Editor

This section describes the procedures to monitor the present values of variables in the FBD editor to
debug the safety programs.

To be able to execute the monitoring function for variables on the FBD editor, the Sysmac Studio must
be connected to the Safety CPU Unit that is either in the DEBUG mode or in the RUN mode. If the
safety application monitoring is stopped, you need to start monitoring. For the procedure to start moni-
toring, refer to 7-12 Starting and Stopping the Safety Application Monitoring on page 7-70.

Joyp3 Qg4 U} Ul ssjgeleA BuLONUO €-9-/

I Executing the Operation Monitor for the Safety Programs

You can monitor the present values of variables in the FBD editor. Use the following procedure.

Double-click the program to monitor, in the Multiview Explorer.
The operating status of the selected POU is displayed in the FBD editor.
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5F Emergencystop 0 S5F EDM 0
SE_EmergencyStop SE_EDM |
TRUE —{Activate Ready TRUE —{Activate Ready outl
Inl 5 EStopln 5_EStoplut 5 OutControl 5_EDM Out
TRUE 5 StartBeset Error edml 5 EDM1 Error
FLLSE === 5 RAutcReset DiagCode edmz2 5 _E0MZ DiagCode —
Reset Reset MTime Monitoring'[‘ime
TRUE 5 StartReset
EDM Reset m— Reset

* The value of the variable is displayed in the frame on the right side of the variable name.
“FALSE” is displayed with a black background, and “TRUE” is displayed with a blue background.
Numeric values are displayed as decimal numbers. Use the Watch Tab Page to check numerical
values as binary or hexadecimal numbers.

* The connecting lines between variables and FBs appear in green when the signal is ON. They ap-
pear in black when the signal is OFF.

7-6-4  Monitoring Variables in a Watch Tab Page

This section describes the procedures to monitor the present values of variables in a Watch Tab Page
to debug the safety programs.

To be able to execute the monitoring function for variables on the Watch Tab Page, the Sysmac Studio
must be connected to the Safety CPU Unit that is either in the DEBUG mode or RUN mode. If the
safety application monitoring is stopped, you need to start monitoring. For the procedure to start moni-
toring, refer to 7-12 Starting and Stopping the Safety Application Monitoring on page 7-70.

I Monitoring in a Watch Tab Page

You can check the present value of one or more variables in the Watch Tab Page.

I Displaying a Watch Tab Page

Select Watch Tab Page from the View Menu.
The Watch Tab Page is displayed.

Watch (Project)1 -1 x
Device name I Name |0nline value|  Modify | Comment | Datatype | | Display format | |
new_SafetyCPUD Program0.In1 True UE 'FALSE SAFEBOOL |

new_SafetyCPUO Program0.edm1 False SAFEBOOL

new_SafetyCPUQ Program0Q.err2 TFR BOOL " Bo

.
RGN watch (Project)1

To close a Watch Tab Page, click the Close Button for the tab page.
To display a Watch Tab Page that you closed, select Watch Tab Page from the View Menu again.

I Contents of the Watch Tab Page

The following table gives variable-related information displayed in a Watch Tab Page.
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You can right-click an column and use the displayed menu to display or hide the following items: Com-
ment, Data type, AT, and Display format.

YES: Editable, NO: Not editable

Item Description Editing
Device name The device name is displayed. YES
Name The variable name is displayed. YES
Online value The present value of the variable is displayed.
Modify The new value is displayed. YES
Comment The comment for the variable is displayed. NO
Data type The data type is displayed. NO
AT No information is displayed. NO
The display format (decimal, hexadecimal, etc.) of the present value and YES

Display format

modify value is displayed.

I Registering Variables in the Watch Tab Page

There are two ways to register variables.
Method 1: Enter the variable name in the name cell in the Watch Tab Page.
Method 2: Drag the variable to the Watch Tab Page from a variable table.

® Procedure for Method 1

1 Click the cell that says Input Name at the bottom of the Watch Tab Page.

2 Enter the variable name to display the present value.

3 As you enter characters, a list of candidate variable names is displayed. Select the variable
name from the list.
The variable name is registered.

‘Watch (Project)1
Device name 1

Name | Online value | Modify 1 Comment | Datatype |
Program0.In1 SAFEBOOL

new_SafetyCPUD
new_SafetyCPUD

Program0.

@ Procedure for Method 2
Drag a variable from a variable table to the Watch Tab Page.
The variable is registered.
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I Deleting Variable Names from the Watch Tab Page

Right-click the variable name to delete in the Watch Tab Page and select Delete from the menu. Or,
press the Delete Key to delete the variable name directly.

The variable name and the row it was displayed on are deleted.

7-6-5 Controlling BOOL Variables, Changing Present Values, and Us-
ing Forced Refreshing

You can debug the safety program by controlling BOOL variables (Set/Reset), changing present val-
ues, and executing forced refreshing from the Sysmac Studio. These functions can be executed only
when the Safety CPU Unit is in DEBUG mode (RUN) or DEBUG mode (STOPPED).

/\ WARNING

Make sure that the area around the system is safe before you control BOOL variables 0

(Set/Reset), change present values, and execute forced refreshing.
The outputs may operate and may cause serious injury.

I Controlling BOOL Variables (Set/Reset)

This function allows you to change the values of BOOL variables in the FBD editor or Watch Tab Page
to debug safety programs.

@ Controlling BOOL Variables in the FBD Editor (Set/Reset)

1 Double-click the present value of the BOOL variable to change.
Example: To set the variable a, double-click the present value of FALSE.

Double-click

{ w

EEP- o
G) FALSE gy

- B

The value changes to a temporary status.

A temporary value appears in <> on the right side of the present value. This indicates that the
temporary value, either TRUE or FALSE, is available to replace the present value.

Temporary value is displayed

e

- EEEATED]

=

- EXE
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Each double-click toggles the temporary value.

2 Select Write Values from the Controller Menu.
The temporary value is removed and reflected as the present value.
Example: The present value of variable a is set to TRUE.

Set to TRUE.
»/ AND
E( TRUE & [°
3 FALSE g

@ Additional Information

You can replace more than one present value in a single operation. To do this, set multiple
BOOL variables with temporary values, and then select Write Values from the Controller
Menu.

@ Controlling BOOL Variables in the Watch Tab Page (Set/Reset)

Select TRUE in the Modify Column to change the variable to TRUE. Select FALSE in the Modify
Column to change the variable to FALSE.
The present value is displayed in the Watch Tab Page as TRUE when set, and FALSE when reset.

uonesadQ Buyoeys 1oy suondoung 9-/

‘Watch (Project)1 Y
Device name | Online value | Modify | Comment | Datatype | AT | Display format | |
new_SafetyCPUO Programi.a False TRUE FALSE BOOL oclean v

rev | roganos me —paargl oo | lmmooaka] |

new_SafetyCPUD Programil.c False TRUE FALSE BOOL Boolean v

7
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I Changing the Present Values of Variables

This function allows you to change the present value of non-BOOL variables to desired values in the
FBD editor or Watch Tab Page to debug safety programs.

® Changing Present Values on the FBD Editor

1 Double-click the present value of the non-BOOL variable to change.
Example: To change the present value of variable aaa, double-click the present value of 20.

aaa + cee
bbb [ @

The Prepare Value Dialog Box is displayed.
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2 Select the Prepare a new value for the next write or force operation Option and enter the
new value.
Example: This example changes the value to 700.

Prepare Value
Expression: IF‘ru:ugramEl.aaa
Type: IINT The present value is displayed.

Current value:@’
_ Enter the desired value here.
What do you want to dp?

¥ Prepare a/ew value for the next write or force operation:
{100 )

" Remove preparation with a value,

" Release the Force, without modifying the value,

Release the force and restore the wariable ko the value it had
before Forcing it,

CK I Cancel

3 Click the OK Button.
The Prepare Value Dialog Box closes and the new value is prepared as the temporary value.
The temporary value appears in <> on the right side of the present value. This indicates that
the temporary value is available to replace the present value.

ADD

aaa [ 20=l00> + cco
bbb [0 |

To cancel the temporary value, double-click the present value of the desired variable again. Se-
lect the Remove preparation with a value Option in the Prepare Value Dialog Box, and then
click the OK Button.

4 Select Write Values from the Controller Menu.

The temporary value is removed and reflected as the present value.
Example: The present value of variable aaa is changed to 7100.
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aaa 100 + CcCC 100

bbb [ 0

@ Additional Information

You can replace more than one present value in a single operation. To do this, set multiple
present values with temporary values, and then select Write Values from the Controller Menu.

® Changing Present Values on a Watch Tab Page
Use the following procedure to change present values from the Watch Tab Page.

1 Select Watch Tab Page from the View Menu to display a Watch Tab Page.

2 Move the cursor to the cell in the Modify Column on the Watch Tab Page, enter a value that is
compatible with the format that is given in the Display format Column, and then press the
Enter Key. Press the Esc Key to cancel the entry.

The present value is changed.

Watch (Project)1
Device name | |Online value | Modify | Comment |  Datatype | AT | Display format |

uonesadQ Buyoeys 1oy suondoung 9-/

new_SafetyCPUO Program0.bbb [ ] INT Decimal | ¥

new_SafetyCPUD Program0.ccc _ INT Decimal 'v

N

The format for entering a value in the Modify Column depends on the Display format type
that is given in the Data format Column.

Refer to 7-6-4 Monitoring Variables in a Watch Tab Page on page 7-30 for details.

Press the Esc Key to cancel the entry.

Buiysaly
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» Examples of Entries in the Modify Column:

Display format type Example
Boolean TRUE or FALSE
Decimal 10, -100
Real number 123.4, 1.234e2, 1.234E2, -1.23e-3
Hexadecimal 1001, FFFF8000
Binary 11110000
String abc, ABC

@ Additional Information

If you enter an illegal value in the Modify Column, it is detected as an error and the cell is high-
lighted in red.
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7-36

I Forced Refreshing

Forced refreshing allows you to refresh external inputs and outputs with user-specified values from the
Sysmac Studio to debug the system. You execute this in the FBD editor or Watch Tab Page.

Forced refreshing is executed for the specified variables.

The state that is specified with forced refreshing is retained until forced refreshing is cleared from the
Sysmac Studio.

All forced refreshing is cleared when a fatal error occurs in the Safety CPU Unit, when a Clear All
Memory operation is performed, when the operating mode is changed, when power is interrupted, or
when the project is downloaded.

You can use forced refreshing for the following data types.

Boolean BOOL and SAFEBOOL

Bit string BYTE and WORD

Integers INT, SAFEINT, DINT, and SAFE-
DINT

Times of Day TIME and SAFETIME

Precautions for Safe Use

» With forced refreshing, the values of variables are overwritten with specified values and then
the safety programs are executed.
If forced refreshing is used for variables that give the results of program processing, the vari-
ables will first take the specified values, but they will then be overwritten by the safety pro-
gram.

» Depending on the difference in the forced status, the control system may operate unexpect-
edly.

M Precautions for Correct Use

» Forced status for forced refreshing is not removed when you change from DEBUG mode
(STOPPED) to DEBUG mode (RUN).

* You can use forced refreshing for the following variables: device variables assigned to Safety
I/O Units and user-defined variables.

» Even if you use forced refreshing for the device variables assigned to the input terminal to a
Safety Input Unit, the forced value will not be applied to the variable that is assigned to the
I/0O port of an NJ/NX-series CPU Unit.

® Forced Refreshing of BOOL Variables in the FBD Editor
Use the following procedure to execute forced refreshing on BOOL variables.

1 Click the present value of the BOOL variable to change.
Example: To force-refresh variable a, click the present value of FALSE.

AND

= B & — c 55
) FALSE gy

The value changes to a temporary status.

NX-series Safety Control Unit User's Manual (Z930)



7 Checking Operation and Actual Operation

A temporary value appears in <> on the right side of the present value. This indicates that the
temporary value is available for forced refreshing.

Temporary value is displayed

——
- IEEEED]

=

Each click toggles the temporary value.

o)l FaisE |

2 Select Force Values from the Controller Menu.
Forced refreshing is performed with the temporary values.
This removes the temporary value and places the letter [F] in dark red on the left side of the
variable.
Example: The value of variable a is forced-refreshed to TRUE.

The letter F in dark red is displayed

-

=R | g - E=A
>

uonesadQ Buyoeys 1oy suondoung 9-/

N

® Forced Refreshing of Non-BOOL Variables in the FBD Editor
Use the following procedure to execute forced refreshing for non-BOOL variables.

Buiysaly

-ay peoio4 Buisn pue ‘sanjep Jussald BuiBuey) ‘ssjqeuep 1009 Buljjouod G-9-/

1 Click the present value for the non-BOOL variable to change.
Example: To force-refresh the present value of the variable aaa, click the present value 20.

Click here.

{

aaa— + ces
N I

The Prepare Value Dialog Box is displayed.

2 Select the Prepare a new value for the next write or force operation Option and enter a
new value.
Example: This example changes the value to 700.
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P =

Prepare Value @

Expression: Program0.aaa

Type: INT
Current value‘@
What do you want to do?

(@) Prepare a new value for the next write or force operation:

100

Remove preparation with a value.

Release the force, without modifying the value.

Release the force and restore the variable to the value it had
before forcing it.

| ok || cancel

3 Click the OK Button.
The Prepare Value Dialog Box closes and the value changes to a temporary value.
A temporary value appears in <> on the right side of the present value.

Temporary value is displayed

ADD

asa |_i + coc
bbb [0

To cancel the temporary value, click the present value of the variable again. Select the
Remove preparation with a value Option in the Prepare Value Dialog Box, and then click the
OK Button.

4 Select Force Values from the Controller Menu.
Forced refreshing is performed with the temporary values.
This removes the temporary value and places the letter [F] in dark red on the left side of the
variable.
Example: The value of variable aaa is forced-refreshed to 100.
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The letter F in dark red is displayed

-

aza(@)io0 + cee [ 100
bbb [0}

@ Additional Information

The number of variables you can force-refresh simultaneously is listed below.
NX-SL3300/NX-SL3500: Up to 19 variables
NX-SL5500/NX-SL5700: Up to 256 variables

@ Procedure to Cancel All Forced Refreshing from the FBD Editor

Use the following procedure to batch-clear forced refreshing.

Select Unforce Values from the Controller Menu.

All forced refreshing is cleared at once.

The letter [F] in dark red of all forced refreshing values are removed. The value will not change.

@ Procedure to Cancel Individual Forced Refreshing from the FBD Editor

Use the following procedure to individually clear forced refreshing.

uonesadQ Buyoeys 1oy suondoung 9-/

1 Click the present value of the variable to change.
The following Prepare Value Dialog Box is displayed.

N

P =

Prepare Value @

Expression: Program0.aaa

Buiysaly

-ay peoio4 Buisn pue ‘sanjep Jussald BuiBuey) ‘ssjqeuep 1009 Buljjouod G-9-/

Type: INT

Current value: 100

What do you want to do?

(@ Prepare a new value for the next write or force operation:

Remove preparation with a value,

| Release the force, without modifying the value)

= Release the force and restore the variable to the value it had
= before forcing it.

[ Ok J [ Cancel ]
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2 To clear the forced refreshing value and restore the original value, select the Release the
force and restore the variable to the value it had before forcing it Option, and then click
the OK Button.

To clear forced refreshing without changing the present values, select the Release the force,
without modifying the value Option, and then click the OK Button.

<UnforceRestore> is displayed

| ;hDD |
e
aaa 108&sUnforceRestore> coc
0

bbb [ 0 |

3 Select Force Values from the Controller Menu.
The forced refreshing is cleared individually. The letter [F] in dark red is removed.

ADD
aaa loo + cCcoc loo

bbb [ 0

@ Additional Information

The number of variables for which you can clear forced refreshing simultaneously is listed be-
low.

NX-SL3300/NX-SL3500: Up to 19 variables

NX-SL5500/NX-SL5700: Up to 256 variables

7-6-6 Cross References

I Cross References

Cross references allow you to see the programs and locations where variables of the safety program
are used. You can view all locations where an element is used from this list.

I Displaying and Manipulating Cross References

1 Select Cross Reference Tab Page from the View Menu.
The Cross Reference Tab Page is displayed.

2 Select a referenced element.
The name of the selected referenced element is displayed in the Reference Target field, and
the locations where the element is used are listed under Cross Reference.
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You can directly enter the variable name or member name in the Reference Target field.
Refer to Referenced Element You Can Select on page 7-41 for the elements you can select

for reference.
For the areas where cross reference can be performed, refer to Areas for Cross Reference on

page 7-42.
1 //Handle the reset signal ~
//Low — High - Low signal is reqguired
0OC_RegetSignal 0
OC ResetSignal
IN_STDO01_BITO1 —{Reset ResetSignal Out —— IN STD001 BITOL1 Out
t$#350ms |ReaetPulseﬁidth
2 //ESTOP Control (Front Panel - Left side)

FALSE 5 AutoResetr
IN _STDO01_BITOL_Out «‘Reser

ESTOP Front L
SF_EmergencyStop 0

SF_EmergencyStop
Activate Ready —

TRUE

ESTOE_FRONT_L_Out

5 EStopIn 5 EStopCut

FALSE 5 StartReset Errar-—

DiagCode —

Item

Description

(a) | Lock Button Click this button to lock the display of the referenced element and cross reference
list. Click the button again to release the lock.
(b) | Reference The referenced element that is currently selected is displayed. Or, you can directly
Target field enter a variable name or variable member name as the reference target in this
field.™
(c) | Update But- This button is enabled only after the lock button is clicked and the display is
ton locked. When the Update Button is clicked, the display of the cross reference list
is updated.
(d) | History But- When the History Button is clicked, the history window for the referenced element
ton is displayed. On the reference history window, you can select the referenced ele-
ment that was searched for in the past.
(e) | Cross refer- The locations in which the referenced element is used are displayed. Refer to

ence list

Cross Reference List Details on page 7-42, for details on items in the list.

*1.

Note that an error occurs if the following variables are entered. Also, an error occurs if the directly
entered element is not a variable.
* Avariable in a POU that is protected with the display prohibition setting

I Referenced Element You Can Select

The following table shows the referenced elements you can select and the locations from which you
can select the referenced elements. You can select only the elements displayed with a focus in the
following locations.
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Element Location

Variable | Global variable * Global variable table
* |/O parameter of functions, /O parameter of function blocks, or instance
name of function blocks on the FBD editor

* /O map
Internal variable, ex- * |Internal variable tab, external variable tab and in-out variable tab in local
ternal variable, input variable tables
variable and output * |/O parameter of functions, I/O parameter of function blocks or instance
variable name of function blocks on the FBD editor

I Areas for Cross Reference

The following table shows the areas where the usage locations of referenced element are detected.
The following areas are displayed in the cross reference list if the referenced element is used in the
areas.

Ref d ele-
elerenced ele Areas where usage locations are detected

ment
Variable * |/O parameter of functions, I/O parameter of function blocks, or instance name of func-
tion blocks on the FBD editor
e 1/O Map

I Cross Reference List Details

The following table describes the contents of items displayed in the cross reference list.

(a) (b) (c) (d)

Vanable POU Reference
IN_STDOD1_BITO1_Out SafetyControl_Local #/Low - High - OC_ResetSignal_0.ResetSignal_Out (Cut)
IN_STDOOT_BITO1 Out SafetyControl_Local 2 (//ESTOP Control (Front Pane| - Left side)) SF_EmergencyStop 0.Reset (In)

STDO01_BITO1 Cut SafetyControl_Local 3 (//ESTOP Control (Front panel - Right side  SF_EmergencyStop_1.Reset (In)
IN_STDOD1_BITO1_Out SafetyControl_Local 4 (//ESTOP Control (Back el - Left side)) SF_EmergencyStop_2 Reset (In)

IN_STDOO1_BITO1_Out SafetyControl_Local 6 (//Safety Door (Front side: Left - Right))  SF_GuardMonitoring_0.Reset {In}
IN_STDOO1_BITO1_Cut SafetyControl_Local 7 (//Safety Door (Front side: Left - Right))  SF_GuardMonitoring_1.Reset (In}

IN_STDOO1_BITOT_Out Saf&ty(_‘c-ntrc-liLucal 3 (//ESTOP Control {Back Right side  SF_EmergencyStop 3 Reset (In)

Item Description
(a) | Variable The name of the referenced variable is displayed.
(b) | POU The name of POU where the variable is used is displayed.
(c) | Network The network numbers and network comments of the usage locations are displayed.
(d) | Reference | The name of function or function block where the referenced variable is used is displayed.

% Additional Information

If a cross reference is for an input variable or output variable of a function block instance, the
function block instance is also displayed in the cross reference list.
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I Viewing Usage Locations from the Cross Reference List

You can view where elements are used from the cross reference list. Select the item you want to find
references for from the list. The locations where that item is used appear in the Edit Pane.

LOLUE_CRUNL L o EavupIn 2. LoLupwuL
FALSE 5_5tartReset Error
FALSE 5_RutoReset DiagCode

IN_STDO001_BITOL Oup=JReset

SafetyControl_LocalIN_STD001_BITOT Out

1 | Network | Reference

B - 2 {//ESTOP Control (Front Panel - Left side}) SF_EmergemyStup_O. Reset (In)
IN_STDOO1_BITO1_Out SatetyControl_Local 3 (//ESTOP Control {Front panel - Right side SF_EmergencyStop_1.Reset (In)
IN_STDO001 BITO1 Out SafetyControl Local 4 (//ESTOP Contrel (Back panel - Left side)) S ency 2 Rese

uonesadQ Buyoeys 1oy suondoung 9-/

N
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7-7 Online Functional Test

This section explains how to perform Online Functional Test to check operation of safety functions of
the safety system using the Sysmac Studio. Connect the Sysmac Studio and the Safety CPU Unit
online, and operate the Safety Input Units and the reset switch to confirm that the output device is op-
erating normally, and then output the test result.

The Sysmac Studio checks expected values based on variable values assigned to input devices and
output devices. The operator should verify whether the actual devices are operating properly or not.

7-7-1  Online Functional Test Settings

Set the following signals and value in the Online Functional Test setting tab page to execute the On-
line Functional Test.

* Reset signal

* Input signal

* Output signal

» Expected value of the output signal corresponding to the input signal

You can display the settings window for the Online Functional Test in the following procedure.
¢ From the main menu, select Controller — Online Functional Test.

File Edit View Insert Project Controller Simulation Tools Help
l +

EREE a
Ctrl+W

Multiview Explorer

. new_SafetyCPUD v

| 3 Configurations and Setup

Online Functional Test
Security

The following Online Functional Test setting tab page appears.
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Register Variables Import Export ¥

¥ Test Condition

Reset Signal

Varable | Comment | ResetType [InputTypel

(c)

w Output Settings
Variable

¥ Expected Value Settings

E.i No. i Variable Comment i Reset Type |

1s81 [euonoUNd BUIUQ /-1

7

The configuration of the Online Functional Test setting tab page is as follows:

I;::- Name Function

(a) Operation panel The operation panel is used to make settings for and execute the online
functional test.
Run Button Starts an online functional test.

sBuies 18] [BUOROUNS BUIUQ L-/-/

You can execute the test only when the control-
ler is connected to the Safety CPU Unit online.
To run the online functional test, the Safety
CPU Unit must be in RUN mode or DEBUG
mode.

Test Result Button Displays results of the previous online function-
al test.

Register Variables Button | Registers the variables that are used for the on-
line functional test.

Import Button Imports the settings for the online functional
test from a CSV file.

If you import the settings, the current settings
are overwritten.
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Let-
ter

Name

Function

Export — CSV File Output

Exports the current online functional test set-
tings to a CSV file.

Export — Export to Auto-
matic Programming

Exports the current online functional test set-
tings to the automatic programming settings.
The settings of the export destination are over-
written.

Export — Export to Simple
Automatic Test

Exports the current online functional test set-
tings to the simple automatic test settings.

The settings of the export destination are over-
written.

Export — Export to Online
Functional Test

Exports the current automatic programming
settings to the online functional test settings.
The settings of the export destination are over-
written.

(b)

Test Condition

Specify a variable assigned to the reset switch of the safety system. You
can set any SAFEBOOL or BOOL variable that is defined in the global vari-

able table.

You will use the reset switch when you check the manual reset operation.

(c)

Input Settings

Specify a variable assigned to the safety input device used in the online

functional test.

In addition to the variable name of the input device, specify a reset type and

an input type as well.

Variable

Specify a variable name assigned to the safety
input device of the safety system.

You can specify the SAFEBOOL or BOOL-type
variable for the variable name.

Reset Type

Selects a reset type of the safety input device

from the box.

The default value of the reset type is Manual.

* Manual
If manual reset is used for the input device, a
test is executed for the manual reset scenar-
io that uses the reset signal set in the Test
Condition.

* Auto
If automatic reset is specified for the input
device, a test is executed according to the
auto reset scenario.

Input Type

To set a test for two input signals, such as for a
safety door or two-hand switches, set the input
type to 2 Inputs.

If you set the input type to 2 inputs, a row is
added to specify another variable.

(d)

Output Settings

Specify a variable assigned to the safety output device used for the online

functional test.

You can set any SAFEBOOL or BOOL variable that is defined in the global

variable table.
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Let-

ter

(e) Expected Value Settings | Displays the matrix of the variables specified in the input setting and output

setting. Sets the values subject to test and the expected value of the output

variables for each input variable.

The expected values that you can set for output variables have the following

meanings:

* 0: If the input variable changes to FALSE, the output variable changes to
FALSE.

* 1:If the input variable changes to FALSE, the output variable changes to
TRUE.

Name Function

You can edit the expected value settings by importing or exporting the val-
ues, and copying and pasting the values with a spreadsheet program or any
other application software.

I Setting Example

This section provides an example of the Online Functional Test settings based on the application ex-

<
ample given in A-3-2 Safety Doors on page A-32. 8‘
=]

Application Overview from Safety Doors 3
M

c

Safety category/PL Safety device Stop category | Reset §
Equivalent to 4/PLe | Safety Limit Switches 1,2 | 0 Auto %
(Safety Doors) Emergency Stop Switch | 0 Manual =
7]

M1 stops when safety door 1 (S3, S4) is opened.
M2 stops when safety door 2 (S5, S6) is opened.
Both M1 and M2 stop when the emergency stop pushbutton S1 is pressed.

N

At this time, enter the following safety door variables in the setting items on the Online Functional Test
setting tab page.

* Variable that is assigned to the reset switch

» Variables assigned to the safety limit switch and the limit switch

» Variables assigned to the safety relays

The settings for the above application are shown in the setting areas for the Online Functional Test.

sBuies 18] [BUOROUNS BUIUQ L-/-/
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Register Vaniables

¥ Test Condition
Reset Signal

¥ Input Settings
[No. T e 1« t | ResetType [inputTypel
MO NESL .
Safety_Limit_SW_NC_S3
Limit_SW_NO_S4

Safety_Limit_SW_NC_S5
Limit_SW_NO_S6

¥ QOutput Settings

[n

¥ Expected Value Settings
]l\ No. | Variable | Comment | ResetType (Contactor KM1 KhContactor KM3 KN
EMO_NC 51 Emergency Stop | Manual 0 0]

£
2 Safety Limit SW_| Safety Limit Switc Auto 0 1
3 Safety Limit_SW_| Safety Limit Switc Auto i 0

7-7-2 Online Functional Test Execution Procedure

Use the following procedure to execute the Online Functional Test.

1 Place the Sysmac Studio online with the Safety CPU Unit.

2 Place the Safety CPU Unit in DEBUG mode.
Refer to 7-4 Changing to DEBUG Mode on page 7-17 for a detailed procedure.

3 Select Controller - Online Functional Test.
The Online Functional Test Tab Page appears.

4 Set the Test Condition, Input Settings, Output Settings, and Expected Value Settings.

5 Click the Run Button on the control panel for the Online Functional Test Tab Page.
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Online Functional Test X

Register Varniables

¥ Test Condition

Reset Signa

6 Check the precautions for executing the Online Functional Test and select Yes.

[ online Functional Test

The Online Functional Test is a function to support functional test of safety devices.
Be sure to carefully read the operation manual before executing this function.

A Due to the wiring of devices and safety program, the safety device may not operate correctly.
Be sure to confirm the safety around the system before operating this function.

Do you want to start the Online Functional Test?

Yes [

7 Operate the device as instructed on the screen. When you complete the preparations for start-
ing a test, select OK.

es of all input variables must be TRUE.
e to which variables are allocated and change the values of variables to TRUE.

When you press the OK button, Online Functional Test will start.

0K Cancel

I
4
o
2
=
®
m
c
5
51
=
o
=
D
2!
o
-

8 Operate the device as instructed on the screen. Execute a shutoff test.
The operating instructions for the device to be tested will appear. Operate the input device as
instructed on the screen and specify FALSE for the variable assigned to the input device.

Input Signal ’
Shutoff Test >

‘Operate the device to which the following variable is allocated and change the variable value to FALSE.

Variable : EMO_NC_S1
Comment : Emergency Stop Pushbutton Switch(2NC)
Reset Type : Manual

This dialog confirms values of variables and closes automatically.
values do not change when the dev perated, the device might have an eror.
Select Cancel to stop Online Functional Test and check the error content by troubleshooting.

Cancel

2INPa00Id UOIIND8XT 1SS [BUONOUNS BUIUQ Z-/-/

9 Make sure that the device operated normally.
The Controller detects the values of the assigned variables whose statement became FALSE
and defines whether the statement of the variables assigned to all the output devices is consis-
tent with the settings of the expected values. The definition results are displayed in the below
dialog box. If the device is running in accordance with the settings of the expected values,
check the box The device operates normally and select OK.
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Input Signal
Shutoff Test

The input shuteff test for the following input settings was carried out.
Check whether the device operates normally.

If the OK button is pressed, restore test will be started.

‘ariable : EMO_NC_51

Comment : Emergency Stop Pushbutton Switch(2NC)
Reset Type : Manual

—Result of device operation check
normally.
upsiace vormally.
~Remarks —‘

[+[3

10 Operate the device as instructed on the screen. Execute a restore test.

The operating instructions for the device to be tested will appear. Operate the device as in-
structed on the screen and specify TRUE for the variable assigned to the input device.

e runcaer

TInput Signal
| i g

Operate the device to which the following variable is allocated and change the variable value to TRUE.
Variable : EMO_NC_S1

Comm mergency Stop Pushbutton Switch(2NC)
Reset Type : Manual

Thi log confirms values of variables and closes automatically.

es do not change when the dev perated, the device might have an error.

Selact Cancel to stop Online Functional Test and chack the error content by troubleshooting.

Cancel

11 Make sure that the device was restored normally.
* Reset Type: Manual

The Controller checks if no change is made to the variables assigned to all the output devi-
ces when detecting that the specified variable is set to TRUE. The test result appears in the
dialog shown below. If the devices operate normally as specified in the expected value set-
tings, select the checkbox stating The device operates normally and then select OK.
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Input Signal
’ Restore Test ’

The restore test for the following input settings was carried out.
Check whether the device operates normally.
If the OK button is pressed, restore test by the signal will be started.

Variable : EMO_NC_51

Comment : Emergency Stop Pushbutton Switch(2NC)
Reset Type : Manual

Test Result : Passed

Details :

~Result of device operation check

@ The device operates normally.
Q The device does not operate normally.

~Remarks

* Reset Type: Auto
The Controller checks if the variables assigned to all the output devices are set to TRUE
when detecting that the specified variables are set to TRUE. The test result appears in the
dialog shown below. If the devices operate normally as specified in the expected value set-
tings, select the checkbox stating The device operates normally and then select OK.

I
4
o
2
=
®
m
c
5
51
=
o
=
D
2!
o
-

Input Signal
> Restore Test

The restore test for the following input settings was carried out.
Check whether the device has restored normally.
If the OK button is pressed, test for the next input settings will be started.

Variable : Safety_Limit_SW_NC_S3 / Limit_SW_NO_S4
Comment : Safety Limit Switch(NC) / Limit Switch(NO)
Reset Type : Auto

Test Result : Passed

Details :

- Result of device operation check

@ The device operates normally.
© The device does nat operate normally.

~Remarks

12 Operate the device as instructed on the screen. Execute a function reset.
It is displayed for manual reset only.
The window shows instructions to reset the function, which will allow you to confirm that the
tested input device is normally restored. Operate the reset switch as instructed on the screen
and change the variable assigned to the reset switch from FALSE to TRUE and then FALSE

again.

2INPa00Id UOIIND8XT 1SS [BUONOUNS BUIUQ Z-/-/
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> =0 =

Operate the device to which the following variable assigned to the reset signal is allocated to manually restore.

og confirms values of variables and cl omatically.
do not change when the devi ed, the device might have an error.
el to stop Online Functional Test and check the error content by troubleshooting.

Cancel

13 Check the operation of function reset.
It is displayed only for Manual Reset.
The Controller checks if the variables assigned to all the output devices are set to TRUE when
detecting that the variable assigned to the reset switch changed from FALSE to TRUE, and
then FALSE again. The test result appears in the dialog shown below. If the devices operate
normally as specified in the expected value settings, select the checkbox stating The device
operates normally and then select OK.

i e |

> B> E

The restore test for the following input settings was carried out.
Check whether the device has restored normally.
If the OK button is pressed, test for the next input settings will be started.

Variable : EMO_NC_51

Comment : Emergency Stop Pushbutton Switch({2NC)
Reset Type : Manual

Test Result : Passed

Details :

~Result of device operation check

@ The device operates normally.
Q The device does not operate normally.

~Remarks

14 Repeat the steps 8 through 13 for all the input devices.

Once the operations for all the input devices are completed, the Online Functional Test Result
Page shown below appears.
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Last executed date and time:  2018/04/03 19:54:30

No. | Variable | Comment | Reset Type [Contactor_KMcontactor KM ~ TestResut | |user Confirmation Req Remarks

1 EMO_NC_S1 Emergency Stop Pushbu  Manual [ 0
2 Safety_Limit_SW_NC_S. Safety Limit Switch(NC) ~ Auto (]
3 Safety_Limit_SW_NC_S. Safety Limit Switch(NC)  Auto 1

15 Export or print the test results if a CSV file if needed.

M Precautions for Correct Use

The Online Functional Test allows you to perform basic operation check by executing manual
reset or auto reset. The test result may not be accurate for complex conditions or special cases.
Perform advanced operation check separately if needed.

1s81 [euonoUNd BUIUQ /-1

@ Additional Information

7

If you print the results of the Online Functional Test, when the safety validation of the safety pro-
grams is in process, a safety signature is printed in the lower-right of each page.

2INPa00Id UOIIND8XT 1SS [BUONOUNS BUIUQ Z-/-/
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7-8 Search FB Where Safety Output Is

OFF

7-8-1

7-54

This section describes the function for searching for a function block instance that causes safety out-
put to be turned off in the safety program currently being executed by using Sysmac Studio.

Using this function, you can identify a function block instance where output has been turned off after
an input signal had been disrupted or an error had occurred, without analyzing a safety program.

Procedure for Operating Search FB Where Safety Output Is OFF

1 Start Sysmac Studio. Monitor safety application.
For the procedure to start monitoring, refer to 7-12 Starting and Stopping the Safety Application
Monitoring on page 7-70.

2 From the Controller Menu, select Controller — Search FB Where Safety Output Is OFF —

Start.

The Search FB Where Safety Output Is OFF window is displayed.

Search FB Where Safety Output Is OFF

SafetyControl_Local
SafetyControl_Local
SafetyControl_Local

SafetyControl_Local
SafetyControl_Local
Control_Local

SafetyControl Local

SF_EmergencyStop

SF_EmergencyStop

SF_GuardMonitoring
SF_GuardMonitoring
SF_EDM SF_EDM_0
SF_EDM SF_EDM_1
SF_EDM SF_EDM 2

SF_EmergencyStop_
SF_EmergencyStop_3
SF_GuardMonitoring_0
SF_GuardMonitoring_1

Wait for Reset 1 S_EStopin is TRUE. The FB is waiting for R

Wait for Reset 1 S_EStopln is TRUE. The FB is waiting for Res...
Wait for Reset The FB is waiting for Reset to change to TR...
Wait for Reset The FB g for Reset to change to TR...
Output Disable EDM control is OFF. The timer starts when t..
‘Output Disable EDM control is OFF. The timer starts when t...
‘Output Disable EDM control is OFF. The timer starts when t...

The Search FB Where Safety Output Is OFF window is configured as described in the following table:

Letter Name Function
(a) Operation This is an operation panel for performing setup or export for Search FB Where Safety
panel Output Is OFF.

Total number with er-
ror

Displays the total number of function block instances where
safety output is turned off due to an error during execution of
the relevant function block.

You can show or hide this by clicking it.

Total number without
error

Displays the total number of function block instances where
safety output is turned off due to a cause other than a function
block error, such as input signal disruption.

You can show or hide this by clicking it.

Monitor Target Select the Safety CPU Unit to monitor.
To search for a function block where safety output is off, it is
necessary that the Safety CPU Unit be in the RUN or DEBUG
mode.

Export Exports the current search results to a CSV file.
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Letter Name Function
(b) Search re- This section lists function block instances where safety output is turned off in the safety
sults program currently being executed.
POU Name Displays the name of the POU where relevant function block in-

stance is being executed.

Data Type Displays the name of the relevant function block.

FB Instance Name Displays the name of the relevant function block instance.

Error Flag Displays the present value of the output variable set as an error
flag on the Function Block Search Settings window.

DiagCode Displays the present value of the DiagCode (diagnostic code),

Dec (Hex) which is an output variable of a safety function block, as deci-

mal and hexadecimal numbers.

Status Displays the name of the status described in the Instructions
Reference based on the DiagCode (diagnostic code).

Description Displays the description of the status described in the Instruc-
tions Reference based on the DiagCode (diagnostic code).

You can jump to the point of execution of a function block instance by double-clicking a row in the
search results list.

To display the Help menu for function blocks, select a row in the search results list and press the F1
key, or right-click a row and select Display Help.

7-8-2  Editing Function Blocks to be Searched for

440 s1IindinQ Ajajes araym g4 yosJess g-L

By default, this function searches for safety function blocks. Use the following procedure to exclude
function blocks to be searched for or add user-defined function blocks.

From the Controller Menu, select Controller — Search FB Where Safety Output Is OFF — Set.
The Function Block Search Settings window is displayed.

N

Function Block Search Settings - m] X

—Safety Function blocks

Error Flag

Active/Inactive Data Type Error Flag

10} PAYOIEDS B 0} $00|g Uoiound Bumps z-g-/

(b)

Cancel

The Function Block Search Settings window is configured as described in the following table:
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Letter Name Description
(a) Safety Function block Displays search settings for safety function blocks.
search settings table Search settings are predefined for available safety function blocks by de-
fault.

Active/lnactive | Select the check box to include the function block as a
search target, or clear the selection of the check box to

exclude it.

Data Type Displays the name of the data type of the target function
block.

Error Flag Displays the name of the output variable used as an er-

ror judgment condition.

Safety Output | Displays the name of the output variable used as a con-
dition for judging if safety output is off.

(b) User-defined Function Displays search settings for user-defined safety function blocks.

Block search settings table | Set user-defined function blocks to be searched for on Search FB Where
Safety Output Is OFF.

Active/lnactive | Select the check box to include the function block as a
search target, or clear the selection of the check box to

exclude it.

Data Type Set the name of the data type of the target function
block.

Error Flag Set the name of a BOOL or SAFEBOOL output variable

used as an error judgment condition.

Safety Output | Set the name of the SAFEBOOL output variable used as
a condition for judging if safety output is off.

7-8-3  Registering a Data Type in the Function Block Search Settings
Window

This section describes the procedure for registering a function block to be searched for on the Func-
tion Block Search Settings window.

1 From the Controller Menu, select Controller — Search FB Where Safety Output Is OFF —
Set.

2 Press the Insert Key in the search setting table in User-defined Function Blocks, or right-click
in the table and select Create New from the menu.

~ User-defined Function Blocks

Active/Inactive | Data Type Error Flag Safety Output

Create New Insert

Batch Registration

Paste Ctrl+V

3 Enter necessary items in the added row, and then press the Enter key.
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~ User-defined Function Blocks

Active/Inactive Data Type Error Flag Safety Output

440 s1Indino Aajes a1oyM g4 yotess g-2
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7-9 Node Name

This section describes the node name setting for the Safety CPU Unit.

® Node Name Application

The node name is a unique name that you assign to each Safety CPU Unit within the project. This
helps you recognize the correct Safety CPU Unit when you begin online operations.

Check the node name that is displayed before you begin operation to prevent you from controlling
the wrong Safety CPU Unit.

The node name that you set is stored in the Safety CPU Unit.
The node name that you set is displayed in the confirmation dialog box when you begin online op-
erations.

® Characters Allowed for Node Names

The following characters can be used for node names.
The name must have 79 or less printable ASCII characters.
The default node name for all Safety CPU Units is default.

@ Setting the Node Name

You set the node name in the Connect to safety device Dialog Box, which is displayed when you go

online with the Safety CPU Unit. The Connect to safety device Dialog Box is displayed when you

perform one of the following operations.

» Connecting the Safety CPU Unit online for the first time with the factory default settings.

» Connecting the Safety CPU Unit online for a new project file after performing online operations
for other projects.

Connectto safety device [zl

Device type: Safety CPU
Please confirm to connect to the safety device.
Node name

Current: [default

New: [rew_safetycrun

No Id required, Press OK

Instance identification:

Note The factory-default node name is displayed.

Check to see if the destination node is correct. Type a node name and click the OK Button.

The node name that you set is stored in the Safety CPU Unit. After this point of time, the new node
name is displayed in the confirmation dialog box, which appears before you start online operations
on the Safety CPU Unit.

@ Precautions for Correct Use

Set a unique node name for the Safety CPU Unit.
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7-10 Security Settings

You can use the Sysmac Studio to restrict operations and to protect POUs (programs and function
blocks) in order to prevent unauthorized access to safety functions and to protect assets.

An overview of the applications and functions of security settings is given below.

Function Application Outline of function
Safety Pass- | To prevent unauthor- You can set a password for the Safety CPU Unit in order to prevent
word ized access to safety | unauthorized operations, including changing the operating mode and
functions performing the Clear All Memory operation.
Data Protec- | To protect assets You can set passwords for POUs (programs and function blocks), so
tion that they cannot be individually displayed or changed.

7-10-1 Setting the Safety Password

This section describes the safety password setting for the Safety CPU Unit.

@ Safety Password Application

The safety password prevents unauthorized access to the safety functions of the Safety CPU Unit.

When a safety password is set, the user is required to enter the password before performing an

operation that affects the safety functions.

After you enter the safety password, it is retained in the Sysmac Studio. You do not need to enter it

again until you take the Safety CPU Unit offline or close the project.

The safety password protects the following online operations on the Safety CPU Unit.

» Changing the operating mode (This does not apply when changing between DEBUG mode
(STOPPED) and DEBUG mode (RUN).)

» Downloading (transferring data from the Computer to the Controller)

» Uploading (transferring data from the Controller to the Computer)

» Changing the safety password

sbumes Ajunoeg oL-2

N

« Clear All Memory operation”’

» Performing safety validation
*1. The password must be entered each time for this operation.

piomssed Ajojes au) Bumes L-0L-L

The safety password is empty by default.
You can set a safety password before or after you perform safety validation.

M Precautions for Correct Use

» For security purposes, we recommend that you set a safety password for the Safety CPU
Unit.

* If you lose the password set to the Safety CPU Unit, you will no longer be able to make
changes to the Safety CPU Unit. Take caution not to lose the password. If the password is
lost and needs to be reset, contact your OMRON representative.

@ Characters Allowed for Passwords
The following characters can be used for the password.
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Item Description
Number of Characters 32 characters max.
Applicable Characters Single-byte alphanumeric characters (case sensitive)

® Setting a New Safety Password

1 Go online with the Safety CPU Unit and then select Security — Set Safety Password from the
Controller Menu on the Safety CPU Unit Setup and Programming View.
The Set safety password Dialog Box is displayed.

Set safety password @
Node name: new_SafetyCPUD
Password:
Confirm password:

The password will be set. Do you want to proceed?

oK ][ Cancel ]

2 Enter the safety password in the Password Box. Enter the same password in the Confirm
password Box, and click the OK Button.
The password is set.

@ Additional Information

We recommend that you set text strings that contain both letters and numbers.

The login name and password are case sensitive.
Do not use words that would be easily guessed by another person, words that are in dictionar-

ies, or text strings like abcdefg.

7-10-2 Data Protection

This section describes the data protection of the Safety CPU Unit.

@ Data Protection
The data protection function allows you to set passwords for individual data units to restrict display-
ing and changing them (access restrictions). You can enter the password to temporarily release the

protection from a data unit. Data protection is set and released offline.

® Types of Access Restrictions
The following table describes the types of access restrictions.

Access restriction Operation Remarks

Display prohibition | The restricted data cannot be displayed. This restriction applies to jumping from other
windows, viewing search results, and print-

ing previews.
Change prohibition | The restricted data cannot be changed. This restriction applies to changing or re-
The data can be displayed but not placing text in POU names.

changed on the display.
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@ Data That Can Be Protected
The following table lists the data that you can protect from being displayed and changed.

Display pro- Change pro-
hibition hibition
Target data - -
Dis- Chan Dis- Chan
play ge play ge
Program Program names Possi- | Not Possi- | Not
ble possi- | ble possi-
ble ble
Variable tables Not Not Possi- | Not
possi- | possi- | ble possi-
ble ble ble
FBD editor Not Not Possi- | Not
possi- | possi- | ble possi-
ble ble ble
Function Block Function block names Possi- | Not Possi- | Not
ble possi- | ble possi-
ble ble
Variable tables Not Not Possi- | Not
possi- | possi- | ble possi- ;
ble ble ble ®
FBD editor Not Not Possi- | Not E
possi- | possi- | ble possi- 'S';
ble ble ble e
a
(7]

® Procedure to Set Protection

N

1 Select the data to protect, and then selectSecurity—Set/Release Data Protectionfrom
theControllerMenu. Or right-click the data to protect, and selectSecurity—Set/Release Data
Protectionfrom the menu.

The Data Protection Setting Dialog Box is displayed.

~ B Use data protection
Choose the type of data protection
O Display/change prohibition
@ Change prohibition

uonoslold ejed ¢-0L-2

Enter the password for release/temporary release,
New password

New password (confirmation))

Cancel

2 Select theUse data protectionCheck Box and select the access restrictions. Enter the pass-
word, and click theOKButton.
Data protection is set and the icon on the protected data changes in the Multiview Explorer.

Icon Description
D Data protection is disabled.

o

e Data protection is enabled.

[
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M Precautions for Correct Use

* You will not be able to temporarily release protection or remove the protection setting if you
forget the password. Protection settings are also transferred for synchronization operations. If
you forget the passwords for protected data that was transferred to the Controller, you will no
longer be able to display or change the protected data. Record the password in case you for-
getit.

« If you change the data protection setting, the safety program in the project will change to an
unvalidated state. Execute safety validation again.

® Temporarily Releasing Protection
To perform operations on protected data, you can enter the password to temporarily release the
protection.

1 Perform the restricted operation for the protected data. When you temporarily release data pro-
tected with Change prohibition, right-click the data and select Security — Temporary
Release of Change Prohibition from the menu.

The Temporary Release of Data Protection Dialog Box is displayed.

[ Temporary Release of Data Protection - Pragramt X

Temporarily releases the access restriction under protection.

Access restriction Chan rohibition

Enter the password for temporary release.

oK

2 Enter the password that was set when data protection was set.
The access restrictions are temporarily released.
The following table gives the lengths of time for which the access restrictions are temporarily

released.
Access restric- . T T
tion Length of time that protection is cleared

Display prohibi- While the project is open

tion

Change prohibi- While the project is open

tion While the project is open or until Finish Temporary Release of Change

Prohibition is selected from the menu

The Sysmac Studio is locked for 10 minutes if you consecutively enter wrong passwords 5
times for the same Controller. The Temporarily Release of Data Protection Dialog Box is dis-

played again in 10 minutes.

M Precautions for Correct Use

Even if the access restrictions for Display prohibition are set, the Temporary Release of Data
Protection Dialog Box is not displayed for printing or printing previews.

Display the data from the Multiview Explorer and temporarily release protection before you use
printing or print previews.

® Procedure to Release Protection
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1 Select the data for which to release protection, and then select Security — Set/Release Data
Protection from the Controller Menu. Or right-click the data for which to release protection,
and select Security — Set/Release Data Protection from the menu.

The Temporary Release of Data Protection Dialog Box is displayed.

2 Enter the password, and click the OK Button.
The Data Protection Setting Dialog Box is displayed.

Choose the ty
O Display/change
@ Change prohibition

Cancel

3 Clear the Use data protection Check Box and click the OK Button.
Data protection is released and the protection icon returns to the normal icon.

|~ Version Information

You can use program data protection with Sysmac Studio version 1.17 or higher.
You can import user-defined function blocks with Sysmac Studio version 1.12 or higher.

@ Data Protection Version
You can increase the level of protection for POU data by setting a higher Data Protection Version.
The Data Protection Version can be set for each Safety CPU Unit. We recommend setting a higher

Data Protection Version.

L~ Version Information

* You can set Data Protection Version with Sysmac Studio version 1.54 or higher.
* If a new project is created, the Data Protection Version is 1.0. Set a higher version if necessa-

ry.

@ Procedure to Change the Data Protection Version

1 Select Project Option from the Project Menu on the Safety CPU Unit Setup and Programming
View.

2 Select the Safety POU Data Protection Version in the Project Option Dialog Box, and then click
the OK Button.

B Project Option >

Build Warning:
M Show warning about unused variables and labels.

External variable comments in FBD Editors:

M Use global variable comment

Safety POU Data Protection Version

oK Cancel
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7-64

3 Check the contents of the confirmation message to change the Data Protection Version, and

then click the Yes Button.

Sysmac Studio

Change the safety POU data protection version to 2.0. Please note that:

- You will not be able to open this project in the Sysmac Studio version 1.53 and lower and upload safety application data from the
ou transferred the p
'OU data protection version to a low
data protection and paste it to a con
Do you want to contil

M Precautions for Correct Use

* The Data Protection Version cannot be lowered unless the protection setting is released. Re-
fer to Procedure to Release Protection on page 7-62 for the procedure for releasing data pro-

tection settings.
* A project whose Data Protection Version is set to 2.0 cannot be opened with Sysmac Studio
version 1.53 or lower. The following message is displayed.

Open Project

The Project cannot be opened because it is not version compatible with the application.

 If you set a lower Data Protection Version, use it only for the purpose of maintaining compati-
bility with lower versions of Sysmac Studio.
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7-11 Performing Safety Validation and Op-
eration

This section describes the procedure for safety validation testing. Safety validation testing is used to
confirm that all safety functions and all Safety Control Units meet the required specifications of the
safety system. If safety validation testing demonstrates that the safety controls meet the required
specifications of a safety system, the safety application data is appended with confirmation information
through a process called "safety validation".

When you perform safety validation on a Safety CPU Unit that is operating in DEBUG mode, the safe-
ty application data is saved in the non-volatile memory of the Safety CPU Unit.

Note that a safety program for which safety validation has been performed is saved in the project file
as a validated program with a safety signature assigned.

This section describes how to perform safety validation and start operation after you have debugged
the safety programs.

7-11-1  Performing Safety Validation

You must perform safety validation before you change Safety CPU Unit to the RUN mode and start

any safety control system that uses safety application data™! that is created with Sysmac Studio.
You perform safety validation after you perform safety validation testing with the Safety CPU Unit in
DEBUG mode (RUN) to make sure that all safety functions operate as intended.

To perform safety validation, it is necessary that the Safety CPU Unit be in DEBUG mode.

uonesadQ pue uonepijep Ayayeg Buiwiopad |-/

N

*1. The safety application data includes the safety programs and the safety task settings and variables. Refer to
7-1 Procedures before Operation and Transferring the Required Data on page 7-3 for details.

/\ WARNING

Before you perform safety validation of the safety programs, complete debugging of

the safety programs.

Otherwise, the Safety CPU Unit will start with safety programs that are not fully de-
bugged and may cause serious personal injury.

/\ WARNING

Verify the calculated reaction times for all safety chains to confirm that they satisfy the 0

uonepiep Ajojes Buiuiopsad |-1L-/

required specifications.
Serious injury may possibly occur due to loss of required safety functions.

@ Additional Information

You can manage changes in the safety application data before you perform safety validation af-
ter debugging is completed, or after you perform safety validation. Refer to A-4 Change Track-
ing on page A-70 for details.

® Performing Safety Validation
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1 Connect the Sysmac Studio online with the Safety CPU Unit, place the Safety CPU Unit in DE-
BUG mode, and select Safety Validation from the Controller Menu.
The following confirmation dialog is displayed.

Safety validation @

MNode name: new_safetyCPUD

The safety program is "In Work'. Do you want to proceed?

Application: SafetyApp

2 Click the Yes button.
After the validated safety programs are saved to non-volatile memory in the Safety CPU Unit,

the following dialog is displayed to indicate the process was completed, and then the Safety

CPU Unit enters the state shown below.

» Safety CPU Unit is set to the validated state, and assigned with a safety signature.

» The safety program in the project file is set to the validated state, and assigned with a safety
signature.

» The VALID indicator of the Safety CPU Unit changes from not lit to lit yellow.

* When you cycle the power, the Safety CPU Unit starts in RUN mode.

SysmacStudio @

Node name: new_SafetyCPUD

Safety validation finished successfully.

3 Click the OK button.

Precautions for Safe Use

Note that the Safety CPU Unit automatically starts in RUN Mode at the next start-up if the safe-

ty validation is successful.
When you download the parameters for the EtherCAT Coupler Unit and NX Units, the Safety

CPU Unit automatically restarts.

® Checking the Validated State
Use the following procedure to check if the safety program in the project has been validated.

1 Start Sysmac Studio. Open a project containing safety application data.
2 In the Multiview Explorer, select Safety CPU Unit from Controller Selection.

3 From the Controller Menu, select Project — Safety Properties.

7-66 NX-series Safety Control Unit User's Manual (Z930)



7 Checking Operation and Actual Operation

The following window is displayed.

HEL
Name | Value
Last Maodified (UTC) 2021/11/19 0:49:59
Last Modified 2021/11/18 19:49:59

Signature #ECS
Validated State Validated

The contents of each item are described in the following table.

Item Description

Last Modified (UTC) | The time on the computer on which safety validation has been performed.

Last Modified

Signature Displays the signature code (four-digit hexadecimal number) of the validated safety
program. --- is displayed if safety validation has not been performed.

Validated State Displays whether safety validation has been performed.

If Validated is displayed for Validated State, the safety program in the project file has been validat-
ed.

7-11-2 Changing to RUN Mode

After you perform safety validation, you can change the Safety CPU Unit to RUN mode.
Use one of the following procedures to change the Safety CPU Unit to RUN mode.

» Cycle the power supply to the Safety CPU Unit

» Change to RUN mode via the Sysmac Studio.

uonesadQ pue uonepijep Ayayeg Buiwiopad |-/
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I Change to RUN Mode via the Sysmac Studio

The safety programs must be validated.

1 With the Safety CPU Unit connected online, perform one of the following operations on the
Safety CPU Unit Setup and Programming View.
» Select Mode — RUN Mode from the Controller Menu.
* Press the Ctrl + 3 Keys.
» Click the RUN Mode Button on the toolbar.

8poN NNY 01 Buibuey) z-11-2

A confirmation dialog box is displayed.

Made change

r |
a Please confirm that you wish to enter RUN mode

Click the Yes Button. A dialog box is displayed to confirm the node.
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SysmacStudio

MNode name: new_SafetyCPUD

This operation will restart the validated safety program . This will close any
connection to the Safety CPU Unit .

Do you want to proceed?

2 Check the node name, and click the Yes Button.
A Mode Change Confirmation Dialog Box is displayed. Click the OK Button to change the
Safety CPU Unit to RUN mode.

7-11-3 Changing to PROGRAM Mode

If you need to change the safety programs, or if you need to change the operating mode of the Safety
CPU Unit from RUN mode to DEBUG mode, you must first change to PROGRAM mode.

I changing to PROGRAM Mode

Use the following procedure to change the Safety CPU Unit from RUN mode to PROGRAM mode.

1 With the Safety CPU Unit connected online, perform one of the following operations.
» Select Mode — PROGRAM Mode from the Controller Menu.
* Press the Ctrl + 1 Keys.
* Click the PROGRAM Mode Button on the toolbar.
A confirmation dialog box is displayed.

Mode change

A
l’ Changing to PROGRAM mode will stop the currently executing program and cancel any forced variables. Please confirm
H that you wish to proceed.

When you click the Yes Button, a dialog box to confirm the Safety Password appears.

Authorization *

Device name:  |default

This action requires authorization for write access to the safety device. Please enter
the administration password.

Password

oK | Cancel I

2 Enter the safety password, and click the OK Button.
The Safety CPU Unit enters PROGRAM mode.
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The following dialog box is displayed.

Mode change

Successfully entered PROGRAM mode.
Please be careful because Safety CPU Unit will start in RUN mode on next startup.

OK

Click the OK Button.

uonesadQ pue uonepijep Ayayeg Buiwiopad |-/
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7-12 Starting and Stopping the Safety Ap-

plication Monitoring

This section describes how to start and stop the monitoring function for variables and the Safety I/O
Unit by using Sysmac Studio. This function can be executed only when the Safety CPU Unit is in the
RUN mode.

For details on monitoring the variables, refer to 7-6-3 Monitoring Variables in the FBD Editor on page
7-29 and 7-6-4 Monitoring Variables in a Watch Tab Page on page 7-30. For details on monitoring the
Safety I/0O Unit, refer to 7-5-2 Monitoring Safety I/O Units on page 7-20.

7-12-1  Procedure to Start and Stop the Safety Application Monitoring

7-70

1 Make sure that the Safety CPU Unit is in the RUN mode.
2 Connect to Safety CPU Unit online.

3 Select Safety CPU Unit from the Controller Selection Box in the Multiview Explorer of Sysmac
Studio and open the Safety CPU Unit Setup and Programming View.
When you open the view for the Safety CPU Unit, the Controller status is displayed in the low-
er-right corner of the screen as shown below.

Controller Status

ONLINE

ERR/ALM RUN Mode

4 On the Safety CPU Unit Setup and Programming View, perform one of the following opera-
tions.
To Start Monitoring:
« On the menu bar, select Controller - Monitor.
+ Click the Monitor Button on the toolbar.
Before monitoring starts, the following confirmation dialog box appears. Click the Yes button.

Sysmac Studio

Do you want to monitor the safety application?
Sysmac Studio may get slower during the monitonng.

A confirmation dialog box for connection to a safety device is displayed. Click the OK button.
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Connect to safety device *
Device object: new_Safety CPUD
Device type: Safety CPU
Please confirm to connect to the safety device.
Device name
Current: IdEfEU“I
New: Idefault

Mo Id required, Press OK

Instance identification:

oK | Cancel I

To Stop Monitoring:
» On the menu bar, select Controller - Stop Monitoring.
+ Click the Stop Monitoring Button on the toolbar.

7-12-2 Changing the Monitoring Options for the Safety Application

You can select whether you will start the safety application monitoring when Sysmac Studio is con-
nected online. Use the following procedure.

1 On the menu bar, select Tools - Option.
The Option Dialog Box is displayed.

2 Click the Safety Tab.
The monitoring options for the safety application will appear.

Option - O x

Color Theme
Project Settings
Window
Ladder Editor
ST Editor

Program Check/Build
Variables Function Block

FED editor

Auto Variable Registration WS the internal or global variable

Comments for Variables a
Parameter Editor
Synchronization

Function Block Reference

Automatic update of minimum safety task period
Exclude edits relating to the following settings from automatic updating of minimum safety task period.

s Exposed Variables

Monitoring safety application

At online connection rt monitoring safety application.

Cancel

3 Specify the option At online connection Start monitoring safety application and click the
OK Button.
If this option is disabled, the safety application monitoring will not start. For the procedure to
start monitoring, refer to 7-12-1 Procedure to Start and Stop the Safety Application Monitoring
on page 7-70.
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7-13 Uploading Configuration Information
and Safety Application Data

This section describes how to use the Sysmac Studio to transfer the configuration information and
safety programs from the Safety Control Unit to the computer.

7-13-1  Outline

You can transfer the settings of the Safety Control Unit and the safety programs from the Safety Con-
trol Unit to the computer.

I Paths for Going Online

There are the following two ways to connect the Sysmac Studio to the Safety CPU Unit.

« USB connection or Ethernet connection to the NJ/NX-series CPU Unit"’
* USB Connection to the Communications Coupler Unit

*1. Connection is possible when you use an NJ/NX-series CPU Unit and EtherCAT Coupler Unit.

A configuration example for an EtherCAT Slave Terminal is given below.

Sysmac Studio

Sysmac Studio Ethernet

EtherNet/IP
"""""" ) Sysmac Studio
o] Ll a HE
NJ/NX-series : Coupler Sg;%y 3 i
CPU Unit : Unit uit | B2
S
"""""""""""""""""" EtherCAT
Coupler

Unit

Safety Output
Safety Input

7-13-2 Uploading Data for a Connection to an NJ/NX-series CPU Unit

When you use an EtherCAT Coupler Unit, you can connect the Sysmac Studio to a USB or Ethernet

port on the NJ/NX-series CPU Unit to upload the configuration information and safety application data.
Use the following procedure to upload the data.

1 Select the NJ/NX-series CPU Unit from the Controller Selection Box in the Multiview Explorer
on the Sysmac Studio to change to the NJ/NX-series CPU Unit Setup and Programming View.

2 Set the communications path to the NJ/NX-series CPU Unit.
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7 Checking Operation and Actual Operation

3 Select Online from the Controller Menu. Or, click the Go Online Button () in the toolbar.

Select Synchronization from the Controller Menu.

5 In the Synchronization Window, clear the selections of the following check boxes.
Do not transfer the following. (All items are not synchronized.)
» CJ-series Special Unit parameters and EtherCAT slave backup parameters
+ Slave Terminal Unit operation settings and NX Unit application data

6 Click the Transfer from Controller Button.
An execution confirmation dialog box is displayed.

7 Click the Yes Button.
The following Connect to safety device Dialog Box is displayed.

Device object: new_SafetyCPUD
Device type: Safety CPU
Device name: new_SafetyCPUD

Please select the connection type and confirm to connect to the safety device.

f* Confirmed Connection

No Id required, Press OK

Instance identification:

Note You do not need to enter anything in the Instance identification Box.

8 Click the OK Button.
A password confirmation dialog box is displayed.

9 Enter the password, and click the OK Button.
The settings of all the Units that are connected to the EtherCAT Coupler Unit are transferred to
the Sysmac Studio.

7-13-3 Uploading Data for a Connection to a Communications Coupler
Unit

If the Sysmac Studio is connected to the USB port on the Communications Coupler Unit, use the fol-
lowing procedure to upload data from the Safety CPU Unit.

1 Right-click the Communications Coupler Unit on the Slave Terminal Tab Page, and select
CouplerConnection (USB) — Online from the menu.

The Sysmac Studio goes online with the Slave Terminal.
Note If you are using a new project and there is no EtherCAT Coupler Unit in the EtherCAT Slave Termi-
nal Tab Page, add an EtherCAT Coupler Unit and set the node address.

2 Right-click the Communications Coupler Unit on the Slave Terminal Tab Page, and select
Transfer from Coupler from the menu.
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7 Checking Operation and Actual Operation

An execution confirmation dialog box is displayed.

3 Click the Yes Button.
* When There Is No Safety CPU Unit in the Slave Terminal Configuration
The settings of all the Units that are connected to the EtherCAT Coupler Unit are transferred

to the Sysmac Studio. This completes the upload procedure.

* When There Is a Safety CPU Unit in the Slave Terminal Configuration
A confirmation dialog box for connection to a safety device is displayed.
Go to the next step and continue the procedure.

I

| Device object: new_SafetyCPUO ‘
Device type: Safety CPU
Device name: new_SafetyCPUO

Please select the connection type and confirm to connect to the safety device.

(¢ Confirmed Connection

No Id required, Press OK

Instance identification:

Note You do not need to enter anything in the Instance identification Box.

4  Ciick the OK Button.
A password confirmation dialog box is displayed.

5 Enter the password, and click the OK Button.
The settings of all the Units that are connected to the Communications Coupler Unit are trans-

ferred to the Sysmac Studio.

@ Precautions for Correct Use

If you use an EtherCAT Coupler Unit, upload the data from the Safety CPU Unit only after you
have added all of the Safety I/O Units to the EtherCAT Slave Terminal Tab Page.

If you use the following procedure to upload data and then reset the warning, you cannot moni-
tor the project.

If you upload the data from the Safety CPU Unit when not all of the Safety 1/0 Units are regis-
tered, a warning is displayed.

You can reset the warning by uploading data from all of the Safety I/O Units.
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7-14 Transferring Safety Application Data

To use the validated safety application data described in the previous section 7-11 Performing Safety
Validation and Operation on page 7-65 in another Safety CPU Unit, change the other Safety CPU Unit
to DEBUG mode and perform safety validation.
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7 Checking Operation and Actual Operation

7-15 Monitoring Controller Status

This section describes how to display the status of Safety CPU Unit that is connected to Safety CPU
Unit online or the status when the Simulator is connected.

I Controller Status Monitor

Control status monitoring is used to display the status of the connected Safety CPU Unit or Simulator
in the Controller Status Pane. The Controller Status Pane is displayed when the Sysmac Studio is on-
line or the Simulator is connected.

I Displaying the Controller Status Pane

The basic view of the Controller Status Pane is displayed in the Toolbox in the lower right corner of the
Safety CPU Unit Setup and Programming View when the Safety CPU Unit is online or the Simulator is
connected.

Controller Status

ONLINE
ERR/ALM RUN Mode

I Expansion Operations in the Controller Status Pane

Use the buttons (. .) in the title bar of the Controller Status Pane to switch between the basic

and detailed views.

¢ Detailed View
Controller Status

¥ Controller Status Details (new_SafetyCPUD)
Mormal communications & @& RUN Mode
Mo Controller error ® @& Synchronised
Variable in Forced Refreshing None
Safety Process Data Communications No error or no communication

Program Execution Executing - no errors

Synchronise Details |  Last Modified | Signature |
Project Unit Application 2013/08/08 11:168 #A032
CPU Unit Application 2013/08/08 11:168 #A032
Project I/O Allocation 2013/08/08 11:07 #B8DEB
CPU I/O Allocation 2013/08/08 11:07 #BDEB

7-76 NX-series Safety Control Unit User's Manual (Z930)



7 Checking Operation and Actual Operation

Information Displayed information and indicator colors

Communications Status Displays the communications status between the Safety CPU Unit and Sys-
mac Studio or displays the Simulator startup status.

* Normal communications: Lit green

* Communications error: Flashing red

Error Status Displays the error status of the Safety CPU Unit or Simulator.
* No Controller error: Lit green
* Partial or minor fault level Controller error occurs: Lit yellow.

Operating Mode Displays the operating mode of the Safety CPU Unit.

* RUN Mode: Lit yellow.

DEBUG mode (RUN): Flashing yellow.

* DEBUG mode (STOPPED): Flashing yellow.

* PROGRAM Mode: Not lit.

* UNKNOWN Mode: Flashing red.

Synchronization Status Displays the comparison results between the project file on the computer
and the data in the Safety CPU Unit.

* Synchronized: Lit green.

* Not synchronized/not executed: Lit yellow.

Variable in Forced Refreshing Displays the forced-refreshing status of variables in the safety programs.
* None
* Present

Safety Data Communications It shows the status of communications among the Safety CPU Unit, the

FSoE slave device, and the CIP Safety target device.
* No error or no communications
¢ Communications error

snje)g 19]|03u0) BuLIoyUON G-/

Program Execution Displays the execution status of the safety programs.
¢ Executing - no errors

* Executing - instruction execution error

* Not executing

N

Synchronise Details Displays the synchronization information item, last modified date, and sig-
nature (CRC data).

@ Additional Information

You can use the color of the top of the Edit Pane to check if you are online with the Safety CPU
Unit or connected to the Safety Simulator.
» Connected to the Safety CPU Unit online
The top of the Edit Pane is yellow.
» Connected to the Safety Simulator:
The top of the Edit Pane is green.
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7-16 Restarting and Clearing All Memory

7-16-1 Restarting

Restarting allows you to restart the CPU Rack or Slave Terminal that includes the Safety CPU Unit
and Safety 1/0 Units without cycling the NX bus master power.
Refer to the user’s manual for the connected CPU Unit or Communications Coupler Unit for details.

Precautions for Safe Use

If the safety application data in the Safety CPU Unit is validated, be careful when you execute
the Restart operation because the Safety CPU Unit will automatically start in RUN mode.

I Restarting Slave Terminals

Use the following procedure to restart all of the Units in the Slave Terminal.

1 Go online, right-click the Communications Coupler Unit in the Slave Terminal Tab Page, and
select Restart.
The Restart Confirmation Dialog Box is displayed.

Sysmac Studic

The Communications Coupler is restarted.
The Communications Coupler and all the NX Units connected to the Coupler will be restarted.

/O communications with the communications master will be stopped by this operation. Are you sure you want to execute the restart?

2 Click the Yes Button.
After the Units are restarted, a Restart Completion Dialog Box is displayed.

I Controller Reset

All the units on the CPU rack can be restarted using the controller reset function. The controller reset
function is available only when the CPU Unit operating mode is set to PROGRAM mode.

1 Go online, select Reset Controller from the Controller Menu.
The following Confirmation Dialog Box is displayed.
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7 Checking Operation and Actual Operation

Sysmac Studio

This operation resets the Controller. Make sure resetting will cause no problems for load outputs and access to SD Memory Card.

It goes offline after resetting.
Go online again after starting up the Controller.

Do you want to reset? (Y/N)

2 Click the Yes Button.
The following Confirmation Dialog Box is displayed.

Sysmac Studic

Are you sure you wish to reset? (Y/N)

Yes No

3 Click the Yes Button.
The online state is cancelled, and the system restarts. To continue online operations, enable

online mode again.

7-16-2 Clear All Memory Operation

Kiowa || Bulea|y pue Buipieysay 91-/

For the Clear All Memory operation, you use the Sysmac Studio to initialize the contents of the Safety
CPU Unit and Safety 1/0 Units to the default settings.
For the Safety Control Unit, the Clear All Memory operation can be performed in the following two

ways.

N

Type Function

Clear All Memory Opera- | This method clears all memory contents from the Safety CPU Unit and Safety 1/0
tion for NX Units Units.

Clear All Memory opera- | This method clears all memory from the Communications Coupler Unit and all NX
tion for a Slave Terminal | Units, including the Safety I/O Units that are connected to the Communications
Coupler Unit. The Safety CPU Unit memory cannot be cleared.

Clear All Memory Opera- | This method clears all memory from the NX-series CPU Unit and all NX Unit, includ-
tion for Controllers ing the Safety I/O Units that are connected to the NX-series CPU Unit. The Safety
CPU Unit memory cannot be cleared.

uonesadQ Alows ||V Jes|D Z-91-/

Refer to the user’s manual for the connected Communications Coupler Unit for information on the
Clear All Memory operation for Slave Terminals.
For information on the Clear All Memory operation of the controller, refer to the user’s manual for the

connected NX-series CPU Unit.
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M Precautions for Correct Use

* The memory in the Safety CPU Unit is not cleared even if you right-click the Communications
Coupler Unit in the Slave Terminal Tab Page and select Clear All Memory for all Units. To
clear the memory of a Safety CPU Unit, use the Clear All Memory operation for NX Units.

* The memory in the Safety CPU Unit is not cleared even when you perform the Clear All
Memory operation for controllers. To clear the memory of the Safety CPU Unit, use the Clear
All Memory operation for NX Units.

* You can execute the Clear All Memory operation for a Safety CPU Unit only when the Safety
CPU Unit is in PROGRAM mode.

I Scope of Data to Clear and State of Memory After It Is Cleared

@ Safety CPU Unit

Data item Status after clear all memory operation
1/O allocation information This data is set to the default settings (I/O size = 0 bytes).
Safety programs This data is set to the default settings (no programs).
Safety password This data is set to the default settings (no password).
Event logs Event logs are cleared if you select the Clear the event logs Option when you
execute the Clear All Memory operation.

@ Safety I/O Units

Data item Status after clear all memory operation
FSoE slave address This data is set to the default setting (no setting).
Event logs Event logs are cleared if you select the Clear the event logs Option when you
execute the Clear All Memory operation.

Precautions for Safe Use

After you clear the memory, the Controller operates in the same way as immediately after you
create the system configuration with the Controller in the factory default condition.

I Procedure for Clear All Memory Operation

® Clear All Memory Operation for NX Units

1 Go online, right-click a Safety CPU Unit or Safety I/O Unit on the Slave Terminal Tab Page, and
select Clear All Memory from the menu. You can select this menu command only when the
Safety CPU Unit is in PROGRAM mode.

The Clear All Memory for NX Unit Dialog Box is displayed.
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([ Clear All Memory for NX Unit =

~Clear All Memory

Initializes the applicable area in the connected Controller.
uding the protected Uni
nfirm the area to be ini and click the Execute Button.
The Units will be restarted a learing the memory. /O communications with the communications master will be stopped by this operation.
Device name: N1
Model: NX-SL3300
Area: Unit operation settings
Unit application data
(when the Unit has the applicable data)

B Clear the event logs

Execute Cancel

2 Click the Execute Button. The Clear All Memory Confirmation Dialog Box is displayed.

3 Click the Yes Button. The Authentication Dialog Box is displayed.

-

Authentication

Please enter the safety password

Ok  Cancel

Kiowa || Bulea|y pue Buipieysay 91-/

7

4 Enter the password, and click the OK Button. If a password is not set, leave the box empty and
click the OK Button.
A dialog box is displayed to confirm the node.

SysmacStudio

.

ey Node name: InE'A'_safetyCPUD

L = J
Safety device will be reset. This command will also terminate any connection to the
Safety device.

Do you want to proceed?

Yes | Mo I

uonesadQ Alows ||V Jes|D Z-91-/

5 Click the Yes Button. The following dialog box is displayed.

Sy=macStudio
Y Mode name: new_SafetyCPUD
b >

The safety device has been reset. The running application has been removed, there
is no validated safety application left on the device and the password has been reset.
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6 Click the OK Button.

After memory is cleared, the Memory All Cleared Dialog Box is displayed.

@ Clear All Memory operation for a Slave Terminal

1

2

3

Go online, right-click the Communications Coupler Unit on the Slave Terminal Tab Page, and
select Clear All Memory from the menu.
The Clear All Memory dialog box is displayed.

|:| | Clear All Memaory for Coupler (=3

~Clear All Memory

Ini e applicable area in the connected Controller.
(ex g the protected U
Confirm the area to be initi and click the Execute Button.
The Units will be restarted after clearing the memory. I/O communications with the communications master will be stopped by this operation.
— Area Selection for Coupler
© Coupler + NX Units
& Coupler only

Device name: ED01

Model: NX-ECC201

Area: Unit configuration information
/O allocation information (when the Unit has the applicable data)
Unit operation settings (Communications Coupler and all NX Units)
Unit application data (of all NX Units that have the applicable data)

M Clear the event logs

Execute E’ar_u,:__e_l___.

Check the areas to clear and then click the Execute Button.

» To clear the event logs, select the Clear the event logs check box.

» To clear the memory in all Units, select the Coupler + NX Units Option in the Area
Selection for Coupler Area.

An execution confirmation dialog box is displayed.

Click the Yes Button.
After memory is cleared, the Memory All Cleared Dialog Box is displayed.

® Clear All Memory Operation for Controllers

1

7-82

Go online, and select Controller — Clear All Memory from the NJ/NX-series Unit Setup and
Programming View.
The Clear All Memory Dialog Box is displayed.
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Clear All Mamory L]

~Clear All Memory
This function initializes the target area of destination Controller.
Confirm the area to initialize first, and press the OK button.
CPU Unit Name: new_Controller 0
Model: NX102-1200
Area: User Program
User-defined Variables
Controller Configurations and Setup
Security Information

Settings of Operation Authority (initialization at the next online)
MX units on CPU rack

ar event log
learing the OPC UA server certificate and security profile.

2 Check the areas to clear and then click the OK Button.
» To clear the event logs, select the Clear the event logs check box.

After memory is cleared, the Memory All Cleared Dialog Box is displayed.

Kiowa| |1 Bulies|) pue Buije)say 91-/

Successfully cleared all memory.
There is a NX unit on CPU rack that does not accept Clear all memory.

N
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Calculating Safety Reaction

Times
]

This section describes how to calculate safety reaction times for Safety Control Units.
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8 Calculating Safety Reaction Times

8-1

Safety Reaction Time

This section describes the safety reaction time (i.e., the safety response performance) of Safety Con-
trol Units.
The safety reaction time is the maximum time required to turn OFF an output in consideration of possi-

ble failures and breakdowns over safety chains’. In the safety system design, the safety distance is
calculated based on the safety reaction time. For all safety chains, the longest time required to stop
moving equipment from when a safety input was activated must satisfy the required specifications.

*1. The safety chain is the logical connections that are required to achieve a safety function, including the safety
input device, Safety Control Units, and the safety output device.

As shown in the figure below, the safety reaction time is the sum of (a) safety sensor/switch response
time, (b) Safety Input Unit/slave response time, (c) Network reaction time, (d) Safety CPU Unit re-
sponse time, (e) Safety Output Unit/slave response time, and (f) actuator response time. The number
of elements and the duration of time vary depending on the safety chain route.

Basic Configuration

(a) Safety (b) Safety (c) Network (d) Safety (c) Network (e) Safety (f) Actuator

sensor/switch Input reaction time | CPU Unit | reaction time Output response
response Unit/slave response Unit/slave time
time response time response

time time

Network Configuration between Controllers

(a) Safety (b) Safety (c) Network | (d) Safety (c)Network | (d) Safety | (c)Network | (e) Safety (f) Actuator
sensor/switch Input reaction time | CPU Unit | reaction time | CPU Unit || reaction time Output response time
response time Unit/slave response time response time Unit/slave

response time response time

Details of each time element are described in the following table.
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Let- | Time ele- o
Description
ter ment
(a) | Safety This is the response time that is required for a safety sensor or switch, such as a light cur-
sensor/ tain, to turn OFF. The value is defined for each sensor or switch.
switch re- | Use the following values when an OMRON Special Safety Input Device is connected to a
sponse Safety Input Unit.
time E3ZS/E3FS Single-beam Safety Sensors 114 ms
D40A-2/D40A Non-contact Door Switches -6 ms + 0.4 ms x No. of linked Switches™!
D40Z Non-contact Door Switches 129 ms
UM/UMA Safety Mats - 24 ms™2
SGE Safety Edges 124 ms
(b) | Safety In- | This is the input response time required for a FSoE salve or CIP Safety slave, such as
put Unit/ Safety Input Units. A specific value is defined for each device.
slave re- The response time of Safety Input Units is as follows.
sponse NX-SIH400: 9 ms + On-Off delay time
time NX-SID800: 5 ms + On-Off delay time
For any other device, refer to the manual for the device.
(c) Network This is the response time required for the CIP Safety connections or the FSoE connections.
reaction These values can be verified on the Sysmac Studio. For details on how to check the net-
time work reaction time, refer to 5-4-2 Setting Up the CIP Safety Communications on page 5-13.
For FSoE connections: FSoE Watchdog Timer value
For CIP Safety connections: Network reaction time value calculated by the Sysmac Studio
(d) | Safety Response time of the Safety CPU Unit. This value is an integer multiple of the safety task
CPU Unit | period. The value varies, depending on the safety chain route as follows.
response | When the FSoE connections are used for : Safety task period x 0
time both input and output
When the CIP Safety connections are used : Safety task period x 2
for both input and output
When the FSoE connections are used forin-  : Safety task period x 1
put and CIP Safety connections are used for
output
When the CIP Safety connections are used : Safety task period x 1
for input and the FSoE connections are used
for output
(e) | Safety This is the output response time required for a FSoE salve or CIP Safety slave, such as
Output Safety Output Units. A specific value is defined for each device.
Unit/slave | The response time of the Safety Output Units is as follows.
response NX-SOH200: 1 ms
time NX-SOD400: 1 ms
R88D-1SN: 4 ms
R88D-1SN-51: 4 ms (STO)"™
R88D-1SAN: 7 ms (STO)™
For any other device, refer to the manual for the device.
(f) Actuator This is the response time that is required for an actuator, such as a safety relay, to turn
response | OFF. The value is defined for each actuator.
time

1.

*2.

The fault detection time for a 24 V short-circuit fault in a D40A-2/D40A Non-contact Door Switch is 18 ms. If
usage is for an application other than a Door Switch, use a safety sensor/switch response time of 18 ms.
Refer to Precaution for Conformance to ISO 13856-1:2013 on page 8-4 for a precaution on conformance

to ISO 13856-1:2013.
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8 Calculating Safety Reaction Times

8-1-2

*3.  For details on using safety functions other than the STO function, refer to the AC Servomotors/Servo Drives

1S-series with Built-in EtherCAT® Communications User's Manual (Cat. No. 1696).
*4.  For details on using safety functions other than the STO function, refer to the AC Servomotors/Servo Drives

1S-series with Built-in EtherCAT® Communications and Safety Functionality User's Manual (Cat. No. 1621).

M Precautions for Correct Use

« If the safety task period changes due to changes in the safety program or other reasons, re-
calculate the safety reaction times.

» To calculate the safety reaction times, add the "delaying influences from the input filter delay
settings”, the "safety program function block delay settings", and the "safety program
loopback connections".

I Precaution for Conformance to ISO 13856-1:2013

If you use UM/UMA Safety Mats to build a pressure-sensitive protective device that conforms to ISO

13856-1:2013 (Safety of machinery -- Pressure-sensitive protective devices -- Part 1: General princi-

ples for design and testing of pressure-sensitive mats and pressure-sensitive floors), the NX-series

Safety Control Unit must meet the following condition in order to satisfy the requirement for the speci-

fied reaction time.

* The value of the FSoE watchdog timer in the NX-SIH400 that is connected to the UM/UMA Safety
Mats must be 42 ms or less.

Verifying Safety Reaction Times

Verify the calculated safety reaction times for all safety chains to confirm that they satisfy the required
specifications.
If a calculated safety reaction time exceeds the required specifications, consider the following meas-
ures and correct the software or hardware design.
» Shorten the safety task period.

Example: Reduce the size of the safety program.

Reduce the number of Safety I/0 Units.

* Reduce EPI values of CIP Safety connections.
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8-2 Safety Task

This section describes the safety task of the Safety CPU Unit.
The safety task period of the Safety CPU Unit affects the safety reaction times.

8-2-1  Safety Task

The safety task is used to assign an execution condition to a series of processes, such as for data
exchange with the Safety 1/0 Units and safety program execution.

The Safety CPU Unit executes one safety task.

The safety task is executed on a fixed period.

More than one program’?! can be assigned to a safety task. The programs that are assigned are exe-
cuted in the order that they are assigned. Execution of all of the programs assigned to the task is

called "program execution".

*1. There is no limit to the number of programs.

Data exchange between a Safety CPU Unit and safety slaves, including Safety 1/0 Units and safety
I/0O terminals, or between Safety CPU Units is called "communications receive processing" and

"communications send processing".

Task exe-
Type of Number . . . o . . e
cution pri- Execution conditions Main processing contents N
task of tasks . »
ority %
Safety 1 None The safety task is executed once Communications receive proc- ﬁ
task every safety task period during op- | essing, program execution, and §

eration in RUN or DEBUG mode. communications send processing

8-2-2  Operation of Safety Task

The following operation is performed for the safety task.
Input data processing for 1/0 refreshing, user program execution, and output data processing for 1/0

refreshing are performed repetitively, i.e., each safety task period.

ysel Aisjes |-z-8

Safety task period (fixed) Safety task period (fixed)

|
[

Communications
receive

processing

Program
execution

Communications
send
processing

>l
[

Communications
receive

processing

Program
execution

Communications
send

processing

>l
[

Communications
receive
processing

The safety task period is the time interval at which the safety task is executed. The upper limit of the
safety task period setting is 100 ms. A building error will occur for any safety program that requires a
safety task period that is longer than 100 ms. If that occurs, change the safety program.

8-2-3  Minimum Safety Task Period

This section describes how to find the minimum safety task period.
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I Safety Control System on CPU Ruck or EtherCAT Network

The minimum safety task period depends on the communications setup of the Slave Terminal.

® When DC Synchronization Is Set in All of the Communications Setups of
the EtherCAT Slave Terminals to Which the Safety Control Units Are Con-
nected

The minimum safety task period is displayed by the Sysmac Studio as the Minimum safety task
period.

® When Free-Run Refreshing Is Set in Even One Communications Setup of
the EtherCAT Slave Terminals to Which the Safety Control Units Are Con-
nected

The minimum safety task period is calculated by adding a correction to the value displayed by the
Sysmac Studio as the Minimum safety task period.
Use the following formula to find the value of the correction.

Correction = 11.4 ms - 2 x "EtherCAT communications cycle"

If the value of the correction is less than 0, use 0 as the correction.

M Precautions for Correct Use

« If you change any of the following values, the minimum safety task period will change. Check
the minimum safety task period again.
a) Safety program execution time (This time depends on the sizes of the programs and the

function blocks that are used.)

b) Number of connections with Safety /0 Units
c) Task period of the NJ/NX-series CPU Unit
d) NX bus refresh cycle for EtherCAT Slave Terminals

« If the minimum safety task period calculated according to the process described in this sec-
tion exceeds 100 ms, adjust the above values so that the minimum safety task period will be
shorter than 100 ms.

|~ Version Information

The minimum safety task period has been improved for combinations of NX-SIH400 version 1.1
or later and NX-SLOOIOO version 1.1 or later.

Therefore, if NX-SIH400 version 1.1 is replaced with NX-SIH400 version 1.0, the safety reaction
time increases, resulting in an error.

I Safety Control System on EtherNet/IP Network

The minimum safety task period is displayed by the Sysmac Studio as the Minimum safety task
period.
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8 Calculating Safety Reaction Times

M Precautions for Correct Use

If you change any of the following values, the minimum safety task period will change. Check

the minimum safety task period again.

» Safety program execution time (This time depends on the sizes of the programs and the func-
tion blocks that are used.)

* Number of connections with FSoE slave devices

* Number of connections with CIP Safety devices

8-2-4  Setting the Safety Task Period

This section describes how to find an approximation of the value to set for the safety task period.

Use the following formula to find the safety task period.
Safety task period = "Minimum safety task period" + "Expansion communications monitoring time"

If the calculated value exceeds 100 ms, adjust the value to be less than 100 ms.

Refer to 6-5-9 Safety Task Settings on page 6-75 for information on setting the safety task period in
the Sysmac Studio.

® Expansion Communications Monitoring Time
The expansion communications monitoring time represents the additional time to wait for recep-
tions in safety process data communications. You can set an expansion communications monitor-
ing time to help prevent timeouts in safety process data communications when noise on the com-
munications path or other factors result in communications retries.
Set this time as required.

@ Finding the Expansion Communications Monitoring Time
The method to find the expansion communications monitoring time depends on the NX bus master
that is connected.

* NX Units connected to a CPU Unit or EtherCAT Coupler Unit
Set the expansion communications monitoring time to at least the length of the EtherCAT com-
munications timeout value and to an integer multiple of the slave control period of the FSoE
slave.
» NX Units connected to an EtherNet/IP Coupler Unit
Set the expansion communications monitoring time to an integer multiple of the slave control pe-
riod of the Safety I/O Units.
a. Slave Control Period of an FSoE Slave
Use the following value for the slave control periods of the Safety I/O Units.
Refer to the manuals for individual FSoE slaves for the slave control period of the FSoE slaves
other than the Safety 1/0 Units.

Model Slave control period
NX-SIH400 6 ms
NX-SID800 3ms

NX-SOH200 3 ms
NX-SOD400 3ms

NX-series Safety Control Unit User's Manual (Z930) 8-7
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8 Calculating Safety Reaction Times

b. Communications Timeout Value of an EtherCAT
For the EtherCAT communications timeout value, multiply the EtherCAT communications cycle
time by (the "PDO communications timeout detection count" minus one) and use the resulting
value.

M Precautions for Correct Use

» To increase the communications timeout time, you much change both the safety task period
and the value of the FSoE watchdog timer.
Refer to 8-3-3 Settings for FSoE Watchdog Timers on page 8-10 for information on chang-
ing the FSoE watchdog timer.

* If the EtherCAT communications cycle is 250 us or lower, use the following minimum safety
task periods.
NX-SLOOOO version 1.1 or later: 9 ms or higher
NX-SLOOOO version 1.0 or later: 13 ms or higher

% Additional Information

We recommend that you set the safety task period with plenty of leeway to allow for the possi-
bility of expanding the safety control system or safety programs in the future.
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8-3 FSoE Watchdog Timer

This section describes the FSoE watchdog timers.

8-3-1 FSoE Watchdog Timers

An FSoE watchdog timer is used for timeouts in safety process data between the Safety CPU Unit and

Safety I/0O Units.
The FSoE watchdog timers affect the safety reaction times.

You can increase the settings of the FSoE watchdog timers to help prevent timeouts in safety process
data communications. Set this time as required.

To increase the communications timeout time, you must change both the value of the FSoE watchdog
timer and the safety task period. Refer to 8-2-4 Setting the Safety Task Period on page 8-7 for infor-
mation on setting the safety task period.

8-3-2  Checking FSoE Watchdog Timers

Use the following procedure to check the FSoE watchdog timers.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Double-click Safety I/O under Configurations and Setup — Communications — Safety.

The following Safety I/0O Unit Setting Tab Page is displayed.

o
1
w
m
»n
o
m
I
—*
(2]
=3
Q
o
«
=
3
[}
=

Multiview Explorer ~ 1 \

Configurati

new_SafetyCPU v D = -
| Node #/U

¥ Configurations and Setup Nodel/Unit2 NX-SID800; 1.0

¥ 3 Communications Nodel/Unit3 NX-SOD400; 1.0

W%, Task Settings
« /O Map

» Programming

The values of the FSoE watchdog timers are displayed in the FSoE Watchdog Timer Column
for the Safety 1/0 Units.

m Precautions for Correct Use

siowi] Bopyojep) 30S4 L-€-8

If you use NX-SLOOIOIO version 1.1 and Free-Run refreshing is set in even one communica-
tions setup of the EtherCAT Slave Terminals to which the Safety Control Units are connected,
you must change the FSoE watchdog timer.

Set the FSoE watchdog timer to at least the sum of the FSoE Watchdog Timer displayed by
the Sysmac Studio and the value of the following correction.

* When EtherCAT Communications Cycle Is Greater Than 1.9 ms

Correction = EtherCAT communications cycle
* When EtherCAT Communications Cycle Is 1.9 ms or Lower

Correction = 3.8ms - EtherCAT communications cycle
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8-3-3  Settings for FSoE Watchdog Timers

This section describes how to find the set values for the FSoE watchdog timers.
The set value for an FSoE watchdog timer is different from the set value of the safety task period.

@ Safety Task Period <100 ms
Set the FSoE watchdog timer to the same value as the expansion communications monitoring time
that you added to the safety task period.

@ Safety Task Period =100 ms
Set the FSoE watchdog timer to a value that is an integer multiple of the safety task period.

8-3-4 Changing FSoE Watchdog Timers

Use the following procedure to change a FSoE watchdog timer.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.

2 Double-click Safety I/O under Configurations and Setup — Communications — Safety.
The following Safety 1/0 Unit Setting Tab Page is displayed.

| /—RPRLA/A=y hES | B/ BN | F/)ARX | JOHZ MM | FSoE Slave Address | FSoE Watchdog Timer (WDT) | WDT!
Node1/Unit2 NX-SID800; 1.0 45
Nodel/Unit3 NX-SOD400; 1.0

3 Clear the selection of the WDT auto setting Check Box for the Unit to change.
This enables changing the value of the FSoE watchdog timer.

| Node #/Unit # | Active | Device | ProductInformation | FSoE slave address | FSoE watchdog timer (WDT) | WDT auto setting
M | N2 NX-SID8O00; 1.0 1 =
NX-SOD400; 1.0 5

j Nodel/Unit3

4 Double-click the cell in the FSoE watchdog timer Column for the Unit to change and set the
desired FSoE watchdog timer value.

| Node#/Unit# | Active | | Product Information | FSoE slave address | FSoE watchdog timer (WDT) | WDT auto setting
g 0,10 0

NX-SOD400; 1.0

‘ Version Information

You can change the FSoE watchdog timers with Sysmac Studio version 1.10 or higher.

8-10 NX-series Safety Control Unit User's Manual (Z930)



8 Calculating Safety Reaction Times

8-4 EPI (Data Packet Interval)

EPI stands for Expected Packet Interval and refers to the transmission interval of safety data packets
in the CIP Safety communications.
The EPI affects the safety reaction time.

If you specify a smaller EPI, it shortens the network reaction time and the safety reaction time, but it
increases the communications load on the EtherNet/IP communications port. For details on the com-
munications load on the EtherNet/IP communications port, refer to Section 9 Communications Load
on page 9-1.

8-4-1  Changing the EPI

The EPI is set separately for each connection. Use the following procedure to change the EPI.

1 In the Multiview Explorer, select the target Safety CPU Unit in the Controller Selection Box.
2 Go to Configurations and Setup — Communications — Safety — EtherNet/IP Safety
Connection Settings and double-click Connection Settings (Originator).

The following Connection Settings (Originator) Tab Page is displayed.

Go To 170 Map

Safety Network Number :[EERTIREToEE V-] ‘ Import  Export ¥

| EP fms] ‘ sl ‘ Instance name ”

(leasayu) 3oxoed BlRQ) I3 -8

Safety Network Number :(EERTIREToERTEY ‘ Import  Export ¥

1d3 8y buibuey) L-y-8

3 Select a connection setting to change its EPI value and edit the EPI Column.

8-4-2 EPI Restrictions

The allowable range for EPI is automatically calculated and displayed by the Sysmac Studio.
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Communications Load
]

This section describes how to adjust communications load in order to realize high-
speed and stable communications.

9-1 Adjusting the Communications Load............ccccvvmmiiiniinnnnnnnnsnnnns 9-2
9-1-1 Checking Bandwidth Usage for Tag Data Links .........ccccoeocveiiieiniieiee e, 9-4
9-1-2 Checking the Device Bandwidth Usage of the CIP Safety Routing................. 9-6
9-1-3 Relationship between the Number of Packets Used per Second and

Packet INTErValS ........ooiiiii i 9-6

9-1-4 Adjusting the Device Bandwidth Usage
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9-1

Adjusting the Communications Load

In an Ethernet network using an Ethernet switch, the network bandwidth is not shared by all of the no-
des, and independent transmission paths are established between individual nodes through the Ether-

net switch.

A dedicated communications buffer is established in the Ethernet switch for communications between
the nodes and full-duplex communications (simultaneous transmission and reception) are performed
asynchronously with other transmission paths. The communications load in other transmission paths
does not affect communications, therefore packet collisions do not occur, and stable high-speed com-

munications can be performed.
The Ethernet switch functions shown in the following table determine the performance of the CIP Safe-
ty connections and tag data links.

Item

Description

Buffer capacity

This is the amount of data that can be buffered when the data
packets accumulate at the Ethernet switch.

Multi-cast filtering

The function transfers multi-cast packets to specific nodes only.

QoS function

The function performs priority control of packet transfers.

The following table shows the specifications within which the CIP Safety Connection settings and the
tag data link settings can be made for the built-in EtherNet/IP port. In the NX102 CPU Unit, both CIP
safety communications and tag data link communications can be used on the same port.

Item

Meaning

NX-series CPU Unit

NX502

NX102

Network bandwidth

Physical Ethernet
baud rate

1 Gbps, 100 Mbps, or 10 Mbps

100 Mbps or 10 Mbps

Maximum number of
packets per second

The maximum num-
ber of packets that
can be processed in
one second (pps:
packet per second)

20,000 pps max. (total of
20,000 pps with two ports)

12,000 pps max. (total of
12,000 pps with two ports)

Number of CIP Safe-
ty routing connec-
tions

Maximum safety 1/0
connections support-
ed for routing

128 max. (total of 128 with two
ports) 12

16 max. (total of 16 with two
ports)

Packet interval of
CIP Safety connec-
tions

(EPI: Expected
Packet Interval)

Data refresh period
of CIP Safety con-
nections

The allowable range depends on the target device. "

12

Tag data link con-
nection resources

The number of tag
data link connec-
tions that can be
opened

64 max. (total of 128 with two
ports)

32 max. (total of 64 with two
ports)
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Item

Meaning

NX-series CPU Unit

NX502 NX102

Packet interval of tag
data links

(RPI: Requested
Packet Interval)

Refresh period for
tag data

1 to 10,000 ms in 1-ms incre-
ments

1 to 10,000 ms in 1-ms incre-
ments

*1.  For the NX502 CPU Units, CIP Safety communications via the built-in EtherNet/IP port can be used with the
NX502 CPU Unit with unit version 1.64 or later. If you set CIP Safety communications with the NX502 CPU
Unit with unit version earlier than 1.64, use an NX-series EtherNet/IP Unit.

*2. When the NX502 CPU Unit with unit version 1.66 or later is used with the NX-series EtherNet/IP Unit with
unit version 1.01 or later, you can use tag data link and CIP Safety communications together in one NX-
series EtherNet/IP Unit.

The following table shows the specifications within which the CIP Safety connection settings and the
tag data link settings can be made for the EtherNet/IP port on the NX-series EtherNet/IP Unit.

Item

Meaning

NX-series EtherNet/IP Unit

NX-EIP201

Network bandwidth

Physical Ethernet
baud rate

1 Gbps, 100 Mbps, or 10 Mbps

Maximum number of
packets per second

The maximum num-
ber of packets that
can be processed in
one second (pps:
packet per second)

When you use the NX-series EtherNet/IP Unit with unit version
earlier than 1.01, or when you do not combine CIP Safety com-
munications with tag data link in the NX-series EtherNet/IP Unit
with unit version 1.01 or later: 40000 pps max. (total of 40000
pps with two ports)

When you use CIP Safety communications and tag data link to-
gether in the NX-series EtherNet/IP Unit with unit version 1.01 or

later: 6,000 pps max. (total of 6,000 pps with two ports)”!

Number of CIP Safe-
ty routing connec-
tions

Maximum safety 1/0
connections support-
ed for routing

When you use the NX-series EtherNet/IP Unit with unit version
earlier than 1.01, or when you do not combine CIP Safety com-
munications with tag data link in the NX-series EtherNet/IP Unit
with unit version 1.01 or later: 84 max. (total of 84 with two ports)

When you combine CIP Safety communications with tag data link
in the NX-series EtherNet/IP Unit with unit version 1.01 or later:
64 max. (total of 64 with two ports)

Packet interval of
CIP Safety connec-
tions

(EPI: Expected
Packet Interval)

Data refresh period
of CIP Safety con-
nections

1 to 500 ms in 1-ms increments. The allowable range depends
on the target device.

Tag data link con-
nection resources

The number of tag
data link connec-
tions that can be
opened

256 max. (total of 512 with two ports)

NX-series Safety Control Unit User's Manual (Z930)
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9-1

1

Item

Meaning

NX-series EtherNet/IP Unit

NX-EIP201

Packet interval of tag
data links

(RPI: Requested
Packet Interval)

Refresh period for
tag data

When you use the NX-series EtherNet/IP Unit with unit version
earlier than 1.01, or when you do not combine CIP Safety com-
munications with tag data link in the NX-series EtherNet/IP Unit
with unit version 1.01 or later: 1 to 10000 ms

When you combine CIP Safety communications with tag data link
in the NX-series EtherNet/IP Unit with unit version 1.01 or later: 1
to 100 ms

*1.  When performing tag data link communications and CIP Safety communications where the allowed commu-
nications bandwidth per Unit is 6,000 pps or more, the following functions may not be used properly. To use
those functions, use the built-in EtherNet/IP port on the CPU Unit or an EtherNet/IP port of a different NX-
series EtherNet/IP Unit.
* Connecting to the Sysmac Studio online from the Ethernet/IP port of the NX-series EtherNet/IP Unit
* Connecting to the Network Configurator online from the EtherNet/IP port of the NX-series EtherNet/IP

Unit

* Connecting to the NA-series HMI from the Ethernet/IP port of the NX-series EtherNet/IP Unit
* Port forward function via the NX-series EtherNet/IP Unit
* CIP message communications

* SNMP function

It is possible to use these functions in the relevant NX-series EtherNet/IP Unit from the built-in EtherNet/IP
port on the CPU Unit or from the Ethernet/IP port of another NX-series Ethernet/IP Unit via the X Bus.

When the CIP Safety connection settings or the tag data link settings exceed the capabilities of the
Ethernet switch, adjust (increase) the packet interval value (RPI/EPI).

Particularly when using an Ethernet switch that does not support multi-cast filtering, the settings must
be made considering that multi-cast packets will be sent even to nodes without connection settings.

% Additional Information

If the connection type is set to Multi-cast connection in the connection settings of the CIP
Safety or the tag data links, multi-cast packets are used. If the connection type is set to Point to
Point connection, multi-cast packets are not used.

In addition, if the required CIP Safety performance or tag data link performance cannot be achieved
within the specifications, reevaluate the overall network configuration and correct it by taking steps
such as selecting a different Ethernet switch or splitting the network.

The following sections show how to check the device bandwidth to be used for the CIP Safety routings
and the tag data links in the designed network, and how to change the values.

% Additional Information

In order to provide stable communications, the connection settings need to be adjusted so that
the total device bandwidth usage of tag data links and the CIP Safety routing will not exceed

80%.

Checking Bandwidth Usage for Tag Data Links

The Network Configurator can display the bandwidth actually used for tag data links at each built-in
EtherNet/IP port, based on the connections set in the network configuration.

The device bandwidth used by tag data links can be checked by clicking the Detail Button in the
Usage of Device Bandwidth Area at the bottom of the Network Configuration Pane.
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NJ501-1500 Cl

JE- 028 l Usage of Device Bandwidth

# Gamment

@IQZWEBQEDW N.J501-1500
9]9215825025 GJ2M-EIP21
@IQZWEBZEUZE CJIW-EIP21

Usage of Gapacity (. Mbit/s (without Mult Uzage of IP multica
200 (2000 % 0042 (0.042) Mbit/s 1
200 (2001 % 0042 (0042) Whit/s 1
0.00(0331%  0.000 (0.028) Mbit/s o

UsagadeRasies Hari
(== D Set Packet Interval (RPD

Total usaee of IP multicast addresses 2
" :alwurk Tu\;l of :/Iax. Mbitss 0.042Mbit/s
Item Description
# The IP address of the device
Comment A description of the device. The comment is displayed below the device icon.

The model number of the device is displayed by default.

Usage of Capacity (without
Multicast filter)

The ratio of the device's packet usage to the maximum number of packets per
second.

Number of packets used per second | Number of maximum packets per
second

The values outside parentheses are for when multi-cast filtering is used.

The values inside parentheses are for when multi-cast filtering is not used.

Mbit/s (without Multicast
filter)

The network bandwidth usage for tag data link communications with the de-
vice.

The values outside parentheses are for when multi-cast filtering is used.
The values inside parentheses are for when multi-cast filtering is not used.

Usage of IP multicast
addresses

The number of IP multi-cast addresses actually used for communications with
the device.

Total usage of IP multicast ad-
dresses

The number of IP multi-cast addresses used in the entire network. This value is
used to estimate the number of multi-cast filters for switching.

Network Total of Max. Mbit/s

The total network bandwidth used for tag data link communications in the entire
network.

Tag data links will not operate normally if the network bandwidth that can be set
is exceeded.

@ Checking the Packet Usage Rate to the Maximum Number of Packets per
Second and the Network Bandwidth Usage
The window displays the ratio of the packet usage to the maximum number of packets per second
for each EtherNet/IP port, and the network bandwidth usage in Mbit/s.
The usage of capacity and used network bandwidth that are displayed in parentheses are for an
Ethernet switch that does not use multicast filtering. In this case, multicast packets will be sent to
even the nodes without connection settings, so the displayed values will include these packets as

well.

These values can be adjusted by changing the RPI.
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® Checking the Total Number of Multi-cast IP Addresses in the Network

When using an Ethernet switch that provides multicast filtering, there must be enough multicast fil-
ters for the network to be used. The Network Configurator shows the number of multi-cast IP ad-
dresses used for the entire network based on the connection settings.

Make sure that the number of multicast IP addresses used in the entire network does not exceed
the number of multicast filters supported by the Ethernet switch. If necessary, replace the Ethernet
switch with another one that has the sufficient number of multi-cast filters, or adjust the usage rate
to the maximum number of packets per second or the network bandwidth usage by using values
given for Ethernet switches without multicast filtering (i.e., the values in parentheses). These values
can be adjusted by changing the RPI.

9-1-2  Checking the Device Bandwidth Usage of the CIP Safety Routing

The Sysmac Studio displays the bandwidth used for the CIP Safety routing function for each CIP Safe-
ty connection configured on in the Safety CPU Unit.

You can verify the device bandwidth usage status for CIP Safety routing by clicking the Device
Bandwidth Button located at the bottom of the Connection Settings (Originator) Tab Page.

-

]
= —
s _ Go To /O Map

¥ EtherlNet/IP Port 1 (192.168.1.1)

—
Safety Network Number : |ESigslviipd=sbl:{n) |

S| Mbit/!
Targel sembly |pp_ ‘ MBI/ | Network

| Active | In/Qut |

I

Instance name ‘ ‘

192.168.1.2/Unitl NX102/NX-SL5700 Input Assembly 1 - [16Bytes] 51 0.053 Reaction Time [ms] ‘

100.064 CIPOriginator Instance0

¥ EtherNet/IP Port 2 (192.168.250.1)

Target Device /
Target I/0 Assembly
192.168.250.2/Unitl NX-CSG/NX-5L5700 Input Assembly 1 - [16Bytes] 51 0.053
¥ EtherlNet/IP Port 2 (192.168.250.1) 192.168.250.2/Unitl NX-CSG/NX-SL5700 Input Assembly 2 - [16Bytes] 51 0.053

‘PPS| Mbit/s| |

Safety Network Number : ‘ 41FDO17FA298

Network ‘

| Active | In/Cut | EPLIms] | Reaction Time [ms]

T e . 100.064 CIPOriginator Instancel
Port2 Mbit/s [EGLE  Mbit/s v
Total PPS pps

Close

D) Batch Setting

Item Meaning
PPS Displays the number of packets used for each CIP Safety connection per sec-
ond and the total sum of used packets
Mbit/s Displays the network bandwidth used for each CIP Safety connection.

9-1-3  Relationship between the Number of Packets Used per Second
and Packet Intervals

The usage rate to the maximum number of packets per second can be adjusted by modifying the set-
tings for the packet interval (PRI) for the tag data link or the packet interval (EPI) for the CIP safety

connection.

9-6
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The shorter the packet interval is, the larger the usage rate to the maximum number of packets per

second will become.
Conversely, the longer the packet interval is, the less the usage rate to the maximum number of pack-

ets per second will become.

9-1-4  Adjusting the Device Bandwidth Usage

This section describes how to adjust the device bandwidth usage.

m Precautions for Correct Use

The Ethernet switch should support the maximum network bandwidth value that can be set for
the NX502 CPU Unit or NX102 CPU Unit. The maximum network bandwidth value of the
NX502 CPU Unit is 1 Gbit/s, and the maximum network bandwidth value of the NX102 CPU
Unit is 100 Mbit/s.

I Ethernet Switches without Multicast Filtering

» Does the total number of packets transmitted to the built-in EtherNet/IP port per second exceed the
maximum number of packets allowed per second?
If it exceeds the maximum number, check and modify the connection settings, including RPI and EPI

values.

» Does the total network bandwidth usage of any transmission path exceed the network bandwidth
that can be set for the path?
If it exceed the bandwidth that can be set for the transmission path, the tag data link and CIP safety
connection may not work properly. If the bandwidth is exceeded, rewire the network or increase the
bandwidth between Ethernet switches (e.g., to 1 Gbps). If these countermeasures are not possible,
change the connection settings, including the RPI settings.

peoT suonesiunwwo) a8y} bunsnlpy L-6

I Ethernet Switches with Multicast Filtering

» Does the total network bandwidth usage of any transmission path exceed the network bandwidth
that can be set for the path?
If it exceed the bandwidth that can be set for the transmission path, the tag data link and CIP safety
connection may not work properly. If the bandwidth is exceeded, rewire the network or increase the
bandwidth between Ethernet switches (e.g., to 1 Gbps). If these countermeasures are not possible,
change the connection settings, e.g., the RPI settings.

» Does the total number of packets transmitted to the EtherNet/IP port per second exceed the maxi-
mum number of packets allowed per second?
If it exceeds the maximum number, check whether the multicast filtering on Ethernet switches is
functioning correctly. Calculate the number of multicast filters required for each Ethernet switch on
the network, and make sure that the resulting number does not exceed the number of multicast fil-
ters of any Ethernet switch. If the number of multicast filters of an Ethernet switch is not sufficient,
replace it with another switch with enough multicast filters, or modify the connection settings, includ-
ing the RPI and EPI settings.

abesn yipimpueg soineq ayy bunsnlpy v-1-6

NX-series Safety Control Unit User's Manual (Z930) 9-7



9 Communications Load

9-8 NX-series Safety Control Unit User's Manual (Z930)



Safety Unit Restore

This section describes the procedures to execute the Safety Unit Restore.

10-1 Safety Unit REStOre ......cccciiiiiiiiiccccceeerrerr s e smmnnn e 10-2
10-1-1 Generate Safety Unit Restore File Function............ccccooocoiiieiiiiieececie. 10-2
10-1-2 Safety Unit Restore FUNCHON ..........oociiiiiiiii e 10-4
10-1-3 Specifications of a Safety Unit Restore File ..........ccccoceiiiiiiiiiiiciecee 10-6

10-2 Versions for Which Safety Unit Restore Can Be Used ...........cccccvviinnennnn 10-7

NX-series Safety Control Unit User's Manual (Z930) 10-1




10 Safety Unit Restore

10-1 Safety Unit Restore

10-1-1

10-2

The safety unit restore is a function designed to transfer safety programs and settings to Safety CPU
Unit via an SD Memory Card. Refer to 10-2 Versions for Which Safety Unit Restore Can Be Used on
page 10-7 for information on the Unit models and unit versions that can use this function, and corre-
sponding Sysmac Studio versions.

You can use the Safety Unit Restore in the following instances.

Item Application
Program and setting changes When you change the safety program and settings for equipment that is
currently in operation
Hardware replacement When you replace the hardware for the Safety CPU Unit
Manufacture of equipment When you want to manufacture the same equipment and need to transfer

the data from the existing equipment to new equipment in its initial state.

Safety Unit Restore is executed combining the following functions.

Function Description

Generate Safety Unit Restore | This function allows to generate the Safety Unit Restore File using the Sysmac
File function Studio.

Safety Unit Restore function This function allows to transfer the Safety Unit Restore File data stored in an

SD Memory Card to a Safety CPU Unit.

Note that the Safety Unit Restore function restores only the target data in NX-SL5LICIL] Units. To re-
store the entire system, you need to execute this function together with the SD Memory Card backup

function.

M Precautions for Correct Use

To execute the Safety Unit Restore, you need to execute the restore function for the NX502
CPU Unit or NX102 CPU Unit as well. In addition, you need to generate a Safety Unit Re-
store File and a backup file of the NX502 CPU Unit or NX102 CPU Unit from a same project
or from a same physical unit from which a project is transferred. If the settings for the Safety
Unit Restore File and that for the backup file of the NX502 CPU Unit or NX102 CPU Unit are
not consistent, the Safety Control Unit does not operate normally.

Before executing the Safety Unit Restore, make sure to confirm the safety of the transfer des-
tination.

Before executing the Safety Unit Restore, verify that the operation target is correct.

Before executing the Safety Unit Restore, verify that the signature displayed on the seven-
segment indicator of the Safety CPU Unit is correct.

To prevent accessing a wrong Safety Unit Restore File, make sure to control the file access
and configuration properly.

After executing the Safety Unit Restore, verify that the Unit is configured correctly and the
Unit behaves as intended.

To prevent executing the Safety Unit Restore by unauthorized person, make sure to keep un-
der access control to SD Memory Cards and Safety Unit Restore Files.

Generate Safety Unit Restore File Function

This function uses the Sysmac Studio to generate a Safety Unit Restore File from a project that in-
cludes safety application data.
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10 Safety Unit Restore

Safety validation must be completed for the safety application data. Refer to 7-11 Performing Safety
Validation and Operation on page 7-65 for details on the safety validation of safety application data.

alo}say yun Asjes L-01

I Procedure

1 Startup the Sysmac Studio. Open a project which contains the validated safety application da-
ta.

2 From the Controller selection in the Multiview Explorer, select Safety CPU Unit, then select
Tools — Generate Safety Unit Restore File from the menu.
The Generate Safety Unit Restore File Dialog Box is displayed.

—Enter the Information of SafetycPUURIE —

Node name of Safety CPU Unit default

{within 32 characters) (Confirmation)

uonoun4 |4 aio)say 1un A1ejes aeisuas) L-1-0l

Generate

3 Enter the node name and the safety password that are set for the Safety CPU Unit to restore,
and click the Generate Button.
The Browse Folder Dialog is displayed.

Item Initial value Description
Node Name | default Enter a node name for Safety CPU Unit to restore data. If the node name
does not match with the actual unit, the restore operation fails. If the
node name of the actual unit is unchanged from the factory default set-
tings, the node name you entered here will be reflected to the actual unit.

Safety Pass- | --- Enter a safety password for Safety CPU Unit to restore data. If the safety
word password does not match, the restore operation fails. If the safety pass-
word is not configured for the actual unit, the safety password you en-
tered here will be reflected to the actual unit.

4 Specify the folder to save the files and click the OK Button.
The Safety Unit Restore File (file name: SLSystem.dat) will be generated to the specified fold-
er.

5 Store the Safety Unit Restore File in the root directory on the SD Memory Card.
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10 Safety Unit Restore

10-1-2 Safety Unit Restore Function

Insert an SD Memory Card to the NX502 CPU Unit or NX102 CPU Unit connected to the Safety CPU
Unit and then transfer data of the Safety Unit Restore File stored in the memory card to the Safety

CPU Unit.

Change the DIP switch settings and start the Safety CPU Unit in the Restore mode then execute the
Safety Unit Restore using the SD Memory Card.

The node name and safety password stored in the Safety CPU Unit to restore must be consistent with
those stored in the Safety Unit Restore File or unchanged from the factory default settings.

m Precautions for Correct Use

To execute the Safety Unit Restore, you need to execute the restore function for the NX502
CPU Unit or NX102 CPU Unit as well. In addition, you need to generate a Safety Unit Restore
File and a backup file of the NX502 CPU Unit or NX102 CPU Unit from a same project or from a
same physical unit from which a project is transferred. If the settings for the Safety Unit Restore
File and that for the backup file of the NX502 CPU Unit or NX102 CPU Unit are not consistent,
the Safety Control Unit does not operate normally.

I Procedure

Processing stage

Procedure and Display

Insert an SD Memory Card

Insert the SD Memory Card where the Safety Unit Restore File is stored under
the root directory into the NX502 CPU Unit or NX102 CPU Unit.

Start RESTORE Mode

Set the pins 1 to 4 of the DIP switch on the Safety CPU Unit as follows: 1 to ON,
2 to OFF, 3 to OFF, and 4 to OFF, and turn ON the power supply to the Control-
ler. The Safety CPU Unit starts in RESTORE mode.

SETTING

!

A OWON -

L

Initializing

Seven-segment indicators in the Safety CPU Unit repeat turning ON and OFF in
sequence for each, to test if the devices are lit properly.

HHE- HEH HEH HE
~ - - - -

* If initialization ended in an error, an error code is shown in the seven-segment
indicators in the Safety CPU Unit.

10-4
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10 Safety Unit Restore

Processing stage

Procedure and Display

Wait for Start command

The safety signature of the Safety Unit Restore File stored in the SD Memory
Card is repeatedly shown as a four-digit hexadecimal number in the seven-seg-
ment indicators in the Safety CPU Unit.

—al=)-H- -

(Example: Supposing the safety signature is 0OXABCD)

Check the safety signature. If it is correct, press and hold the service switch for
one second or more and release.

Processing starts.

Processing

Seven-segment indicators in the Safety CPU Unit repeat turning ON and OFF in
four at a time.

RO R

* If processing ended in an error, an error code is shown in the seven-segment
indicators in the Safety CPU Unit.

Wait for Completion Com-
mand

The safety signature for the settings information transferred to the Safety CPU
Unit is repeatedly shown as a four-digit hexadecimal number in the seven-seg-
ment indicators of the Safety CPU Unit.

Oy s dy »

(Example: Supposing the safety signature is 0XABCD)

Check the safety signature. If it is correct, press and hold the service switch for
one second or more and release.

Completion processes starts.

Processing Completion

Seven-segment indicators in the Safety CPU Unit repeat turning ON and OFF in
four at a time.

o TR

* |f processing ended in an error, an error code is shown in the seven-segment
indicators in the Safety CPU Unit.

Done

The safety signature including the date and time (UTC) is repeatedly shown in
the seven-segment indicators of the Safety CPU Unit.

— = - - - -
B UE- HEHEH HEH HEH H
BUDN NoCy N -4 B
== - -

(Example: Supposing the safety signature is 0XABCD, and the date is 16:21:36
of June 22, 2017 (UTC))

NX-series Safety Control Unit User's Manual (Z930) 10-5
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10 Safety Unit Restore

Processing stage Procedure and Display

Restart After turning OFF the power supply to the Controller, set the pins 1 to 4 of the
DIP switch on the Safety CPU Unit as follows: 1 to OFF, 2 to OFF, 3 to OFF, and
4 to OFF, and turn ON the power supply to the Controller. The Safety CPU Unit
starts in RUN mode.

SETTING

!

il

Refer to Section 12 Troubleshooting on page 12-1 for errors that can occur while restoring the
Safety Control Units.

10-1-3 Specifications of a Safety Unit Restore File

A Safety Unit Restore File is named as follows:

® File Name

File File name
Safety Unit Restore File SLSystem.dat
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10 Safety Unit Restore

10-2 Versions for Which Safety Unit Re-
store Can Be Used

This section describes combinations of unit models and unit versions that can use Safety Unit Re-
store, and corresponding Sysmac Studio versions.

You can use the following version or later/higher.

Safety Control Unit CPU Unit Sysmac Studio
Model Version Model Version version
NX-SL50100 Ver.1.3 NX502 Ver.1.60 Ver.1.54
NX102 Ver.1.31 Ver.1.24
NX-series Safety Control Unit User's Manual (Z930) 10-7
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Safety Data Logging

This section describes the Safety Data Logging function.

11-1 Outline of the Safety Data Logging Function.........cccccceiviiiiccccccceceeceeennnn, 11-2
11-2 Creating a Safety Data Logging Settings File with the Sysmac

£ (o 1 11-4
11-3 Safety Data Logging Operation Procedure...........cccccriniiiimnninnniennnnnssnennn, 11-6
11-4 Checking the Logging Status...........ccccvemriiiiiinirn e 1-7

11-4-1 Checking the Seven-segment Indicator ............ccoooiiiiiiiii e, 11-7

11-4-2 Checking with System-defined Variables ............ccccoviiiiiiiiie e 11-7
11-5 Log File Specifications .........coovvccccccsmmririr e 11-8
11-6 Versions for Which Safety Data Logging Can Be Used............ccccceumenenn 11-10
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11 Safety Data Logging

11-1 Outline of the Safety Data Logging

Function

The safety data logging is a function that records exposed variables and device variables used in the
safety program of the Safety CPU Unit in a chronological order. The function logs the specified varia-
bles in the volatile memory and saves the log data into the SD Memory Card before and after the trig-
ger condition is met. Refer to 17-6 Versions for Which Safety Data Logging Can Be Used on page

11-10 for information on the Unit models and unit versions that can use this function, and correspond-

ing Sysmac Studio versions.

This section provides the specifications of the safety data logging.

Item

Specifications

Number of logging settings

2 max.
Specify the respective settings including sampling interval,
trigger conditions, and logging target.

Number of records

3000 records per setting

Sampling interval

Based on the task period of the NX502 CPU Unit or NX102
CPU Unit, select one of the four options specified by the
Sysmac Studio for each setting.

Trigger condition

One variable can be specified as a trigger condition for each
setting.

BOOL variables: True or False

Non-BOOL variables: Select any of the following and specify
a constant:

=: Equal to the constant

#: Not equal to the constant

: Greater than the constant

<: Less than the constant

: Equal to or greater than the constant

: Equal to or less than the constant

A\

AN IV

Logging target

Up to 100 exposed variables and devices variables can be
specified for each setting.

Storage location of the safety data logging set-
tings file and log files

The data is saved in the following folder of the SD Memory
Card that is mounted in the NX502 CPU Unit or NX102 CPU
Unit.

/SFLog/

The safety data logging function works as follows:

Logging standby
(waiting for start trigger)

Start Trigger
—_—

-

Logging in-progress
(waiting for stop trigger)

Stop Trigger

Status

Operation

Logging standby (waiting for start trig-

The safety data logging is not in progress. When the start trigger is

ger) detected, it enters the "logging in-progress" state.

11-2
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11 Safety Data Logging

Status

Operation

Logging in-progress (waiting for stop
trigger)

The safety data logging is in progress. The log data is constantly re-
corded in the ring buffer of the volatile memory. When the buffer be-
comes full, the oldest log is discarded in order.

When the unit enters the logging standby state with the stop trigger,
logs in the buffer are saved into the SD Memory Card.

@ Start Trigger

When the following condition is met in the logging standby state, the start trigger is activated and

the unit enters into the logging in-progress state.

» The service switch is pressed for operation after all the safety master connections were estab-

lished.

However, if the logging settings file is configured to start logging at a startup, you do not need to
press the service switch to start the logging in-progress state for the first logging.

® Stop Trigger

The stop trigger is activated by the following factors:

Stop factors

Logging to be stop-
ped

Log files to be saved

When the trigger condition specified in a safety data logging
settings file is met

Stop only the logging
for which the trigger
condition is met

Save only log files re-
corded for the logging
setting for which the
trigger condition is
met.

When the stop operation is performed with the service switch

Stop all the loggings in
progress

Save log files for all
the logging settings in
progress.

When a communication error occurs in the safety master con-
nections (FSoE master connection or CIP Safety originator
connection)

Stop all the loggings in
progress

Save log files for all
the logging settings in
progress.

When the operation to stop the FSoE or CIP Safety communi-

cations is performed

* When the operating mode of the Safety CPU Unit changes

* The setting is transferred to the NX502 CPU Unit or NX102
CPU Unit

e The NX bus restart is executed,

etc.

Stop all the loggings in
progress

Save log files for all
the logging settings in
progress.

When the unit enters the logging standby state with the stop trigger, logs into the buffer are saved

into the SD Memory Card.

m Precautions for Correct Use

Do not turn OFF the power supply to the NX502 CPU Unit or NX102 CPU Unit while data is
being transferred. Otherwise, the files may be damaged.

NX-series Safety Control Unit User's Manual (Z930)
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11 Safety Data Logging

11-2 Creating a Safety Data Logging Set-
tings File with the Sysmac Studio

11-4

The Sysmac Studio allows you to create a safety data logging settings file.
Safety validation must be completed for the safety application data. Refer to 7-11 Performing Safety
Validation and Operation on page 7-65 for details on the safety validation of safety application data.

Use the following procedure to create a safety data logging settings file.

1 From the Controller selection in the Multiview Explorer, select the Safety CPU Unit and then go
to Tools — Generate Safety Data Logging Settings File.
The Generate Safety Data Logging Settings File Window shown below appears.

Generate

Logging Settings
Number

Start logging at startup

Trigger condition
Sampling interval

Data ratio after
trigger

Name

| MES_IN_BOOL

v Logging Settings ID 1234

NES_IN_BOOL TRUE (rising)

5 ¥ ms

10.000 s

| NES_OUT_BOOL

| NES_ININT

| NES_OUT INT

| ESTOPL

Unit2_ConnectionStatus

Unitd_ConnectionStatus

| sr1

| Cip_sI0

Close

The structure of the Safety Data Logging Settings File Window is as follows:

Item

Description

Logging Settings Num- | Select 1 or 2.

ber

Up to two safety data logging settings files can be saved in the SD Memory
Card. The logging settings ID for each file must be unique.
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11 Safety Data Logging

%
)
o
a2
s
Item Description o
Logging Settings ID An ID number is specified to associate a logging settings file with relevant log gg
files as its logging result. This ID number is used as part of their file names so ;-2"
that the safety data logging settings file and the corresponding log files can be '§'—E
identified. g:,i
Start logging at startup | Selected: The safety data logging is executed at a startup without pressing %’8_
the service switch. 3a
Not selected: The service switch operation is required for executing the safety ;&
data logging. %g'
Trigger condition Specify a variable and a condition expression as the trigger to stop the safety
data logging.

Left box: Specify a variable name.

Right box: Specify a constant value to compare.
List in the middle: Select from the following.

For BOOL: Select either True or False.

For other than BOOL: Select one of the following options:
: Equal to the constant

: Not equal to the constant

: Greater than the constant

: Less than the constant

: Equal to or greater than the constant

: Equal to or less than the constant

NIV AV R

Sampling interval Select a sampling interval.

Data ratio after trigger | Specify a ratio of the log data after the trigger to that before the trigger.
Logging target Up to 100 variables can be registered for logging.

Name: Specify the name of the variable is specified.

Data Type: The data type of the variable is displayed.

Comment: The comment for the variable is displayed.

Generate Button This button allows you to save a safety data logging settings file into a folder
you specify.
Import Button This button allows you to import a safety data logging settings file.

2 Specify the settings and click the Generate Button.
When you specify a save destination in the displayed dialog box and click the OK Button, the
following file will be generated.

File name™! Application
SFLogConfig_<N>_<ID>_ <SIGNATURE>.dat Safety data logging settings file. This file is
used for the safety data logging function.
SFLogConfig_<N>_<ID>_<SIGNATURE>.txt Confirmation file for safety data logging

settings. A text file in which the settings
are visualized. This file is not used for the
safety data logging function.

*1.  The meaning of the extensions used for file names is as follows:
N: Logging Settings Number
ID: Logging Settings ID
SIGNATURE: Safety Signature

3 Store the safety data logging settings file in /SFLog/ on the SD Memory Card.
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11-3 Safety Data Logging Operation Proce-

11-6

dure

Use the following procedure to execute the safety data logging function:

1

Find the SD Memory Card that contains the safety data logging settings file in the specified
folder. Insert the SD Memory Card into the SD Card Slot of the NX502 CPU Unit or NX102
CPU Unit to which the Safety CPU Unit is connected.

Set the DIP switch on the front panel of the Safety CPU Unit to turn ON SW2, and OFF SW1,
SW3 and SW4.

Start or restart the NX502 CPU Unit, NX102 CPU Unit, and Safety CPU Unit.

If the logging settings file is configured to start logging at a startup, the logging execution starts
when all the safety master connections are established.

If the logging settings file is not configured to start logging at a startup, press the service switch
on the front panel of the Safety CPU Unit after confirming that all the safety master connections
are established.

If you hold down the service switch, the display of the seven-segment indicator will change as
shown below.

After 1 second After 3 seconds After 5 seconds
“gj » “Lo”

Release the service switch while the indicator shows "Lo".
If you release the service switch while "--" is displayed, the function is not executed and the
original state is restored.

Check the left dot of the seven-segment indicator on the Safety CPU Unit to see if the logging
execution started normally.
If it starts normally, the left dot is lit. If it fails, the left dot is flashing.

Check the left dot of the seven-segment indicator on the Safety CPU Unit to see if the trigger
condition was met and the log files were output.

When output of all the log files is completed, the left dot goes out and the right dot lights up.
If the log files are not saved successfully, the right dot starts flashing.

By following Step 4, you can manually stop the logging that is in progress.

7 Remove the SD Memory Card.
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11-4 Checking the Logging Status

You can verify the logging status in the following methods:
» Checking the seven-segment indicator of the Safety CPU Unit.
» Checking with system-defined variables

11-4-1 Checking the Seven-segment Indicator

ng

The logging status is displayed with the right and left dots of the seven-segment indicator of the Safety
CPU Unit as shown below.

Display area

Display

Description

Left dot of the seven-
segment indicator of
the Safety CPU Unit

Not lit

No logging is in progress.

Lit

Logging is in progress.

Flashing (0.5-s interval)

Logging did not start.

Right dot of the seven-
segment indicator of
the Safety CPU Unit

Not lit

No log file was output.

Lit

A log file was saved successfully.

Flashing (0.5-s interval)

A log file was not saved successfully.

11-4-2 Checking with System-defined Variables

You can verify the logging execution status by checking the system-defined variables of the NX502
CPU Unit or NX102 CPU Unit.

The NX502 CPU Unit and NX102 CPU Unit have system-defined variables for each logging setting.
For details on the system-defined variables, refer to System-defined Variables in the NJ/NX-series
CPU Unit Software User’s Manual (Cat. No. W501).

NX-series Safety Control Unit User's Manual (Z930)
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11 Safety Data Logging

11-5 Log File Specifications

Log files are stored in the SD Memory Card.

A log file is saved as a comma-delimited text file with a csv extension.
Log file specifications are described below.

Item

Specifications

Log file name™ "2

SFLog_<N>_<ID>_ <SIGNATURE>_<Date of output>_<Time of output>.csv

File |

ocation

/SFLog/

1.

2.

N, ID, and SIGNATURE in a log file name are each set with the same text string set for the corresponding
identifier in the file name of the relevant safety data logging settings file. The meaning of each identifier is as

follows.

N: Logging Settings Number
ID: Logging Settings ID
SIGNATURE: Safety Signature

As identifiers, the date of output is set as YYYYMMDD, and the time of output is as hhmmss.

The header row of a log record is output in the first row. The contents of the log record are output in
the second and following rows.

Column Item Description
1st column | Record index Index number of the record. 0 to 2999
(index)
2nd column | Sampling time | Sampling execution time. It is based on the time information configured in the
(time) NX502 CPU Unit or NX102 CPU Unit.
YYYY-MM-DD hh:mm:ss.ms
3rd column | Condition is met | When the trigger condition is met for the record, 1 is output.
(condition) * If the logging is stopped by pressing the service switch, there may be no re-
cord with 1 for this value.
4th column | Sampling data | It lists all the sampling data corresponding to the number of logging target vari-
and later (variable name) | ables. All data is expressed in decimal notation.

BOOL/SAFEBOOL: 0 (FALSE), 1 (TRUE)
BYTE: 0 to 255

WORD/SAFEWORD: 0 to 65535
INT/SAFEINT: -32768 to 32767
DINT/SAFEDINT: -2147483648 to 2147483647

After the final row of the record, the additional information (footer) shown below is output following a

blank row.
Row No. Item Description
1st footer Trigger variable The trigger condition used for the logging is output.
row (condition)
2nd footer Reason for logging | The reason for the stopped logging is provided.
row stopped condition: The logging stopped because the trigger condition specified in
(StopType) the logging setting was met.

other: The logging stopped due to any reason other than the trigger con-
dition.

This is a log file example:
(condition)

11-8
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11 Safety Data Logging

Logging completion condition: VarX changes to FALSE

Logging target: Var1(SAFEBOOL), Var2(SAFEBOOL), Var3(WORD)

Reason for logging stopped: The trigger condition is met. (VarX changes to FALSE.) The condition
was met when No2205 was read in the sampling.

"index","time", "condition", "Varl:SAFEBOOL", "Var2:SAFEBOOL", "Var3:WORD"

"2200","2017-06-16 11:16:40.443","0","1","1","153"
"2201","2017-06-16 11:16:40.448","0","1","0","153"
"2202","2017-06-16 11:16:40.453","0","1","0","153"
"2203","2017-06-16 11:16:40.458","0","1","0","153"
"2204","2017-06-16 11:16:40.463","0","1","0","153"
"2205","2017-06-16 11:16:40.468","1","1","0","153"
"2206","2017-06-16 11:16:40.473","0","1","0","153"
"2207","2017-06-16 11:16:40.478","0","1","0","153"
"2208","2017-06-16 11:16:40.483","0","1","0","150"
"2209","2017-06-16 11:16:40.488","0","1","0","150"

suoneoyioads aji4 6o 6-11

"2999","2017-06-16 11:16:40.488","0","1","0","150"”

"condition:VarX=false"
"StopType:condition”
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11-6 Versions for Which Safety Data Log-
ging Can Be Used

This section describes combinations of unit models and unit versions that can use the safety data log-
ging, and corresponding Sysmac Studio versions.

You can use the following version or later/higher.

Safety Control Unit CPU Unit Sysmac Studio
Model Version Model Version version
NX-SL5000 Ver.1.3 NX502 Ver.1.60 Ver.1.54
NX102 Ver.1.31 Ver.1.24

11-10
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Troubleshooting
]

This section describes troubleshooting for the Safety CPU Unit and Safety I/O Units.

12-1 How to Check for Errors.......ccceeeciiiiimeeeiinssssssssssssesssssssnsesssnnnes

12-2 Checking for Errors with the Indicators............ccccceeimmrrrvrernnnnnn.
12-2-1 Troubleshooting the Main Errors in the Safety CPU Unit
12-2-2 Troubleshooting the Main Errors in the Safety 1/0 Units

12-3 Checking for Errors with the Sysmac Studio ..........cccccviimriiiiiinniniiinnns
12-3-1 Checking for Errors from the Sysmac Studio ..........cocccveviieenicieiieee e
12-3-2 TYPES OF EFTOIS ...ttt ettt e e e e et e e e e e s nareeea e an
12-3-3 Event Codes for Errors and Troubleshooting Procedures
12-3-4 Error DESCIIPONS. ....coiiiiii ittt

12-4 Checking Errors of CIP Safety Target Devices Using Sysmac Studio..12-93

12-4-1 Troubleshooting the CIP Safety Target Device Errors

12-5 ReSetting Errors ... ir s s s e e rr e s sn s s s s s s s s sneer e e nenenes
12-6 Troubleshooting Flow When Errors OCCur.........cccccccmmrrrrriisiscccsssnnnnnenns

NX-series Safety Control Unit User's Manual (Z930)

12-4-2 CIP Safety Connection Status Codes and Troubleshooting

12-93

121




12 Troubleshooting

12-1 How to Check for Errors

You can check to see if an error has occurred in the Safety Control Units with the following methods.

Checking method What you can check
Checking the Indicators Operating status of the NJ/NX-series CPU Unit, Safety CPU Unit, and Safe-
ty 1/O Units
Checking with the Troubleshoot- | Current errors in the Safety CPU Unit and Safety 1/O Units, error logs in the
ing Function of the Sysmac Stu- | Safety CPU Unit and Safety I/0 Units, and the sources, causes, and correc-
dio tions for errors

In addition, you can check to see if an error has occurred with the CIP Safety target device by using
the following methods.

Checking method What you can check

Checking the Indicators of the CIP Safety Target Device status and error status, etc.
Device

Checking with the CIP Safety Monitor Function of * Device status

Sysmac Studio * Connection status

* Parameter monitor value

* Event logs (for OMRON CIP Safety target devices only)

12-2 NX